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<<Begin Change 1>>
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 22.173: "IP Multimedia Core Network Subsystem (IMS) Multimedia Telephony Service and supplementary services; Stage 1".

[3]
3GPP TS 23.003: "Numbering, addressing and identification".

[4]
3GPP TS 23.237: "IP Multimedia subsystem (IMS) Service Continuity; Stage 2".

[5]
3GPP TS 24.008: "Mobile radio interface layer 3 specification; Core Network protocols; Stage 3".

[6]
3GPP TS 24.228 Release 5: "Signalling flows for the IP multimedia call control based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP); Stage 3".
[7]
3GPP TS 24.229: "IP multimedia call control protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP); Stage 3".

[8]
3GPP TS 24.238: "Session Initiation Protocol (SIP) based user configuration; Stage 3".

[9]
3GPP TS 24.292: "IP Multimedia (IM) Core Network (CN) subsystem Centralized Services (ICS); Stage 3".

[10]
3GPP TS 24.604: "Communication Diversion (CDIV) using IP Multimedia (IM)Core Network (CN) subsystem; Protocol specification".

[11]
3GPP TS 24.605: "Conference (CONF) using IP Multimedia (IM) Core Network (CN) subsystem; Protocol specification".

[12]
3GPP TS 24.606: "Message Waiting Indication (MWI) using IP Multimedia (IM) Core Network (CN) subsystem; Protocol specification".

[13]
3GPP TS 24.607: "Originating Identification Presentation (OIP) and Originating Identification Restriction (OIR) using IP Multimedia (IM) Core Network (CN) subsystem; Protocol Specification".

[14]
3GPP TS 24.608: "Terminating Identification Presentation (TIP) and Terminating Identification Restriction (TIR) using IP Multimedia (IM)Core Network (CN) subsystem; Protocol Specification".

[15]
3GPP TS 24.610: "Communication HOLD (HOLD) using IP Multimedia (IM) Core Network (CN) subsystem; Protocol specification".

[16]
3GPP TS 24.611: "Anonymous Communication Rejection (ACR) and Communication Barring (CB); using IP Multimedia (IM) Core Network (CN) subsystem; Protocol specification".

[17]
3GPP TS 24.629: "Explicit Communication Transfer (ECT) using IP Multimedia (IM) Core Network (CN) subsystem; Protocol specification".

[18]
3GPP TS 24.239: "Flexible Alerting (FA) using IP Multimedia (IM) Core Network (CN) subsystem; Protocol specification".

[19]
3GPP TS 24.259: "Personal Network Management (PNM); Stage 3".

[20]
3GPP TS 24.615: "Communication Waiting (CW) using IP Multimedia (IM) Core Network (CN) subsystem; Protocol Specification".

[21]
3GPP TS 24.616: "Malicious Communication Identification (MCID) using IP Multimedia (IM) Core Network (CN) subsystem; Protocol Specification".

[22]
3GPP TS 24.642: "Completion of Communications to Busy Subscriber (CCBS) and Completion of Communications by No Reply (CCNR) using IP Multimedia (IM)Core Network (CN) subsystem; Protocol Specification".

[23]
3GPP TS 24.647: "Advice Of Charge (AOC) using IP Multimedia (IM)Core Network (CN) subsystem; Protocol Specification".

[24]
3GPP TS 24.654: "Closed User Group (CUG) using IP Multimedia (IM) Core Network (CN) subsystem, Protocol Specification".

[25]
3GPP TS 29.292: "Interworking between the IP Multimedia (IM) Core Network (CN) subsystem and MSC Server for IMS Centralized Services (ICS)".

[26]
3GPP TS 29.328: "IP Multimedia Subsystem (IMS) Sh interface; Signalling flows and message contents".

[27]
3GPP TS 29.329: "Sh interface based on the Diameter protocol; Protocol details".

[28]
IETF RFC 792 (September 1981) "INTERNET CONTROL MESSAGE PROTOCOL".

[29]
IETF RFC 3023: "XML Media Types".

[30]
IETF RFC 3261: "SIP: Session Initiation Protocol".

[31]
IETF RFC 3264 (June 2002) "An Offer/Answer Model with the Session Description Protocol (SDP)".

[32]
IETF RFC 3515: "The Session Initiation Protocol (SIP) Refer Method".

[33]
IETF RFC 3556 (July 2003) "Session Description Protocol (SDP) Bandwidth Modifier".

[34]
IETF RFC 3840 (August 2004): "Indicating User Agent Capabilities in the Session Initiation Protocol (SIP)".

[35]
IETF RFC 3891: "The Session Initiation Protocol (SIP) "Replaces" Header".

[36]
IETF RFC 3892 (September 2004) "The Session Initiation Protocol (SIP) Referred-By Mechanism".

[37]
IETF RFC 4028: "Session Timers in the Session Initiation Protocol (SIP)".

[38]
IETF RFC 4235 (November 2005): "An INVITE-Initiated Dialog Event Package for the Session Initiation Protocol (SIP)".

[39]
IETF RFC 4353 (February 2006): "A Framework for Conferencing with the Session Initiation Protocol (SIP)".

[40]
IETF RFC 4538: "Request Authorization through Dialog Identification in the Session Initiation Protocol (SIP)".

[41]
IETF RFC 4566: "SDP: Session Description Protocol".

[42]
IETF RFC 4745: "Common Policy: A Document Format for Expressing Privacy Preferences".

[43]
IETF RFC 6157 (April 2011): "IPv6 Transition in the Session Initiation Protocol (SIP)".

 
[44]
draft-holmberg-sipcore-proxy-feature-01 (December 2010): "Indication of features supported by proxy".

Editor's note: The above document cannot be formally referenced until it is published as an RFC.

[45]
OMA-TS-XDM-Core-V1_1: "XML Document Management (XDM) Specification", Version 1.1.
<<End Change 1>>
<<Begin Change 2>>
7.3.2
Configuration of controller loss preference

Configuration of controller loss preferences by the user should:

-
take place over the Ut reference point using XCAP as enabling protocol; or

-
use SIP based user configuration as described in 3GPP TS 24.238 [8];

NOTE:
Other possibilities for user configuration, such as web-based provisioning or pre-provisioning by the operator are outside the scope of the present document, but are not precluded.

The structure of the XML document and the schema for configuring the list of preferred UEs that are used in the case of controller loss is defined in annex C.3.
<<End Change 2>>
<<Begin Change 3>>
11.3.3
SCC AS procedures for collaborative session establishment with new media

When SCC AS receives a SIP REFER request in a new dialog from the controller UE for establishing a collaborative session by adding new media to the controllee UE, the SCC AS shall send:

1)
a SIP 202 (Accepted) response to the controller UE;

2)
a SIP NOTIFY request containing a sipfrag "SIP 100 Trying" as described in IETF RFC 3515 [32] to the controller UE; and

3)
a SIP INVITE request in accordance to 3GPP TS 24.229 [7] to the controllee UE. The SCC AS shall construct the SIP INVITE request as follows:

a)
Request-URI set to the SIP URI from the Refer-To header field of the received SIP REFER request;

b)
the Referred-By header field containing the values from Referred-By header field of the received SIP REFER request if authorized by SCC AS, according to the procedures of the IETF RFC 3892 [36];

c)
the P-Asserted-Identity header field containing the identity of the remote UE as received in the P-Asserted-Identity header field from the remote UE at the original session establishment; and
d)
includes an SDP offer:

A)
with the media type(s) from the media (m=) lines in the same order as in the hname "body" URI header field of the SIP URI in the Refer-To header field of the received SIP REFER request;
B)
 with port numbers of the media line(s) set to zero except the media line(s) of the new media, i.e. the media line(s):

i)
which were listed in the received SDP of the SIP REFER request with the discard port number "9"; and

ii)
which are not used yet in the session; and

C)
for the media line(s) containing the media type(s) of the new media component(s) with additional SDP fields containing:

i)
sendonly directionality;

ii)
bandwidth information with RS set to zero and RR set to zero; and

iii)
a c-line set to the unspecified address (0.0.0.0) if IPv4 or a domain name within the ".invalid" DNS top-level domain in case of IPv6 as described in IETF RFC 6157 [43].

If a SIP non-2xx final response is received from the controllee UE, the SCC AS shall send a SIP NOTIFY request including the SIP final response as a sipfrag body to the controller UE and consider the inter-UE transfer operation failed. Otherwise, the SCC AS continues with the remainder of the steps described in this subclause.

Upon receiving a SIP 2xx response from the controllee UE with an SDP answer, the SCC AS shall send a SIP re-INVITE request to the remote UE as specified in 3GPP TS 24.229 [7]. The SCC AS shall construct the SDP offer in the SIP re-INVITE request as follows:

1)
the SDP information as follows:

a)
for the added media component(s), set the SDP information as from the SDP answer received in the SIP 200 (OK) response from the controllee UE with the difference that the directionality is set to sendrecv directionality; and

b)
for all other media components in the collaborative session, include the SDP information as from the original session to the remote leg.
If the SIP final response was a non 2xx response then the SCC AS shall consider the transfer operation failed and abort the media transfer and establishment of the collaborative session.

If the SIP final response from the remote UE was a SIP 2xx response with the SDP answer, the SCC AS shall:

1)
send to the remote UE a SIP ACK request; and

2)
send to the controllee UE a SIP re-INVITE request containing the current port number for the media component to be added and set the directionality (i.e. sendrecv/sendonly/recvonly/inactive) attributes associated to the transferred media component to according to the SDP answer received from the remote UE.

NOTE 0:
This SIP re-INVITE request is triggered by the SIP REFER request. The previous SIP INVITE request was generated by the SCC AS due to third party call control to allow sending this SIP re-INVITE request.
NOTE 1:
Any other changes such as IP address of the remote leg in case remote leg uses different IP addresses for different media components can also be updated in the SIP re-INVITE request.

Upon successful completion of the SDP offer answer exchange using SIP re-INVITE request with the controllee UE, the SCC AS shall:

1)
send to the controllee UE a SIP ACK request

Upon receiving a SIP final response from the controllee UE, the SCC AS shall send, a SIP NOTIFY request containing the received final response code in the sipfrag body and if the received response was a SIP 200 (OK) response containing an SDP answer then also include in the sipfrag the Content-Type header field from the received 200 (OK) response along with the media (m=) line(s) from the SDP answer.
<<End Change 3>>
<<Begin Change 4>>
16
Roles for collaborative sessions involving participants with different subscriptions
<<End Change 4>>
<<Begin Change 5>>
17.2.1
Controller UE

To establish a collaborative session upon originating session setup the controller UE sends a SIP INVITE request to the remote party in accordance with the procedures specified in 3GPP TS 24.229 [7]. The controller UE shall populate the SIP INVITE request as follows:
1)
the Request-URI set to the URI of the remote party; and
2)
the SDP information as follows:

a)
for the media component(s) served by itself, the port numbers of the UE; and
b)
for the media component(s) to be established in the controllee UE, as follows:

 -
the port numbers set to non zero;

-
the connection address set to 0.0.0.0 in case of IPv4 or set to domain name within the ".invalid" DNS top-level domain in case of IPv6 as described in IETF RFC 6157 [43]; and

-
"a=3gpp.iut.controllee" attribute set to the SIP URI of controllee UE.
Upon receiving a SIP 200 (OK) response with the SDP answer from SCC AS, the controller UE shall send a SIP ACK request to the SCC AS.
17.2.2
SCC AS serving the collaborative session

Upon receiving a SIP INVITE request including SDP containing media with the "a=3gpp.iut.controllee" attribute, the SCC AS shall send a SIP INVITE request to the controllee UE including:
1)
the Request-URI set to the URI of the controllee UE which is indicated in the "a= 3gpp. iut.controllee" attribute;

2)
the P-Asserted-Identity header field set to the URI of the controller UE; and
3)
the SDP information as follows:
a)
for the media component(s) that are to be established on the controller UE containing the port number set to zero; and
b)
for the media component(s) that are to be established on the controllee UE:

-
set the connection address to 0.0.0.0 in case of IPv4 or set to domain name within the ".invalid" DNS top-level domain in case of IPv6 as described in IETF RFC 6157 [43];

-
set the port number to non zero; and

-
remove the attribute "a=3gpp.iut.controllee".

Upon receiving a SIP 18x provisional response or a SIP 2xx successful response from the controllee UE that includes an SDP answer, the SCC AS shall send a SIP INVITE request to the remote party including:
1)
the Request-URI set to the URI of the remote party using the URI from the Request-URI of the original SIP INVITE request;
2)
the P-Asserted-Identity header field set to the URI of the controller UE; and
3)
the SDP information as follows:

a)
for the media component(s) that are to be established on the controller UE containing the port number set to the port numbers of the controller UE; and
b)
for the media component(s) that are to be established on the controllee UE containing the port number for the corresponding media received in the media line of the SDP received during the last successful SDP offer/answer exchange.
Upon receiving a SIP 18x provisional response or a SIP 2 xx successful response from the remote UE, the SCC AS shall forward the SIP 18x provisional response or a SIP 2 xx successful response to the controller UE and send a SIP re-INVTE/UPDATE request to the controllee UE to update the media description based upon the last successful SDP offer/answer exchange with the remote party.
Upon receiving a SIP 200 (OK) response from the controllee UE, the SCC AS shall send a SIP ACK request to the controllee UE.
Editor's Note: When the SCC AS acts as the third party call controller, the relationship between the header fields received in a SIP message and those in the SIP message generated as a result needs to be described. In particular this needs to cover actions on the Privacy header field. 
Upon receiving the second (and the subsequent) SIP 18X response from the second (and the subsequent) remote UE that includes a SDP answer, the SCC AS determines that the call is forked as specified in IETF RFC 3261 [30] and shall perform as follows:

1)
if the SCC AS has not yet received any SIP 200 (OK) response from any remote UE for the collaborative session, the SCC AS shall save the SIP 18X response without sending a SIP re-INVITE/UPDATE message to the controllee UE and update the remote UE on the availability of resources at the controller UE and the controllee UE; and
2)
if afterwards, the SCC AS receives a SIP 200 (OK) response from the second (or one of the subsequent) remote UE before or without receiving any SIP 200 (OK) response from any other remote UE, the SCC AS shall forward the SIP 200 (OK) respose to the controller UE and send a SIP re-INVTE/UPDATE request to the controllee UE for media re-negotiation with the remote UE based on the saved SIP 18X response from the remote UE that sends the SIP 200 (OK) response. Thus a collaborative session is established between the remote UE that first sends the SIP 200 (OK) response and the controller/controllee UE.
17.3
Terminating session setup

17.3.1
Controller capable UE

Upon receiving a SIP initial INVITE request from the remote party, the controller capable UE shall send a SIP 300 (Multiple Choices) response to the remote party in accordance with the procedures specified in 3GPP TS 24.229 [7] as follows:

1)
a Contact header field for each UE that is to be a participant in the collaborative session (including the controller capable UE if the controller capable UE is also a participant) containing the SIP URI of that UE
NOTE:
The SIP URI of the UE needs to be a GRUU if any of the UEs that are participants of the collaborative session share the same public user identity.
2)
a Content-Type header field containing the MIME type application/vnd.3gpp.iut+xml; and
3)
an application/vnd.3gpp.iut+xml MIME body containing a <controlTransfer> element that contains:
i)
an <activeController> element containing the SIP URI of the controller UE for the collaborative session and additionally containing the URI header field with the hname "body" containing SDP for the media type for each of the media (m=) lines in the session set as follows:

-
media lines that are not being assigned to the controller capable UE with the port number set to zero

-
media line(s) that are to be assigned to the controller capable UE containing the port number for the corresponding media types received in the media line of the SDP offer in the SIP INVITE request; and
ii)
a <Controllee> element for each controllee UE that is to be a participant in the collaborative session containing the SIP URI of the controllee UE for the collaborative session and additionally containing the URI header field with the hname "body" containing SDP for the media type for each of the media (m=) lines in the session set as follows:

-
media lines that are not being assigned to that controllee UE with the port number set to zero

-
media line(s) that are to be assigned to that controllee UE containing the port number for the corresponding media types received in the media line of the SDP offer in the SIP INVITE request;
If the controller capable UE indicated in the SIP 300 (Multiple Choices) response that it will be a participant in the collaborative session then the controller capable UE will receive a SIP INVITE request containing an SDP offer . The controller capable UE shall handle the SIP INVITE request in accordance with the procedures specified in 3GPP TS 24.229 [7].

If the controller capable UE indicated in the SIP 300 (Multiple Choices) response that it will be the controller UE for the collaborative session then the controller capable UE shall when accepting the session behave as a controller UE of the collaborative session, otherwise the controller capable UE shall act as a controllee UE for the collaborative session.

17.3.2
SCC AS serving the collaborative session
When forwarding an initial SIP INVITE request from the remote party to the controller capable UE the SCC shall add an Accept header field containing the MIME type application/vnd.3gpp.iut+xml to the SIP INVITE request.
Upon receiving a SIP 300 (Multiple Choices) response containing the MIME body application/vnd.3gpp.iut+xml from the controller capable UE in response to the initial SIP INVITE request, the SCC AS shall:

1)
send a SIP ACK request to the controller capable UE in accordance with the procedures specified in 3GPP TS 24.229 [7];

2)
authorise the request for the collaborative session setup with the controllee UE(s) identified in the <controllee> element in the MIME body of the SIP 300 (Multiple Choices) response; and

3)
consider the UE identified in <activeController> element in the MIME body of the SIP 300 (Multiple Choices) as the controller UE for the collaborative session.

If authorised the SCC AS shall send a SIP 183 (Session Progress) response to the remote UE containing an SDP answer as follows:

1) for all media lines indicated in the MIME body of the SIP 300 (Multiple Choices) response, set the port numbers to the discard port number "9" and set to "a=inactive"; and
2) for any media lines in the original SDP offer that are not indicated in the MIME body of the SIP 300 (Multiple Choices) response, set the port numbers to zero.

To establish the media the SCC AS shall send a SIP INVITE request to each UE identified in the Contact header fields of the SIP 300 (Multiple Choices) response including:
1)
the Request-URI set to the URI of the UE from a Contact header field of the SIP 300 (Multiple Choices) response;
2)
the P-Asserted-Identity header field containing the identity of the remote UE as received in the P-Asserted-Identity header field from the remote UE in the original SIP INVITE request; and
3)
the SDP information for the media component to be transferred to that UE as follows:

a)
the media type(s) from the media (m=) lines from the hname "body" URI header field in the corresponding SIP URI in the <activeController> element and <controllee> element(s) in the <controlTransfer> element of the application/vnd.3gpp.iut+xml MIME body of the SIP 300 (Multiple Choices) response; and
b)
for media lines which have non zero port numbers the SDP parameters from the corresponding media lines as received in the SDP offer from the remote UE and extended with

i)
sendonly directionality; and

ii)
bandwidth information with RS set to zero and RR set to zero.

If the SIP final response was a non 2xx response then the SCC AS shall consider the transfer operation failed and the SCC AC shall send to the controller capable UE either a SIP re-INVITE request if a 2xx response has been received from the controller UE or a SIP UPDATE request if a final response has not yet been received from the controller capable UE following the procedures described in 3GPP TS 24.229 [7] as follows:

1)
containing SDP reoffering the media component(s) that were offered to the UE that did not accept the SDP offer.

If a response containing an SDP answer is received from a local UE, the SCC AC shall send a SIP UPDATE request on the dialog for the remote leg to the remote UE as specified in 3GPP TS 24.229 [7]. The SCC AS shall:

1)
send a SIP UPDATE request containing SDP information as follows:

a)
for the transferred media component(s), set the SDP information as from the SDP answer received in the response from the UE; and

b)
for all other media components in the collaborative session, include the SDP information as from the previous offer answer exchange with the remote leg.

Upon receipt of a 2xx response for the SIP UPDATE request sent to the remote UE, the SCC AS shall send a SIP UPDATE request to the local UE that terminates the media component accepted in the SDP answer from the remote UE following the procedures described in 3GPP TS 24.229 [7] and set the directionality (i.e. sendrecv/sendonly/recvonly/inactive) attributes associated to the transferred media component to according to the SDP answer received from the remote UE.

Upon receipt of a 2xx response for the SIP INVITE request sent to the controller capable UE, the SCC AS shall send a SIP 2xx response to the remote UE following the procedures described in 3GPP TS 24.229 [7] to establish the session with the remote UE.

Upon receiving a SIP ACK request from the remote UE, the SCC AS shall send a SIP ACK request to each local UE once a SIP 200 (OK) response has been received from the local UE.

<<End Change 5>>
<<Begin Change 6>>
18.2.2
Controller capable UE

When the controller capable UE receives a SIP INVITE request or a SIP re-INVITE request containing a multpart/mixed MIME body containing a SDP offer and a XML body <controlTransfer> element as specified in annex C.2 the controller capable UE shall when accepting the SDP offer send a SIP 200 (OK) response according to the procedures described in 3GPP TS 24.229 [7].
NOTE 1:
The controller capable UE uses the media lines in the SDP offer to identify all the media types involved in the collaborative session and their order in the SDP for the collaborative session.

If the <controlTransfer> element contains a <targetController> element containing the SIP URI of this controller capable UE the controller UE shall determine whether to accept control of the collaborative session.

NOTE 2:
Determining whether to accept control of the collaborative session could require interaction with the user.

If the controller capable UE accepts control of the collaborative session the controller capable UE shall include the media feature tag g.3gpp current-iut-controller set to "active" in the Contact header of the SIP 200 OK response and assume the role of controller of the collaborative session.

If the controller capable UE does not accept the SDP offer or rejects the SIP INVITE request with a 3xx, 4xx, 5xx or 6xx response, the controller capable UE shall not assume the role of controller of the collaborative session.

18.3
SCC AS

18.3.1 Procedures for transferring control of the collaborative session
When the SCC AS transfers control of a collaborative session as a result of receiving a SIP REFER request for transferring control of the collaborative session, the SCC AS shall send:

1)
a SIP 202 (Accepted) response to the SIP REFER request and a SIP NOTIFY request containing a sipfrag "SIP 100 Trying" to the controller UE as specified in IETF RFC 3515 [32]; and

2)
a SIP INVITE request or SIP re-INVITE request to the UE identified by the SIP URI in the Refer-To header field, containing:

a)
Request-URI with SIP URI from the Refer-To header field of the received SIP REFER request;

b)
the Referred-By header field containing the values from the Referred-By header field of the received SIP REFER request according to the procedures of IETF RFC 3892 [36];

c)
the P-Asserted-Identity header field containing the identity of the remote UE as received in the P-Asserted-Identity header field from the remote UE at the original session establishment; and

d)
the Content-Type header field set to the MIME type "multipart/mixed"; and

e)
a "multipart/mixed" MIME body containing the following MIME parts:

i)
 the Content-Type header field "application/sdp" and the SDP information as follows:

I)
if there are media (m=) lines in the hname "body" URI header field in the SIP URI in the Refer-To header field of the received SIP REFER request then:

-
include the media type(s) from the media (m=) lines from the hname "body" URI header field in the SIP URI in the Refer-To header field of the received SIP REFER request; and
-
if any media (m=) lines from the hname "body" URI header field in the SIP URI in the Refer-To header field of the received SIP REFER request are set to non zero port numbers and the corresponding media component is not already on the UE to which control is being transferred then additionally follow the procedures in subclause 11.3.2, or subclause 12.3.1, or subclause 19.3.2 for transferring media or subclause 11.3.3 for adding media based on the determination procedure in 11.3.1;

II)
if there are not any media (m=) lines in the hname "body" URI header field in the SIP URI in the Refer-To header field of the received SIP REFER request then include the media lines and attributes as agreed in the last SDP offer answer exchange with the UE identified by the SIP URI in Refer-To header field;

ii)
the Content-Type header field set to "application/vnd.3gpp.iut+xml" along with the handling parameter set to optional and the XML document from the hname "body" URI header field in the SIP URI in the Refer-To header field of the received SIP REFER request.
If the SIP final response was a non 2xx response then the SCC AS shall consider the transfer of control operation failed and abort the transfer of control of the collaborative session and continue the existing session with media components and controller UE prior to the failed transfer attempt.

Upon receiving a final response to the SIP INVITE request or SIP re-INVITE request which was sent towards the controller capable UE, the SCC AS shall:

1)
send a SIP ACK request to the controller UE that sent the final response;

2)
send a SIP NOTIFY request containing the received final response code in the sipfrag body to the controller UE that sent the SIP REFER request;
3)
if the received response is a SIP 2xx response containing an SDP answer, then include within the sipfrag body

a)
the Contact header field from the received SIP 2xx response including the media feature tags;

b)
the Content-Type header field from the received SIP 2xx response; and

c)
the SDP answer received in the SIP 2xx response; and
4) if the Contact header field from the received SIP 2xx response contains the media feature tag g.3gpp current-iut-controller set to "active" then consider the UE that sent the SIP 2xx response as the controller of the collaborative session.
<<End Change 6>>
<<Begin Change 7>>
19.2.3
Media flows transfer initiated when no collaborative session has been established
To transfer a media component when no collaborative session has been established, the Target UE shall send a SIP REFER request to the SCC AS as specified in IETF RFC 3515 [5] and include:

NOTE 1:
Before requesting media flow transfer, the target UE of media transfer discovers the ongoing session with transferred media and gets information about its media flow by subscribing to dialog event.

1)
the Request-URI set to the SIP URI of the local UE that currently holds the media for the session;

NOTE 2:
The SIP URI of the local UE need to be a GRUU if multiple UEs share the same public user identity.
2)
the Refer-To header field set as follows:

a)
the SIP URI of the Target UE to which the media m-lines are to be transferred; and

NOTE 3:
The SIP URI of Target UE needs to be a GRUU if the Target UE and any other UEs share the same public user identity.

b)
the SIP URI additionally containing the URI header field with the hname "body" containing SDP for the media type for each of the media (m=) lines in the session set as follows:

-
media lines which are not being transferred with the port numbers set to zero; and
-
media lines which are to be transferred containing the port numbers of the remote UE.
3)
an Accept-Contact header field containing the g.3gpp.iut-focus media feature tag as described in annex A with explicit and require tags;

4)
an Accept header field containing the MIME type "message/sipfrag";

5)
the Target-Dialog header field containing the dialog parameters for the dialog of the existing session; and

NOTE 4:
The dialog parameters are obtained by subscribing to the dialog event package.
6)
the Referred-By header field containing a currently registered public user identity of the user.
19.2.4
Media flows transfer initiated by a controllee UE of an ongoing collaborative session
The controllee UE initiates the transfer of Media flow from the controller UE to itself by sending a SIP REFER request to the SCC AS outside the existing dialog as specified in IETF RFC 3515 [5] and include:
NOTE 1:
Before requesting media flow transfer, the target UE of media transfer discovers the ongoing session with transferred media and gets information about its media flow by subscribing to dialog event.

1)
the Request-URI set to the SIP URI of the local UE that currently holds the media for the session;
NOTE 2: The SIP URI of the local UE needs to be a GRUU if multiple UEs share the same public user identity.

2)
The Refer-To header field set as follows:

a)
The SIP URI of the Target UE;

NOTE 3:
The SIP URI of Target UE needs to be a GRUU if the Target UE and any other UEs share the same public user identity.
b)
the SIP URI additionally containing the URI header field with the hname “body” containing SDP for the media type for each of the media (m=) lines in the session set as follows:
-
Media lines which are not being transferred with the port numbers set to zero;

-
Media lines which are to be transferred containing the port number of the Remote UE.

3) The Accept-Contact header field containing the g.3gpp.iut-focus media feature tag as described in annex A with explicit and require tags; and

4)
The Accept header field containing the MIME type “message/sipfrag”; and
5)
The Target-Dialog header field containing the dialog parameters for the dialog of the existing session; and
NOTE 2:
The dialog parameters are obtained by subscribing to the dialog event package.

6)
The Referred-By header field containing a currently registered public user identity of the user.

19.2.5
Controllee UE initiated addition of media to another controllee UE
For requesting addition of media to another controllee UE, the requesting controllee UE sends a SIP REFER request to the controller UE. The referred SIP REFER request includes:

NOTE 1:
Before requesting addition of media, the requesting controllee UE of addition of media discovers the ongoing collaborative session and gets information about its media flows by subscribing to dialog event.
1)
the Request-URI set to the SIP URI of the controller UE in the ongoing collaborative session to be added media;

NOTE 2: The SIP URI of the controller UE needs to be a GRUU if the controller UE and any other UEs share the same public user identity.
2)
the Refer-To header field set as follows:

a)
the SIP URI of the target UE;
NOTE 3:
The SIP URI of Target UE needs to be a GRUU if the Target UE and any other UEs share the same public user identity.
b)
the SIP URI additionally containing the URI header field with the hname “body” containing SDP for the media type for each of the media (m=) lines in the session set as follows:
-
media lines which are not served by the target controllee UE and which are not being added with the port numbers set to zero;

-
media lines which are already served by the target controllee UE, therefore are not to be added containing the port numbers of the remote UE; and
-
media line(s) that are to be added containing the media type(s) to be added and the discard port number "9".

3) the Accept-Contact header field containing the g.3gpp.iut-focus media feature tag as described in annex A with explicit and require tags;

4)
the Accept header field containing the MIME type “message/sipfrag”;

5)
the Target-Dialog header field containing the dialog parameters for the dialog of the existing session; and

NOTE 3:
The dialog parameters are obtained by subscribing to the dialog event package.
6)
the Referred-By header field containing a currently registered public user identity of the user.
<<End Change 7>>
<<Begin Change 8>>
20
Roles for session replication / media replication performed by the SCC AS
20.1
General

The "3gpp.iut.replication" SDP attribute is used to indicate replication of a media component.

a = 3gpp.iut.replication

The replicate attribute may be included either at the session level or at the media level. Inclusion of "a=3gpp.iut.replication" at the session level indicates replication of all media components included in the SDP. Inclusion of "a=3gpp.iut.replication" at the media level indicates replication of the specific media component that the attribute is associated with.
<<End Change 8>>
<<Begin Change 9>>
21.3.2.2.1
Handling push mode session replication request

Upon receiving a SIP REFER request containing:

1.
Refer-To header field containing a URI with method parameter equal to "INVITE" or without method parameter; and

2.
application/vnd.3gpp.replication+xml MIME body,
NOTE:
the application/vnd.3gpp.replication+xml MIME body can contain the playback state.

the SC UE:

1.
shall handle the SIP REFER request as specified in 3GPP TS 24.229 [7] and IETF RFC 3515 [32].

<<End Change 9>>
<<Begin Change 10>>
A.4.3
Collaborative session establishment with new media
There is an existing session with audio between controller UE, UE-1, and the remote UE. The controller UE establishes a collaborative session by adding a video media component to the controllee UE, UE-2.
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Figure A.4.3: Controller UE establishes a collaborative session by adding a new media on controllee UE
NOTE:
For clarity, the SIP 100 (Trying) responses are not shown in the signalling flow.
1-2.
SIP REFER request (from UE-1 to SCC-AS)


The controller UE, UE-1 sends a SIP REFER request to the SCC AS containing a Refer-To header field containing the GRUU of controllee UE, UE-2 and a body parameter containing an m line for audio set to zero and an m line for video with the port number set to the discard port number "9" since the port number is unknown. The SIP REFER request also includes a Target-dialog header field containing the details of the dialog for the existing session between controller UE, UE-1 and the remote UE.
Table A.4.3-1 SIP REFER request (UE-1 to SCC-AS)

REFER sip:interUEtransfer@sccas1.home1.net SIP/2.0

Via:

To: sip:interUEtransfer@sccas1.home1.net
From: sip:user1_public1@home1.net;tag=24680
Call-ID: cb03a0s09a2sdfglkj490333
CSeq: 93809824 REFER

Max-Forwards: 70

P-Preferred-Identity: sip:user1_public1@home1.net

Refer-To: <sip:user1_public2@home2.net;gr=urn:uuid:f81d4fae-7dec-11d0-a762-00a0c91e6bf6?body=m%3Daudio%200%20RTP%2FAVP%2096%0Dm%3Dvideo%209%20RTP%2FAVP%2098%2099>
Require: target-dialog

Target-dialog: cb03a0s09a2sdfglkj13579; remote-tag=abcdef; local-tag=123456

Referred-By: sip:user1_public1@home1.net

Contact: <sip:user1_public1@home1.net; gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91ewxyz>;+g.3gpp.iut-controller
Allow:
Accept: message/sipfrag
Content-Length: 0
3-4.
SIP 202 (Accepted) response (from SCC AS to UE-1)


The SCC-AS sends a SIP 202 (Accepted) response to controller UE-1 as response to the SIP REFER request.

5-6.
SIP NOTIFY request (from SCC AS to UE-1)


The SCC-AS sends a SIP NOTIFY request to UE-1 notifying implicit subscription to the SIP REFER request.

Table A.4.3-5 SIP NOTIFY request (SCC-AS to UE-1)

NOTIFY

Via:
To: sip:user1_public1@home1.net;tag=24680
From: sip:interUEtransfer@sccas1.home1.net;tag=13579
Call-ID:
CSeq:

Max-Forwards:
P-Asserted-Identity:
Require:
Contact: sip: scc-as@home1.net
Allow:
Event: refer

Subscription-State: active;expires=3600
Content-Type: message/sipfrag;version=2.0
Content-Length: (…)
SIP/2.0 100 Trying
7-8.
SIP 200 (OK) response (from UE-1 to SCC-AS)


The controller UE, UE-1, acknowledges the SIP NOTIFY request by sending a SIP 200 (OK) response to the SCC-AS.

9-10.
SIP INVITE request (from SCC-AS to UE-2)


The SCC-AS sends a SIP INVITE request to the controllee UE, UE-2, adding video media and establishing a collaborative session. Since the URI parameters indicate that the port number for the video m-line is set to the discard port number "9", the SCC AS realizes that the port number of the remote UE is unknown and therefore adds an a-line to inactive in the SDP offer to prevent the controllee UE sending media to the remote UE. The SDP offer contains the audio media component on controller UE, UE-1 set to zero.

Table A.4.3-9 SIP INVITE request (SCC-AS to UE-2)

INVITE sip:user2_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6 SIP/2.0

Via:

Record-Route: sip:scc-as@home1.net
To: sip:user2_public1@home1.net;

From: sip:user3_public3@home3.net;tag=acegi

Call-ID:
CSeq:
Max-Forwards:

P-Asserted-Identity: "remote user" sip:user3_public3@home3.net
Require:
Contact: sip:user3_public3@home3.net;gr=urn:uuid:f81d4fae-17oct-11a1-a678-0054c91eabcd
Allow:

Content-Type: application/sdp

Content-Length:(…)

v=0

o=- 1027933615 1027933615 IN IP4 123.112.67.87
s=-

t=0 0

m=audio 0 RTP/AVP 0

m=video 9 RTP/AVP 98 99

a=inactive

c=0.0.0.0
b=AS:75

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

a=rtpmap:99 MP4V-ES

The value of c-line is set to a domain name within the ".invalid" DNS top-level domain in case of IPv6 as described in IETF RFC 6157 [43].

11-12.
SIP 200 (OK) response (from UE-2 to SCC-AS)


The controllee UE, UE-2, acknowledges the SIP INVITE request by sena ding SIP 200 (OK) response to the SCC-AS. In the following example, the controllee UE which has controller capabilities sends g.3gpp.iut-controller media feature tag in the Contact header field to indicate the support for the controller UE procedures.

Table A.4.3-11 SIP 200 (OK) response (UE-2 to SCC-AS)

SIP/2.0 200 OK

Via:

To: sip:user2_public1@home1.net;tag=xyzwv

From: sip:user3_public3@home3.net;tag=acegi
Call-ID:
CSeq:
P-Preferred-Identity:

Contact: sip:user1_public2@home2.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6;+g.3gpp.iut-controller
Allow: INVITE, PRACK, UPDATE
Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 1027933615 1027933615 IN IP4 145.23.77.88

s=-

t=0 0

m=audio 0 RTP/AVP 0

m=video 9 RTP/AVP 98
a=inactive
c=145.23.77.88

b=AS:75

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

13-14.
SIP ACK request (from SCC-AS to controllee UE)


The SCC-AS sends a SIP ACK request to the remote UE.

15-16.
SIP re-INVITE request (from SCC-AS to remote UE)


The SCC-AS sends a SIP re-INVITE request to the remote UE.

Table A.4.3-15 SIP re-INVITE request (SCC-AS to remote UE)

INVITE sip:user3_public3@home3.net;gr=urn:uuid:f81d4fae-17oct-11a1-a678-0054c91eabcd SIP/2.0

Via:

To: sip:user3_public3@home3.net;tag=66666

From: sip:user1_public1@home1.net;tag=33333
Call-ID:
CSeq:

Max-Forwards:
P-Asserted-Identity:
Require:
Contact: sip: user1_public1@home1.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91ewxyz
Allow:
Content-Type: application/sdp

Content-Length: (…)
v=0
o=- 1027933615 1027933615 IN IP4 123.45.67.89

s=-
t=0 0

m=audio 1300 RTP/AVP 96 97

c=IN IP4 123.45.67.89
b=AS:25.4
a=rtpmap:96 AMR
a=fmtp:96 mode-set=0,2,5,7; mode-change-period=2
a=rtpmap:97 telephone-event
a=maxptime:20
m=video 1302 RTP/AVP 98
c=IN IP4 145.23.77.88

b=AS:75
a=rtpmap:98 H263
a=fmtp:98 profile-level-id=0
17-18.
SIP 200 (OK) response (from remote UE to SCC-AS)


The remote UE acknowledges the SIP re-INVITE request by sending a SIP 200 (OK) response to the SCC-AS.

Table A.4.3-17 SIP 200 (OK) response (remote UE to SCC-AS)

SIP/2.0 200 OK

Via:

To:
From:

Call-ID:
CSeq:
P-Asserted-Identity:

Contact: sip:user3_public3@home3.net;gr=urn:uuid:f81d4fae-17oct-11a1-a678-0054c91eabcd
Allow:

Content-Type: application/sdp
Content-Length: (…)

v=0

o=- 1027933615 1027933615 IN IP4 123.112.67.87
s=-

c=IN IP4 123.112.67.87
t=0 0

m=audio 3000 RTP/AVP 96 97

b=AS:25.4

a=rtpmap:96 AMR
a=fmtp:96 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:97 telephone-event
a=maxptime:20

m=video 3002 RTP/AVP 98

b=AS:75

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

19-20.
SIP ACK request (from SCC-AS to remote UE)


The SCC-AS sends a SIP ACK request to the remote UE.

21-22.
SIP re-INVITE request (from SCC-AS to UE-2)


The SCC-AS sends a SIP re-INVITE request to the controllee UE, UE-2 to inform the controllee UE about the port number for the video media component of the remote UE. The SCC AS adds an a-line set to active in the SDP offer. The SIP INVITE request contains a Referred-By header field containing the identity of UE-1 from the Referred-By header field from the SIP REFER request.

NOTE 1:
This SIP re-INVITE request is triggered by the SIP REFER request in steps 1-2. The previous SIP INVITE request was generated by the SCC AS due to third party call control to allow sending this SIP re-INVITE request.
NOTE 2:
Any other changes such as the IP address of the remote UE in case the remote UE uses different IP addresses for different media would also be updated in the SIP re-INVITE request.

Table A.4.3-21 SIP re-INVITE request (SCC-AS to UE-2)

INVITE sip:user1_public2@home2.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6 SIP/2.0

Via:
To:
From:
Call-ID:
CSeq:

Contact: sip:user3_public3@home3.net;gr=urn:uuid:f81d4fae-17oct-11a1-a678-0054c91eabcd
Referred-By: sip:user1_public1@home1.net

Allow:
Content-Type: application/sdp

Content-Length: (…)
v=0
o=- 1027933615 1027933615 IN IP4 123.45.67.87

s=-
c=IN IP4 123.45.67.87
t=0 0

m=audio 0 RTP/AVP 96 97

m=video 3002 RTP/AVP 98
b=AS:75
a=active

a=rtpmap:98 H263
a=fmtp:98 profile-level-id=0
23-24.
SIP 200 (OK) response (from controllee UE to SCC-AS)

Table A.4.3-23 SIP 200 (OK) response (UE-2 to SCC-AS)

SIP/2.0 200 OK

Via:

To:
From:
Call-ID:
CSeq:
Contact: sip:user1_public2@home2.net;gr=urn:uuid:f81d4fae-7dec-11d0-a765-00a0c91e6bf6
Allow:

Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 1027933615 1027933615 IN IP4 145.23.77.88

s=-

t=0 0

m=audio 0 RTP/AVP 0
m=video 1302 RTP/AVP 98
c=145.23.77.88

b=AS:75

a=active

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

25-26.
SIP ACK request (from SCC-AS to controllee UE)


The SCC-AS sends a SIP ACK request to the controllee UE to acknowledge.

27-28.
SIP NOTIFY request (from SCC-AS to conroller UE, UE-1)


When the media component is added to the controllee UE, UE-2, the SCC-AS sends a SIP NOTIFY request to the controller UE, UE-1 to inform about the success status of adding the media to the controllee UE, UE-2.

Table A.4.3-27 SIP NOTIFY request (SCC-AS to UE-1)

NOTIFY

Via:

To: sip:user1_public1@home1.net;tag = 13579

From: sip:scc-as@home1.net;tag=24680

Call-ID:
CSeq:
Max-Forwards:

P-Asserted-Identity:

Require:
Contact: sip: scc-as@home1.net
Allow:

Event: refer

Subscription-State:terminated; reason=noresource
Content-Type: message/sipfrag ;version=2.0
Content-Length: (…)

SIP/2.0 200 OK

Content-Type: application/sdp
m=audio 0 RTP/AVP 0

m=video 1302 RTP/AVP 98 99

c=145.23.77.88

b=AS:75

a=active

a=rtpmap:98 H263

a=fmtp:98 profile-level-id=0

29-30.
SIP 200 (OK) response (from controller UE to SCC-AS)

The controller UE acknowledges the NOTIFY request by sending a SIP 200 (OK) response to the SCC-AS.
<<End Change 10>>
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