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Abstract
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1 Scope, Purpose, & Application

1.1 Scope

The scope of this Technical Report is the comparison of SIP profiles defined in the interface standards developed by ATIS and 3GPP as well as the specification developed by NENA relating to i3 for the external network interface. See references in Section 2.
1.2 Purpose

The purpose of this Technical Report is to provide a side by side comparison of SIP INVITE profiles defined by ATIS, 3GPP and NENA. These comparisons may be used by the respective SDOs to align profiles to promote interoperability within North America.
1.3 Application

The application of this Technical Report will convey the alignment and gaps among the SIP profiles of the SDOs that are responsible for the respective interface standards (ATIS INI/NNI, 3GPP Mm/Mx/Ici, and NENA i3).
2 References

The following standards contain provisions which, through reference in this text, constitute provisions of this ATIS Technical Report. At the time of publication, the editions indicated were valid. All standards are subject to revision, and parties to agreements based on this ATIS Technical Report are encouraged to investigate the possibility of applying the most recent editions of the standards indicated below.

Normative References
1. 3GPP TS 24.229, IP Multimedia Call Control Protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP); Stage 3 (Release 10)
2. ATIS XXXX, IP NETWORK-TO-NETWORK INTERFACE (NNI) STANDARD, TO BE PUBLISHED
3. ATIS xxxx, IP Network Interface (INI) for Emergency Services Standard , to be published
Informative References
4. NENA 08-003 v1, Detailed Functional and Interface Specification for the NENA i3 Solution – Stage 3, to be published
5. draft-ietf-ecrit-phonebcp-16, Best Current Practice for Communications Services in Support of Emergency Calling, October 25, 2010, https://tools.ietf.org/search/draft-ietf-ecrit-phonebcp-16
3 Definitions, Acronyms, & Abbreviations

3.1   Definitions

3.1.1   Aaaa: xxxx

3.1.2   Bbbb: xxxx

3.2   Acronyms & Abbreviations

	
	

	3GPP
	3rd Generation Partnership Project

	ATIS
	Alliance for Telecommunications Industry Solutions

	IETF
	Internet Engineering Task Force

	IMS
	IP Multimedia Subsystem

	INI
	IP Network Interface

	NENA
	National Emergency Numbering Association

	NNI
	Network to Network Interface

	SIP
	Session Initiation Protocol


4 SIP Profile Comparison
This TR compares the INVITE SIP profiles that have been defined in ATIS’s IP Network to Network (NNI) Standard [2], ATIS’s IP Network Interface (INI) [3] for Emergency Services, 3GPP IMS Stage 3 [1] and NENA’s i3 Stage 3 specification [4]. NENA’s i3 specification does not define a formal profile so the inclusion of NENA proposed SIP headers have been extracted from the text the NENA i3 stage 3 specification and IETF Internet Draft phonebcp [5].

This TR contains four profile comparisons. The first comparison table shows the combined headers provided by all organizations. The 3GPP profile was used as the baseline since it included the most headers. The second comparison table compares the ATIS NNI with the ATIS INI for Emergency Services. The ATIS INI for Emergency Services used the ATIS NNI as a baseline and adapted the profile to support emergency services. The third comparison table compares the ATIS INI for Emergency Services with the 3GPP specification. Note that 3GPP has not defined the Mm interface which would support emergency services. Therefore the 3GPP profile is not specific for emergency services. The fourth comparison table compares the ATIS INI for Emergency Services with the NENA i3 specification. Again, NENA did not provide a formal profile so the header support was extracted from the text. 

Editor’s Note: Using this draft profile, request NENA to develop a formal profile and an associated legend, if applicable. 

The following table identifies the coding used in the ATIS standards. 

Table 1 ATIS NNI & INI Legend

	Code
	Code name
	Sending side
	Receiving side

	M
	Mandatory
	See Reference [2] for definition
	See Reference [2] for definition

	ND
	Not Defined
	Header is not explicitly defined in standard.
	Header is not explicitly defined in standard.

	O
	Optional
	See Reference [2] for definition
	See Reference [2] for definition

	-
	Not Supported
	See Reference [2] for definition
	See Reference [2] for definition

	S
	Recommended
	See Reference [2] for definition
	See Reference [2] for definition


The following table identifies the coding used in the 3GPP standards. 

Table 2 3GPP Legend

	Status code
	Status name
	Meaning

	M
	Mandatory
	See Reference [1] for definition

	O
	Optional
	See Reference [1] for definition

	N/A
	Not Applicable
	See Reference [1] for definition

	X
	Prohibited (excluded)
	See Reference [1] for definition

	C<integer>
	Conditional
	See Reference [1] for definition

	O.<integer>
	Qualified optional
	See Reference [1] for definition

	I
	Irrelevant
	See Reference [1] for definition


The following table shows the use of headers from the four specifications. ATIS and 3GPP specified the needs for both the sender and receiver. Since the NENA i3 information was extracted from the text, no assumptions were made regarding differences between the sender and receiver.

Table 3 Combined Profile Comparison
	Item
	Header field
	
	
	

	
	
	Send
	Send
	Send
	Receive
	Receive
	Receive
	

	
	
	3GPP Profile status
	ATIS

INI
	ATIS 

NNI
	3GPP Profile status
	ATIS

INI
	ATIS

NNI
	NENA

I3

	1
	Accept
	C47
	M
	M
	M
	M
	M
	O

	1A
	Accept-Contact
	C24
	ND
	ND
	C32
	ND
	ND
	ND

	2
	Accept-Encoding
	O
	O
	O
	M
	M
	M
	O

	3
	Accept-Language
	O
	S
	S
	M
	M
	M
	O

	4
	Alert-Info
	O
	O
	O
	C1
	O
	O
	O

	5
	Allow
	O
	M
	M
	M
	M
	M
	O

	6
	Allow-Events
	C2
	O
	ND
	C53
	O
	ND
	O

	7
	Answer-Mode
	C49
	ND
	ND
	C50
	ND
	ND
	ND

	8
	Authorization
	C3
	-
	O
	C3
	-
	O
	O

	8A
	Authentication-Info
	ND
	ND
	O
	ND
	ND
	O
	O

	9
	Call-ID
	M
	M
	M
	M
	M
	M
	M

	10
	Call-Info
	O
	O
	O
	O
	O
	O
	M

	11
	Contact
	M
	M
	M
	M
	M
	M
	M

	12
	Content-Disposition
	O
	O
	O
	M
	M
	M
	O

	13
	Content-Encoding
	O
	O
	O
	M
	M
	M
	O

	14
	Content-Language
	O
	O
	O
	M
	O
	O
	O

	15
	Content-Length
	M
	M
	M
	M
	M
	M
	M

	16
	Content-Type
	M
	M
	M
	M
	M
	M
	M

	17
	Cseq
	M
	M
	M
	M
	M
	M
	M

	18
	Date
	C4
	O
	O
	M
	O
	O
	O

	18A
	Error-Info
	ND
	O
	O
	ND
	O
	O
	O

	19
	Expires
	O
	-
	M
	O
	-
	M
	O

	20
	From
	M
	M
	M
	M
	M
	M
	M

	20A
	Geolocation
	C33
	O
	ND
	C33
	O
	ND
	M

	20B
	History-Info
	C31
	O
	ND
	C31
	M
	ND
	O

	21
	In-Reply-To
	O
	-
	O
	O
	-
	O
	O

	21A
	Join
	C30
	ND
	ND
	C30
	ND
	ND
	ND

	21B
	Max-Breadth
	C45
	ND
	ND
	N46
	ND
	ND
	ND

	22
	Max-Forwards
	M
	M
	M
	C52
	M
	M
	M

	23
	MIME-Version
	O
	O
	O
	M
	M
	M
	O

	23A
	Min-SE
	C26
	ND
	ND
	C25
	ND
	ND
	ND

	24B
	Min-Expires
	ND
	ND
	O
	ND
	ND
	O
	ND

	24
	Organization
	O
	-
	O
	O
	-
	O
	O

	24A
	P-Access-Network-Info
	C16
	ND
	ND
	C17
	ND
	ND
	ND

	24B
	P-Asserted-Identity
	N/A
	O
	ND
	C7
	ND
	ND
	O

	24C
	P-Asserted-Service
	N/A
	ND
	ND
	C38
	ND
	ND
	ND

	24D
	P-Called-Party-ID
	X
	ND
	ND
	C13
	ND
	ND
	ND

	24E
	P-Charging-Function-Addresses
	C21
	ND
	ND
	C21
	ND
	ND
	ND

	24F
	P-Charging-Vector
	C19
	ND
	ND
	C19
	ND
	ND
	ND

	24G
	P-Debug-ID
	C43
	ND
	ND
	C44
	ND
	ND
	ND

	24H
	P-Early-Media
	C34
	ND
	ND
	C34
	ND
	ND
	ND

	25
	P-Media-Authorization
	N/A
	ND
	ND
	C12
	ND
	ND
	ND

	25A
	P-Preferred-Identity
	C5
	ND
	ND
	N/A
	ND
	ND
	ND

	25B
	P-Preferred-Service
	C36
	ND
	ND
	N/A
	ND
	ND
	ND

	25C
	P-Private-Network-Indication
	C42
	ND
	ND
	C42
	ND
	ND
	ND

	25D
	P-Profile-Key
	N/A
	ND
	ND
	N/A
	ND
	ND
	ND

	25E
	P-Served-User
	C51
	ND
	ND
	C51
	ND
	ND
	ND

	25F
	P-User-Database
	N/A
	ND
	ND
	N/A
	ND
	ND
	ND

	25G
	P-Visited-Network-ID
	X
	ND
	ND
	N/A
	ND
	ND
	ND

	26
	Priority
	O
	-
	O
	O
	-
	O
	O

	26A
	Privacy
	C9
	ND
	ND
	C9
	ND
	ND
	ND

	26B
	Priv-Answer-Mode
	C49
	ND
	ND
	C50
	ND
	ND
	ND

	26C
	Proxy-Authentication
	ND
	ND
	O
	ND
	ND
	O
	O

	27
	Proxy-Authorization
	C6
	-
	O
	N/A
	-
	O
	O

	28
	Proxy-Require
	O (NOTE 2)
	-
	M
	N/A
	-
	M
	O

	28A
	Reason
	C8
	ND
	ND
	C55
	ND
	ND
	ND

	29
	Record-Route
	C52
	ND
	M
	M
	ND
	M
	O

	29A
	Recv-Info
	C48
	ND
	ND
	C48
	ND
	ND
	ND

	30
	Referred-By
	C27
	ND
	ND
	C28
	ND
	ND
	ND

	31
	Reject-Contact
	C24
	ND
	ND
	C32
	ND
	ND
	ND

	31A
	Replaces
	C29
	ND
	ND
	C29
	ND
	ND
	ND

	31B
	Reply-To
	O
	-
	O
	O
	-
	O
	O

	31C
	Request-Disposition
	C24
	ND
	ND
	C32
	ND
	ND
	ND

	32
	Require
	M
	M
	M
	M
	M
	M
	O

	32A
	Resource-Priority
	C35
	ND
	ND
	C35
	ND
	ND
	M

	32B
	Retry-After
	ND
	ND
	O
	ND
	ND
	O
	ND

	33
	Route
	M
	-
	M
	C52
	-
	M
	M

	33A
	Security-Client
	C22
	ND
	ND
	N/A
	ND
	ND
	ND

	33B
	Security-Verify
	C23
	ND
	ND
	N/A
	ND
	ND
	ND

	33C
	Server
	ND
	ND
	O
	ND
	ND
	O
	O

	33D
	Session-Expires
	C25
	ND
	ND
	C25
	ND
	ND
	ND

	33E
	Session-ID
	C54
	ND
	ND
	C54
	ND
	ND
	ND

	34
	Subject
	O
	-
	O
	O
	-
	O
	O

	35
	Supported
	M
	M
	M
	M
	M
	M
	M

	35A
	Target-Dialog
	C56
	ND
	ND
	C57
	ND
	ND
	ND

	36
	Timestamp
	C10
	O
	O
	M
	M
	M
	O

	37
	To
	M
	M
	M
	M
	M
	M
	M

	37A
	Trigger-Consent
	C39
	ND
	ND
	C40
	ND
	ND
	ND

	38
	User-Agent
	O
	-
	O
	O
	-
	O
	O

	38A
	User-to-User
	C41
	ND
	ND
	C41
	ND
	ND
	ND

	39
	Via
	M
	M
	M
	M
	M
	M
	M

	40
	Warning
	
	O
	O
	ND
	O
	O
	O

	41
	WWW-Authenticate
	ND
	-
	O
	ND
	-
	O
	O


3GPP Comments (See Reference [1] for the clarification of these comments
c1:
IF A.4/12 THEN m ELSE n/a - - downloading of alerting information.

c2:
IF A.4/22 THEN m ELSE n/a - - acting as the notifier of event information.

c3:
IF A.4/7 THEN m ELSE n/a - - authentication between UA and UA.

c4:
IF A.4/11 THEN o ELSE n/a - - insertion of date in requests and responses.

c5:
IF A.3/1 AND A.4/25 THEN o ELSE n/a - - UE and private extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c6:
IF A.4/8A THEN m ELSE n/a - - authentication between UA and proxy.

c7:
IF A.4/25 THEN o ELSE n/a - - private extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c8:
IF A.4/38 THEN o ELSE n/a - - the Reason header field for the session initiation protocol.

c9:
IF A.4/26 THEN o ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c10:
IF A.4/6 THEN o ELSE n/a - - timestamping of requests.

c11:
IF A.4/19 THEN m ELSE n/a - - SIP extensions for media authorization.

c12:
IF A.3/1 AND A.4/19 THEN m ELSE n/a - - UE, SIP extensions for media authorization.

c13:
IF A.4/32 THEN o ELSE n/a - - the P-Called-Party-ID extension.

c14:
IF A.4/33 THEN o ELSE n/a - - the P-Visited-Network-ID extension.

c15:
IF A.4/34 THEN o ELSE n/a - - the P-Access-Network-Info header extension.

c16:
IF A.4/34 AND A.3/1 THEN m ELSE n/a - - the P-Access-Network-Info header extension and UE.

c17:
IF A.4/34 AND (A.3/7A OR A.3/7D OR A3A/84) THEN m ELSE n/a - - the P-Access-Network-Info header extension and AS acting as terminating UA, AS acting as third-party call controller or EATF.

c18:
IF A.4/36 THEN o ELSE n/a - - the P-Charging-Vector header extension.

c19:
IF A.4/36 THEN m ELSE n/a - - the P-Charging-Vector header extension.

c20:
IF A.4/35 THEN o ELSE n/a - - the P-Charging-Function-Addresses header extension.

c21:
IF A.4/35 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension.

c22:
IF A.4/37 OR A.4/37A THEN o ELSE n/a - - security mechanism agreement for the session initiation protocol or mediasec header field parameter for marking security mechanisms related to media (note 4).

c23:
IF A.4/37 OR A.4/37A THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol or mediasec header field parameter for marking security mechanisms related to media.

c24:
IF A.4/40 THEN o ELSE n/a - - caller preferences for the session initiation protocol.

c25:
IF A.4/42 THEN m ELSE n/a - - the SIP session timer.

c26:
IF A.4/42 THEN o ELSE n/a - - the SIP session timer.

c27:
IF A.4/43 THEN m ELSE n/a - - the SIP Referred-By mechanism.

c28:
IF A.4/43 THEN o ELSE n/a - - the SIP Referred-By mechanism.

c29:
IF A.4/44 THEN m ELSE n/a - - the Session Inititation Protocol (SIP) "Replaces" header.

c30:
IF A.4/45 THEN m ELSE n/a - - the Session Inititation Protocol (SIP) "Join" header.

c31:
IF A.4/47 THEN m ELSE n/a - - an extension to the session initiation protocol for request history information.

c32:
IF A.4/40 THEN m ELSE n/a - - caller preferences for the session initiation protocol.

c33:
IF A.4/60 THEN m ELSE n/a - - SIP location conveyance.

c34:
IF A.4/66 THEN m ELSE n/a - - The SIP P-Early-Media private header extension for authorization of early media.

c35:
IF A.4/70 THEN m ELSE n/a - - communications resource priority for the session initiation protocol.

c36:
IF (A.3/1 OR A.3A/81) AND A.4/74 THEN o ELSE n/a - - UE, MSC Server enhanced for ICS and SIP extension for the identification of services.
c37:
IF A.4/74 THEN o ELSE n/a - - SIP extension for the identification of services.
c38:
IF A.4/74 THEN m ELSE n/a - - SIP extension for the identification of services.

c39:
IF A.4/75A THEN m ELSE n/a - - a relay within the framework for consent-based communications in SIP.

c40:
IF A.4/75B THEN m ELSE n/a - - a recipient within the framework for consent-based communications in SIP.

c41: 
IF A.4/76 THEN o ELSE n/a - - transporting user to user information for call centers using SIP.

c42:
IF A.4/77 THEN m ELSE n/a - - the SIP P-Private-Network-Indication private-header (P-Header).

c43:
IF A.4/80 THEN o ELSE n/a - - the P-Debug-ID header field for the session initiation protocol. 

c44:
IF A.4/80 THEN m ELSE n/a - - the P-Debug-ID header field for the session initiation protocol.
c45:
IF A.4/71 AND (A.3/9B OR A.3/9C) THEN m ELSE IF A.3/1 AND NOT A.3C/1 THEN n/a ELSE o - - addressing an amplification vulnerability in session initiation protocol forking proxies, IBCF (IMS-ALG), IBCF (Screening of SIP signalling), UE, UE performing the functions of an external attached network.

c46:
IF A.4/71 THEN m ELSE n/a - - addressing an amplification vulnerability in session initiation protocol forking proxies.

c47:
IF A.3/1 AND A.4/2B THEN m ELSE o - - UE and initiating a session.
c48:
IF A.4/13 THEN m ELSE IF A.4/13A THEN m ELSE n/a - - SIP INFO method and package framework, legacy INFO usage.

c49:
IF A.4/87 THEN o ELSE n/a - - requesting answering modes for SIP.

c50:
IF A.4/87 THEN m ELSE n/a - - requesting answering modes for SIP.

c51:
IF A.4/78 THEN m ELSE n/a - - the SIP P-Served-User private header.
c52:
IF A.3/1 AND NOT A.3C/1 THEN n/a ELSE o - - UE, UE performing the functions of an external attached network.

c53:
IF A.4/23 THEN m ELSE n/a - - acting as the subscriber to event information.

c54:
IF A.4/91 THEN m ELSE n/a - - the Session-ID header.
c55:
IF A.4/38 THEN IF A.3A/83 THEN m ELSE o ELSE n/a - - the Reason header field for the session initiation protocol, SCC application server.

c56:
IF A.4/99 THEN o ELSE n/a - - request authorization through dialog Identification in the session initiation protocol.
c57:
IF A.4/99 THEN m ELSE n/a - - request authorization through dialog Identification in the session initiation protocol.
The following table compares the ATIS NNI and INI for Emergency Services profiles. The NNI is a generic carrier to carrier profile while the INI is intended to be used for emergency services between a carrier and an emergency services network. The ATIS INI is based upon the ATIS NNI and adapted for emergency services.

Table 4 ATIS NNI and INI for Emergency Services Comparison

	Item
	Header
	INI

Send
	NNI

Send
	INI

Recv
	NNI

Recv
	INI

Reference and Notes [3]
	NNI

Reference and Notes [2]

	1
	Accept
	M
	M
	M
	M
	See Section 10.1.1.20.1
	See Section 20.1change ref to this doc

	2
	Accept-Encoding
	O
	O
	M
	M
	See Section 10.1.1.20.2
	See Section 20.2

	3
	Accept-Language
	S
	S
	M
	M
	See Section 10.1.1.20.3
	See Section 20.3

	4
	Alert-Info
	O
	O
	O
	O
	See Section 10.1.1.20.4
	See Section 20.4

	5
	Allow
	M
	M
	M
	M
	See Section 10.1.1.20.5

The header value must  list all supported methods, i.e., at a minimum, “INVITE”, “ACK”, “CANCEL”, “BYE”, “OPTIONS”,  and “PRACK”.
	See Section 20.5.

The header value must  list all supported methods, i.e., at a minimum, “INVITE”, “ACK”, “CANCEL”, “BYE”, “OPTIONS”, “PRACK”, “UPDATE”, “REFER”, and “NOTIFY”.

	6
	Allow-Events
	O
	ND
	O
	ND
	See Section 10.1.2.2.8  
	ND

	7
	Authentication-Info
	-
	O
	-
	O
	See Section 10.1.1.20.6
	See Section 20.6

	8
	Authorization
	-
	O
	-
	O
	See Section 10.1.1.20.7
	See Section 20.7

	9
	Call-ID
	M
	M
	M
	M
	See Section 10.1.1.20.8
	See Section 20.8

	10
	Call-Info
	O
	O
	O
	O
	See Section 10.1.1.20.9
	See Section 20.9

	11
	Contact
	M
	M
	M
	M
	See Section 10.1.1.20.10
	See Section 20.10

	12
	Content-Disposition
	O
	O
	M
	O
	See Section 10.1.1.20.11
	See Section 20.11

	13
	Content-Encoding
	O
	O
	M
	M
	See Section 10.1.1.20.12
	See Section 20.12

	14
	Content-Language
	O
	O
	O
	O
	See Section 10.1.1.20.13
	See Section 20.13

	15
	Content-Length
	M
	M
	M
	M
	See Section 10.1.1.20.14
	See Section 20.14

	16
	Content-Type
	M
	M
	M
	M
	See Section 10.1.1.20.15

The value of “application/sdp” MUST be supported. The value of “application/pidf+xml” MAY be supported.
	See Section 20.15

The values “application/sdp”, “message/sipfrag”, and “application/simple-message-summary” MUST be supported.

	17
	CSeq
	M
	M
	M
	M
	See Section 10.1.1.20.16
	See Section 20.16

	18
	Date
	O
	
	O
	
	See Section 10.1.1.20.17
	See Section 20.17

	19
	Error-Info
	O
	
	O
	
	See Section 10.1.1.20.18
	See Section 20.18

	20
	Expires
	-
	M
	-
	M
	See Section 10.1.1.20.19
	See Section 20.19 AND Section 7.5

	21
	From
	M
	M
	M
	M
	See Section 10.1.1.20.20
	See Section 20.20

	22
	Geolocation
	O
	ND
	O
	ND
	Sec Section 10.1.2.2.2   
	ND

	23
	History-Info
	O
	ND
	M
	ND
	See Section 10.1.2.2.4
	ND

	24
	In-Reply-To
	-
	O
	-
	O
	See Section 10.1.1.20.21
	See Section 20.21

	25
	Max-Forwards
	M
	M
	M
	M
	See Section 10.1.1.20.22
	See Section 20.22

	26
	Min-Expires
	-
	O
	-
	O
	See Section 10.1.1.20.23
	See Section 20.23

	27
	MIME-Version
	O
	O
	M
	M
	See Section 10.1.1.20.24
	See Section 20.24

	28
	Organization
	-
	O
	-
	O
	See Section 10.1.1.20.25
	See Section 20.25

	29
	P-Asserted-Identity
	O
	ND
	O
	ND
	See Section 10.1.2.2.6
	ND

	30
	Priority
	-
	O
	-
	O
	See Section 10.1.1.20.26
	See Section 20.26

	31
	Proxy-Authenticate
	-
	O
	-
	O
	See Section 10.1.1.20.27


	See Section 20.27

	32
	Proxy-Authorization
	-
	O
	-
	O
	See Section 10.1.1.20.28
	See Section 20.28

	33
	Proxy-Require
	-
	M
	-
	M
	See Section 10.1.1.20.29
	See Section 20.29

The option tag "Privacy" MUST be supported in accordance with Section 7.9

	34
	Record-Route
	M
	M
	M
	M
	See Section 10.1.1.20.30
	See Section 20.30

	35
	Reply-To
	-
	O
	-
	O
	See Section 10.1.1.20.31
	See Section 20.31

	36
	Require
	M
	M
	M
	M
	See Section 10.1.1.20.32

The option tags “precondition”, “replaces”, and “100rel” MUST be supported. 
	See Section 20.32.

The option tags “precondition”, “replaces”, and “100rel” MUST be supported. Furthermore, the option tag "P-DCS" SHALL be sent and MUST be supported if received as described in Section 7.7.3.

	37
	Retry-After
	-
	O
	-
	O
	See Section 10.1.1.20.33
	See Section 20.33

	38
	Route
	-
	M
	-
	M
	See Section 10.1.1.20.34
	See Section 20.34

	39
	Server
	-
	O
	-
	O
	See Section 10.1.1.20.35
	See Section 20.35

	40
	Subject
	-
	O
	-
	O
	See Section 10.1.1.20.36
	See Section 20.36

	41
	Supported
	M
	M
	M
	M
	See Section 10.1.1.20.37

The values “precondition”, “replaces” and “100rel” MUST be supported. However, a value present in the "Require" header SHOULD NOT also be present in the Supported header. 
	See Section 20.37

The values “precondition”, “replaces”, “100rel”, and "P-DCS" MUST be supported. However, a value present in the "Require" header SHOULD NOT also be present in the Supported header.

	42
	Timestamp
	O
	O
	M
	M
	See Section 10.1.1.20.38
	See Section 20.38

	43
	To
	M
	M
	M
	M
	See Section 10.1.1.20.39
	See Section 20.39

	44
	Unsupported
	M
	M
	M
	M
	See Section 10.1.1.20.40
	See Section 20.40

	45
	User-Agent
	-
	O
	-
	O
	See Section 10.1.1.20.41
	See Section 20.41

	46
	Via
	M
	M
	M
	M
	See Section 10.1.1.20.42
	See Section 20.42

	47
	Warning
	O
	O
	O
	O
	See Section 10.1.1.20.43
	See Section 20.43

	48
	WWW-Authenticate
	-
	O
	-
	O
	See Section 10.1.1.20.44


	See Section 20.44


The following table compares the ATIS INI for Emergency Services to the 3GPP profile. The 3GPP profile is a generic profile and is not specific to emergency services.

Table 5 ATIS INI for Emergency Services and 3GPP Comparison
	Item
	Header field
	Sending
	
	Receiving
	

	
	
	Ref.[1]
	RFC status
	3GPP Profile status
	ATIS

INI
	Ref. [3] 
	RFC status
	3GPP Profile status
	ATIS

INI

	1
	Accept
	[26] 20.1
	O
	C47
	M
	[26] 20.1
	M
	M
	M

	1A
	Accept-Contact
	[56B] 9.2
	C24
	C24
	ND
	[56B] 9.2
	C32
	C32
	ND

	2
	Accept-Encoding
	[26] 20.2
	O
	O
	O
	[26] 20.2
	M
	M
	M

	3
	Accept-Language
	[26] 20.3
	O
	O
	S
	[26] 20.3
	M
	M
	M

	4
	Alert-Info
	[26] 20.4
	O
	O
	O
	[26] 20.4
	C1
	C1
	O

	5
	Allow
	[26] 20.5, [26] 5.1
	O (NOTE 1)
	O
	M
	[26] 20.5, [26] 5.1
	M
	M
	M

	6
	Allow-Events
	[28] 7.2.2
	C2
	C2
	O
	[28] 7.2.2
	C53
	C53
	O

	7
	Answer-Mode
	[158]
	C49
	C49
	ND
	[158]
	C50
	C50
	ND

	8
	Authorization
	[26] 20.7
	C3
	C3
	-
	[26] 20.7
	C3
	C3
	-

	9
	Call-ID
	[26] 20.8
	M
	M
	M
	[26] 20.8
	M
	M
	M

	10
	Call-Info
	[26] 20.9
	O
	O
	O
	[26] 20.9
	O
	O
	O

	11
	Contact
	[26] 20.10
	M
	M
	M
	[26] 20.10
	M
	M
	M

	12
	Content-Disposition
	[26] 20.11
	O
	O
	O
	[26] 20.11
	M
	M
	M

	13
	Content-Encoding
	[26] 20.12
	O
	O
	O
	[26] 20.12
	M
	M
	M

	14
	Content-Language
	[26] 20.13
	O
	O
	O
	[26] 20.13
	M
	M
	O

	15
	Content-Length
	[26] 20.14
	M
	M
	M
	[26] 20.14
	M
	M
	M

	16
	Content-Type
	[26] 20.15
	M
	M
	M
	[26] 20.15
	M
	M
	M

	17
	Cseq
	[26] 20.16
	M
	M
	M
	[26] 20.16
	M
	M
	M

	18
	Date
	[26] 20.17
	C4
	C4
	O
	[26] 20.17
	M
	M
	O

	19
	Expires
	[26] 20.19
	O
	O
	-
	[26] 20.19
	O
	O
	-

	20
	From
	[26] 20.20
	M
	M
	M
	[26] 20.20
	M
	M
	M

	20A
	Geolocation
	[89] 4.1
	C33
	C33
	O
	[89] 4.1
	C33
	C33
	O

	20B
	History-Info
	[66] 4.1
	C31
	C31
	O
	[66] 4.1 
	C31
	C31
	M

	21
	In-Reply-To
	[26] 20.21
	O
	O
	-
	[26] 20.21
	O
	O
	-

	21A
	Join
	[61] 7.1
	C30
	C30
	ND
	[61] 7.1
	C30
	C30
	ND

	21B
	Max-Breadth
	[117] 5.8
	N/A
	C45
	ND
	[117] 5.8
	C46
	C46
	ND

	22
	Max-Forwards
	[26] 20.22
	M
	M
	M
	[26] 20.22
	N/A
	C52
	M

	23
	MIME-Version
	[26] 20.24
	O
	O
	O
	[26] 20.24
	M
	M
	M

	23A
	Min-SE
	[58] 5
	C26
	C26
	ND
	[58] 5
	C25
	C25
	ND

	24
	Organization
	[26] 20.25
	O
	O
	-
	[26] 20.25
	O
	O
	-

	24A
	P-Access-Network-Info
	[52] 4.4
	C15
	C16
	ND
	[52] 4.4
	C15
	C17
	ND

	24B
	P-Asserted-Identity
	[34] 9.1
	N/A
	N/A
	O
	[34] 9.1
	C7
	C7
	ND

	24C
	P-Asserted-Service
	[121] 4.1
	N/A
	N/A
	ND
	[121] 4.1
	C38
	C38
	ND

	24D
	P-Called-Party-ID
	[52] 4.2
	X
	X
	ND
	[52] 4.2
	C13
	C13
	ND

	24E
	P-Charging-Function-Addresses
	[52] 4.5
	C20
	C21
	ND
	[52] 4.5
	C20
	C21
	ND

	24F
	P-Charging-Vector
	[52] 4.6
	C18
	C19
	ND
	[52] 4.6
	C18
	C19
	ND

	24G
	P-Debug-ID
	[140]
	O
	C43
	ND
	[140]
	O
	C44
	ND

	24H
	P-Early-Media
	[109] 8
	C34
	C34
	ND
	[109] 8
	C34
	C34
	ND

	25
	P-Media-Authorization
	[31] 5.1
	N/A
	N/A
	ND
	[31] 5.1
	C11
	C12
	ND

	25A
	P-Preferred-Identity
	[34] 9.2
	C7
	C5
	ND
	[34] 9.2
	N/A
	N/A
	ND

	25B
	P-Preferred-Service
	[121] 4.2
	C37
	C36
	ND
	[121] 4.2
	N/A
	N/A
	ND

	25C
	P-Private-Network-Indication
	[134]
	C42
	C42
	ND
	[134]
	C42
	C42
	ND

	25D
	P-Profile-Key
	[97] 5
	N/A
	N/A
	ND
	[97] 5
	N/A
	N/A
	ND

	25E
	P-Served-User
	[133] 6
	C51
	C51
	ND
	[133] 6
	C51
	C51
	ND

	25F
	P-User-Database
	[82] 4
	N/A
	N/A
	ND
	[82] 4
	N/A
	N/A
	ND

	25G
	P-Visited-Network-ID
	[52] 4.3
	X (NOTE 3)
	X
	ND
	[52] 4.3
	C14
	N/A
	ND

	26
	Priority
	[26] 20.26
	O
	O
	-
	[26] 20.26
	O
	O
	-

	26A
	Privacy
	[33] 4.2
	C9
	C9
	ND
	[33] 4.2
	C9
	C9
	ND

	26B
	Priv-Answer-Mode
	[158]
	C49
	C49
	ND
	[158]
	C50
	C50
	ND

	27
	Proxy-Authorization
	[26] 20.28
	C6
	C6
	-
	[26] 20.28
	N/A
	N/A
	-

	28
	Proxy-Require
	[26] 20.29
	O (NOTE 2)
	O (NOTE 2)
	-
	[26] 20.29
	N/A
	N/A
	-

	28A
	Reason
	[34A] 2
	C8
	C8
	ND
	[34A] 2
	C8
	C55
	ND

	29
	Record-Route
	[26] 20.30
	N/A
	C52
	ND
	[26] 20.30
	M
	M
	ND

	29A
	Recv-Info
	[25] 5.2.2
	C48
	C48
	ND
	[25] 5.2.2
	C48
	C48
	ND

	30
	Referred-By
	[59] 3
	C27
	C27
	ND
	[59] 3
	C28
	C28
	ND

	31
	Reject-Contact
	[56B] 9.2
	C24
	C24
	ND
	[56B] 9.2
	C32
	C32
	ND

	31A
	Replaces
	[60] 6.1
	C29
	C29
	ND
	[60] 6.1
	C29
	C29
	ND

	31B
	Reply-To
	[26] 20.31
	O
	O
	-
	[26] 20.31
	O
	O
	-

	31C
	Request-Disposition
	[56B] 9.1
	C24
	C24
	ND
	[56B] 9.1
	C32
	C32
	ND

	32
	Require
	[26] 20.32
	M
	M
	M
	[26] 20.32
	M
	M
	M

	32A
	Resource-Priority
	[116] 3.1
	C35
	C35
	ND
	[116] 3.1
	C35
	C35
	ND

	33
	Route
	[26] 20.34
	M
	M
	-
	[26] 20.34
	N/A
	C52
	-

	33A
	Security-Client
	[48] 2.3.1
	C22
	C22
	ND
	[48] 2.3.1
	N/A
	N/A
	ND

	33B
	Security-Verify
	[48] 2.3.1
	C23
	C23
	ND
	[48] 2.3.1
	N/A
	N/A
	ND

	
	
	
	
	
	ND
	
	
	
	ND

	33D
	Session-Expires
	[58] 4
	C25
	C25
	ND
	[58] 4
	C25
	C25
	ND

	33E
	Session-ID
	[162]
	O
	C54
	ND
	[162]
	O
	C54
	ND

	34
	Subject
	[26] 20.36
	O
	O
	-
	[26] 20.36
	O
	O
	-

	35
	Supported
	[26] 20.37
	M
	M
	M
	[26] 20.37
	M
	M
	M

	35A
	Target-Dialog
	[184] 7
	C56
	C56
	ND
	[XXA] 7
	C57
	C57
	ND

	36
	Timestamp
	[26] 20.38
	C10
	C10
	0
	[26] 20.38
	M
	M
	M

	37
	To
	[26] 20.39
	M
	M
	M
	[26] 20.39
	M
	M
	M

	37A
	Trigger-Consent
	[125] 5.11.2
	C39
	C39
	ND
	[125] 5.11.2
	C40
	C40
	ND

	38
	User-Agent
	[26] 20.41
	O
	O
	-
	[26] 20.41
	O
	O
	-

	38A
	User-to-User
	[126] 7
	C41
	C41
	ND
	[126] 7
	C41
	C41
	ND

	39
	Via
	[26] 20.42
	M
	M
	M
	[26] 20.42
	M
	M
	M

	
	
	

	
	NOTE 1:
RFC 3261 [26] gives the status of this header as SHOULD rather than OPTIONAL.

NOTE 2: 
No distinction has been made in these tables between first use of a request on a From/To/Call-ID combination, and the usage in a subsequent one. Therefore the use of "o" etc. above has been included from a viewpoint of first usage. 

NOTE 3:
The strength of this requirement in RFC 3455 [52] is SHOULD NOT, rather than MUST NOT.

NOTE 4:
Support of this header in this method is dependent on the security mechanism and the security architecture which is implemented. Use of this header in this method is not appropriate to the security mechanism defined by 3GPP TS 33.203 [19].
	


The following table compares the ATIS INI with the header specified in the NENA i3 specification. The following text is quoted from that specification. 

Section 4.1.4

”Note: The phoneBCP document referenced in this section contains text normative on devices and service providers. The i3 document considers only the interface between an origination network and the ESInet. References to phoneBCP in this document are limited to requirement ED-63, the details of signaling for an emergency call. Accordingly, it shall be explicitly understood that all requirements referenced from the IETF phoneBCP document, regardless of wording and context in that document, shall apply only to the ESInet interface and shall in no way constrain or limit the signaling and procedures used by end devices, access networks, and originating networks when not interacting with the ESInet.”

Section 4.1.5

“Headers Accepted and also used internally”
Table 6 ATIS INI for Emergency Services and NENA i3 Comparison
	Item
	Header
	INI
Send
	INI
Recv
	i3
	INI
Reference and Notes [3]
	i3

Reference[4]

	1
	Accept
	M
	M
	O
	See Section 10.1.1.20.1
	4.1.5


	2
	Accept-Encoding
	O
	M
	O
	See Section 10.1.1.20.2
	4.1.5

	3
	Accept-Language
	S
	M
	O
	See Section 10.1.1.20.3
	4.1.5

	4
	Alert-Info
	O
	O
	O
	See Section 10.1.1.20.4
	4.1.5

	5
	Allow
	M
	M
	O
	See Section 10.1.1.20.5

The header value must  list all supported methods, i.e., at a minimum, “INVITE”, “ACK”, “CANCEL”, “BYE”, “OPTIONS”,  and “PRACK”.
	4.1.5

	6
	Allow-Events
	O
	O
	O
	See Section 10.1.2.2.8  
	4.1.5

	7
	Authentication-Info
	-
	-
	O
	See Section 10.1.1.20.6
	4.1.5

	8
	Authorization
	-
	-
	O
	See Section 10.1.1.20.7
	4.1.5

	9
	Call-ID
	M
	M
	M
	See Section 10.1.1.20.8
	4.1.4


	10
	Call-Info
	O
	O
	M
	See Section 10.1.1.20.9
	3.1.4, 3.1.5, 4.1.5, 4.1.14, 5.2.2.2, 5.2.2.5

	11
	Contact
	M
	M
	M
	See Section 10.1.1.20.10
	4.1.1 and ED63 6


	12
	Content-Disposition
	O
	M
	O
	See Section 10.1.1.20.11
	4.1.5

	13
	Content-Encoding
	O
	M
	O
	See Section 10.1.1.20.12
	4.1.5

	14
	Content-Language
	O
	O
	O
	See Section 10.1.1.20.13
	4.1.5

	15
	Content-Length
	M
	M
	M
	See Section 10.1.1.20.14
	4.1.4

	16
	Content-Type
	M
	M
	M
	See Section 10.1.1.20.15

The value of “application/sdp”  MUST be supported. The value of “application/pidf+xml” MAY be supported.
	4.1.4

	17
	CSeq
	M
	M
	M
	See Section 10.1.1.20.16
	4.1.4

	18
	Date
	O
	O
	O
	See Section 10.1.1.20.17
	4.1.5

	19
	Error-Info
	O
	O
	O
	See Section 10.1.1.20.18
	4.1.5

	20
	Event
	ND
	ND
	O
	
	4.1.5

	21
	Expires
	-
	-
	O
	See Section 10.1.1.20.19
	4.1.5

	22
	From
	M
	M
	M
	See Section 10.1.1.20.20
	4.1.4, ED63 3

	23
	Geolocation
	O
	O
	M
	Sec Section 10.1.2.2.2   
	4.1.4, 4.1.14, ED63 9

	24
	History-Info
	O
	M
	O
	See Section 10.1.2.2.4
	4.1.4

	25
	In-Reply-To
	-
	-
	O
	See Section 10.1.1.20.21
	4.1.5

	26
	Max-Forwards
	M
	M
	M
	See Section 10.1.1.20.22
	4.1.5

	27
	Min-Expires
	-
	-
	O
	See Section 10.1.1.20.23
	4.1.5

	28
	MIME-Version
	O
	M
	O
	See Section 10.1.1.20.24
	4.1.5

	29
	Organization
	-
	-
	O
	See Section 10.1.1.20.25
	4.1.5

	30
	P-Asserted-Identity
	O
	O
	O
	See Section 10.1.2.2.6
	4.1.4

	31
	Pre-Preferred-Identity
	ND
	ND
	O
	
	4.1.14

	32
	Priority
	-
	-
	O
	See Section 10.1.1.20.26
	4.1.5

	33
	Proxy-Authenticate
	-
	-
	O
	See Section 10.1.1.20.27


	4.1.5

	34
	Proxy-Authorization
	-
	-
	O
	See Section 10.1.1.20.28
	4.1.5

	35
	Proxy-Require
	-
	-
	O
	See Section 10.1.1.20.29
	4.1.5

	36
	RAck
	
	
	
	
	4.1.5

	37
	Record-Route
	M
	M
	O
	See Section 10.1.1.20.30
	4.1.5

	38
	Reply-To
	-
	-
	O
	See Section 10.1.1.20.31
	4.1.5

	39
	Require
	M
	M
	O
	See Section 10.1.1.20.32

The option tags “precondition”, “replaces”, and “100rel” MUST be supported. 
	4.1.5

	40
	Resource-Priority
	ND
	ND
	M
	
	4.1.5, 4.1.6

	41
	Retry-After
	-
	-
	O
	See Section 10.1.1.20.33
	4.1.5

	42
	Route
	-
	-
	M
	See Section 10.1.1.20.34
	4.1.4, ED63 5

	43
	Server
	-
	-
	O
	See Section 10.1.1.20.35
	4.1.5

	44
	Subject
	-
	-
	O
	See Section 10.1.1.20.36
	4.1.5

	45
	Subscription-State
	ND
	ND
	O
	
	4.1.5

	46
	Supported
	M
	M
	M
	See Section 10.1.1.20.37

The values “precondition”, “replaces” and “100rel” MUST be supported. However, a value present in the "Require" header SHOULD NOT also be present in the Supported header. 
	4.1.4, ED63 8

	47
	Timestamp
	O
	M
	O
	See Section 10.1.1.20.38
	4.1.5

	48
	To
	M
	M
	M
	See Section 10.1.1.20.39
	4.1.4, ED63 2

	49
	Unsupported
	M
	M
	O
	See Section 10.1.1.20.40
	4.1.5

	50
	User-Agent
	-
	-
	O
	See Section 10.1.1.20.41
	4.1.5

	51
	Via
	M
	M
	M
	See Section 10.1.1.20.42
	4.1.4, ED63 4

	52
	Warning
	O
	O
	O
	See Section 10.1.1.20.43
	4.1.5

	53
	WWW-Authenticate
	-
	-
	O
	See Section 10.1.1.20.44


	4.1.5


� Headers accepted and also used internally to the ESInet.


� Headers Assumed supported at interface to ESInet.


� Refers to requirements under #63 in [� REF _Ref287686701 \r \h ��0�].





ii

