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6
Security related Tests

6.1
PIN handling

6.1.1
Entry of PIN

6.1.1.1
Definition and applicability

The PIN is a number used to authenticate the user to the UICC for security. Entry of the correct PIN allows PIN-protected data to be accessed over the UICC-Terminal interface. 

6.1.1.2
Conformance requirement
Following insertion of the UICC and switching on the UE, the Terminal shall check the state of the PIN. If the PIN is enabled, the Terminal asks the user for PIN verification.

The VERIFY PIN function verifies the PIN presented by the Terminal to the UICC.

Reference:

-
ETSI TS 102 221 [5], subclauses 9 and 11.1.9;

-
TS 31.102 [4], clause 6;

-
TS 22.030 [12], subclause 6.6.1.

6.1.1.3
Test purpose

1)
To verify that the PIN verification procedure is performed by the Terminal correctly.

2)
To verify that the basic public MMI string is supported.

6.1.1.4
Method of test

6.1.1.4.1
Initial conditions

The Terminal is connected to a UICC or UICC simulator with the PIN enabled, and powered off.

The default UICC is used.

6.1.1.4.2
Procedure

a)
The Terminal is powered on.

b)
When the UE is in the "PIN check" mode, the sequence "2468#" shall be entered.

6.1.1.5
Acceptance criteria

1)
After step b) the Terminal shall send a VERIFY PIN command to the UICC, with parameter P2 = "01".

2)
After step b) the UE shall give an indication "OK", following a successful execution of the command.

6.1.2
Change of PIN

6.1.2.1
Definition and applicability

The PIN may be changed by the user, by entering the old and new PIN. The length of the PIN is between 4 and 8 digits.
6.1.2.2
Conformance requirement
The Terminal shall support the change of PIN procedure as defined in ETSI TS 102 221 [5], subclause 11.1.10.

Reference:

-
ETSI TS 102 221 [5], subclauses 9 and 11.1.10;

-
TS 31.102 [4], clause 6;

-
TS 22.030 [12], subclause 6.6.2.

6.1.2.3
Test purpose

1)
To verify that the PIN substitution procedure is performed correctly by the Terminal.

2)
To verify that the basic public MMI string is supported.

6.1.2.4
Method of test

6.1.2.4.1
Initial conditions

The Terminal is connected to a UICC or UICC simulator with the PIN enabled.

The default UICC is used.

The Terminal is powered-on, with the correct PIN entered.

6.1.2.4.2
Procedure

a)
Enter "**04*2468*01234567*01234567#" or initiate an equivalent MMI dependent procedure to change the PIN from '2468' to '01234567'.

b)
The UE is switched off and on.

c)
When the UE is in the "PIN check" mode, the sequence "2468#" shall be entered.

d)
The UE is switched off and on.

e)
When the UE is in the "PIN-check", mode the sequence "01234567#" shall be entered.

6.1.2.5
Acceptance criteria

1)
After step a), the Terminal shall send a CHANGE PIN command to the UICC, with the parameter P2 set to "01".

2)
Following the successful execution of the command, the UE shall give an indication that the new PIN is accepted.

3)
After step c), the UE shall give an indication that the entered PIN is not accepted.

4)
After step e), the UE shall give an indication "OK".

6.1.3
Unblock PIN

6.1.3.1
Definition and applicability

After three consecutive wrong entries of the PIN, the PIN shall become blocked. The Unblock PIN command is used to unblock the PIN. This function may be performed whether or not the PIN is blocked.

6.1.3.2
Conformance requirement
The Terminal shall support the Unblock PIN command, as defined in ETSI TS 102 221 [5], subclause 11.1.13.

Reference:

-
ETSI TS 102 221 [5], subclause 11.1.13;

-
TS 31.102 [4], clause 6;

-
TS 22.030 [12], subclause 6.6.3.

6.1.3.3
Test purpose

1)
To verify that the PIN unblocking procedure is performed correctly.

2)
To verify that the basic public MMI string is supported.

6.1.3.4
Method of test

6.1.3.4.1
Initial conditions

The Terminal is connected to the UICC simulator.

The default UICC is used.

6.1.3.4.2
Procedure

Sequence A:

a)
The Terminal is powered on and the correct PIN is entered.

b)
Enter "**05*13243546*1234*1234#"

c)
The Terminal is powered off and on.

d)
Enter the new PIN: "1234#".

e)
The Terminal is powered off and on.

f)
Enter a wrong PIN three times.

g)
Enter "**05*13243546*2468*2468#".

h)
The Terminal is powered off and on.

i)
Enter the new PIN: "2468#".

Sequence B:

a)
The Terminal is powered on.

b)
Enter a wrong PIN three times.

c)
The user shall initiate a MMI dependent procedure to unblock the PIN with unblock code '13243546' and a new PIN '2468'.

d)
The Terminal is powered off and on.

e)
Enter the new PIN: "2468#".

6.1.3.5
Acceptance criteria

Sequence A:
1)
After step b), the Terminal shall send an UNBLOCK PIN command to the UICC, with parameter P2 = "01".

2)
After step d), the Terminal shall indicate that the PIN has been accepted.

3)
After step f), the Terminal shall indicate that the PIN has been blocked.

4)
After step g), the Terminal shall send an UNBLOCK PIN command to the UICC, with parameter P2 = "01".

5)
After step i), the Terminal shall indicate that the PIN has been accepted.

Sequence B:

1)
After step b), the Terminal shall indicate that the PIN has been blocked.

2)
After step c), the Terminal shall send an UNBLOCK PIN command to the UICC, with parameter P2 = "01".

3)
After step e), the Terminal shall indicate that the PIN has been accepted.

6.1.4
Entry of PIN2

6.1.4.1
Definition and applicability

The PIN2 is a number used to authenticate the user to the UICC for security. Entry of the correct PIN2 allows PIN2‑protected data to be accessed over the UICC-Terminal interface.
6.1.4.2
Conformance requirement
Before allowing the access to PIN2 protected data, the Terminal shall ask the user for PIN2 verification. Only after presenting the PIN2, the user shall get access to these data.

The VERIFY PIN function verifies the PIN2 presented by the Terminal to the UICC.

Reference:

-
ETSI TS 102 221 [5], subclauses 9 and 11.1.9;

-
TS 31.102 [4], clause 6;

-
TS 22.030 [12], subclause 6.6.1.

6.1.4.3
Test purpose

1)
To verify that the PIN2 verification procedure is performed by the Terminal correctly.

2)
To verify that the basic public MMI string is supported.

6.1.4.4
Method of test

6.1.4.4.1
Initial conditions

The Terminal is connected to a UICC or UICC simulator with the PIN enabled, and powered off.

The default UICC is used.

NOTE:
To perform the UPDATE FDN data (as described in the procedure below), the default FDN UICC may be used.

6.1.4.4.2
Procedure

a)
The Terminal is powered on and the correct PIN is entered.

b)
The access to a PIN2 protected data field shall be performed (e.g. UPDATE FDN)

c)
When the UE is in the "PIN2 check" mode, the sequence "3579#" shall be entered.

6.1.4.5
Acceptance criteria

1)
After step c) the Terminal shall send a VERIFY PIN command to the UICC, with parameter P2 = "81".

2)
After step c) the UE shall give an indication "OK", following a successful execution of the command.

6.1.5
Change of PIN2

6.1.5.1
Definition and applicability

The PIN2 may be changed by the user, by entering the old and new PIN2. The length of the PIN2 is between 4 and 8 digits.

6.1.5.2
Conformance requirement
The Terminal shall support the change of PIN2 procedure as defined in ETSI TS 102 221 [5], subclause 11.1.10.

Reference:

-
ETSI TS 102 221 [5], subclauses 9 and 11.1.10;

-
TS 31.102 [4], clause 6;

-
TS 22.030 [12], subclause 6.6.2.

6.1.5.3
Test purpose

1)
To verify that the PIN2 substitution procedure is performed correctly by the Terminal.

2)
To verify that the basic public MMI string is supported.

6.1.5.4
Method of test

6.1.5.4.1
Initial conditions

The Terminal is connected to a UICC or UICC simulator with the PIN2 enabled.

The default UICC is used.

NOTE:
To perform the UPDATE FDN data (as described in the procedure below), the default FDN UICC may be used.

The Terminal is powered-on, with the correct PIN entered.

6.1.5.4.2
Procedure

a)
Enter "**042*3579*12345678*12345678#" or initiate an equivalent MMI dependent procedure to change PIN2 from '3579' to '12345678'.

b)
The UE is switched off and on and the correct PIN is entered.

c)
The access to a PIN2 protected data field shall be performed (e.g. UPDATE FDN).

d)
When the UE is in the "PIN2 check" mode, the sequence "3579#" shall be entered.

e)
The UE is switched off and on and the correct PIN is entered.

f)
The access to a PIN2 protected data field shall be performed (e.g. UPDATE FDN).

g)
When the UE is in the "PIN2 check", mode the sequence "12345678#" shall be entered.

6.1.5.5
Acceptance criteria

1)
After step a), the Terminal shall send a CHANGE PIN2 command to the UICC, with the parameter P2 set to "81".

2)
Following the successful execution of the command, the UE shall give an indication that the new PIN2 is accepted.

3)
After step d), the UE shall give an indication that the entered PIN2 is not accepted.

4)
After step g), the UE shall give an indication "OK".

6.1.6
Unblock PIN2

6.1.6.1
Definition and applicability

After three consecutive wrong entries of the PIN2, the PIN2 shall become blocked. The Unblock PIN2 command is used to unblock the PIN2. This function may be performed whether or not the PIN2 is blocked.
6.1.6.2
Conformance requirement
The Terminal shall support the Unblock PIN2 command, as defined in ETSI TS 102 221 [5], subclause 11.1.13.

Reference:

-
ETSI TS 102 221 [5], subclauses 9 and 11.1.13;

-
TS 31.102 [4], clause 6;

-
TS 22.030 [12], subclause 6.6.3.

6.1.6.3
Test purpose

1)
To verify that the PIN2 unblocking procedure is performed correctly.

2)
To verify that the basic public MMI string is supported.

6.1.6.4
Method of test

6.1.6.4.1
Initial conditions

The Terminal is connected to the UICC simulator.

The default UICC is used.

NOTE:
To perform the UPDATE FDN data (as described in the procedure below), the default FDN UICC may be used.

6.1.6.4.2
Procedure

Sequence A:
a)
The Terminal is powered on and the correct PIN is entered.

b)
Enter "**052*08978675*1234*1234#"

c)
The Terminal is powered off and on and the correct PIN is entered.

d)
The access to a PIN2 protected data field shall be performed (e.g. UPDATE FDN).

e)
Enter the new PIN2: "1234#".

f)
The Terminal is powered off and on and the correct PIN is entered.

g)
The access to a PIN2 protected data field shall be performed (e.g. UPDATE FDN).

h)
Enter a wrong PIN2 three times.

i)
Enter "**052*08978675*3579*3579#".

j)
The Terminal is powered off and on and the correct PIN is entered.

k)
The access to a PIN2 protected data field shall be performed (e.g. UPDATE FDN).

l)
Enter the new PIN2: "3579#".

Sequence B:

a)
The Terminal is powered on.

b)
Enter a wrong PIN2 three times.

c)
The user shall initiate a MMI dependent procedure to unblock the PIN2 with unblock code '08978675' and a new PIN '3579'.

d)
The Terminal is powered off and on and the correct PIN is entered.

e)
The access to a PIN2 protected data field shall be performed (e.g. UPDATE FDN).

f)
Enter the new PIN2: "3579#".

6.1.6.5
Acceptance criterias

Sequence A:
1)
After step b), the Terminal shall send an UNBLOCK PIN command to the UICC, with parameter P2 = "81".

2)
After step e), the Terminal shall indicate that the PIN2 has been accepted.

3)
After step h), the Terminal shall indicate that the PIN2 has been blocked.

4)
After step i), the Terminal shall send an UNBLOCK PIN command to the UICC, with parameter P2 = "81".

5)
After step l), the Terminal shall indicate that the PIN2 has been accepted.

Sequence B:

1)
After step b), the Terminal shall indicate that the PIN2 has been blocked.

2)
After step c), the Terminal shall send an UNBLOCK PIN command to the UICC, with parameter P2 = "81".

3)
After step f), the Terminal shall indicate that the PIN2 has been accepted.

6.1.7
Replacement of PIN

6.1.7.1
Definition and applicability

The Universal PIN may be used to replace a PIN used to authenticate the user to the UICC for security. In this case entry of the correct Universal PIN allows PIN-protected data to be accessed over the UICC-Terminal interface. ETSI TS 102 221 [5] defines the range of "01" to "08" as key reference of the PIN on a multi-verification capable UICC.

6.1.7.2
Conformance requirement
The Terminal shall support the usage of the Universal PIN as replacement PIN and the replacement procedure as defined in ETSI TS 102 221 [5], subclause 11.1.11, as well as the procedure to disable the replacement defined in ETSI TS 102 221 [5], subclause 11.1.12.

Reference:

-
ETSI TS 102 221 [5], subclauses 9, 11.1.11 and 11.1.12;

-
TS 31.102 [4], clause 6.

6.1.7.3
Test purpose

1)
To verify that the PIN replacement is supported by the Terminal correctly.

2)
To verify that the PIN replacement procedure is performed by the Terminal correctly.

3)
To verify that the procedure to disable the PIN replacement is performed by the Terminal correctly.

6.1.7.4
Method of test

6.1.7.4.1
Initial conditions

The Terminal is connected to the UICC simulator with the PIN enabled, and powered off.

The default UICC is used.

6.1.7.4.2
Procedure

a)
The Terminal is powered on.

b)
When the Terminal is in the "PIN check" mode, the sequence "2468#" shall be entered.

c)   The user shall initiate an MMI dependent procedure to replace the PIN by the Universal PIN.

d)   The Terminal is powered off and on and when the Terminal is in "PIN check" mode the sequence "2468#" shall be entered. 

e)   The correct Universal PIN is entered.

f)   The user shall initiate an MMI dependent procedure to disable the replacement of the PIN by the Universal PIN.

g)   The Terminal is powered off and on and when the Terminal is in "PIN check" mode the sequence "2839#" shall be entered. 

h)   The correct PIN is entered.

6.1.7.5
Acceptance criteria

1)
After step b) the Terminal shall send a VERIFY PIN command to the UICC, with parameter P2 = "01".

2)
After step c), the Terminal shall send a DISABLE PIN command to the UICC, with parameter P1="91" and P2 = "01".

3)   After step d) the Terminal shall send a VERIFY PIN command to the UICC, with parameter P2 = "11" and after unsuccessful execution of the command the Terminal shall indicate that the PIN has not been accepted.

4)  After step e) the Terminal shall send a VERIFY PIN command to the UICC, with parameter P2 = "11" and after successful execution of the command the Terminal shall indicate that the PIN has been accepted.

5)
After step f), the Terminal shall send an ENABLE PIN command to the UICC, with parameter P2 = "01".

6)   After step g) the Terminal shall send a VERIFY PIN command to the UICC, with parameter P2 = "01" and after unsuccessful execution of the command the Terminal shall indicate that the PIN has not been accepted.

7)  After step e) the Terminal shall send a VERIFY PIN command to the UICC, with parameter P2 = "01" and after successful execution of the command the Terminal shall indicate that the PIN has been accepted.

6.1.8
Change of Universal PIN

6.1.8.1
Definition and applicability

The Universal PIN may be changed by the user, by entering the old and new Universal PIN. The length of the Universal PIN is between 4 and 8 digits.
6.1.8.2
Conformance requirement
The Terminal shall support the change of PIN procedure as defined in ETSI TS 102 221 [5], subclause 11.1.10.

Reference:

-
ETSI TS 102 221 [5], subclauses 9 and 11.1.10;

-
TS 31.102 [4], clause 6.

6.1.8.3
Test purpose

To verify that the PIN substitution procedure is performed correctly by the Terminal.

6.1.8.4
Method of test

6.1.8.4.1
Initial conditions

The Terminal is connected to a UICC or UICC simulator with the PIN enabled.

The default UICC is used with the following exception:

-
The Universal PIN is used as a replacement of the PIN.

The Terminal is powered-on, with the correct Universal PIN entered.

6.1.8.4.2
Procedure

a)
The user shall initiate an MMI dependent procedure to change the Universal PIN to "01234567".

b)
The UE is switched off and on.

c)
When the UE is in the "PIN check" mode, the sequence "2839#" shall be entered.

d)
The UE is switched off and on.

e)
When the UE is in the "PIN check", mode the sequence "01234567#" shall be entered.

6.1.8.5
Acceptance criteria

1)
After step a), the Terminal shall send a CHANGE PIN command to the UICC, with the parameter P2 set to "11".

2)
Following the successful execution of the command, the UE shall give an indication that the new (Universal) PIN is accepted.

3)
After step c), the UE shall give an indication that the entered (Universal) PIN is not accepted.

4)
After step e), the UE shall give an indication "OK".

6.1.9
Unblock Universal PIN

6.1.9.1
Definition and applicability

After three consecutive wrong entries of the PIN, the PIN shall become blocked. The Unblock PIN command is used to unblock the PIN. This function may be performed whether or not the PIN is blocked.

6.1.9.2
Conformance requirement
The Terminal shall support the Unblock PIN command, as defined in ETSI TS 102 221 [5], subclause 11.1.13.

Reference:

-
ETSI TS 102 221 [5], subclause 11.1.13;

-
TS 31.102 [4], clause 6.

6.1.9.3
Test purpose

To verify that the PIN unblocking procedure is performed correctly.

6.1.9.4
Method of test

6.1.9.4.1
Initial conditions

The Terminal is connected to the UICC simulator.

The default UICC is used.

6.1.9.4.2
Procedure

a)
The Terminal is powered on and the correct PIN is entered.

b)
The user shall initiate an MMI dependent procedure to unblock the Universal PIN and set the new Universal PIN value to "1234"

c)
The Terminal is powered off and on.

d)
Enter the new PIN: "1234#".

e)
The Terminal is powered off and on.

f)
Enter a wrong PIN three times.

g)
The user shall initiate an MMI dependent procedure to unblock the Universal PIN and set the new Universal PIN value to "2839".

h)
The Terminal is powered off and on.

i)
Enter the new PIN: "2839#".

6.1.9.5
Acceptance criteria

1)
After step b), the Terminal shall send an UNBLOCK PIN command to the UICC, with parameter P2 = "11".

2)
After step d), the Terminal shall indicate that the (Universal) PIN has been accepted.

3)
After step f), the Terminal shall indicate that the (Universal) PIN has been blocked.

4)
After step g), the Terminal shall send an UNBLOCK PIN command to the UICC, with parameter P2 = "11".

5)
After step j), the Terminal shall indicate that the (Universal) PIN has been accepted.

6.1.10
Entry of PIN on multi-verification capable UICCs

6.1.10.1
Definition and applicability

The PIN is a number used to authenticate the user to the UICC for security. Entry of the correct PIN allows PIN-protected data to be accessed over the UICC-Terminal interface. ETSI TS 102 221 [5] defines the range of "01" to "08" as key reference of the PIN on a multi-verification capable UICC.

6.1.10.2
Conformance requirement
Following insertion of the UICC and switching on the UE, the Terminal shall check the state of the PIN. If the PIN is enabled, the Terminal asks the user for PIN verification.

The VERIFY PIN function verifies the PIN presented by the Terminal to the UICC.

Reference:

-
ETSI TS 102 221 [5], subclauses 9 and 11.1.9;

-
TS 31.102 [4], clause 6;

-
TS 22.030 [12], subclause 6.6.1.

6.1.10.3
Test purpose

1)
To verify that the PIN verification procedure is performed by the Terminal correctly.

2)
To verify that the basic public MMI string is supported.

3)  To verify that the Terminal supports key references in the range of "01" to "08" as PIN.

6.1.10.4
Method of test

6.1.10.4.1
Initial conditions

The Terminal is connected to the UICC simulator with the PIN enabled, and powered off.

The default UICC is used with the following exceptions:

The UICC shall be configured to use "07" as the key reference of the PIN and "87" as key reference of the PIN2 with the following values:

PIN

Key reference: 07 

Logically:
8642

	Coding:
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Hex
	38
	36
	34
	32
	FF
	FF
	FF
	FF


Unblock PIN

Key reference 07

Logically:
64534231

	Coding:
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Hex
	36
	34
	35
	33
	34
	32
	33
	31


PIN2

Key reference 87

Logically:
9753

	Coding:
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Hex
	39
	37
	35
	33
	FF
	FF
	FF
	FF


Unblock PIN2

Key reference 87

Logically:
57687980 

	Coding:
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Hex
	35
	37
	36
	38
	37
	39
	38
	30


6.1.10.4.2
Procedure

a)
The Terminal is powered on.

b)
When the UE is in the "PIN check" mode, the sequence "8642#" shall be entered.

6.1.10.5
Acceptance criteria

1)
After step b) the Terminal shall send a VERIFY PIN command to the UICC, with parameter P2 = "07".

2)
After step b) the UE shall give an indication "OK", following a successful execution of the command.

6.1.11
Change of PIN on multi-verification capable UICCs

6.1.11.1
Definition and applicability

The PIN may be changed by the user, by entering the old and new PIN. The length of the PIN is between 4 and 8 digits. ETSI TS 102 221 [5] defines the range of "01" to "08" as key reference of the PIN on a multi-verification capable UICC.

6.1.11.2
Conformance requirement
The Terminal shall support the change of PIN procedure as defined in TS 102 221 [5], subclause 11.1.10.

Reference:

-
ETSI TS 102 221 [5], subclauses 9 and 11.1.10;

-
TS 31.102 [4], clause 6;

-
TS 22.030 [12], subclause 6.6.2.

6.1.11.3
Test purpose

1)
To verify that the PIN substitution procedure is performed correctly by the Terminal.

2)
To verify that the basic public MMI string is supported.

3)  To verify that the Terminal supports key references in the range of "01" to "08" as PIN.

6.1.11.4
Method of test

6.1.11.4.1
Initial conditions

The Terminal is connected to the UICC simulator with the PIN enabled.

The default UICC is used with the following exceptions:

The UICC shall be configured to use "07" as the reference of the PIN and "87" as reference of the PIN2 with the following values:

PIN

Key reference: 07 

Logically:
8642

	Coding:
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Hex
	38
	36
	34
	32
	FF
	FF
	FF
	FF


Unblock PIN

Key reference 07

Logically:
64534231

	Coding:
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Hex
	36
	34
	35
	33
	34
	32
	33
	31


PIN2

Key reference 87

Logically:
9753

	Coding:
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Hex
	39
	37
	35
	33
	FF
	FF
	FF
	FF


Unblock PIN2

Key reference 87

Logically:
57687980 

	Coding:
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Hex
	35
	37
	36
	38
	37
	39
	38
	30


The Terminal is powered-on, with the correct PIN entered.

6.1.11.4.2
Procedure

a)
Enter "**04*8642*01234567*01234567#" or initiate an equivalent MMI dependent procedure to change the PIN from '8642' to '01234567'..

b)
The UE is switched off and on.

c)
When the UE is in the "PIN check" mode, the sequence "8642#" shall be entered.

d)
The UE is switched off and on.

e)
When the UE is in the "PIN check", mode the sequence "01234567#" shall be entered.

6.1.11.5
Acceptance criteria

1)
After step a), the Terminal shall send a CHANGE PIN command to the UICC, with the parameter P2 set to "07".

2)
Following the successful execution of the command, the UE shall give an indication that the new PIN is accepted.

3)
After step c), the UE shall give an indication that the entered PIN is not accepted.

3)
After step e), the UE shall give an indication "OK".
8.1.3
Phonebook content handling

8.1.3.1
Handling of BCD number/ SSC content extension

8.1.3.1.1
Definition and applicability

The length of BCD number/SSC contents in EFADN byte gives the number of bytes of the following two data items containing actual BCD number/SSC information. This means that the maximum value is 11, even when the actual ADN/SSC information length is greater than 11. When an ADN/SSC has extension, it is indicated by the extension1 identifier being unequal to 'FF'. The remainder is stored in the EFEXT1 with the remaining length of the additional data being coded in the appropriate additional record itself.

8.1.3.1.2
Conformance requirement 
The terminal shall support the BCD number/ SSC extension for EFADN as defined in TS 31.102 [4], subclauses 4.4.2.3 and 4.4.2.4.

Reference:
-
TS 31.102 [4], subclauses 4.4.2.3 and 4.4.2.4.

8.1.3.1.3
Test purpose

To verify that the terminal is able to read and update BCD numbers/ SSC content with and without extension correctly in EFADN and EFEXT1.
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