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	Reason for change:
(

	This CR tries to solve the following editor’s note in section 6.5.3 in 3GPP TS 24.302v9.1.1

Editor’s Note: It is also FFS how the ePDG treats additional PDN connection requests for a given APN received from the UE before a PDN connection to this APN is successfully established.

MUPSAP is a Rel-9 optional feature and is not supported in Rel-8. So, there will be cases where a Rel-8/9 UE performing handover to an untrusted non-3GPP network with Rel-8/9 ePDG and Rel-8/9 PGW could create complications when a UE performs handover from a 3GPP network with Multiple PDN Connections to the same APN established and the ePDG receives additional PDN connection requests to the same APN prior to the successful establishment of a PDN connection:

· When the ePDG and the SGW/PGW support MUPSAP, if ePDG receives simultanous PDN Connection Requests from UE, it can be left implementation specific if the ePDG forwards all request concurrently or buffers till the reply for one message is received. The TS does not need any normative text for this case.

· When the ePDG or the SGW/PGW does not support MUPSAP, if ePDG receives PDN Connection Requests with IP Address/Prefixes, the PGW shall be able to differentiate the PDN Connection Requests received from ePDG based on IP Address and shall treat each of them as a separate request. So, PGW shall accept one PDN Connection Request and reject the rest of them. It can be left to implementation specifc if the ePDG forwards all requests concurrently or buffers till the reply for one message is received. The TS does not need any normative text for this case.

· When the ePDG or the network does not support MUPSAP, if ePDG receives requests without IP Address/prefix, and if ePDG forwards the requests simultanously to PGW, then the PGW shall not be able to differentiate the PDN Connection Requests received from ePDG if received concurrently. PGW shall accept one and treat the rest of the requests as updation of the one accepted PDN connection. So, ePDG shall receive accept messages for all PDN Connections. ePDG in this case will not be able to know which PDN Connection was actually accepted by the PGW. It can be solved by ePDG sending only one PDN Connection Request at a time to the network. This is something for CT4 to specify so is out of scope of this TS.

In the last two cases above, the ePDG behaviour towards the UE needs to be defined. In these cases, the ePDG needs to be ensure that at least one PDN connection has been accepted by the network. Therefore the ePDG shall send tunnel rejections to the UE for additional or concurrent requests only when it has received a PBA with no PDN connection-id.
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	If the network does not support multiple PDN connections to the same APN and the ePDG receives additional or concurrent PDN connection requests to the same APN before a PDN connection has been successfully established, then once a single PDN connection to the same APN has been established, the ePDG shall reject all additional PDN connection requests to the same APN by following the tunnel reject procedure specified in subclause 7.4.1
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	The ePDG behaviour will not be specified when additional or concurrent requests are received before a PDN connection is fully established. 
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* * * Begin change * * *

6.5.3
Multiple PDN support for untrusted non-3GPP access network

Connectivity to multiple PDNs via untrusted non-3GPP access is supported in the EPS when the network policies, the non-3GPP access and the user subscription allow it. If the UE supports dynamic mobility management selection the UE shall use the same mobility protocol when multiple connections are established, see 3GPP TS 23.402 [6].
When using the S2b interface to establish additional PDN connections, the UE shall establish an IPSec tunnel with the same ePDG for each PDN connection . For each tunnel establishment procedure, the UE shall indicate to the ePDG an APN to the desired PDN and an attach type indication as specified in subclause 7.2.2.
When using the S2c interface, the UE shall follow the procedures described in 3GPP TS 24.303 [11] when establishing multiple PDN connections. For multiple PDN connections over the S2c interface, the UE shall establish only one IPsec tunnel to the ePDG.
If the UE had more than one PDN connection to a given APN in the source access network and the UE is performing a handover to a target untrusted non-3GPP access network via an ePDG that supports the PMIP-based S2b interface, and if multiple PDN connections to a single APN are not supported over the target untrusted non-3GPP access network, only one PDN connection to that given APN shall be established in the target non-3GPP access network as specified in 3GPP TS 23.402 [6]. The UE, if supporting IP address preservation for NBM, shall include the home address information during the tunnel establishment procedure as specified in subclause 7.2.2 to indicate which one of the PDN connections is to be re-established in the non-3GPP access network. If multiple PDN connection requests to the same APN are received but the network does not support multiple PDN connections to the same APN, the ePDG shall reject the additional PDN connection requests to the same APN received from the UE as described in subclause 7.4.1, in the following circumstances: 
-
when one PDN connection to the same APN has already been established;

-
only after the network has successfully established one PDN connection in the case that the additional PDN connections requests were received prior to the successful establishment of a single PDN connection. 
In the above cases, the UE shall determine which PDN connection is re-established in the non-3GPP access based on the home address information provided by the network.

Editor's note: It is FFS how to manage unsuccessful PDN connection requests in the UE.

* * * End change * * *
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