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	Reason for change:
(

	For the UE procedures, 3GPP TS 24.229 contains the following editor's note in subclause 5.1.1.4.5 and subclause 5.1.1.6.5. 

Editor's note: The mapping of the public user identities and the private user identity need to be described. 

NASS Bundled Authentication allows two options: 1) to include the Authorization header field with a private user identity; or 2) not to include it at all (in which case the user is recognised by their public user identity). 

The issue here is as to whether there needs to be additional text when a private user identity is provided as to how the UE relates private user identities and public user identities. For IMS AKA this is governed by the UICC (which is given to the user by the operator), but the same issue can exist for SIP digest (both with and without TLS). In practice for this, the operator will configure the HSS with these values and tell the user what to use, so it becomes an issue of configuration at the UE. As for SIP digest we have already decided we need to say nothing, we propose to say nothing for NASS bundled authentication.

The editor's notes in the UE subclauses can therefore be deleted at both release 8 and at release 9.

For the P-CSCF procedures, 3GPP TS 24.229 contains the following editor's note in subclause 5.2.2.1. 

Editor's Note:
It is FFS which error message is sent to the UE in the case of a failed query from the P-CSCF to the TISPAN NASS.

For the P-CSCF procedures, 3GPP TS 24.229 contains the following editor's note in subclause 5.2.2.5. 

Editor's note: It needs to be investigated if the P-CSCF should take some action on the line identifier.

Line identifiers are used in NASS bundled authentication. When authentication is being performed, the P-CSCF includes the line identifier received from the NASS in the P-Access-Network-Info header field, and the S-CSCF checks that the values used correspond to the access line of the user. These procedures are fully specified. 

We believe no additional checks are required beyond this at the P-CSCF and therefore this editor's note can be deleted at both release 8 and release 9.

For the S-CSCF the following editor's note exists in subclause 5.4.8.2 (twice).

Editor's note: A change is needed to the above text to cover the additional parameters used by NASS-IMS bundled authentication.

Here we have the procedures for emergency registration of a user, i.e. an authenticatable user who was not registered at the time of making an emergency call. The current reference for this subclause is 5.4.1.2.1, and 5.4.1.2.2, and then it expects to add the additional requirements of individual security mechanisms on top of this. However there are no additional procedures for NBA relating to emergency registration. The references themselves however are insufficient for all security mechanisms, but that needs to be covered by a separate CR.

Fot NAT traversal based on ICE and outbound, annex K contains the following editor's note.

Editor's Note:
Further investigation is needed to determine if there are any impacts in Annex K in order to support NASS-IMS bundled authentication.

Looking at the P-CSCF requirements, the analysis can be reduced to two questions:

1. Is there anything in subclause 5.2.2.5 that would need to be modified when annex K is in use, because it interferes with the use of annex K?

2. Is there anything in K.2.2.2.2 that would need to be repeated for NBA operation in K.2.2.2.5.

We believe the answer is no to both these questions.

This is what we would expect, as it matchs the considerations for digest authentication without TLS.

The editor's notes in the annex K can therefore be deleted at both release 8 and at release 9.
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PROPOSED CHANGE

5.1.1.4.5
NASS-IMS bundled authentication as a security mechanism

On sending a REGISTER request, as defined in subclause 5.1.1.4.1, the UE shall additionally populate the header fields as follows:

a)
optionally, an Authorization header field, with the "username" header field parameter, set to the value of the private user identity;

NOTE 1:
In case the Authorization header field is absent, the mechanism only supports that one public user identity is associated with only one private user identity.

On receiving the 200 (OK) response to the REGISTER request defined in subclause 5.1.1.2.1, there are no additional requirements for the UE.

NOTE 2:
When NASS-IMS bundled authentication is in use, a 401 (Unauthorized) response to the REGISTER request is not expected to be received.

PROPOSED CHANGE

5.1.1.6.5
NASS-IMS bundled authentication as a security mechanism
On sending a REGISTER request, as defined in subclause 5.1.1.6.1, the UE shall additionally populate the header fields as follows:

a)
optionally, an Authorization header field, with the "username" header field parameter, set to the value of the private user identity;

NOTE 1:
In case the Authorization header field is absent, the mechanism only supports that one public user identity is associated with only one private user identity.

On receiving the 200 (OK) response to the REGISTER request defined in subclause 5.1.1.6.1, there are no additional requirements for the UE.

NOTE 2:
When NASS-IMS bundled authentication is in use, a 401 (Unauthorized) response to the REGISTER request is not expected to be received.

PROPOSED CHANGE

5.2.2.5
NASS-IMS bundled authentication as a security mechanism

When the P-CSCF receives a REGISTER request from the UE, as defined in subclause 5.2.2.1, the P-CSCF shall additionally:

1)
perform the NASS-IMS bundled authentication related query from the P-CSCF to the TISPAN NASS; and

2)
if the query in step 1) is successful, insert a P-Access-Network-Info header field as described in subclause 5.2.1 step 4).

When the P-CSCF receives a 200 (OK) response to a REGISTER request from the UE, as defined in subclause 5.2.2.1, the P-CSCF shall additionally:

1)
store an association between the IP source address and port of the initial REGISTER request and the public user identities found in the P-Associated-URI header field value and associate them to the public user identity under registration; and

2)
store an association between the IP source address and port of the initial REGISTER request the default public user identity for use with procedures for the P-Asserted-Identity header field. The default public user identity is the first on the list of URIs present in the P-Associated-URI header field.


PROPOSED CHANGE

5.4.8.2
Initial emergency registration or user-initiated emergency reregistration

When the S-CSCF receives a REGISTER request with the "integrity-protected" header field parameter in the Authorization header field set to "no" or, when SIP digest is supported for this private user identity, without an "integrity-protected" header field parameter; and the Contact header field includes a "reg-type" SIP URI parameter with value "sos" that indicates that this is an emergency registration, as described in draft-patel-ecrit-sos-parameter [91A], the S-CSCF shall perform the actions as specified in subclause 5.4.1.2.1 with the following additions:

-
if the public user identity is linked to a private user identity that has a registered emergency public user identity but with a new contact address, and the authentication has been successful and if the previous emergency registration has not expired, the S-CSCF shall delete the previous contact information. Contacts related to non-emergency registration shall not be deregistered.


When the S-CSCF receives a REGISTER request with the "integrity-protected" header field parameter in the Authorization header field set to "yes", "tls-yes" or "ip-assoc-yes" and the Contact header field includes a "reg-type" SIP URI parameter with value "sos" that indicates that this is an emergency registration, as described in draft-patel-ecrit-sos-parameter [91A], the S-CSCF shall identify the user by the public user identity as received in the To header field and the private user identity as received in the Authorization header field of the REGISTER request the S-CSCF shall perform the actions as specified in subclause 5.4.1.2.2 with the following additions:

-
the S-CSCF shall not include a Service-Route in the 200 (OK) response to the REGISTER request;

-
the S-CSCF shall not include a temporary GRUU in the 200 (OK) response to the REGISTER request;

-
the S-CSCF shall include the "reg-type" URI parameter with value "sos" in the URI that was successfully emergency registered and included in the Contact header field of the 200 (OK) response to the REGISTER request as described in draft-patel-ecrit-sos-parameter [91A];
NOTE 1:
In the case where the S-CSCF returns a GRUU in the Contact header field of the 200 (OK) response to the REGISTER request, the "reg-type" URI parameter with value "sos" is appended to the URI and not included as a Contact header field parameter. The public GRUU that is returned in the 200 (OK) response includes the "reg-type" URI parameter with value "sos" as a parameter of the URI included in the "pub-gruu" Contact header field parameter.
-
store the Path header field and the contact information including all header field parameters contained in the Contact header field. The S-CSCF shall use the Path header field and the contact information obtained during the emergency registration to build a preloaded Route header field values for the emergency dialogs (e.g. PSAP call back session) destined for the UE;

NOTE 2:
The Path header field and contact information used for the emergency dialogs destined for the UE and obtained during the emergency registration can be different than the Path header field used for the non-emergency communication and obtained during the non-emergency registration.

NOTE 3:
If the previous emergency registration with different contact information or emergency Path header field has not expired, the S-CSCF will not perform the network initiated deregistration procedure for the previous emergency registration, but will let it expire.

-
the S-CSCF shall not send any third-party REGISTER requests to any AS; and

-
determine the duration of the registration by checking the value of the registration expiration interval value in the received REGISTER request and based on local policy.

NOTE 4:
The value of the emergency registration time is subject to national regulation and can be subject to roaming agreements.


PROPOSED CHANGE

Annex K (normative):
Additional procedures in support of UE managed NAT traversal

Editor’s Note:
It is FFS whether the NAT traversal procedures will be documented as shown here in Annex-K, or will be organized in some other manner within this specification (for example, integrated with the procedures in the main body of this specification). Therefore, this annex can be regarded as a temporary place-holder for this material.





�PAGE \# "'Page: '#'�'"  �� � HYPERLINK "http://www.3gpp.org/ftp/Information/DocNum_FTP_structure_V3.zip" ��Document numbers� are allocated by the Working Group Secretary.   Use the format of document number specified by the � HYPERLINK "http://www.3gpp.org/About/WP.htm" ��3GPP Working Procedures�.


�PAGE \# "'Page: '#'�'"  �� Enter the specification number in this box. For example, 04.08 or 31.102. Do not prefix the number with anything . i.e. do not use "TS", "GSM" or "3GPP" etc.


�PAGE \# "'Page: '#'�'"  �� Enter the CR number here. This number is allocated by the 3GPP support team.  It consists of at least four digits, padded with leading zeros if necessary.


�PAGE \# "'Page: '#'�'"  �� Enter the revision number of the CR here. If it is the first version, use a "-".


�PAGE \# "'Page: '#'�'"  �� Enter the version of the specification here. This number is the version of the specification to which the CR was written and (normally) to which it will be applied if it is approved. Make sure that the latest version of the specification (of the relevant release) is used when creating the CR. If unsure what the latest version is, go to � HYPERLINK "http://www.3gpp.org/3G_Specs/3G_Specs.htm" ��� � HYPERLINK "http://www.3gpp.org/specs/specs.htm" ��http://www.3gpp.org/specs/specs.htm�.


�PAGE \# "'Page: '#'�'"  �� For help on how to fill out a field, place the mouse pointer over the special symbol closest to the field in question.


�PAGE \# "'Page: '#'�'"  �� Mark one or more of the boxes with an X.


�PAGE \# "'Page: '#'�'"  �� SIM / USIM / ISIM applications.


�PAGE \# "'Page: '#'�'"  �� Enter a concise description of the subject matter of the CR. It should be no longer than one line, but if this is not possible, do not enter hard new-line characters.  Do not use redundant information such as "Change Request number xxx to 3GPP TS xx.xxx".


One or more organizations (3GPP Individual Members) which drafted the CR and are presenting it to the Working Group.


For CRs agreed at Working Group level, the identity of the WG.  Use the format "xn" where �	x = "C" for TSG CT, "R" for TSG RAN, "S" for TSG SA, "G" for TSG GERAN; �PAGE \# "'Page: '#'�'"  ���	n = digit identifying the Working Group; for CRs drafted during the TSG meeting itself, use "P". �Examples: "C4", "R5", "G3new", "SP".


�PAGE \# "'Page: '#'�'"  �� Enter the acronym for the work item which is applicable to the change. This field is mandatory for category F, A, B & C CRs for Release 4 and later. A list of work item acronyms can be found in the 3GPP work plan. See �� HYPERLINK "http://www.3gpp.org/ftp/Specs/html-info/WI-List.htm" ��http://www.3gpp.org/ftp/Specs/html-info/WI-List.htm� .


�PAGE \# "'Page: '#'�'"  �� Enter the date on which the CR was last revised.  Format to be interpretable by English version of MS Windows ® applications, e.g. 19/02/2006.


�PAGE \# "'Page: '#'�'"  �� Enter a single letter corresponding to the most appropriate category listed. For more detailed help on interpreting these categories, see Technical Report �HYPERLINK "http://www.3gpp.org/ftp/Specs/html-info/21900.htm"��21.900� "TSG working methods".


�PAGE \# "'Page: '#'�'"  �� Enter a single release code from the list below.


�PAGE \# "'Page: '#'�'"  �� Enter text which explains why the change is necessary.


�PAGE \# "'Page: '#'�'"  �� Enter text which describes the most important components of the change. i.e. How the change is made.


�PAGE \# "'Page: '#'�'"  �� Enter here the consequences if this CR were to be rejected. It is mandatory to complete this section only if the CR is of category "F" (i.e. correction), though it may well be useful for other categories.


�PAGE \# "'Page: '#'�'"  �� Enter the number of each clause which contains changes.   Be as specific as possible (ie list each subclause, not just the umbrella clause).


�PAGE \# "'Page: '#'�'"  �� Tick "yes" box if any other specifications are affected by this change.  Else tick "no".  You MUST fill in one or the other.


�PAGE \# "'Page: '#'�'"  �� List here the specifications which are affected or the CRs which are linked.


�PAGE \# "'Page: '#'�'"  �� Enter any other information which may be needed by the group being requested to approve the CR. This could include special conditions for it's approval which are not listed anywhere else above.





