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***** 1st  change ****
4.4
Coding requirements

The present clause defines the XML Schema to be used for providing the MCID Request/Response and to invoke the temporary mode of the MCID Service.

The application/vnd.etsi.mcid+xml MIME type used to provide request of a missing originating ID and the delivery of the requested originating id AS of the served user shall be coded as following described: 

<?xml version="1.0" encoding="UTF-8"?>

<xs:schema xmlns:xs="http://www.w3.org/2001/XMLSchema" xmlns="http://uri.etsi.org/ngn/params/xml/simservs/mcid" targetNamespace="http://uri.etsi.org/ngn/params/xml/simservs/mcid" elementFormDefault="qualified">


<xs:annotation>



<xs:documentation>XML Schema Definition to the mcid request-response to the Malicious Communication Identification service</xs:documentation>


</xs:annotation>


<!--Definition of simple types-->


<xs:simpleType name="bitType">



<xs:restriction base="xs:string">




<xs:pattern value="[0-1]"/>



</xs:restriction>


</xs:simpleType>


<!--Definition of complex types-->


<xs:complexType name="requestType">



<xs:sequence>




<xs:element name="McidRequestIndicator" type="bitType"/>




<xs:element name="HoldingIndicator" type="bitType"/>



<xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>


</xs:sequence>


</xs:complexType>


<xs:complexType name="responseType">



<xs:sequence>




<xs:element name="McidResponseIndicator" type="bitType"/>




<xs:element name="HoldingProvidedIndicator" type="bitType"/>



<xs:element name="OrigPartyIdentity" type="xs:anyURI" minOccurs="0"/>



<xs:element name="OrigPartyPresentationRestriction" type="xs:boolean" default="true" minOccurs="0"/>




<xs:element name="GenericNumber" type="xs:anyURI" minOccurs="0"/>




<xs:element name="GenericNumberPresentationRestriction" type=" xs:boolean" default="true" minOccurs="0"/>




<xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>


</xs:sequence>


</xs:complexType>


<!--Definition of document structure-->


<xs:element name="mcid">



<xs:complexType>




<xs:choice>





<xs:element name="request" type="requestType"/>





<xs:element name="response" type="responseType"/>




</xs:choice>



</xs:complexType>


</xs:element>

</xs:schema>

***** next change ****

4.5.2.5.0
General 
The AS shall at the minimum store the following elements of a received INVITE request:

-
Destination Party Identity Information included in the Request-URI;

-
Originating Party Identity Information included in the P-Asserted-Identity header field, if the 
P-Asserted-Identity header field is included in the request;

-
local time and date of the invocation in the network serving the called user;

-
call diversion information received in the History-Info header, if the History-Info header filed is included in the request (escaped Reason);

-
Referred-By header field when available;

-
Contact header;
-
To header; and
-
From header. 
NOTE:
The Originating Party Identity Information included in the P-Asserted-Identity header field is always present in the INVITE request if the request is originated in a trusted network.

If the INVITE request does not contain the information of the originating party, the AS shall send an INFO request including an Identification Request MIME body. 
When receiving the INFO request containing identification information, the AS shall in addition to the already stored information elements of the earlier received INVITE request, at the minimum store the information as received in the body of the INFO request. 





***** next change ****

4.5.2.5.3
Request of a missing or incomplete originating Id (network option)

The present subclause is applicable when interacting with the PSTN/ISDN.

If a received initial INVITE request does not contain an originating identification or a incomplete originating identification and only if requested by operator policy  regarding the received P-Asserted-Identity header field, the AS shall send a INFO request containing a XML mcid body with MCID XML Request schema requesting the originating ID towards the originating network. If requested by operator policy and proprietary signalling, the AS shall skip sending the INFO request containing a XML mcid body with MCID XML Request schema and continue with the session setup as defined in 3GPP TS 24.229 [2].
NOTE:
The received P-Asserted-Identity header field can contain a specific value indicating to skip sending INFO requests as the INFO request can indicate the request for identity towards the originating UA. The specific content of the P-Asserted-identity header field that triggers this behaviour is operator specific and is outside the scope of this specification.

After sending of the INFO request requesting the originating id, timer TO-ID (as defined in subclause 4.8) is started. 

When the Identification response (INFO request containing a XML mcid body with MCID XML Response schema containing the originating identity) is received:

-
the timer TO-ID is stopped; and

-
the MCID information is stored;and 

-
a 180 (Ringing) response is sent towards the originating user according to the basic communication procedures.

When a Identification response INFO request is received without the Originating Party Identity information:

-
timer TO-ID is stopped; and

-
a 180 (Ringing) response is sent towards the originating user according to the basic communication procedures.

When the timer TO-ID expires before an Identification response INFO request is received, a 180 (Ringing) response is sent towards the originating user according to the basic communication procedures.
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