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*****************End of 1st Change***************
*****************Start of 2nd Change***************
3.2
Abbreviations

For the purpose of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply:

AF

Application Function 
AMBR
Aggregate Maximum Bit Rate

BBERF
Bearer Binding and Event Reporting Function
CSG
Closed Subscriber Group

CSG-ID
Closed Subscriber Group IDentity
GBR
Guaranteed Bit Rate
OCS
Online charging system

OFCS
Offline charging system

PCEF

Policy and Charging Enforcement Function

PCRF

Policy and Charging Rule Function
SUPL
Secure User Plane for Location
*****************End of 2nd  Change***************
*****************Start of 3rd  Change***************
4.5.4.3           Void


*****************End of 3rd  Change***************
*****************Start of 4th  Change***************
5.3.30
Event-Report-Indication AVP (All access types)
The Event-Report-Indication AVP (AVP code 1033) is of type Grouped. When sent from the PCRF to the PCEF, it is used to report an event coming from the Access Network GW (BBERF) and relevant info to the PCEF. When sent from the PCEF to the PCRF, it is used to provide the information about the required event triggers to the PCRF. Only Event-Trigger AVP will be supplied in this case. 

The PCEF may require adding new event triggers or removing the already provided ones. In order to do so, the PCEF shall provide the new complete list of applicable event triggers within the Event-Trigger AVP included in the Event-Report-Indication AVP to the PCRF. 
The PCEF may require removing all previously provided event triggers by providing the Event-Trigger AVP set to the value NO_EVENT_TRIGGERS included in the Event-Report-Indication AVP to the PCRF.
If the event triggers required by the PCEF are associated with certain parameter values, the PCRF shall provide those values to the PCEF.

The PCEF may provide the following Event-Trigger values to the PCRF: QOS_CHANGE, RAI_CHANGE, RAT_CHANGE, USER_LOCATION_CHANGE, UE_TIME_ZONE_CHANGE and SGSN_CHANGE. 

Event-Trigger value QOS_CHANGE shall be used to report a change in APN-Aggregate-Max-Bitrate-DL AVP and/or APN-Aggregate-Max-Bitrate-UL AVP included within the QoS-Information AVP.
Applicability of the Event-Triggers to the different accesses is defined in clause 5.3.7. Section 5.3.64 defines credit re-authorisation triggers applicable to 3GPP-EPS only.
Editor's Note: CSG-ID is needed to support CSG but the AVP has not been defined yet. It is for further study if an existing AVP may be reused or a new one needs to be created.
AVP Format:

Event-Report-Indication ::= < AVP Header: 1033 >







*[Event-Trigger]






*[CSG-Information-Reporting]







 [RAT-Type]







 [QoS-Information]







 [RAI]







 [3GPP-User-Location-Info]







 [Trace-Data]







 [Trace-Reference]







 [3GPP2-BSID]






 [3GPP-MS-TimeZone]






 [3GPP-SGSN-Address]







 [3GPP-SGSN-IPv6-Address]





    *[AVP]
*****************End of 4th  Change***************
*****************Start of 5th  Change***************
5.6.3
CC-Answer (CCA) Command

The CCA command, indicated by the Command-Code field set to 272 and the 'R' bit cleared in the Command Flags field, is sent by the PCRF to the PCEF in response to the CCR command. It is used to provision PCC rules and event triggers for the bearer/session and to provide the selected bearer control mode for the IP-CAN session. If the PCRF performs the bearer binding, PCC rules will be provisioned at bearer level. The primary and secondary CCF and/or primary and secondary OCS addresses may be included in the initial provisioning.

Message Format:
Editor's Note: CSG-ID is needed to support CSG but the AVP has not been defined yet. It is for further study if an existing AVP may be reused or a new one needs to be created.
<CC-Answer> ::=  < Diameter Header: 272, PXY >





 < Session-Id >





 { Auth-Application-Id }





 { Origin-Host }





 { Origin-Realm }





 [ Result-Code ]





 [ Experimental-Result ]





 { CC-Request-Type }





 { CC-Request-Number }





*[ Supported-Features ]





 [ Bearer-Control-Mode ]





*[ Event-Trigger ]





 [ Origin-State-Id ]
                *[ Redirect-Host ]

                 [ Redirect-Host-Usage ]

                 [ Redirect-Max-Cache-Time ]




*[ Charging-Rule-Remove ]





*[ Charging-Rule-Install ]





 [ Charging-Information ]




 [ Online ]





 [ Offline ]





*[ QoS-Information ]




 [ Revalidation-Time ]
                 [ Default-EPS-Bearer-QoS ]





 [ Bearer-Usage ]




 [ 3GPP-User-Location-Info]




*[ Usage-Monitoring-Information ] 




*[ CSG-Information-Reporting ]




 [ Error-Message ]





 [ Error-Reporting-Host ]





*[ Failed-AVP ]





*[ Proxy-Info ]





*[ Route-Record ]





*[ AVP ]

*****************End of 5th  Change***************
*****************Start of 6th  Change***************
5a.6.2
CC-Request (CCR) Command

The CCR command, indicated by the Command-Code field set to 272 and the 'R' bit set in the Command Flags field, is sent by the BBERF to the PCRF in order to request QoS rules. The CCR command is also sent by the BBERF to the PCRF in order to indicate QoS rule related events or the termination of the Gateway Control session.
Editor's Note: CSG-ID is needed to support CSG but the AVP has not been defined yet. It is for further study if an existing AVP may be reused or a new one needs to be created.
Message Format:

<CC-Request> ::= < Diameter Header: 272, REQ, PXY >





 < Session-Id >





 { Auth-Application-Id }





 { Origin-Host }





 { Origin-Realm }





 { Destination-Realm }





 { CC-Request-Type }





 { CC-Request-Number }





 [ Destination-Host ]





 [ Origin-State-Id ]





*[ Supported-Features ]





*[ Subscription-Id ]





 [ Network-Request-Support ]





*[ Packet-Filter-Information ]





 [ Packet-Filter-Operation ]





 [ Framed-IP-Address ]





 [ Framed-IPv6-Prefix ]





 [ IP-CAN-Type ]





 [ RAT-Type ]





 [ Termination-Cause ]





 [ User-Equipment-Info ]





 [ QoS-Information ] 





 [ Default-EPS-Bearer-QoS ]




  0*2[ AN-GW-Address ]





 





 [ 3GPP-SGSN-MCC-MNC ]





 





 [ 3GPP-SGSN-Address ]





 [ 3GPP-SGSN-IPv6-Address ]





 [ RAI ]





 [ 3GPP-User-Location-Info]

 



 [ 3GPP-MS-TimeZone ]





 [ 3GPP2-BSID ]




*[ CSG-Information-Reporting ]




 [ Called-Station-ID ]





 [ PDN-Connection-ID ]





*[ TFT-Packet-Filter-Information ]





*[ QoS-Rule-Report]





*[ Event-Trigger]





 [ Session-Linking-Indicator ]





 [ Trace-Data ]





 [ Trace-Reference ]





*[ Proxy-Info ]





*[ Route-Record ]





*[ AVP ]

*****************End of 6th  Change***************
*****************Start of 7th  Change***************
5a.6.4
Re-Auth-Request (RAR) Command

The RAR command, indicated by the Command-Code field set to 258 and the 'R' bit set in the Command Flags field, is sent by the PCRF to the BBERF in order to provision QoS rules using the PUSH procedure initiate the provision of unsolicited QoS rules. It is used to provision QoS rules, event triggers and event report indications for the session.

Message Format:

<RA-Request> ::= < Diameter Header: 258, REQ, PXY >





 < Session-Id >





 { Auth-Application-Id }





 { Origin-Host }





 { Origin-Realm }





 { Destination-Realm }





 { Destination-Host }





 { Re-Auth-Request-Type }





*[ Supported-Features ]

                 

  [ Session-Release-Cause ]





 [ Origin-State-Id ]





*[ Event-Trigger ]





*[ QoS-Rule-Remove ]





*[ QoS-Rule-Install ]





 [ QoS-Information ]





 [ Default-EPS-Bearer-QoS ]




       *[ CSG-Information-Reporting ]




*[ Proxy-Info ]





*[ Route-Record ]





*[ AVP]

*****************End of 7th  Change***************
*****************Start of 8th  Change***************
A.3.15  Provisioning of CSG information reporting indication
The PCRF may provide one or more CSG-Information-Reporting AVPs during IP-CAN session establishment, to request the PCEF to report the user CSG information change applicable for an IP-CAN session to the OCS.
NOTE:
The SPR can provide the Subscriber's User CSG Information reporting rules to the PCRF, the SPR’s relation to existing subscriber databases is not specified in this Release.
Editor's Note:
If the OCS has also subscribed to user CSG information change, whether it's possible for the PCEF to report user CSG information change regarding a single UE at a higher level of reporting than provisioned by the PCRF needs further clarification from SA5.
*****************End of 8th  Change***************
*****************Start of 9th  Change***************
B.3.7
Provisioning of CSG information reporting indication
The PCRF may provide one or more CSG-Information-Reporting AVPs during IP-CAN session establishment and the CSG-ID, if received from the BBERF, to request the PCEF to report the user CSG information change applicable for an IP-CAN session to the OCS.
NOTE:
The SPR can provide the Subscriber's User CSG Information reporting rules to the PCRF, the SPR’s relation to existing subscriber databases is not specified in this Release.
Editor's NOTE:
If the OCS has also subscribed to user CSG information change, whether it's possible for the PCEF to report user CSG information change regarding a single UE at a higher level of reporting than provisioned by the PCRF needs further clarification from SA5.
*****************End of 9th  Change***************
*****************End of Changes***************
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