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*** End of 1st Change ***

*** 2nd Change ***

A.7.1.2.1
Call establishment

Figure A.7.1.2.1.1depicts the signalling flow for a call setup from external network towards 3GPP PLMN.  The same signalling flow applies for a call setup from the 3GPP PLMN towards an external network with the exception that terminations T1 and T2 are then exchanged.
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11 .   H.248  MOD   Resp     C=   C1, T=   T1)  

13.   Create incoming Termination T 2  
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1.
The CS-IBCF receives an SDP offer in SIP signalling.

2.
The CS-IBCF detects that one of the CS-TrGW functions is required, e.g. NAPT/NAT

3.
The CS-IBCF sends a H.248 ADD command to create the outgoing termination and to request resources to execute CS-TrGW function

4.
The CS-TrGW creates the outgoing termination 

5.
The CS-TrGW replies to CS-IBCF with a H.248 Add reply command and provides the local address and port of the outgoing termination
6.
The CS-IBCF replaces the IP address inside the SDP using the information coming from CS-TrGW
7.
SDP offer is sent to the network at the outgoing side

8.
SDP answer is received by CS-IBCF

9.
The CS-IBCF sends a H.248 MOD command to configure the outgoing termination with Address and port information received in the SDP answer
10.
The CS-TrGW configures the outgoing termination 

11.
The CS-TrGW replies to CS-IBCF with a H.248 MOD reply command 
12. 
The CS-IBCF sends a H.248 ADD command to create the incoming termination and to request resources to execute CS-TrGW function

13.
The CS-TrGW creates the incoming termination
14.
The CS-TrGW replies to the CS-IBCF with a H.248 Add reply command and provides the local address and port of the incoming termination.
Note:
Steps 12 to 14 may also be executed after step 2.
15.
The CS-IBCF replaces the IP address inside the SDP using the information coming from CS-TrGW
16.
SDP answer is sent to the network at the incoming side
Figure A.7.1.2.1.1: CS-IBCF and CS-TrGW interaction at Call establishment.



















*** End of 2nd Change ***

*** 3rd Change ***

A.7.1.2.x
Specific Use Cases

A.7.1.2.x.1
CS-IBCF as Entry Point, Call Establishment with IP Version Interworking
This case considers the call establishment message flow for the CS-IBCF and CS-TrGW, when the CS-IBCF is acting as an Entry point and IP version interworking is required. The example assumes that the external SIP-I network uses IPv4 addressing and the CS CN uses IPv6 addressing.
With reference to the steps in Figure A.7.1.2.1.1, the following additions are required, specific to this use case:

3.
The CS-IBCF requests the CS-TrGW to choose an IPv6-based local connection address for the created outgoing termination.

5.
The local address and port returned to the CS-IBCF are IPv6-based.

6.
Specifically, the IPv6 address and port number received from the CS-TrGW in the local connection address of the outgoing termination replace the IPv4 address and port number received from the external SIP-I network.

9.
Specifically, the CS-IBCFpasses the IPv6 address and port number received in the SDP answer to the CS-TrGW as the remote connection address on the outgoing termination.

12.
The CS-IBCF requests the CS-TrGW to choose an IPv4-based local connection address on the incoming termination. The CS-IBCF uses the IPv4 addresses and port numbers received in the initial SDP offer as the remote connection address on the incoming termination.

14.
The local address and port returned to the CS-IBCF are IPv4-based.

15.
Specifically, the IPv4 address and port number received from the CS-TrGW in the local connection address of the incoming termination replace the IPv6 address and port number received from the CS-CN.

*** End of 3rd Change ***

*** 4th Change ***

A.7.2.2
Call Related Procedures

A.7.2.2.1
Reserve TrGW Connection Point
This procedure is used to reserve a termination at the CS-TrGW.

Table A.7.2.2.1.1: Reserve TrGW Connection Point

	Procedure
	Initiated
	Information element name
	Information element required
	Information element description

	Reserve TrGW Connection Point


	CS-IBCF
	Context/Context Request
	M
	This information element indicates the existing context or requests a new context for the bearer termination.

	
	
	Termination Request
	M
	This information element requests a new termination for the bearer to be established.

	
	
	IP Interface
	O
	This information element specifies the type of external interface to be used for the IP termination (e.g. ExtSIPI, NboIP).

	
	
	Local IP Resources
	O
	This information element indicates the resource(s) (e.g. codec, auxiliary payload types) for which the CS-TrGW shall be prepared to receive user data.

	
	
	ReserveValue
	C
	This information element indicates if multiple local resources are to be reserved.
This information element shall be included if a speech codec and auxiliary payload types are configured.

	
	
	Local Connection Address Request
	M
	This information element requests an IP address and port number on the CS-TrGW that the remote end can send user plane data to.

	
	
	Notify termination heartbeat
	M
	This information element requests termination heartbeat indications.

	
	
	Notify Released Bearer
	O
	This information element requests a notification of a released bearer.

	
	
	IP Realm Identifier
	O
	This information element indicates the IP realm of the IP termination.

	
	
	IP Version
	C
	This information element indicates the version of the internet protocol to be applied at the termination for the user plane. This is required for IP address translation.

	Reserve TrGW Connection Point Ack
	CS-TrGW
	Context
	M
	This information element indicates the context where the command was executed.

	
	
	Termination
	M
	This information element indicates the termination where the command was executed.

	
	
	Local IP Resources
	O
	This information element indicates the resources that the CS-TrGW has reserved to receive the user plane data from the remote peer.

	
	
	Local Connection Address
	M
	This information element indicates the IP address and port on the CS-TrGW that shall receive user plane data from the remote peer.


Editor's Note; This table has been derived from the Reserve RTP Connection point procedure. However, specific information elements are still missing.
A.7.2.2.2
Configure TrGW Connection Point

This procedure is used to configure or reconfigure a termination at the CS-TrGW.

Table A.7.2.2.2.1: Configure TrGW Connection Point Procedure
	Procedure
	Initiated
	Information element name
	Information element required
	Information element description

	Configure TrGW Connection Point
	CS-IBCF
	Context
	M
	This information element indicates the existing context.

	
	
	Termination
	M
	This information element indicates the existing bearer termination.

	
	
	IP Interface
	O
	This information element specifies the type of external interface to be used for the IP termination (e.g. ExtSIPI, NboIP).

	
	
	Local IP Resources
	O
	This information element indicates the resources (e.g. codec, auxiliary payload types) that the CS-TrGW may use on the reception of user plane data.

	
	
	Remote IP Resources
	O
	This information element indicates the resources (e.g. codec, auxiliary payload types) that the CS-TrGW may send user plane data to.

	
	
	Local Connection Address
	O
	This information element indicates the IP address and port on the CS-TrGW that the remote peer can send user plane data to.

	
	
	Remote Connection Address
	O
	This information element indicates the IP address and port that the CS-TrGW can send user plane data to. 

	
	
	Reserve Value
	O
	This information element indicates if multiple resources are to be reserved. 

	Configure TrGW Connection Point
Ack
	CS-TrGW
	Context
	M
	This information element indicates the context where the command was executed.

	
	
	Termination
	M
	This information element indicates the termination where the command was executed.

	
	
	Local IP Resource
	O
	This information element indicates the resources that the CS-TrGW has reserved to receive the user plane data from the far end.

	
	
	Remote IP Resource
	O
	This information element indicates the resource (i.e. codec) that the CS-TrGW shall use to send user data to. 

	
	
	Local Connection Address
	O
	This information element indicates the IP address and port on the CS-TrGW that the remote end can send user plane data to.

	
	
	Remote Connection Address
	C
	This information element indicates the IP address and port that the CS-TrGW can send user plane data to. Shall be present if corresponding IE is present in the request.


Editor's Note; This table has been derived from the Configure RTP Connection point procedure. However, specific information elements are still missing.
A.7.2.2.3
Reserve and Configure TrGW Connection Point
This procedure is used to reserve and configure multimedia-processing resources for a termination at the CS-TrGW.
Table A.7.2.2.3.1: Reserve and Configure TrGW Connection Point
	Procedure
	Initiated
	Information element name
	Information element required
	Information element description

	 Reserve and Configure TrGW Connection Point
	CS-IBCF
	Context/Context Request
	M
	This information element indicates the existing context or requests a new context for the bearer termination.

	
	
	Termination/  Termination Request
	M
	This information element indicates the existing bearer termination or requests a new termination for the bearer to be established.

	
	
	IP Interface
	O
	This information element specifies the used interface type for the IP termination (e.g. ExtSIPI, NboIP).

	
	
	Local IP Resources
	O
	This information element indicates the resource(s) (e.g. codec, auxiliary payload types) for which the CS-TrGW shall be prepared to receive user data, 

	
	
	Remote IP Resources
	O
	This information element indicates the resources (e.g. codec, auxiliary payload types) that the CS-TrGW shall use to send user data.

	
	
	Reserve Value
	O
	This information element indicates if multiple IP resources are to be reserved. 

	
	
	Local Connection Address request
	M
	This information element requests an IP address and a port number on the CS-TrGW that the remote end can send user plane data to.

	
	
	Remote Connection Address
	M
	This information element indicates the IP address and ports of the remote party that the CS-TrGW can send user plane data to. 

	
	
	Notify termination heartbeat
	M
	This information element requests termination heartbeat indications.

	
	
	Notify Released Bearer
	O
	This information element requests a notification of a released bearer.

	
	
	IP Realm Identifier
	O
	This information element indicates the IP realm of the IP termination.

	
	
	IP Version
	C
	This information element indicates the version of the internet protocol to be applied at the termination for the user plane.

This is required for IP address translation.

	Reserve and Configure TrGW Connection Point
	CS-TrGW
	Context
	M
	This information element indicates the context where the command was executed.

	
	
	Termination
	M
	This information element indicates the termination where the command was executed.

	
	
	Local IP Resources
	O
	This information element indicates the resources that the CS-TrGW has reserved to receive the user plane data from the remote side.

	
	
	Remote IP Resources
	O
	This information element indicates the resource (i.e. codec) that the CS-TrGW shall use to send user data.

	
	
	Local Connection Addresses 
	M
	This information element indicates the IP address and port on the CS-TrGW that shall receive user plane data.


Editor's Note; This table has been derived from the Reserve and Configure RTP Connection point procedure. However, specific information elements are still missing.
*** End of 4th Change ***

*** 5th Change ***

A.7.2.3
Non-Call Related Procedures

The procedures from 3GPP TS 23.205 [34] detailed in table A.7.2.3.1 shall be applied for the CS-TrGW handling component of the Ix interface.

Table A.7.2.3.1: Non-call related procedures

	Procedure defined in

 3GPP TS 29.238 [29]
	Corresponding Procedure defined in 3GPP TS 23.205 [34]
	Remarks

	TrGW Out of service
	MGW Out of Service
	

	TrGW Communication Up
	MGW Communication Up
	

	TrGW Restoration
	MGW Restoration
	

	TrGW Register
	MGW Register
	

	TrGW Re-register
	MGW Re-register
	

	CS-IBCF Ordered Re-register
	(G)MSC Server Ordered Re-register
	

	CS-IBCF Restoration
	(G)MSC Server Restoration
	

	CS-IBCF Out of Service
	(G)MSC Server Out of Service
	

	Termination Out-of-Service
	Termination Out-of-Service
	The “Termination Out-of-Service procedure” is used as call-related H248 command as well

	Termination Restoration
	Termination Restoration
	

	Audit Value
	Audit Value
	

	Audit Capability
	Audit Capability
	

	Command Rejected
	Command Rejected
	The “Command Rejected” procedure may be used in response both to call-related and non-call-related H.248 Commands.

	TrGW Capability Change
	Capability Update
	

	TrGW Resource Congestion Handling – Activate
	MGW Resource Congestion Handling – Activate
	

	TrGW Resource Congestion Handling – Indication
	MGW Resource Congestion Handling – Indication
	

	
	
	

	Inactivity timeout activation
	Inactivity timeout activation
	

	Inactivity timeout indication
	Inactivity timeout indication
	

	Hanging termination detection
	Hanging termination detection
	

	
	
	


Editor’s Note: the procedures should be aligned with TS 29.238 
*** End of 5th Change ***
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