Page 1



3GPP TSG CT WG1 Meeting #47
C1-071132
Beijing, China, 7th – 11th May 2007.
	CR-Form-v9.3

	CHANGE REQUEST

	

	(

	24.173
	CR
	0005
	(

rev
	-
	(

Current version:
	7.0.0
	(


	

	For HELP on using this form look at the pop-up text over the (
 symbols. Comprehensive instructions on how to use this form can be found at http://www.3gpp.org/specs/CR.htm.

	


	Proposed change affects:
(

	UICC apps(

	
	ME
	X
	Radio Access Network
	
	Core Network
	X


	

	Title:
(

	24.173: Alignment with TISPAN#13 approved CB CRs

	
	

	Source to WG:
(

	LM Ericsson

	Source to TSG:
(

	C1

	
	

	Work item code:
(

	MTSI
	
	Date: (

	27/04/2007

	
	
	
	
	

	Category:
(

	F
	
	Release: (

	Rel-7

	
	Use one of the following categories:
F  (correction)
A  (corresponds to a correction in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
R97
(Release 1997)
R98
(Release 1998)
R99
(Release 1999)
Rel-4
(Release 4)
Rel-5
(Release 5)
Rel-6
(Release 6)
Rel-7
(Release 7)
Rel-8
(Release 8)

	
	

	Reason for change:
(

	At the TISPAN#13 plenary CRs on the TISPAN supplementary service specifications were approved. The changes must also be implemented in TS 24.173 in order to keep it aligned with the TISPAN specifications.

	
	

	Summary of change:
(

	The approved TISPAN#13 CRs are implemented in 24.173.
Editorial changes done by ETSI EDM are implemented in 24.173.

	
	

	Consequences if 
(

not approved:
	Misalignment between the TISPAN supplementary service specifications and 24.173.

	
	

	Clauses affected:
(

	Annex E: 2, 4.4.2, 4.5, 4.5.0, 4.5.1, 4.5.1A. 4.5.1B, 4.5.2.3, 4.5.2.5, 4.6.4, 4.9.1.2, 4.9.1.3, 4.9.1.4

	
	

	
	Y
	N
	
	

	Other specs
(

	
	X
	 Other core specifications
(

	

	affected:
	
	X
	 Test specifications
	

	
	
	X
	 O&M Specifications
	

	
	

	Other comments:
(

	Contributions to TISPAN#13: 12bTD326r2, SS-060040, 12tTD104r1


***** BEGIN MODIFICATION *****
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication and/or edition number or version number) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non‑specific reference, the latest version applies.

Referenced documents which are not found to be publicly available in the expected location might be found at http://docbox.etsi.org/Reference.
NOTE:
While any hyperlinks included in this clause were valid at the time of publication ETSI cannot guarantee their long term validity.

[1]
ETSI TS 181 002: "Telecommunications and Internet converged Services and Protocols for Advanced Networking (TISPAN); Multimedia Telephony with PSTN/ISDN simulation services".


[2]
ETSI ES 283 003: "Telecommunications and Internet converged Services and Protocols for Advanced Networking (TISPAN); IP Multimedia Call Control Protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP) Stage 3 [3GPP TS 24.229 (Release 7), modified]".

[3]
ETSI TS 183 007: "Telecommunications and Internet converged Services and Protocols for Advanced Networking (TISPAN); PSTN/ISDN Simulation Services Originating Identification Presentation (OIP) and Originating Identification Restriction (OIR); Protocol specification".

 [4]
ETSI TS 183 038: " Telecommunications and Internet converged Services and Protocols for Advanced Networking (TISPAN); PSTN/ISDN Simulation Services; Extensible Markup Language (XML) Document Management; Protocol Specification (Endorsement of OMA OMA‑TS‑XDM_Core‑V1_0‑20051103‑C and OMA‑TS‑XDM_Shared‑V1_0‑20051006‑C)".

[5]
IETF RFC 3266: "SDP: Session Description Protocol".

[6]
ETSI TS 183 023: "Telecommunications and Internet converged Services and Protocols for Advanced Networking (TISPAN); PSTN/ISDN simulation services; Extensible Markup Language (XML) Configuration Access Protocol (XCAP) over the Ut interface for Manipulating NGN PSTN/ISDN Simulation Services".

[7]
Void.
[8]
Void.
[9]
ETSI TS 183 004: "Telecommunications and Internet converged Services and Protocols for Advanced Networking (TISPAN); PSTN/ISDN simulation services: Call DIVersion (CDIV); Protocol specification".

[10]
ETSI TS 183 028: "Telecommunications and Internet converged Services and Protocols for Advanced Networking (TISPAN); Common Basic Communication procedures Protocol specification".

[11]
draft-ietf-sip-acr-code-04.txt.
[12]
ETSI TS 183 033: "Telecommunications and Internet converged Services and Protocols for Advanced Networking (TISPAN); IP Multimedia: IP Multimedia Subsystem (IMS) Cx and Dx Interfaces; Signalling flows and message contents & IP Multimedia (IM) Subsystem Cx and Dx Interfaces; Cx and Dx interfaces based on the Diameter protocol (3GPP TS.29.228 and 3GPP TS.29.229 modified)".

[13]
IETF RFC 3325: "Private Extensions to the Session Initiation Protocol (SIP) for Asserted Identity within Trusted Networks".

[14]
IETF RFC 3323: "A; privacy Mechanism for the Session Initiation Protocol (SIP)".
[15]
IETF RFC 3455: “Private Header (P-Header) Extensions to the Session Initiation Protocol (SIP) for the 3rd-Generation Partnership Project (3GPP)”.
[16]
IETF RFC 4745: "Common Policy: A Document Format for Expressing Privacy Preferences".
***** 2nd MODIFICATION *****
4.4.2
ACR coding requirements

The Privacy header field and the P‑Asserted‑Identity header fields as defined within  ES 283 003 [2], are used to trigger the service. The response code 433 (Anonymity Disallowed) defined by draft-ietf-sip-acr-code-04.txt. [11] is used in support of ACR service.
***** 3rd MODIFICATION *****
4.5
Signalling requirements






4.5.0
General

For user configuration of the ACR/CB services the Ut interface should be used.

See clause 4.9 for further information about the structure of the XML document.

NOTE:
Other possibilities for user configuration, as web-based provisioning or pre-provisioning by the operator are outside the scope of the present document.






4.5.1
Activation/deactivation

The services ICB, OCB and ACR are individually activated at provisioning or at the subscribers request by using e.g. the Ut interface.

The services ICB, OCB and ACR are individually deactivated at withdrawal or at the subscribers request by using e.g. the Ut interface.



4.5.1A
Registration/erasure

For registration of information for the services ICB, OCB and ACR, the Ut interface should be used . The detailed information for the services ICB, OCB and ACR can individually be registered at the subscribers request by using the Ut interface.

For erasure of information for the services ICB, OCB and ACR, the Ut interface should be used . The detailed information for the services ICB, OCB and ACR can individually be erased at the subscribers request by using the Ut interface.



4.5.1B
Interrogation

For interrogation of the services ICB, OCB and ACR, the Ut interface should be used.
***** 4th MODIFICATION *****





4.5.2.3
Actions at the originating S‑CSCF

Procedures according to ES 283 003 [2] shall apply.

NOTE:
 Annex B includes an example of an IFC that can be used to invoke the OCB simulation service.
***** 5th MODIFICATION *****





4.5.2.5
Actions at the terminating S‑CSCF

Procedures according to ES 283 003 [2] shall apply. 

Based on Initial Filter Criteria (IFC) the communication can be forwarded to the AS that provides the ACR/ICB service.
NOTE:
 Annex B includes an example of an IFC that can be used to invoke the ACR/ICB simulation service.
***** 6th MODIFICATION *****
4.6.4
Originating Identification Presentation (OIP)

If the called user has subscribed to the override category according to the OIP service ‑TS 183 007 [3], then the ACR service shall not apply.
Within the network execution of ICB and ACR services shall precede the OIP service.
***** 7th MODIFICATION *****
4.9.1.2
Communication Barring elements

The communication barring configuration is contains a rule set. The rule set reuses the syntax as specified by the common policy draft (see RFC 4745 [16]).

  <incoming‑communication‑barring active="true">
    <cp:ruleset>





rule1





rule2
    </cp:ruleset>
  </ incoming‑communication‑barring >
For evaluating a rule set the algorithm as specified in common policy draft (see RFC 4745 [16], clause 10.2) shall be used. 

In clause 4.9.1.3 all allowed conditions are specified, communication barring rules are always evaluated at communication setup time.

The shown "active" attribute is inherited from the simservType from TS 183 023 [6], its meaning is also specified in TS 183 023 [6].
4.9.1.3
Communication Barring rules

The Communication Barring service is configured with an ordered set of forwarding rules. The XML Schema reuses the rule syntax as specified by common policy draft (see RFC 4745 in Bibliography). The rules take the following form.

      <cp:rule id="rule66">

        <cp:conditions>








condition1








condition2

        </cp:conditions>

        <cp:actions>

          <allow>false</allow>

        </cp:actions>

      </cp:rule>

When the service processes a set of rules it shall start with the first rule and test if its conditions are all true, if this is the case the rule matches and the specified action is executed. Applied to the fragment above this means that only if the expression (condition1 AND condition2) evaluates to true that then the rule66 matches call is executed, if there are more matching rules then the resulting actions shall be combined according to the procedure specified in the common policy draft (see RFC 4745 [16]). If one of the matching rules evaluates to allow=true then the resulting value shall be allow=true and the call continues normally, otherwise the result shall be allow=false and the call will be barred. If there are no matching rules then the result shall be allow=true.

The "id" attribute value of a rule shall uniquely identify the rule within a rule set. This can be used in XCAP usage to address one specific rule.
4.9.1.4
Communication Barring rule conditions

The following definition applies in the context of this chapter:

remote user: The user involved in the communication setup with the served user. The:

· For ICB the Identity of the remote user shall be taken from  the P-Asserted-Identity header field and additionally may be taken from the From header field or the Referred-By header field.
· For OCB the Identity shall be taken from the Requested URI and additionally may be taken from the To header field.
The following conditions are allowed by the XML Schema for the communication barring service.

presence‑status: This condition evaluates to true when the called user's current presence activity status is equal to the value set for this condition. In all other cases the condition evaluates to false.

cp:identity: This condition evaluates to true when the remote user's identity matches with the value of the identity element. The interpretation of all the elements of this condition is described in the in the common policy draft (see RFC 4745 [16]). In all other cases the condition evaluates to false.

The Identity that is matched  shall be taken from the P-Asserted-Identity header field and additionally may be taken from the From header field or the Referred-By header field
anonymous: To comply with the requirements as set for simulation of the ACR service, the anonymous element shall only evaluate to true when the conditions as set out in clause 4.5.2.6.2 for asserted originating public user identity apply.

cp:sphere: Not applicable in the context of the Communication Barring service.

cp:validity: Specifies a period. The condition evaluates to true when the current time is within the validity period expressed by the value of this condition. In all other cases the condition evaluates to false.

media: This condition evaluates to true when the value of this condition matches the media field in one of the "m=" lines in RFC 3266 [5] offered in an INVITE request. It allows for barring of specific media.

communication‑diverted: This condition evaluates to true when the incoming communication has been previously diverted.

NOTE:
Diverted communication can be recognized by the presence of the History header field, as specified in TS 183 004 [9].

roaming: This condition evaluates to true when the served user is registered from an access network other then the served users home network.

NOTE: Whether the served user is registered from another network then the served users home network can be determined from the P-Visited-Network-ID header field specified in RFC3455 [15] and the P-Access-Network-Info header field specified in RFC3455 [15] both are provided during the registration process, see ES 283 003 [2] clause 5.7.1.3.
rule‑deactivated: This condition always evaluates to false. This can be used to deactivate a rule, without loosing information. By removing this condition the rule can be activated again.

ocp:external‑list: This condition evaluates to true when the remote users identity is contained in an external URI list stored in a OMA‑TS‑XDM_Shared [16] to which the value of external‑list refers. The exact interpretation of this element is specified in OMA‑TS‑XDM_Core [16].

ocp:other‑identity: If present in any rule, the "other‑identity" element, which is empty, matches all identities that are not referenced in any rule. It allows for specifying a default policy. The exact interpretation of this condition is specified in OMA‑TS‑XDM_Core [16].

The condition elements that are not taken from the common policy draft (see RFC 4745 [16]) or oma common policy schema ETSI TS 183 038 [4] are defined in the simservs document schema specified in ETSI TS 183 023 [6].
***** 8th MODIFICATION *****
Annex C (informative):
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