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However, the PDG cannot perform the re-authentication since the Authentication Request message has to have the EAP payload as the mandatory information element. 

In fact, the Authorization Procedure is only required by the PDG in order to support the Access and service Authorization information update procedure.
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	· To limit the possible value for Re-Auth Request Type AVP to AUTHORIZE_ONLY only for the Access and Service Authorization Information Update request message.

· Correct the sub- clause references.
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8.3.5
Access and Service Authorization information Update Procedure
This procedure is used between the 3GPP AAA Server and the PDG and is used to modify the authorization parameters provided to the PDG. This may happen due to a modification of WLAN subscriber profile in the HSS
This procedure is performed in two steps:

-
The 3GPP AAA server issues an unsolicited re-authentication and/or re-authorization request towards the PDG.  Upon receipt of such a request, the PDG shall respond to the request and indicate the disposition of the request. This procedure is mapped to the Diameter command codes Re-Auth-Request and Re-Auth-Answer specified in RFC 3588 [7].  Information element content for these messages are shown in tables 8.3.5.1 and 8.3.5.2.
-
Receiving the re-authorization request, the PDG shall invoke the authorization procedure as described in the sections 8.3.2. Information element content for these messages are shown in tables 8.3.2.1 and 8.3.2.2.
Table 8.3.5.1: Access and Service Authorization Information Update request

	Information element name
	Mapping to Diameter AVP
	Cat.
	Description

	User Identity
	User-Name
	M
	This information element contains the identity of the user.

	Re-Auth Request Type
	Re-Auth–Request-Type
	M
	Defines whether the user is to be re-authenticated only, re-authorized only or both.
The following value can only be used:

AUTHORIZE_ONLY
Receiving entity may receive Re-Auth Request Type value other than AUTHORIZE_ONLY if the 3GPP AAA server is based on earlier releases. For more information see sub-clause 8.3.5.1



	Routing Information
	Destination-Host
	M
	This information element is obtained from the Origin-Host AVP, which was included in a previous command received from the PDG.


Table 8.3.5.2: Access and Service Authorization information Update response

	Information element name
	Mapping to Diameter AVP
	Cat.
	Description

	Result
	Result-Code / Experimental-Result
	M
	Result of the operation.

Result-Code AVP shall be used for errors defined in the Diameter Base Protocol.

Experimental-Result AVP shall be used for Wm errors. This is a grouped AVP which contains the 3GPP Vendor ID in the Vendor-Id AVP, and the error code in the Experimental-Result-Code AVP.

	User Identity
	User-Name
	M
	This information element contains the identity of the user.


8.3.5.1
Detailed behaviour

The 3GPP AAA server shall make use of this procedure to indicate and update relevant service authorization information in the PDG.

The PDG shall perform the following check and if there is an error detected, the PDG shall stop processing and return the corresponding error code.
Check the Re-Auth–Request-Type AVP:

1) If it indicates AUTHENTICATE_ONLY, Result-Code shall be set to DIAMETER_INVALID_AVP_VALUE.
2) If it indicates AUTHORIZE_ONLY, the PDG shall just perform an authorization procedure as described in section 8.3.2.
3) If it indicates AUTHORIZE_AUTHENTICATE, Result-Code shall be set to DIAMETER_INVALID_AVP_VALUE.
After successful authorization procedure, the PDG shall overwrite, for the subscriber identity indicated in the request, current information with the information received from the 3GPP AAA server. A deactivation of service may be initiated if the subscriber lost the authorization of the activated service.
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