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1. Overall Description:

CT1 thanks SA5 SWG-D for their LS on "end-to-end service level tracing for IMS". Due to the lack of detailed requirements, CT1 was not able to answer all the questions raised by SA5. As requested by the LS, CT1 provides answers to SA5 questions as well as related question generated during CT1 discussions.

Response to Action 1 (feedback on the proposed scope, deliverables and timescales)

CT1 understands that the proposed scope includes (i) the marking of equipment/components, (ii) definition of trace token for SIP messages, (iii) conveying trace token in SIP messages, and (iv) generating logs in equipment/components. However, to be able to provide feedback on deliverables and timescales and to answer further questions that arose on this subject in CT1, CT1 asks SA5 for further details on requirements.

Response to Action 2 (Impacts)

CT1 has identified the following basic functionalities that may impact CT1 work and came up with several questions.

Marking of equipment/components

Question 1a: What are the marked components?

Background: There was no agreement in CT1 whether the requirements in the "OMA Service Provider Environment Requirements" document necessitate equipment marking only (use cases include equipment marking only), or network elements as well.

Question 1b: Will service level tracing be used for terminating services?

Background and further questions: On the originating side service level trace is restricted to test equipments. Is it allowed to forward trace token to the terminating side as well (see question 7)? If so, is it expected that the request will be targeted to another test equipment? Tracking down the faults in terminating services may require the marking of network entry points (e.g. the faulty cases are calls from other network, or third party service providers) if forwarding trace token to terminating side is not allowed (or the fault is between different networks).

Question 2: What is the benefit of marking test equipments (SIP point of view)?

Background: The SIP message sent/received by the test equipment is identical to the message received/sent by the P-CSCF serving the user (owner of test equipment). See also question 3.

Question 3: How can the network authorize the trace token?

Background: To prevent network overload by logs, it is expected that P-CSCF can authorize the trace token received from UE. Will P-CSCF have the permanent list of the subscriptions/UEs that can behave as test equipment, i.e. can include trace token, or will the marking be done in P-CSCF as well (or in P-CSCF only, see question 2)? If the trace token is received from another service provider, then it is expected that the network entry points will have appropriate configuration data reflecting service level tracing agreements (see also question 7).

Requirements for the test equipment marking (Note that questions 4 and 5 assume that test equipment will insert the trace token into SIP messages, see question 2):

Question 4: Who makes the decision to insert the trace token into the SIP message (e.g. it is encoded in the trace token (time, type of the message), and/or allow the tester to make the decision)?

Question 5: How can the logs be obtained from the test equipments (e.g. using device management, or simply displaying it)?

Definition and handling of trace token for SIP messages

Question 6: What are the requirements for the trace token?

Background: The list of requirements (in "OMA-REQ-2004-0705R01-Intentions-of-service-level-tracing" slide set) include 'data formats' as part of trace token, and also it states that each trace log should support the same type of log information (i.e. a common trace log template).

Conveying trace token in SIP messages

Question 7: What is the expected behaviour of network "entry" and "exit" points?

Background and further questions:

Is forwarding the trace token to the terminating side allowed? Can we expect that the B party is a test equipment as well?

Accepting trace token from other network or 3rd party service provider: if "unauthorized" trace token is received, then should it be deleted or forwarded in the SIP message without generating logs?

Generating logs in equipment/components

Question 8: What is the format of logs, is there any relation to trace reports? (see also question 6)

Question 9: What is the difference between 'component level' service level tracing and 'network element level' service level tracing?

Response to Action 3 (Work task WID)

CT1 intends to define work task after agreeing impacts and security aspects.

2. Actions:

To SA5 SWG-D group.

ACTION:
CT1 kindly requests SA5 SWG-D to take into account CT1 answers. Also CT1 asks SA5 SWG-D to answer the questions raised in this LS.

3. Date of Next TSG-CT1 Meetings:
CT1_41
13th -17th February 2006
Denver, US

CT1_42
8th -12th May 2006
Sophia Antipolis, France

