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Summary based on the input provided by Thales in CP-233301.
Introduction

This Rel-18 work item "Enhancement of Network Slicing UICC application for network slice-specific authentication and authorization" introduces support of network slice-specific authentication and authorization (NSSAA), as defined in 3GPP TS 33.501 clause 16, as a UICC enhancement. 
In the same way as 3GPP TS 31.102 specifies the USIM, the new Rel-18 specification 3GPP TS 31.105, as the outcome of the work item, specifies the "Characteristics of the Slice Subscriber Identity Module application" for the SSIM, a new application on-top of the UICC.
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Figure 1: UICC architecture, SSIM with other applications
Description
The 3GPP TS 31.105 specifies the interface between the ME and the UICC, covering:
· the definition of a new application embedded on the UICC, the SSIM;
· the identification, selection and initialisation procedures to be used by the ME;

· the AUTHENTICATE command supported by the SSIM to exchange relevant EAP packets between the ME and the SSIM.
An SSIM shall be defined in the EFDIR of the UICC to be able to be selected and used by the ME. A specific Application Identifier (AID) is defined, the '3GPP SSIM', to identify an SSIM entry in EFDIR.
The S-NSSAI list supported by an SSIM and the associated EAP ID to be used for the NSSAA procedure are defined at the SSIM level for the ME usage.
The ME, during an ongoing NSSA procedure, exchanges EAP messages with the AMF using dedicated NSSAA message in NAS messaging as defined in TS 24.501 and transfers relevant EAP packets to the related SSIM using the AUTHENTICATE command to perform the EAP authentication using credentials stored in the SSIM.
An SSIM can support more than one S-NSSAI and simultaneous NSSAA procedure at the same time. 
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