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The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
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*** 2nd Change ***
[bookmark: _Toc20395873][bookmark: _Toc36041205][bookmark: _Toc49955282][bookmark: _Toc56609978][bookmark: _Toc66200026][bookmark: _Toc138692769]4.2.2.2	Retrieval of PFDs by the full pull
This procedure, as shown in Figure 4.2.2.2-1, is used to retrieve PFDs from the PFDF by the full pull for requested application identifier(s).


Figure 4.2.2.2-1: Retrieval of PFDs by the full pull
1.	The NF service consumer (e.g. SMF, NWDAF) shall send a GET request to the resource representing the PFDs for the requested application identifier(s):
-	for PFDs of an individual application identifier, the request URI shall be set to "{apiRoot}/nnef‑pfdmanagement/v1/applications/{appId}" (as shown in figure 4.2.2.2-1, step 1a); and
-	for PFD of a collection of application identifiers, the request URI shall be set to "{apiRoot}/nnef‑pfdmanagement/v1/applications" (as shown in figure 4.2.2.2-1, step 1b) with query parameters indicating the requested application identifier(s).
2.	On success, an HTTP "200 OK" response shall be returned, with the contentpayload body containing a representation of an "Individual application PFD" resource or a "PFD of applications" resource for the requested application identifier(s). When the NF service consumer is SMF, it shall replace the stored PFD(s) retrieved from the PFDF with the new received PFD(s) for the requested application identifier(s). If the PFD(s) of one or more requested application identifier(s) are not provided in the response, the NF service consumer shall remove the PFD(s) of these requested application identifier(s) and re-apply the pre-configured PFDs.

If errors occur when processing the HTTP GET request, the PFDF shall send an HTTP error response as specified in clause 5.7. For "404 Not Found", when the NF service consumer is SMF, it shall remove the PFD(s) of the requested application identifier(s) in the NF service consumer and re-apply the pre-configured PFDs.
If the feature "ES3XX" is supported, and the PFDF determines the received HTTP GET request needs to be redirected, the PFDF shall send an HTTP redirect response as specified in clause 6.10.9 of 3GPP TS 29.500 [5].
*** 3rd Change ***
[bookmark: _Toc56609979][bookmark: _Toc66200027][bookmark: _Toc138692770]4.2.2.3	Retrieval of PFDs by the partial pull
This procedure, as shown in Figure 4.2.2.3-1, is used to retrieve PFDs from the PFDF by the partial pull for requested application identifier(s) if the "PartialPull" feature defined in clause 5.8 is supported both by NF service consumer and PFDF.


Figure 4.2.2.3-1: Retrieval of PFDs by the partial pull
1.	The NF service consumer (e.g. SMF) shall send an HTTP POST message to the resource "{apiRoot}/nnef‑pfdmanagement/v1/applications/partialpull". The NF service consumer shall include one or more ApplicationForPfdRequest data structure in the contentpayload body of the HTTP POST. With the ApplicationForPfdRequest data structure, the NF service consumer shall include the application identifier within the "applicationId" attribute and the timestamp of the PFDs received in the last provisioning for the application identifier within the "pfdTimestamp" attribute. The NF service consumer may also request full set of PFD(s) of an application identifier without including the timestamp if it is not available.
2.	If the PFDF accepted the HTTP POST request, the PFDF shall send to the NF service consumer:
-	the HTTP "200 OK" response (as shown in figure 4.2.2.3-1, step 2a) including one or more PfdDataForApp data structure if the NF service consumer requests the PFD(s) for an application identifier(s) without the timestamp or if the NF service consumer requests PFD(s) for an application identifier(s) with timestamp and the PFDF determines that corresponding PFD(s) is changed since the last request based on the timestamp received in the request for the application identifier. Within the PfdDataForApp data type, the PFDF shall include the application identifier within the "applicationId" attribute, the new timestamp within the "pfdTimestamp" attirbute, the "partialFlag" attribute if applicable and create/update/remove the PFDs as follows:
-	include the full list of the PFD(s) within the "pfds" attribute for the application identifier which is requested without the timestamp;
-	include the full list of the PFD(s) within the "pfds" attribute for the application identifier if all the PFD(s) are changed for the application identifier since the last request based on the timestamp;
-	for the application identifier whose PFD(s) are partially changed:
-	include the new PFD(s) with new PFD identifier(s) within the "pfds" attribute if the new PFD(s) is added for the application identifier and the "partialFlag" attribute set to true; 
-	include the new PFD(s) with existing PFD identifier(s) within the "pfds" attribute if the existing PFD(s) is updated for the application identifier and the "partialFlag" attribute set to true;
-	include the existing PFD identifier(s) without any content within the "pfds" attribute if the existing PFD(s) is removed for the application identifier and the "partialFlag" attribute set to true;
-	not include the "pfds" attribute if the PFD(s) is removed for the application identifier.
NOTE 1:	The PFDF does not include the PfdDataForApp data type for the application identifier whose PFD(s) is not updated since last request.
NOTE 2	If the PFDF determines that the PFDs are changed since the last request but cannot determine what changes have been applied to the individual PFD(s) for an application identifier, the PFDF can include the full list of the PFD(s) in the PfdDataForApp data type.
-	the HTTP "204 No Content" response (as shown in figure 4.2.2.3-1, step 2b) if the PFD(s) for all the requested application identifier(s) are not changed since last request.
When the NF service consumer receives the response with "200 OK" status code, the NF service consumer shall
-	remove the all existing PFD(s) (if available) and install all the new provided PDF(s) for an application identifier if full list of PFD(s) is received but "partialFlag" attribute is not received;
-	delete the existing PFD(s) for an application identifier(s) where no PFD(s) is received;
-	for an application identifier(s) where the PFD(s) is provided and "partialFlag" attribute is also provided and set to true:
-		install a new PFD(s) if the new PFD(s) with a new PFD identifier(s) is received;
-	update an existing PFD(s) if a new PFD(s) with the same PFD identifier(s) is received;
-	delete an existing PFD(s) if the same PFD identifier(s) without any content is received;
-	reserve an existing PFD(s) if the PFD identifier(s) is not received.

*** 4th Change ***
[bookmark: _Toc20395876][bookmark: _Toc36041208][bookmark: _Toc49955285][bookmark: _Toc56609982][bookmark: _Toc66200030][bookmark: _Toc138692773]4.2.3.2	Subscription for event notifications on PFDs change
This procedure, as shown in Figure 4.2.3.2-1, is used to subscribe to notifications on events when the PFDs for application identifier(s) change.


Figure 4.2.3.2-1: Creation of a subscription for event notifications on PFDs change
1.	The NF service consumer (e.g. SMF) shall send a POST request to the request URI representing the collection of PFD subscriptions resource "{apiRoot}/nnef‑pfdmanagement/v1/subscriptions". The NF service consumer shall include the PfdSubscription data type in the request contentpayload body. Within the PfdSubscription data type, the NF service consumer shall include:
-	an URI where to receive the requested notifications as "notifyUri" attribute;
and may include:
-	subscribed application identifier(s) within the "applicationIds" attribute.
2.	If the request is accepted, the PFDF shall: 
-	create a new subscription;
-	assign a subscriptionId;
-	store the subscription; and
-	send an HTTP "201 Created" response, with the contentpayload body containing a representation of the created subscription, and the Location header containing the resource URI of the created subscription "{apiRoot}/nnef-pfdmanagement/v1/subscriptions/{subscriptionId}".
	Otherwise, one of the HTTP status codes listed in table 5.3.4.3.1-3 shall be returned.
NOTE:	The PFDs that have been provisioned to the PFDF before the NF service consumer performs the subscription are not notified to the NF service consumer as a result of this subscription, but the NF service consumer can retrieve them before performing the subscription by invoking Nnef_PFDmanagement_Fetch Service Operation.
*** 5th Change ***
[bookmark: _Toc20395877][bookmark: _Toc36041209][bookmark: _Toc49955286][bookmark: _Toc56609983][bookmark: _Toc66200031][bookmark: _Toc138692774]4.2.3.3	Subscription update for event notifications on PFDs change
This procedure, as shown in Figure 4.2.3.3-1, is used to update an existing subscription to notifications on events when the PFDs for application identifier(s) change.


Figure 4.2.3.3-1: Update of a subscription for event notifications on PFDs change
1.	If the feature PfdChgSubsUpdate is supported, the NF service consumer (e.g. SMF) shall send a PUT request to the resource URI representing the targeted PFD subscription resource "{apiRoot}/nnef‑pfdmanagement/v1/subscriptions/{subscriptionId}". The NF service consumer shall include the PfdSubscription data type in the request contentpayload body. Within the PfdSubscription data type, the NF service consumer shall include:
-	an URI where to receive the requested notifications as "notifyUri" attribute;
and may include:
-	subscribed application identifier(s) within the "applicationIds" attribute.
NOTE 1:	The "notifUri" attribute within the PfdSubscription data structure can be modified to request that subsequent notifications are sent to a new NF service consumer.
2.	If the feature PfdChgSubsUpdate is supported and the request is accepted, the PFDF shall: 
-	update the subscription; and
-	send an HTTP "200 OK" response with the contentpayload body containing a representation of the updated subscription.
	Otherwise, if errors occur when processing the HTTP PUT request, the PFDF shall send an HTTP error response as specified in clause 5.7. If the feature "ES3XX" is supported, and the PFDF determines the received HTTP PUT request needs to be redirected, the PFDF shall send an HTTP redirect response as specified in clause 6.10.9 of 3GPP TS 29.500 [5].
NOTE 2:	The PFDs that have been provisioned to the PFDF before the NF service consumer performs the subscription are not notified to the NF service consumer as a result of this subscription, but the NF service consumer can retrieve them before performing the subscription by invoking Nnef_PFDmanagement_Fetch Service Operation.

*** 6th Change ***
[bookmark: _Toc20395880][bookmark: _Toc36041212][bookmark: _Toc49955289][bookmark: _Toc56609986][bookmark: _Toc66200034][bookmark: _Toc138692777]4.2.4.2	Notification of PFD change


Figure 4.2.4.2-1: Notification of PFD change
1.	The PFDF shall send a POST request to the NF service consumer (e.g. SMF) targeting the URI "{notifyUri}, where {notifyUri} is the notification URI provided during the creation or modification of the subscription resource as specified in clause 4.2.3. The contentpayload body of the POST request shall contain one or more PfdChangeNotification data structure(s).
2	If the notification is accepted, the NF service consumer shall reply with:
-	"204 No Content" indicating the successful provisioning of all PFDs; or
-	"200 OK" and the contentpayload body of the response shall contain "PfdChangeReport" data structure with detailed information of failed application(s).
	Otherwise, if errors occur when processing the HTTP POST request, the NF service consumer shall send an HTTP error response as specified in clause 5.7. If the feature "ES3XX" is supported, and the NF service consumer determines the received HTTP POST request needs to be redirected, the NF service consumer shall send an HTTP redirect response as specified in clause 6.10.9 of 3GPP TS 29.500 [5].
*** 7th Change ***
[bookmark: _Toc20395887][bookmark: _Toc36041219][bookmark: _Toc49955297][bookmark: _Toc56609994][bookmark: _Toc66200042][bookmark: _Toc138692785]5.2.1	General
HTTP/2, IETF RFC 91137540 [7], shall be used as specified in clause 5.2 of 3GPP TS 29.500 [5].
HTTP/2 shall be transported as specified in clause 5.3 of 3GPP TS 29.500 [5].
The OpenAPI [9] specification of HTTP messages and content bodies for the Nnef_PFDmanagement service is contained in Annex A.
*** 8th Change ***
[bookmark: _Toc20395890][bookmark: _Toc36041222][bookmark: _Toc49955300][bookmark: _Toc56609997][bookmark: _Toc66200045][bookmark: _Toc138692788]5.2.2.2	Content type
JSON, IETF RFC 8259 [8], shall be used as content type of the HTTP bodies specified in the present specification, as specified in clause 5.4 of 3GPP TS 29.500 [5]. The use of the JSON format shall be signalled by the content type "application/json".
[bookmark: _Hlk525213471][bookmark: _Hlk525213025]"Problem Details" JSON object shall be used to indicate additional details of the error in a HTTP response body and shall be signalled by the content type "application/problem+json", as defined in IETF RFC 94577807 [16].
*** End of Changes ***
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