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14.2.7	Nudm_UECM_Re-AuthenticationNotification service operation
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Description: The UDM requests the AMF to perform a primary authentication for a specific UE.
Inputs, Required: SUPI
Inputs, Optional: None. 
Outputs, Required: Success/Failure cause. 
Outputs, Optional: None.
The service operation name is Nudm_UECM_Re-AuthenticationNotification, i’s proposed to align with stage2.
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[bookmark: _Toc130814709][bookmark: _Toc67682073][bookmark: _Toc45029300][bookmark: _Toc45028465][bookmark: _Toc36457547][bookmark: _Toc27585540][bookmark: _Toc11338825]* * * First Change * * * *
[bookmark: _Toc145938783]5.3.2.15	Re-AuthenticationNotificationReauthNotification
[bookmark: _Toc145938784]5.3.2.15.1	General
The following procedure using the Re-AuthenticationNotificationReauthNotification service operation is supported:
-	Reauthentication Notify
[bookmark: _Toc145938785]5.3.2.15.2	Reauthentication Notify
Figure 5.3.2.15.2-1 shows a scenario where the UDM notifies the NF Service Consumer (registered AMF) about the need to initiate primary UE authentication. The request contains the ReauthNotificationInfo.


Figure 5.3.2.15.2-1: Reauthentication Notify
1.	The UDM sends a POST request to the reauthNotifyCallbackUri; such callback URI may be provided by the NF service consumer during the registration, or dynamically discovered by UDM by querying the NRF for the NF Profile of the NF Service Consumer.
2a.	On success, the NF Service Consumer responds with "204 No Content".
2b.	On failure or redirection, one of the appropriate HTTP status codes listed in Table 6.2.5.6-3 shall be returned. For a 4xx/5xx response, the message body may contain appropriate additional error information.

* * * Next Change * * * *
[bookmark: _Toc145939284]6.2.5.6	Re-AuthenticationReauth Notification
The POST method shall be used for Re-AuthenticationReauth Notifications and the URI shall be as provided during the registration procedure.
Resource URI: {reauthNotifyCallbackUri}
Support of URI query parameters is specified in table 6.2.5.6-1.
Table 6.2.5.6-1: URI query parameters supported by the POST method
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



Support of request data structures is specified in table 6.2.5.6-2 and of response data structures and response codes is specified in table 6.2.5.6-3.
Table 6.2.5.6-2: Data structures supported by the POST Request Body
	Data type
	P
	Cardinality
	Description

	ReauthNotificationInfo
	M
	1
	Includes the SUPI



Table 6.2.5.6-3: Data structures supported by the POST Response Body
	Data type
	P
	Cardinality
	Response
codes
	Description

	n/a
	
	
	204 No Content
	Upon success, an empty response body shall be returned.

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection. 

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection. 

	ProblemDetails
	O
	0..1
	403 Forbidden
	The "cause" attribute may be used to indicate one of the following application errors:
- REAUTHENTICATION_NOT_ALLOWED

	ProblemDetails
	O
	0..1
	404 Not Found
	The "cause" attribute may be used to indicate one of the following application errors:
- CONTEXT_NOT_FOUND

	NOTE:	In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.



Table 6.2.5.6-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains the Callback URI of the target NF Service Consumer (e.g. AMF) to which the request is redirected. For the case, when a request is redirected to the same target resource via a different SCP, see clause 6.10.9.1 in 3GPP TS 29.500 [4].

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



Table 6.2.5.6-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains the Callback URI of the target NF Service Consumer (e.g. AMF) to which the request is redirected. For the case, when a request is redirected to the same target resource via a different SCP, see clause 6.10.9.1 in 3GPP TS 29.500 [4].

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



 * * * End of Changes * * * *
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