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* * * First Change * * * *
[bookmark: _Toc25156170][bookmark: _Toc34124470][bookmark: _Toc43207584][bookmark: _Toc49857064][bookmark: _Toc56676895][bookmark: _Toc56691418][bookmark: _Toc56698682][bookmark: _Toc89034882][bookmark: _Toc89064680][bookmark: _Toc89179982][bookmark: _Toc97071660][bookmark: _Toc120051058][bookmark: _Toc145948797][bookmark: _Toc25156175][bookmark: _Toc34124475][bookmark: _Toc43207589][bookmark: _Toc49857069][bookmark: _Toc56676900][bookmark: _Toc56691423][bookmark: _Toc56698687][bookmark: _Toc89034887][bookmark: _Toc89064685][bookmark: _Toc89179987][bookmark: _Toc97071665][bookmark: _Toc120051063][bookmark: _Toc145948802][bookmark: _Toc89035177][bookmark: _Toc89064975][bookmark: _Toc89180274][bookmark: _Toc97071953][bookmark: _Toc120051355][bookmark: _Toc145949098][bookmark: _Toc25156164][bookmark: _Toc34124464][bookmark: _Toc43207578][bookmark: _Toc49857058][bookmark: _Toc56676889][bookmark: _Toc56691412][bookmark: _Toc56698676][bookmark: _Toc89034876][bookmark: _Toc89064674][bookmark: _Toc89179976][bookmark: _Toc97071654][bookmark: _Toc120051052][bookmark: _Toc144374084][bookmark: _Toc25156200][bookmark: _Toc34124500][bookmark: _Toc43207614][bookmark: _Toc49857094][bookmark: _Toc56676927][bookmark: _Toc56691450][bookmark: _Toc56698714][bookmark: _Toc89034916][bookmark: _Toc89064714][bookmark: _Toc89180015][bookmark: _Toc97071692][bookmark: _Toc120051094][bookmark: _Toc144374127][bookmark: _Toc144374134][bookmark: _Toc25073805][bookmark: _Toc34062973][bookmark: _Toc43119942][bookmark: _Toc49767997][bookmark: _Toc56434170][bookmark: _Toc144127274]5.2.2.2.1	UEContextTransfer
[bookmark: _Toc25156171][bookmark: _Toc34124471][bookmark: _Toc43207585][bookmark: _Toc49857065][bookmark: _Toc56676896][bookmark: _Toc56691419][bookmark: _Toc56698683][bookmark: _Toc89034883][bookmark: _Toc89064681][bookmark: _Toc89179983][bookmark: _Toc97071661][bookmark: _Toc120051059][bookmark: _Toc145948798]5.2.2.2.1.1	General
The UEContextTransfer service operation is used during the following procedure:
-	General Registration procedure (see 3GPP TS 23.502 [3], clause 4.2.2.2.2)
-	Registration with Onboarding SNPN (see 3GPP TS 23.502 [3], clause 4.2.2.2.4)
The UEContextTransfer service operation is invoked by a NF Service Consumer, e.g. a target AMF, towards the AMF (acting as source AMF), when the target AMF receives a Registration Request with the UE's 5G-GUTI included and the serving AMF has changed since last registration, to retrieve the UE Context, e.g. the UE's SUPI and MM Context, in the source AMF.
The NF Service Consumer (e.g. the target AMF) shall retrieve the UE Context by invoking the "transfer" custom method on the URI of an "Individual ueContext" resource identified by UE's 5G-GUTI, see clause 6.1.3.2.4. See also Figure 5.2.2.2.1.1-1.


Figure 5.2.2.2.1.1-1 UE Context Transfer
1.	The NF Service Consumer, e.g. target AMF, shall send a HTTP POST request to invoke "transfer" custom method on an "Individual ueContext" resource URI. The payload of the request shall be an object of "UeContextTransferReqData" data type.
	If UE Context Transfer is triggered by UE initial registration, mobility registration, disaster roaming initial registration or disaster roaming mobility registration, the NF Service Consumer, e.g. target AMF, shall set the reason attribute to "INIT_REG" or "MOBI_REG" and include the integrity protected registration request message which triggers the UE context transfer in the payload.
2a.	On success:
-	if the reason attribute is "INIT_REG" and integrity check is successful, the (source) AMF shall respond with the status code "200 OK". The payload of the response shall be an object of "UeContextTransferRspData" data type, containing:
case a) the representation of the requested UE Context as follows:
-	without PDU Session Contexts associated to the access type indicated in the request by the NF Service Consumer (e.g. target AMF); and
-	with PDU Session Contexts associated to the other access type, if the UE is registered for the other access type in the (source) AMF, unless the source AMF determines based on the PLMN ID or SNPN ID of the (target) AMF that there is no possibility for relocating the N2 interface for non-3GPP access to the (target) AMF;
or
case b) the representation of the requested UE Context only containing the "supi" attribute, if the UE is registered in a different access type in the (source) AMF and the source AMF determines based on the PLMN ID of the (target) AMF that there is no possibility for relocating the N2 interface to the (target) AMF.
-	If the reason attribute is "MOBI_REG" and integrity check is successful, the (source) AMF shall respond with the status code "200 OK". The payload of the response shall be an object of "UeContextTransferRspData" data type, containing:
a)	the representation of the complete UE Context including available MM and PDU Session Contexts. The source AMF shall transfer the complete UE context including both access types if the UE is registered for both 3GPP and non-3GPP accesses and if the target PLMN is the same as the source PLMN; or
b)	the representation of the requested UE Context including the available MM and PDU Session Contexts for the 3GPP access type, if the UE is registered for both 3GPP and non-3GPP accesses in the (source) AMF and the source AMF determines based on the PLMN ID or SNPN ID of the (target) AMF that there is no possibility for relocating the N2 interface for non-3GPP access to the (target) AMF.
NOTE:	The source AMF can determine that it is not possible to relocate the N2 interface to the target AMF when both AMFs pertain to different PLMNs or SNPNs.
	The UE context shall contain trace control and configuration parameters, if signalling based trace has been activated (see 3GPP TS 32.422 [30]).

The NF Service Consumer, e.g. target AMF, starts tracing according to the received trace control and configuration parameters, if trace data is received in the UE context indicating that signalling based trace has been activated. Once the NF Service Consumer receives subscription data, trace requirements received from the UDM supersedes the trace requirements received from the AMF.
	The UE context shall contain analytics subscription parameters, if the (source) AMF has created analytics subscription(s) towards NWDAF related to the UE (see clause 5.2.2.2.2 of 3GPP TS 23.502 [3]). The NF Service Consumer, e.g. target AMF, may take over the analytics subscription(s).
	The UE context shall contain event subscriptions information in the following cases:
a)	Any NF Service Consumer has subscribed for UE specific event; and/or
b)	Any NF Service Consumer has subscribed for UE group specific events to which the UE belongs. In this case the event subscriptions provided in the UE context shall contain the event details applicable to this specific UE in the group (e.g maxReports in options IE).
	The NF Service Consumer, e.g. target AMF, shall:
-	in case a) create event subscriptions for the UE specific events;
-	in case b) create event subscriptions for the group Id if there are no existing event subscriptions for that group Id, subscription change notification URI (subsChangeNotifyUri) and the subscription change notification correlation Id (subsChangeNotifyCorrelationId). If there is already an existing event subscription for the group Id, and for the given subscription change notification URI (subsChangeNotifyUri) and subscription change notification correlation Id (subsChangeNotifyCorrelationId), then an event subscription shall not be created at the NF Service Consumer. The individual UE specific event details (e.g maxReports in options IE) within that group shall be taken into account.
-	for both the cases, for each created event subscription, allocate a new subscription Id, if necessary (see clause 6.5.2 of 3GPP TS 29.500 [4]), and if allocated, send the new subscription Id to the notification endpoint for informing the subscription Id creation, along with the notification correlation Id for the subscription Id change. If the UEContextTransfer service operation is performed towards the old AMF as part of the EPS to 5GS mobility registration procedure using N26 interface (see clause 4.11.1.3.3 of 3GPP TS 23.502 [3]), the target AMF may also initiate event subscription synchronization procedure with UDM, as specified in clause 5.3.2.4.2, when both the target AMF and the UDM support the "ESSYNC" feature.
NOTE:	Subscription Id can be reused if the mobility is between AMFs of same AMF Set.
[bookmark: _PERM_MCCTEMPBM_CRPT03410008___3]If the UE context being transferred from the source AMF is the last UE context that belongs to a UE group Id related subscription, then the source AMF shall not delete the UE group Id related subscription until the expiry of that event subscription (see clause 5.3.2.2.2).
The target AMF may authorize the event subscriptions transferred from the source AMF as specified in clause 13.4.1.4 of 3GPP TS 33.501 [27]. Based on local policy, the target AMF may consider that transferred subscriptions containing no or an invalid access token are not authorized. Transferred subscriptions that are not authorized by the target AMF shall not be regarded active; if the target AMF supports the STEN (Subscription Termination Event Notification) feature, and if the notification of event subscription termination was requested by the NF service consumer, the target AMF shall send a notification to the NF service consumer to report the termination of the subscription with the subscription termination cause "SUBSCRIPTION_NOT_AUTHORIZED".
The source AMF shall not transfer those PDU sessions which are not supported by the target AMF, e.g. the MA-PDU sessions shall not be transferred if the target AMF does not support ATSSS.
The UE context shall contain SNPN Onboarding indication, if the UE is registered for onboarding in an SNPN as described in clause 4.2.2.2.4 of 3GPP TS 23.502 [3]. The NF Service Consumer, i.e. target AMF, may start an implementation specific timer to deregister the onboarding registered UE, i.e. if the received UE context contains SNPN Onboarding indication.2b.	On failure or redirection, one of the HTTP status code listed in Table 6.1.3.2.4.4.2-2 shall be returned. For a 4xx/5xx response, the message body shall contain a ProblemDetails structure with the "cause" attribute set to one of the application errors listed in Table 6.1.3.2.4.4.2-2.

* * * Next Change * * * *
5.2.2.2.3	CreateUEContext
[bookmark: _Toc25156176][bookmark: _Toc34124476][bookmark: _Toc43207590][bookmark: _Toc49857070][bookmark: _Toc56676901][bookmark: _Toc56691424][bookmark: _Toc56698688][bookmark: _Toc120051064][bookmark: _Toc145948803]5.2.2.2.3.1	General
The CreateUEContext service operation is used during the following procedure:
-	Inter NG-RAN node N2 based handover (see 3GPP TS 23.502 [3], clause 4.9.1.3, and clause 4.23.7)
The CreateUEContext service operation is invoked by a NF Service Consumer, e.g. a source AMF, towards the AMF (acting as target AMF), when the source AMF can't serve the UE and selects the target AMF during the handover procedure, to create the UE Context in the target AMF.
The NF Service Consumer (e.g. the source AMF) shall create the UE Context by using the HTTP PUT method with the URI of the "Individual UeContext" resource (See clause 6.1.3.2.3.1). See also Figure 5.2.2.2.3.1-1.


Figure 5.2.2.2.3.1-1 Create UE Context
1.	The NF Service Consumer, e.g. source AMF, shall send a PUT request, to create the ueContext in the target AMF. The payload body of the PUT request shall contain a UeContextCreateData structure, including a N2 Information Notification callback URI.
[bookmark: _PERM_MCCTEMPBM_CRPT03410014___3]The UE context shall contain trace control and configuration parameters, if signalling based trace has been activated (see 3GPP TS 32.422 [30]).
	The source AMF shall transfer the complete UE context including both access types if the UE is registered for both 3GPP and non-3GPP accesses and if the target PLMN is the same as the source PLMN.
The source AMF shall transfer only UE context for 3GPP access if the source AMF determines there is no possibility for relocating the N2 interface for non-3GPP access to the (target) AMF, e.g. when the target AMF is in another PLMN.
For a UE supporting 5G-SRVCC, the NF Service Consumer (i.e. AMF) shall include the Mobile Station Classmark 2, STN-SR, C-MSISDN and Supported Codec List in the request, if available, as specified in 3GPP TS 23.502 [3].
The UE context shall contain analytics subscription parameters, if the (source) AMF has created analytics subscription(s) towards NWDAF related to the UE (see clause 5.2.2.2.11 of 3GPP TS 23.502 [3]). The NF service producer, e.g. target AMF, may take over the analytics subscription(s).
The UE context shall contain SNPN Onboarding indication and the target AMF shall support SNPN Onboarding, if the UE is registered for onboarding in an SNPN as described in clause 4.2.2.2.4 of 3GPP TS 23.502 [3].
2a.	On success, the target AMF shall respond with the status code "201 Created" if the request is accepted, together with a HTTP Location header to provide the location of a newly created resource. The payload body of the PUT response shall contain the representation of the created UE Context. If the target AMF selects a new PCF for AM Policy other than the one which was included in the UeContext by the old AMF, the target AMF shall set pcfReselectedInd to true. If the pcfReselectedInd is set to true, the source AMF shall terminate the AM Policy Association to the old PCF.
[bookmark: _PERM_MCCTEMPBM_CRPT03410015___3]The target AMF starts tracing according to the received trace control and configuration parameters, if trace data is received in the UE context indicating that signalling based trace has been activated. Once the AMF receives subscription data, trace requirements received from the UDM supersedes the trace requirements received from the NF Service Consumer.
If the target AMF receives analytics subscription parameters from the source AMF, and one or more analytics subscription(s) are not taken over by the target AMF, the target AMF shall include these analytics subscription(s) in the analyticsNotUsedList IE. The source AMF may unsubscribe the analytics subscriptions included in analyticsNotUsedList IE for the UE.
	The UE context shall contain event subscriptions information in the following cases:
a)	Any NF Service Consumer has subscribed for UE specific event; and/or
b)	Any NF Service Consumer has subscribed for UE group specific events to which the UE belongs. In this case the event subscriptions provided in the UE context shall contain the event details applicable to this specific UE in the group (e.g maxReports in options IE).
	The target AMF shall:
-	in case a) create event subscriptions for the UE specific events;
-	in case b) create event subscriptions for the group Id if there are no existing event subscriptions for that group Id, subscription change notification URI (subsChangeNotifyUri) and the subscription change notification correlation Id (subsChangeNotifyCorrelationId). If there is already an existing event subscription for the group Id and for the given subscription change notification URI (subsChangeNotifyUri) and subscription Id change notification correlation Id (subsChangeNotifyCorrelationId), then an event subscription shall not be created at the target AMF. The individual UE specific event details (e.g maxReports in options IE) within that group shall be taken into account.
-	for both the cases, for each created event subscription, allocate a new subscription Id, if necessary (see clause 6.5.2 of 3GPP TS 29.500 [4]), and if allocated send the new subscription Id to the notification endpoint for informing the subscription Id creation, along with the notification correlation Id for the subscription Id change.
NOTE:	Subscription Id can be reused if the mobility is between AMFs of same AMF Set.
[bookmark: _PERM_MCCTEMPBM_CRPT03410017___3]If the UE context being transferred from the NF service consumer (e.g. source AMF) is the last UE context that belongs to a UE group Id related subscription, then the NF service consumer (e.g. source AMF) shall not delete the UE group Id related subscription until the expiry of that event subscription (see clause 5.3.2.2.2).
The target AMF may authorize the event subscriptions transferred from the source AMF as specified in clause 13.4.1.4 of 3GPP TS 33.501 [27]. Based on local policy, the target AMF may consider that transferred subscriptions containing no or an invalid access token are not authorized. Transferred subscriptions that are not authorized by the target AMF shall not be regarded active; if the target AMF supports the STEN (Subscription Termination Event Notification) feature, and if the notification of event subscription termination was requested by the NF service consumer, the target AMF shall send a notification to the NF service consumer to report the termination of the subscription with the subscription termination cause "SUBSCRIPTION_NOT_AUTHORIZED".
If the target AMF receives SNPN Onboarding indication from the source AMF, the target AMF may start an implementation specific timer to deregister the onboarding registered UE, i.e. if the received UE context contains SNPN Onboarding indication.
	The source AMF shall :release those PDU sessions not supported by the target AMF and thus not transferred to the target AMF.
2b.	On failure or redirection, one of the HTTP status code listed in Table 6.1.3.2.3.1-3 shall be returned. For a 4xx/5xx response, the message body shall contain a UeContextCreateError structure, including:
-	a ProblemDetails structure with the "cause" attribute set to one of the application errors listed in Table 6.1.3.2.3.1-3. The cause in the error attribute shall be set to HANDOVER_FAILURE, if all of the PDU sessions are failed, e.g. no response from the SMF within a maximum wait timer;
-	NgAPCause, if available;
-	N2 information carrying the Target to Source Failure Transparent Container, if this information has been received from the target NG-RAN and if the source AMF supports the NPN feature.


* * * Next Change * * * *
6.1.6.2.66	Type: AmfEventSubscriptionAddInfo
Table 6.1.6.2.66-1: Definition of type AmfEventSubscriptionAddInfo
	Attribute name
	Data type
	P
	Cardinality
	Description

	bindingInfo
	array(string)
	O
	1..2
	Binding indications received for event notifications (i.e. with "callback" scope) or for subscription change event notifications (i.e. with "subscription-events" scope) for an AMF event subscription.

When present, entries of the array shall be set to the value of the 3gpp-Sbi-Binding header defined in clause 5.2.3.2.6 of 3GPP TS 29.500 [4], without the header name.

Example of an array entry: "bl= nf-set; nfset=set1.udmset.5gc.mnc012.mcc345; servname=nudm-ee;scope=subscription-events"


	subscribingNfType
	NFType
	C
	0..1
	This IE should be present if the information is available. When present, it shall contain the NF type of the NF that created the subscription.
(NOTE X) 

	eventSyncInd
	boolean
	C
	0..1
	This IE should be present with value "true" when the event subscription shall be synchronized with UDM during EPS to 5GS mobility registration procedure, as specified in clause 5.3.2.4.2.

When present, this IE shall be set as following:
- true: the event subscription shall be synchronized with UDM.
- false: the event subscription shall not be synchronized with UDM.

	nfConsumerInfo
	array(string)
	C
	1..N
	When present, this IE shall contain the NF Service Consumer information received together with the AMF event subscription and entries of the array shall be set to the value of the 3gpp-Sbi-Consumer-Info header defined in clause 5.2.3.3.7 of 3GPP TS 29.500 [4], without the header name.

	aoiStateList
	map(AreaOfInterestEventState)
	O
	1..N
	[bookmark: _Hlk107589230]Map of subscribed Area of Interest (AoI) Event State in the old AMF.

For the subscribed AoI Event(s), the JSON pointer to an AmfEventArea element in the areaList IE (or a PresenceInfo element in presenceInfoList IE) of the AmfEvent data type (see clause 6.2.6.2.3) shall be the key of the map.

(NOTE 2)

	accessToken
	string
	O
	0..1
	See clause 13.4.1.4 of 3GPP  TS  33.501  [27], clause 13.4.1.4and clauses 5.2.2.2.1.1 and 5.2.2.2.3.1 for the use of this IE.

When present, this IE shall contain a JWS Compact Serialized representation of the JWS signed JSON object containing AccessTokenClaims (see clause  6.3.5.2.4 of 3GPP  TS  29.510  [29]) that was received by the source AMF for authorizing the subscription.


	NOTE 1:	In scenarios where an "intermediate NF" (e.g. UDM) creates a subscription on behalf of a "source NF" (e.g. NEF), this IE shall contain the NF type of the "intermediate NF". The NF type of the "source NF" may be available in the AmfEventSubscription.
NOTE 2:	The new AMF may use the information to determine whether the UE presence state in the AOI(s) has changed, thus should be reported to the NF consumer.




[bookmark: _Toc56677247][bookmark: _Toc56691770][bookmark: _Toc56699034][bookmark: _Toc89035284][bookmark: _Toc89065082][bookmark: _Toc89180381][bookmark: _Toc97072060][bookmark: _Toc120051465][bookmark: _Toc145949213]* * * Next Change * * * *
6.2.6.2.22	Type: AmfEventSubsSyncInfo
Table 6.2.6.2.22-1: Definition of type AmfEventSubsSyncInfo
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	subscriptionList
	array(AmfEventSubscriptionInfo)
	M
	1..N
	This IE shall contain all active subscriptions in the AMF for the target UE.

Transferred subscriptions that are not authorized by the target AMF shall not be regarded active. Based on local policy, the target AMF may consider that tTransferred subscriptions containing no or an invalid access Ttoken shall not be regarded activeare not authorized.
	



Editor's note: It is FFS whether the target AMF should notify the NF service consumer when a transferred subscription contains no or an invalid accessToken.

* * * Next Change * * * *
[bookmark: _Toc145949241]6.2.6.3.16	Enumeration: SubTerminationReason
Table 6.2.6.3.16-1: Enumeration SubTerminationReason
	Enumeration value
	Description

	"INVALID_SUBSCRIPTION"
	Indicates that the subscription is terminated because the AMF has identified that the subscription is no longer valid on the NF hosting the notification URI.


	"SUBSCRIPTION_NOT_AUTHORIZED"
	Indicates that the subscription is terminated because the AMF identified that the subscription is no longer authorized. This may occur during an inter-AMF mobility, based on local policy of the target AMF, e.g. if the transferred subscription contains no or an invalid access token. 




* * * Next Change * * * *

[bookmark: _Toc25156616][bookmark: _Toc34124921][bookmark: _Toc43208057][bookmark: _Toc49857524][bookmark: _Toc56677370][bookmark: _Toc56691893][bookmark: _Toc56699157][bookmark: _Toc89035526][bookmark: _Toc89065325][bookmark: _Toc89180626][bookmark: _Toc97072321][bookmark: _Toc120051737][bookmark: _Toc145949496]A.3	Namf_EventExposure API
openapi: 3.0.0

info:
  version: 1.3.0-alpha.3
  title: Namf_EventExposure
  description: |
    AMF Event Exposure Service.  
    © 2023, 3GPP Organizational Partners (ARIB, ATIS, CCSA, ETSI, TSDSI, TTA, TTC).  
    All rights reserved.

[…]

    SubTerminationReason:
      description: Subscription Termination Reason.
      anyOf:
      - type: string
        enum:
          - INVALID_SUBSCRIPTION
          - SUBSCRIPTION_NOT_AUTHORIZED
      - type: string

[…]


* * * For Information * * * *

[bookmark: _Toc25156486][bookmark: _Toc34124790][bookmark: _Toc43207916][bookmark: _Toc49857389][bookmark: _Toc56677230][bookmark: _Toc56691753][bookmark: _Toc56699017][bookmark: _Toc89035267][bookmark: _Toc89065065][bookmark: _Toc89180364][bookmark: _Toc97072043][bookmark: _Toc120051448][bookmark: _Toc145949196]6.2.6.2.5	Type: AmfEventReport
Table 6.2.6.2.5-1: Definition of type AmfEventReport
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	type
	AmfEventType
	M
	1
	Describes the type of the event which triggers the report
	

	state
	AmfEventState
	M
	1
	Describes the state of the event which triggered the report. This IE shall be set to "TRUE" when subscriptionId IE is present.
	

	timeStamp
	DateTime
	M
	1
	This IE shall contain the UTC time at which the event is generated.
	

	[bookmark: _PERM_MCCTEMPBM_CRPT03410216___2]subscriptionId
	Uri
	C
	0..1
	This IE shall be included when the event notification is for informing the creation of a subscription Id at the AMF during mobility of a UE across AMFs.

When present, this IE shall contain the URI of the created subscription resource at the AMF; this shall contain an absolute URI set to the Resource URI specified in clause 6.2.3.3.2.

The type IE shall be set to:
-	SUBSCRIPTION_ID_CHANGE, when the AMFcreates a subscription Id for a UE specific event subscription during mobility registration and handover procedures involving an AMF change.
-	SUBSCRIPTION_ID_ADDITION, when the AMF creates a subscription Id for a group Id specific event subscription during mobility registration and handover procedures involving an AMF change.
	

	anyUe
	boolean
	C
	0..1
	This IE shall be included and shall be set to "true", if the event subscription is a bulk subscription for number of UEs and the event reported is for one of those UEs. (NOTE 3)
	

	supi
	Supi
	C
	0..1
	This IE shall be present if available.

When present, this IE identifies the SUPI of the UE associated with the report (NOTE 1, NOTE 3).
	

	areaList
	array(AmfEventArea)
	C
	1..N
	This IE shall be present when the AMF event type is "PRESENCE_IN_AOI_REPORT". When present, this IE represents the specified Area(s) of Interest the UE is currently IN / OUT / UNKNOWN.

If the AMF event is subscribed towards a PRA identifier referring to a Set of Core Network predefined Presence Reporting Areas, the AMF shall report both the subscribed PRA Identifier and the additional PRA identifier of the actually individual PRA(s) where the UE is currently IN / OUT, as specified in clause 5.6.11 of 3GPP TS 23.501 [2].
(NOTE 3)

	

	refId
	ReferenceId
	C
	0..1
	This IE shall be present if a Reference Id has previously been associated with the event triggering the report.

When present, this IE shall indicate the Reference Id associated with the event which triggers the report.
	

	gpsi
	Gpsi
	C
	0..1
	This IE shall be present if available.

When present, this IE identifies the GPSI of the UE associated with the report (NOTE 1, NOTE 3).
	

	pei
	Pei
	O
	0..1
	This IE may be included if the event reported is for a particular UE or any UE.  This IE identifies the PEI of the UE associated with the report (NOTE 1, NOTE 3).
	

	location
	UserLocation
	O
	0..1
	Represents the location information of the UE

This IE shall convey exactly one of the following:
- E-UTRA user location
- NR user location
- Non-3GPP access user location.

If the additionalLocation IE is present, this IE shall contain either an E-UTRA user location or NR user location.

	

	additionalLocation
	UserLocation
	O
	0..1
	This IE shall be present if the "location IE" is present and the AMF reports both a 3GPP user location and a non-3GPP access user location.

When present, this IE shall convey the non-3GPP access user location.

	

	timezone
	TimeZone
	O
	0..1
	Describes the time zone of the UE
	

	accessTypeList
	array(AccessType)
	O
	1..N
	Describes the access type(s) of the UE.

When reporting that the UE is reachable for DL traffic, this IE shall indicate the access type(s) through which the UE is reachable.

This attribute shall be absent if the AMF event type is "SNSSAI_TA_MAPPING_REPORT".

	

	rmInfoList
	array(RmInfo)
	O
	1..N
	Describes the registration management state of the UE
	

	cmInfoList
	array(CmInfo)
	O
	1..N
	Describes the connection management state of the UE
	

	reachability
	UeReachability
	O
	0..1
	Describes the reachability of the UE
	

	commFailure
	CommunicationFailure
	O
	0..1
	Describes a communication failure for the UE.
	

	numberOfUes
	integer
	O
	0..1
	Represents the number of UEs in the specified area
	

	5gsUserStateList
	array(5GsUserStateInfo)
	O
	1..N
	Represents the 5GS User State of the UE per access type
	

	typeCode
	string
	C
	0..1
	This IE shall be present when the AMF event type is "TYPE_ALLOCATION_CODE_REPORT". When present, this IE represents the Type Allocation code (TAC), to indicate terminal model and vendor information of the UE.
Pattern: '^imeitac-[0-9]{8}$'.
	ENA

	registrationNumber
	integer
	C
	0..1
	This IE shall be present when the AMF event type is "FREQUENT_MOBILITY_REGISTRATION_REPORT". When present, this IE represents the number of the mobility registration procedures during a period identified by the expiry time included in the event subscription request.
	ENA

	ueIdExtList

	array(UEIdExt)
	C
	1..N
	This IE shall be present if multiple SUPIs and / or GPSIs need to be included and the subscribing NF indicated support of the ENA feature, unless the subscribing NF indicated to omit UE IDs in the event reports by including ueIdOmitInd IE with the value true.

This attribute provides additional SUPIs and / or GPSIs to the supi attribute or gpsi attribute if present. The ueIdExtList attribute may be present even if both the supi and gpsi attributes are absent, e.g., in a report of "UES_IN_AREA_REPORT" event type.
(NOTE 3)
	ENA

	lossOfConnectReason
	LossOfConnectivityReason
	O
	0..1
	Describes the reason for loss of connectivity.
This IE should be present when the AMF event type is "LOSS_OF_CONNECTIVITY".
	

	maxAvailabilityTime
	DateTime
	O
	0..1
	Indicates the time (in UTC) until which the UE is expected to be reachable.

This IE may be present in REACHABILITY_REPORT event report for "UE Reachable_for DL Traffic".

This information may be used by the SMS Service Center to prioritize the retransmission of pending Mobile Terminated Short Message to UEs using a power saving mechanism (eDRX, PSM etc.).
	

	snssaiTaiList
	array(SnssaiTaiMapping)
	C
	1..N
	This IE shall be present when the AMF event type is "SNSSAI_TA_MAPPING_REPORT". When present, this IE represents the list of supported S-NSSAIs at the TAI(s). It shall also include the indication if S-NSSAI is restricted at the AMF.
	

	idleStatusIndication
	IdleStatusIndication
	O
	0..1
	Idle Status Indication
May be present when type is REACHABILITY_REPORT or AVAILABILITY_AFTER_DDN_FAILURE

	

	ueAccessBehaviorTrends
	array(UeAccessBehaviorReportItem)
	C
	1..N
	This IE shall be present to report "UE_ACCESS_BEHAVIOR_TRENDS" event.

When present, this IE shall include the UE access behavior trends within the report period.

	

	ueLocationTrends
	array(UeLocationTrendsReportItem)
	C
	1..N
	This IE shall be present to report "UE_LOCATION_TRENDS" event.

When present, this IE shall include the UE location trends within the report period.
(NOTE 2)
	

	mmTransLocationReportList
	array(MmTransactionLocationReportItem)
	C
	1..N
	This IE shall be present to report "UE_MM_TRANSACTION_REPORT" event based on location.

When present, this IE shall include the number of UE MM transactions per location within the report period.

	

	mmTransSliceReportList
	array(MmTransactionSliceReportItem)
	C
	1..N
	This IE shall be present to report "UE_MM_TRANSACTION_REPORT" event based on slices.

When present, this IE shall include the number of UE MM transactions per slice within the report period.
	

	termReason
	SubTerminationReason
	O
	0..1
	This IE may be present when the event type is SUBSCRIPTION_TERMINATION.

When present, this IE shall indicate the reason for the subscription termination.
	

	unavailabilityPeriod
	DurationSec
	O
	0..1
	This IE shall be present when the event type is LOSS_OF_CONNECTIVITY and Unavailability Period Duration is reported by the UE.

When present, it contains the Unavailability Period Duration reported by the UE. If the UE is already not available when the event is subscribed, it is set to the remaining value of Unavailability Period Duration.
	

	NOTE 1:	If the event report corresponds to an event subscription of a single UE, then the same UE identifier (i.e. SUPI and/or GPSI and/or PEI) received during subscription creation shall be included in the report. If the event report corresponds to an event subscription for group of UEs or any UE, then the SUPI and if available the GPSI shall be included in the event report. SUPI, PEI and GPSI shall not be present in report for UES_IN_AREA_REPORT event type.
NOTE 2:	The items shall be listed in descending order by the value of "duration" attribute.
NOTE 3:	When a subscription for "PRESENCE_IN_AOI_REPORT" event targets any UE but no UE is "IN" the AOI when the AMF generats the first notification (e.g. for one-time reporting or for the first notification for continusouly reporting), the anyUe IE shall be present with the value true and IEs indicating UE IDs (Supi, Gpsi, Pei and ueIdExtList) shall not be present; the areaList IE shall be present including the subscribed AOI with the Presence Status set to "IN", i.e. no UE is "IN" the AOI.



* * * End of Changes * * * *
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