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* * * * * * FIRST CHANGE * * * * * *
[bookmark: _Toc20212328][bookmark: _Toc27731683][bookmark: _Toc36127461][bookmark: _Toc45214567][bookmark: _Toc51937706][bookmark: _Toc51938015][bookmark: _Toc92291202][bookmark: _Toc131284376]6.3.13.3.2.3	CMC originated subscription procedure
Upon reception of an initial SIP SUBSCRIBE request:
a)	with the Event header field set to xcap-diff;
b)	with the Request-URI having the base URI equal to the XCAP root URI of the CMS;
c)	with a P-Asserted-Identity header field containing an identity listed in the authorized MCS server list specified in clause 6.2.4; and
d)	with the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [22]), in a P-Asserted-Service header field according to IETF RFC 6050 [23];
the CMS shall act as a notifier according to IETF RFC 5875 [11].
Upon reception of a SIP re-SUBSCRIBE request with the Event header field set to xcap-diff, the CMS:
a)	if the <mcptt-calling-user-id> element is included in the application/vnd.3gpp.mcptt-info+xml MIME body:
1)	shall use the <mcptt-calling-user-id> element value as an authenticated identity when performing the authorization; and
2)	if the authenticated identity is not authorized to subscribe to notification of changes of any document, shall reject the request with a SIP 403 (Forbidden) response and shall not continue with rest of the steps;
b)	if the authenticated identity is not authorized to subscribe to notification of changes of any document, shall reject the request with a SIP 403 (Forbidden) response and shall not continue with rest of the steps; and
c)	shall act as a notifier according to IETF RFC 5875 [11].
[bookmark: _Toc20212329][bookmark: _Toc27731684][bookmark: _Toc36127462][bookmark: _Toc45214568][bookmark: _Toc51937707][bookmark: _Toc51938016][bookmark: _Toc92291203][bookmark: _Toc131284377]6.3.13.3.2.4	MCS server originated subscription procedure
Upon reception of an initial SIP SUBSCRIBE request:
a)	with the Event header field set to xcap-diff;
b)	with the Request-URI having the base URI equal to the public service identity of the CMS;
c)	with a P-Asserted-Identity header field containing an identity listed in the authorized MCS server list specified in clause 6.2.4; and
d)	with the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [22]), in a P-Asserted-Service header field according to IETF RFC 6050 [23];
the CMS shall act as a notifier according to IETF RFC 5875 [11].
Upon reception of a SIP re-SUBSCRIBE request:
a)	with the Event header field set to xcap-diff; and
b)	with an application/resource-lists+xml MIME body;
the CMS:
a)	shall use URI of the P-Asserted-Identity header field as an authenticated identity when performing the authorization;
b)	if the authenticated identity is not authorized to subscribe to notification of changes of any document or element in the application/resource-lists+xml MIME body, shall reject the request with a SIP 403 (Forbidden) response and shall not continue with rest of the steps; and
c)	shall act as a notifier according to IETF RFC 5875 [11].
* * * * * * NEXT CHANGE * * * * * *
[bookmark: _Toc20212343][bookmark: _Toc27731698][bookmark: _Toc36127476][bookmark: _Toc45214582][bookmark: _Toc51937721][bookmark: _Toc51938030][bookmark: _Toc92291217][bookmark: _Toc131284391]7.2.2.7	Data Semantics
The "domain" attribute of the <mcptt-UE-initial-configuration> element contains the domain name of the mission critical organization.
The creator of the MCS UE initial configuration document may include an <mcptt-UE-id> element in the version of the MCS UE initial configuration document that is uploaded to the CMS and may also appear in the MCS UE initial configuration document when downloaded by the MCS administrator. The <mcptt-UE-id> element does not appear in the MCS UE initial configuration managed object specified in 3GPP TS 24.483 [4] that is configured to the MCS UE. If an <mcptt-UE-id> element is included, then the MCS UE initial configuration document and corresponding MCS UE initial configuration management object applies only to the MCS UE(s) identified by the <mcptt-UE-id> element. If no <mcptt-UE-id> element is included, then the MCS UE initial configuration document and corresponding MCS UE initial configuration management object applies to all the MCS UEs of the domain.
If one or more optional <Instance-ID-URN> elements is included in the <mcptt-UE-id> element then the MCS UE initial configuration document applies to the MCS UE with an instance ID equal to the instance ID contained in the <Instance-ID-URN> element.
The <TAC> element of the <IMEI-range> element contains the Type Allocation Code of the MCS UE.
The optional <SNR> element of the <IMEI-range> element contains the individual serial number uniquely identifying MCS UE within the Type Allocation Code contained in the <TAC> element that the MCS UE initial configuration document applies to.
If an optional <SNR-range> element is included within the <IMEI-range> element, then the MCS UE initial configuration document applies to all MCS UEs within the Type Allocation Code contained in the <TAC> element with the serial number equal or greater than the serial number contained in the <Low-SNR> element and less than or equal to the serial number contained in the <High-SNR> element.
If no <SNR> element nor <SNR-range> element is included within the <IMEI-range> element, then the MCS UE initial configuration document applies to all the MCS UE(s) with the Type Allocation Code contained within the <TAC> element of the <IMEI-range> element.
If no <mcptt-UE-id> element is included, then the MCS UE initial configuration document applies to all MCS UEs of the mission critical organization identified in the "domain" attribute.
The <name> element of the <mcptt-UE-initial-configuration> element contains the user displayable name of the MCS UE initial configuration document and corresponds to the "Name" element of clause 8.2.3 in 3GPP TS 24.483 [4].
The "User-ID" attribute of the <Default-user-profile> element contains the XUI contained in the "XUI-URI" attribute of the MCPTT user profile that is intended to be used as default MCS user profile and corresponds to the "UserID" element of clause 8.2.6 in 3GPP TS 24.483 [4].
The "user-profile-index" attribute of the <Default-user-profile> element contains an indicator for a particular MCS user profile document when multiple MCS user profiles are defined for that MCS user and is of type "unsignedByte" and matches a value in a "user-profile-index" attribute of the MCS user profile that is intended to be used as default MCS user profile, and corresponds to the "UserProfileIndex" element of clause 8.2.7 in 3GPP TS 24.483 [4].
[bookmark: _Hlk97313261]The <MCPTT-to-con-ref>, <MC-common-core-to-con-ref> and <MC-ID-to-con-ref> elements of the <service> element in the <HPLMN> element of the <on-network> element indicate the APN/DNN to be used in the PLMN for the respective service and correspond to the "ConRef" elements of clauses 8.2.21, 8.2.24 and 8.2.27 in 3GPP TS 24.483 [4], respectively. For a <VPLMN> element the corresponding elements are specified in clauses 8.2.33, 8.2.36 and 8.2.39 in 3GPP TS 24.483 [4], respectively.
NOTE 1:	The DN-specific details are configured under the corresponding <DN-Info> element for the specific DNN/APN.
The optional <MCPTT-ref-SNSSAI>, <MCData-ref-SNSSAI>, <MCVideo-ref-SNSSAI>, <MC-common-core-ref-SNSSAI> and <MC-ID-ref-SNSSAI> elements of the <anyExt> element in the <service> element in the <HPLMN> element, of the <on-network> element indicate the S-NSSAI to be used in the PLMN for the respective service and correspond to the elements of clauses 8.2.27A1- 8.2.27A15 in 3GPP TS 24.483 [4], respectively. Similarly, for a <VPLMN> element the corresponding elements are specified in clause 8.2.39A1 - 8.2.39A15 in 3GPP TS 24.483 [4], respectively.
NOTE 2:	The S-NSSAI-specific details are configured under the corresponding <SNSSAI-Info> element.
The <ID> element of the <credentials> element contains the EAP Identity as specified in IETF RFC 3748 [3133] to be used for secondary authentication and authorization or network slice-specific authentication and authorization when it appears within a <DN-Info> element or an <SNSSAI-Info> element, and corresponds to the "ID" element of clause 8.2.44H11 or 8.2.44H17 in 3GPP TS 24.483 [4], respectively.
The <on-network> element contains MCS UE initial configuration data for on-network operation only.
The <off-network> element contains MCS UE initial configuration data for off-network operation only.
In the <on-network> element:
1)	the <Timers> element;
a)	the <T100> element contains the timer value in seconds for floor release as specified in 3GPP TS 24.380 [10] and corresponds to the "T100" element of clause 8.2.11 in 3GPP TS 24.483 [4];
b)	the <T101> element contains the timer value in seconds for floor request as specified in 3GPP TS 24.380 [10] and corresponds to the "T101" element of clause 8.2.12 in 3GPP TS 24.483 [4];
c)	the <T103> element contains the timer value in seconds for end of RTP media as specified in 3GPP TS 24.380 [10] and corresponds to the "T103" element of clause 8.2.13 in 3GPP TS 24.483 [4];
d)	the <T104> element contains the timer value in seconds for floor queue position request as specified in 3GPP TS 24.380 [10] and corresponds to the "T104" element of clause 8.2.14 in 3GPP TS 24.483 [4]; and
e)	the <T132> element contains the timer value in seconds for queued request granted MCPTT user action as specified in 3GPP TS 24.380 [10] and corresponds to the "T132" element of clause 8.2.15 in 3GPP TS 24.483 [4].
2)	the "PLMN" attribute of the <HPLMN> element contains the PLMN code of the HPLMN as defined in 3GPP TS 23.003 [16] and corresponds to the "PLMN" element of clause 8.2.18 in 3GPP TS 24.483 [4];
3)	the "PLMN" attribute of the <VPLMN> element contains the PLMN code of a VPLMN as defined in 3GPP TS 23.003 [16] and corresponds to the "PLMN element of clause 8.2.30 in 3GPP TS 24.483 [4];
4)	the <App-Server-Info> element:
a)	the <idms-auth-endpoint> element contains the URI used to contact the identity management server and corresponds to the "IDMSAuthEndpoint" element of clause 8.2.41 in 3GPP TS 24.483 [4];
b)	the <idms-token-endpoint> element contains the URI used to contact the identity management server and corresponds to the "IDMSTokenEndpoint" element of clause 8.2.41A in 3GPP TS 24.483 [4];
c)	the <http-proxy> element contains the URI used to contact the HTTP proxy and corresponds to the "HTTPProxy" element of clause 8.2.41B in 3GPP TS 24.383 483 [4];
d)	the <gms> element contains the URI used to contact the group management server and corresponds to the "GMS" element of clause 8.2.42 in 3GPP TS 24.483 [4];
e)	the <cms> element contains the URI used to contact the configuration management server and corresponds to the "CMS" element of clause 8.2.43 in 3GPP TS 24.483 [4]; 
f)	the <kms> element contains the URI used to contact the key management server and corresponds to the "KMS" element of clause 8.2.44 in 3GPP TS 24.483 [4]; and 
g)	the <tls-tunnel-auth-method> element that contains the<mutual-authentication-element> that corresponds to the "Mutual" element of clause 8.2.44B in 3GPP TS 24.383 483 [4] and when set to "true" indicates that mutual authentication is used for the TLS tunnel authentication. The <x509> element when present contains the X.509 certificate for mutual authentication for the TLS tunnel authentication and corresponds to the "X509" element of clause 8.2.44C in 3GPP TS 24.383 483 [4]. The <key> element when present contains the pre-shared key for mutual authentication for the TLS tunnel authentication and corresponds to the "X509" element of clause 8.2.44D in 3GPP TS 24.383 483 [4].
5)	the <GMS-URI> element contains the group management service URI information to enable hiding of MCS identities, the group management service URI information contains the public service identity for performing subscription proxy function of the GMS and corresponds to the "GMSURI" element of clause 8.2.9 in 3GPP TS 24.483 [4];
6)	the <group-creation-XUI> element contains the group management server XCAP Root URI information and corresponds to the "GroupCreationXUI" element of clause 8.2.9A in 3GPP TS 24.483 [4];
7)	the <GMS-XCAP-root-URI> element contains the group management server XCAP Root URI and corresponds to the "GMSXCAPRootURI" element of clause 8.2.9B in 3GPP TS 24.483 [4]; 
8)	the <CMS-XCAP-root-URI> element contains the configuration management server XCAP Root URI and corresponds to the "CMSXCAPRootURI" element of clause 8.2.9C in 3GPP TS 24.483 [4]; 
9)	the <IPv6-Required> element of the <MCPTT-Service-Details> element of the <anyExt> element of the <on-network> element indicates whether IPv6 shall be used to access the MCPTT service.
10)	the <Server-URI> element of the < MCPTT-Service-Details> element of the <anyExt> element of the <on-network> element contains the URI used to contact the MCPTT service server;
11)	the <IPv6-Required> element of the <MCVideo-Service-Details> element of the <anyExt> element of the <on-network> element indicates whether IPv6 shall be used to access the MCVideo service.
11a)	the <PDUSessionType> element of the <anyExt> element of the <MCPTT-Service-Details> element of the <anyExt> element of the <on-network> element contains the type of PDU session to be established and used for the MCPTT service;
12)	the <Server-URI> element of the <MCVideo-Service-Details> element of the <anyExt> element of the <on-network> element contains the URI used to contact the MCVideo service server;
12a)	the <PDUSessionType> element of the <anyExt> element of the <MCVideo-Service-Details> element of the <anyExt> element of the <on-network> element contains the type of PDU session to be established and used for the MCVideo service;
13)	the <IPv6-Required> element of the <MCData-Service-Details> element of the <anyExt> element of the <on-network> element indicates whether IPv6 shall be used to access the MCData service.
14)	the <Server-URI> element of the <MCData-Service-Details> element of the <anyExt> element of the <on-network> element contains the URI used to contact the MCData service server;
14a)	the <PDUSessionType> element of the <anyExt> element of the <MCData-Service-Details> element of the <anyExt> element of the <on-network> element contains the type of PDU session to be established and used for the MCData service;
15)	the <integrity-protection-enabled> element indicates whether integrity protection is enabled and corresponds to the "IntegrityProtection" element of clause 8.2.44E in 3GPP TS 24.483 [4];
16)	the <confidentiality-protection-enabled> element indicates whether integrity protection is enabled and corresponds to the "ConfidentialityProtection" element of clause 8.2.44F in 3GPP TS 24.383 483 [4];
17)	the <DN-Info> element of the <anyExt> element contains the information related to the DNN/APN name included in the "DNN" attribute, i.e.,:
a)	the <DN-AAA-Server> element contains the URI to be used for authentication/authorization and corresponds to the "AAAserver" element of clause 8.2.44H3 in 3GPP TS 24.483 [4];
b)	may contain a PAP user name and a PAP password in the <user-name> and <password> elements of the <Pap-parameters> element and may contain a CHAP user name and a CHAP password in the <user-name> and <password> elements of the <Chap-parameters> element; and
c) 	the <credentials> element contains the credentials to be used for secondary authentication and authorization method; and
NOTE 3:	In EPS the <DN-AAA-Server> and <credentials> elements of the <DN-Info> element can be ignored.
18)	the <SNSSAI-Info> element of the <anyExt> element contains the information related to the S-NSSAI included in the "SNSSAI" attribute, i.e.,:
a)	the <NSSAA-Server> element contains the URI to be used for authentication/authorization and corresponds to the "NSSAAserver" element of clause 8.2.44H14 in 3GPP TS 24.483 [4]; and
b) 	the <credentials> element contains the credentials to be used for network slice-specific authentication and authorization method.	The "SNSSAI" attribute of the <SNSSAI-Info> element indicates an S-NSSAI to be used as default configured NSSAI and corresponds to the "SNSSAI" element of clause 8.2.44H15 in 3GPP TS 24.483 [4].
NOTE 4:	Whether the UE will include an S-NSSAI in the requested NSSAI is implementation specific. If the S-NSSAI has not been requested, the MC traffic could end-up being served as per the default URSP rule as specified in 3GPP TS 24.526 [34].
In the <off-network> element:
1)	the <Timers> element:
a)	the <TFG1> element contains the timer value in milliseconds for wait for call announcement as specified in 3GPP TS 24.379 [9] and corresponds to the "TFG1" element of clause 8.2.47 in 3GPP TS 24.483 [4];
b)	the <TFG2> element contains the timer value in milliseconds for call announcement as specified in 3GPP TS 24.379 [9] and corresponds to the "TFG2" element of clause 8.2.48 in 3GPP TS 24.483 [4];
c)	the <TFG3> element contains the timer value in milliseconds for call probe retransmission as specified in 3GPP TS 24.379 [9]; and corresponds to the "TFG3" element of clause 8.2.49 in 3GPP TS 24.483 [4]
d)	the <TFG4> element contains the timer value in seconds for waiting for the MCPTT user as specified in 3GPP TS 24.379 [9] and corresponds to the "TFG4" element of clause 8.2.50 in 3GPP TS 24.483 [4];
e)	the <TFG5> element contains the timer value in seconds for not present incoming call announcements as specified in 3GPP TS 24.379 [9] and corresponds to the "TFG5" element of clause 8.2.51 in 3GPP TS 24.483 [4];
f)	the <TFG11> element contains the timer value in milliseconds for MCPTT emergency end retransmission as specified in 3GPP TS 24.379 [9] and corresponds to the "TFG11" element of clause 8.2.52 in 3GPP TS 24.483 [4];
g)	the <TFG12> element contains the timer value in milliseconds for MCPTT imminent peril end retransmission as specified in 3GPP TS 24.379 [9] and corresponds to the "TFG12" element of clause 8.2.53 in 3GPP TS 24.483 [4];
h)	the <TFG13> element contains the timer value in seconds for timer for implicit priority downgrade (emergency) as specified in 3GPP TS 24.379 [9] and corresponds to the "TFG13" element of clause 8.2.54 in 3GPP TS 24.483 [4]; 
i)	the <TFG14> element contains the timer value in seconds for timer for implicit priority downgrade (imminent peril) as specified in 3GPP TS 24.379 [9] and corresponds to the "TFG14" element of clause 8.2.54A in 3GPP TS 24.483 [4];
j)	the <TFP1> element contains the timer value in milliseconds for private call request retransmission as specified in 3GPP TS 24.379 [9] and corresponds to the "TFP1" element of clause 8.2.55 in 3GPP TS 24.483 [4];
k)	the <TFP2> element contains the timer value in seconds for waiting for call response message as specified in 3GPP TS 24.379 [9] and corresponds to the "TFP2" element of clause 8.2.56 in 3GPP TS 24.483 [4];
l)	the <TFP3> element contains the timer value in milliseconds for private call release retransmission as specified in 3GPP TS 24.379 [9] and corresponds to the "TFP3" element of clause 8.2.57 in 3GPP TS 24.483 [4];
m)	the <TFP4> element contains the timer value in milliseconds for private call accept retransmission as specified in 3GPP TS 24.379 [9] and corresponds to the "TFP4" element of clause 8.2.58 in 3GPP TS 24.483 [4];
n)	the <TFP5> element contains the timer value in seconds for call release as specified in 3GPP TS 24.379 [9] and corresponds to the "TFP5" element of clause 8.2.59 in 3GPP TS 24.483 [4];
o)	the <TFP6> element contains the timer value in milliseconds for MCPTT emergency private call cancel retransmission as specified as specified in 3GPP TS 24.379 [9] and corresponds to the "TFP6" element of clause 8.2.60 in 3GPP TS 24.483 [4];
p)	the <TFP7> element contains the timer value in seconds for waiting for any message with same call identifier as specified in 3GPP TS 24.379 [9] and corresponds to the "TFP7" element of clause 8.2.61 in 3GPP TS 24.483 [4];
q)	the <TFB1> element contains the timer value in seconds for max duration as specified in 3GPP TS 24.379 [9] and corresponds to the "TFB1" element of clause 8.2.62 in 3GPP TS 24.483 [4];
r)	the <TFB2> element contains the timer value in seconds for broadcast retransmission as specified in 3GPP TS 24.379 [9] and corresponds to the "TFB2" element of clause 8.2.63 in 3GPP TS 24.483 [4];
s)	the <TFB3> element contains the timer value in seconds for waiting for the MCPTT user as specified in 3GPP TS 24.379 [9] and corresponds to the "TFB3" element of clause 8.2.64 in 3GPP TS 24.483 [4];
t)	the <T201> element contains the timer value in milliseconds for floor request as specified in 3GPP TS 24.380 [10] and corresponds to the "T201" element of clause 8.2.65 in 3GPP TS 24.483 [4];
u)	the <T203> element contains the timer value in seconds for end of RTP media as specified in 3GPP TS 24.380 [10] and corresponds to the "T203" element of clause 8.2.66 in 3GPP TS 24.483 [4];
v)	the <T204> element contains the timer value in seconds for floor queue position request as specified in 3GPP TS 24.380 [10] and corresponds to the "T204" element of clause 8.2.67 in 3GPP TS 24.483 [4];
w)	the <T205> element contains the timer value in seconds for floor granted request as specified in 3GPP TS 24.380 [10] and corresponds to the "T205" element of clause 8.2.68 in 3GPP TS 24.483 [4];
x)	the <T230> element contains the timer value in seconds for during silence as specified in 3GPP TS 24.380 [10] and corresponds to the "T230" element of clause 8.2.69 in 3GPP TS 24.483 [4];
y)	the <T233> element contains the timer value in seconds for pending user action as specified in 3GPP TS 24.380 [10] and corresponds to the "T233" element of clause 8.2.70 in 3GPP TS 24.483 [4];
z)	the <TFE1> element contains the timer value in seconds for MCPTT emergency alert as specified in 3GPP TS 24.380 [10] and corresponds to the "TFE1" element of clause 8.2.71 in 3GPP TS 24.483 [4]; and
za)	the <TFE2> element contains the timer value in seconds for MCPTT emergency alert retransmission as specified in 3GPP TS 24.380 [10] and corresponds to the "TFE2" element of clause 8.2.72 in 3GPP TS 24.483 [4]; and
2)	the <Counters> element.
a)	the <CFP1> element contains the counter value for private call request retransmission as specified in 3GPP TS 24.379 [9] and corresponds to the "CFP1" element of clause 8.2.74 in 3GPP TS 24.483 [4];
b)	the <CFP3> element contains the counter value for private call release retransmission as specified in 3GPP TS 24.379 [9] and corresponds to the "CFP3" element of clause 8.2.75 in 3GPP TS 24.483 [4];
c)	the <CFP4> element contains the counter value for private call accept retransmission as specified in 3GPP TS 24.379 [9] and corresponds to the "CFP4" element of clause 8.2.76 in 3GPP TS 24.483 [4];
d)	the <CFP6> element contains the counter value for private call accept retransmission t as specified in 3GPP TS 24.379 [9] and corresponds to the "CFP6" element of clause 8.2.77 in 3GPP TS 24.483 [4];
e)	the <CFP11> element contains the counter value for MCPTT group call emergency end retransmission ia as specified in 3GPP TS 24.379 [9] and corresponds to the "CFP11" element of clause 8.2.78 in 3GPP TS 24.483 [4];
f)	the <CFP12> element contains the counter value for MCPTT imminent peril call emergency end retransmission as specified in 3GPP TS 24.379 [9] and corresponds to the "CFP12" element of clause 8.2.79 in 3GPP TS 24.483 [4];
g)	the <C201> element contains the counter value for floor request as specified in 3GPP TS 24.380 [10] and corresponds to the "C201" element of clause 8.2.80 in 3GPP TS 24.483 [4];
h)	the <C204> element contains the counter value for floor queue position request as specified in 3GPP TS 24.380 [10] and corresponds to the "C204" element of clause 8.2.81 in 3GPP TS 24.483 [4]; and
i)	the <C205> element contains the counter valuefor floor granted request as specified in 3GPP TS 24.380 [10] and corresponds to the "C205" element of clause 8.2.82 in 3GPP TS 24.483 [4].
* * * * * * NEXT CHANGE * * * * * *
[bookmark: _Toc20212352][bookmark: _Toc27731707][bookmark: _Toc36127485][bookmark: _Toc45214591][bookmark: _Toc51937730][bookmark: _Toc51938039][bookmark: _Toc92291226][bookmark: _Toc131284400]8.2.1	General
The MCPTT UE configuration document is specified in this clause. The MCPTT UE configuration document content is based on requirements of Annex A.2 of 3GPP TS 23.379 [8], in accordance with OMA OMA-TS-XDM_Core-V2_1-20120403-A [2]. The usage of an MCPTT UE configuration document in the MCPTT service is described in 3GPP TS 24.379 [9] and 3GPP TS 24.380 [10]. The schema definition is provided in clause 8.2.2.3. An MCPTT UE configuration document may apply to all MCPTT UEs of a mission critical organization or apply to specific MCPTT UEs identified in the <mcptt-UE-id> element. If there is no <mcptt-UE-id> element in the MCPTT UE configuration document, then by default the MCPTT UE configuration document applies to all MCPTT UEs of the mission critical organization that are not specifically identified in the <mcptt-UE-id> element of another MCPTT UE configuration document of the mission critical organization. Each MCPTT UE of a mission critical organization is configured with an MCPTT UE configuration document that is identified by the instance ID of the MCPTT UE.
MCPTT UE configuration documents of a MCPTT user are contained as "XDM collections" in the user's directory of the users tree, in accordance with OMA OMA-TS-XDM_Core-V2_1-20120403-A [2]. In this case, the term "user" in the XCAP sense refers to the MCPTT ID, as the user has been already authenticated. A MCPTT UE configuration document corresponding to a specific MCPTT UE the MCPTT user has used to authenticate and is authorised to use the MCPTT service with is placed in the user directory of the MCPTT user.
The MCPTT UE configuration document acts as a template for the CMS to generate UE configuration documents that are downloaded to specific MCPTT UEs. The MCPTT UE configuration document that acts as a template is referred to as a "master MCPTT UE configuration document". The master MCPTT UE configuration document  is stored in the users tree of that MCPTT system administrator. The master MCPTT UE configuration document does not directly apply to a specific MCPTT UE, but instead acts as template that the CMS uses to populate the MCPTT UE configuration documents of MCPTT UEs identified by elements of the <MCPTT-UE-id> element. For MCPTT UE configuration documents that correspond to a specific MCPTT UE, the name of the MCPTT UE configuration document is created from a value defined by the corresponding element that identifies the MCPTT UE within the <MCPTT-UE-id> element. For a master MCPTT UE configuration documents that does not contain a <MCPTT-UE-id> element, the name of the MCPTT UE configuration document stored in the user directory is "DEFAULT-MCPTT-UE.xml".
* * * * * * NEXT CHANGE * * * * * *
[bookmark: _Toc20212401][bookmark: _Toc27731756][bookmark: _Toc36127534][bookmark: _Toc45214640][bookmark: _Toc51937779][bookmark: _Toc51938088][bookmark: _Toc92291275][bookmark: _Toc131284449]9.2.1	General
The MCVideo UE configuration document is specified in this clause. The MCVideo UE configuration document content is based on requirements of Annex A.2 of 3GPP TS 23.281 [27], in accordance with OMA OMA-TS-XDM_Core-V2_1-20120403-A [2]. The usage of an MCVideo UE configuration document in the MCVideo service is described in 3GPP TS 24.281 [28] and 3GPP TS 24.581 [29]. The schema definition is provided in clause 9.2.2.3. An MCVideo UE configuration document may apply to all MCVideo UEs of a mission critical organization or apply to specific MCVideo UEs identified in the <mcvideo-UE-id> element. If there is no <mcvideo-UE-id> element in the MCVideo UE configuration document, then by default the MCVideo UE configuration document applies to all MCVideo UEs of the mission critical organization that are not specifically identified in the <mcvideo-UE-id> element of another MCVideo UE configuration document of the mission critical organization. Each MCVideo UE of a mission critical organization is configured with an MCVideo UE configuration document that is identified by the instance ID of the MCVideo UE.
MCVideo UE configuration documents of a MCVideo user are contained as "XDM collections" in the user's directory of the users tree, in accordance with OMA OMA-TS-XDM_Core-V2_1-20120403-A [2]. In this case, the term "user" in the XCAP sense refers to the MCVideo ID, as the user has been already authenticated. A MCVideo UE configuration document corresponding to a specific MCVideo UE the MCVideo user has used to authenticate and is authorised to use the MCVideo service with is placed in the user directory of the MCVideo user.
The MCVideo UE configuration document acts as a template for the CMS to generate UE configuration documents that are downloaded to specific MCVideo UEs. The MCVideo UE configuration document that acts as a template is referred to as a "master MCVideo UE configuration document". The master MCVideo UE configuration document  is stored in the users tree of that MCVideo system administrator. The master MCVideo UE configuration document does not directly apply to a specific MCVideo UE, but instead acts as template that the CMS uses to populate the MCVideo UE configuration documents of MCVideo UEs identified by elements of the <MCVideo-UE-id> element. For MCVideo UE configuration documents that correspond to a specific MCVideo UE, the name of the MCVideo UE configuration document is created from a value defined by the corresponding element that identifies the MCVideo UE within the <MCVideo-UE-id> element. For a master MCVideo UE configuration documents that does not contain a <MCVideo-UE-id> element, the name of the MCVideo UE configuration document stored in the user directory is "DEFAULT-MCVideo-UE.xml".
* * * * * * NEXT CHANGE * * * * * *
[bookmark: _Toc20212450][bookmark: _Toc27731805][bookmark: _Toc36127583][bookmark: _Toc45214689][bookmark: _Toc51937828][bookmark: _Toc51938137][bookmark: _Toc92291324][bookmark: _Toc131284498]10.2.1	General
The MCData UE configuration document is specified in this clause. The MCData UE configuration document content is based on requirements of Annex A.2 of 3GPP TS 23.282 [24], in accordance with OMA OMA-TS-XDM_Core-V2_1-20120403-A [2]. The usage of an MCData UE configuration document in the MCData service is described in 3GPP TS 24.282 [25] and 3GPP TS 24.582 [26]. The schema definition is provided in clause 10.2.2.3. An MCData UE configuration document may apply to all MCData UEs of a mission critical organization or apply to specific MCData UEs identified in the <mcdata-UE-id> element. If there is no <mcdata-UE-id> element in the MCData UE configuration document, then by default the MCData UE configuration document applies to all MCData UEs of the mission critical organization that are not specifically identified in the <mcdata-UE-id> element of another MCData UE configuration document of the mission critical organization. Each MCData UE of a mission critical organization is configured with an MCData UE configuration document that is identified by the instance ID of the MCData UE.
MCData UE configuration documents of a MCData user are contained as "XDM collections" in the user's directory of the users tree, in accordance with OMA OMA-TS-XDM_Core-V2_1-20120403-A [2]. In this case, the term "user" in the XCAP sense refers to the MCData ID, as the user has been already authenticated. A MCData UE configuration document corresponding to a specific MCData UE the MCData user has used to authenticate and is authorised to use the MCData service with is placed in the user directory of the MCData user.
The MCData UE configuration document acts as a template for the CMS to generate UE configuration documents that are downloaded to specific MCData UEs. The MCData UE configuration document that acts as a template is referred to as a "master MCData UE configuration document". The master MCData UE configuration document  is stored in the users tree of that MCData system administrator. The master MCData UE configuration document does not directly apply to a specific MCData UE, but instead acts as template that the CMS uses to populate the MCData UE configuration documents of MCData UEs identified by elements of the <MCData-UE-id> element. For MCData UE configuration documents that correspond to a specific MCData UE, the name of the MCData UE configuration document is created from a value defined by the corresponding element that identifies the MCData UE within the <MCData-UE-id> element. For a master MCData UE configuration documents that does not contain a <MCData-UE-id> element, the name of the MCData UE configuration document stored in the user directory is "DEFAULT-MCData-UE.xml".
[bookmark: _Toc20212451][bookmark: _Toc27731806][bookmark: _Toc36127584][bookmark: _Toc45214690][bookmark: _Toc51937829][bookmark: _Toc51938138][bookmark: _Toc92291325][bookmark: _Toc131284499][bookmark: MCCQCTEMPBM_00000051]10.2.1A	MCData client access to MCData UE configuration documents
The MCData UE configuration document is accessed using the same XCAP URI, regardless of whether the MCData UE has a specific MCData UE configuration document configured or the master MCData UE configuration document applies. The CMS shall generate the UE's MCData UE configuration document from the master MCData UE configuration document if the MCData administrator did not provision a specific MCData UE configuration document. In this generated document,  the <MCData-UE-id> element shall be set to the MCData client's UE ID. The UE's MCData UE configuration document shall always be stored with the filename corresponding to the UE's MCData UE ID under the user's directory of the users tree.
The XCAP URI used by the MCData client to access the UE's MCData UE configuration document shall be:
CMSXCAPROOTURI/org.3gpp.mcdata.ue-config/users/sip:MCDATAID/MCSUEID
* * * * * * NEXT CHANGE * * * * * *
[bookmark: _Toc20212475][bookmark: _Toc27731830][bookmark: _Toc36127608][bookmark: _Toc45214714][bookmark: _Toc51937853][bookmark: _Toc51938162][bookmark: _Toc92291349][bookmark: _Toc131284523]10.3.2.7	Data Semantics
Editor's Note: In the bullets specified in this clause, the <kms-sec> element of the <App-Server-Info> of the MCS UE initial configuration document needs to be specified in line with the CR#0055 in TS 23.280 (S6-170728) and a corresponding "KMSSEC" element will also need to be specified in the initial configuration document under the AppServerInfo node.
The <Name> element is of type "token", and corresponds to the "Name" element of clause 10.2.3 in 3GPP TS 24.483 [4].
The <alias-entry> element of the <UserAlias> element is of type "token" and indicates an alphanumeric alias of the MCData user, and corresponds to the leaf nodes of the "UserAlias" element of clause 10.2.13 in 3GPP TS 24.483 [4].
The <uri-entry> element is of type "anyURI" and when it appears within:
-	the <MCDataUserID> element of the <Common> element, contains the MCData user identity (MCData ID) of the MCData user, and corresponds to the "MCDataUserID" element of clause 10.2.21 in 3GPP TS 24.483 [4];
-	the <MCDataUserID-KMSURI> element of the <Common> element contains the KMS URI for the security domain of the MCData user identity (MCData ID) of the MCData user and corresponds to the "MCDataUserIDKMSURI" element of clause 10.2.9A in 3GPP TS 24.483 [4]. If this parameter is absent, the KMS URI is identified by the <kms-sec> element of the <App-Server-Info> of the MCS UE initial configuration document as specified in clause 7.2.2.1;
-	the <MCData-ID> element of the <One-to-One-Communication-ListEntry> element of the <One-to-One-Communication> element of the <Common> element, contains the MCData user identity (MCData ID) of an MCData user that the configured MCData user is authorised to initiate a one-to-one communication, and corresponds to the "MCDataID" element of clause 10.2.16E in 3GPP TS 24.483 [4];
-	the <MCData-ID-KMSURI> element of the <One-to-One-Communication-ListEntry> element of the <One-to-One-Communication> element of the <Common> element, contains the KMS URI for the security domain of the MCData user identity (MCData ID) of an MCData user that the configured MCData user is authorised to initiate a one-to-one communication, and corresponds to the "MCDataIDKMSURI" element of clause 10.2.16H in 3GPP TS 24.483 [4]. If this parameter is absent, the KMS URI is identified by the <kms-sec> element of the <App-Server-Info> of the MCS UE initial configuration document as specified in clause 7.2.2.1;
-	the <IPInformation> element within the <anyExt> element of the <entry> element within the <MCData-ID> element of the <One-to-One-Communication-ListEntry> element of the <One-to-One-Communication> element of the <Common> element contain the IP Information of associated target hosts used in an IP Connectivity session to the <MCData-ID>, and corresponds to the "IPInformation" element of clause 10.2.16J in 3GPP TS 24.483 [4]; The <IPInformation> element shall be used by the MC Data Client to identify the MC Data User target of an One-to-One IP connectivity session when the MC Data Id is not explicitly included in the request;
-	the <MCData-Group-ID> element of the <MCDataGroupInfo> element of the <OnNetwork> element contains the MCData group ID of an on-network MCData group for use by the configured MCData user, and corresponds to the "MCDataGroupID" element of clause 10.2.47 in 3GPP TS 24.483 [4];
-	the <GroupKMSURI> element of the <MCDataGroupInfo> element of the <OnNetwork> element contains the KMS URI for the security domain of the MCData group identity (MCData Group ID) of the on-network MCData group and corresponds to the "GroupKMSURI" element of clause 10.2.54A in 3GPP TS 24.483 [4]. If this parameter is absent, the KMS URI is identified by the <kms-sec> element of the <App-Server-Info> of the MCS UE initial configuration document as specified in clause 7.2.2.1;
-	the <entry> element of the <FunctionalAliasList> list element of the <anyExt> element of the <OnNetwork> element contains a functional alias that the MCData user is authorised to activate and corresponds to the "FunctionalAlias" element of clause 10.2.97B in 3GPP TS 24.483 [4];
-	the <MCData-Group-ID> element of the <MCDataGroupInfo> element of the <OffNetwork> element contains the MCData group ID of an off-network MCData group for use by the configured MCData user, and corresponds to the "MCDataGroupID" element of clause 10.2.103 in 3GPP TS 24.483 [4];
-	the <GroupKMSURI> element of the <MCDataGroupInfo> element of the <OffNetwork> element contains the KMS URI for the security domain of the MCData group identity (MCData Group ID) of the off-network MCData group and corresponds to the "GroupKMSURI" element of clause 10.2.110A in 3GPP TS 24.483 [4]. If this parameter is absent, the KMS URI is identified by the <kms-sec> element of the <App-Server-Info> of the MCS UE initial configuration document as specified in clause 7.2.2.1;
[bookmark: _Hlk97309359]-	the <GMS-App-Serv-Id> element of the <MCDataGroupInfo> element of the <OnNetwork> element, contains the URI of the group management server hosting the on-network MCData group identified by the <MCData-Group-ID> element, and corresponds to the "GMSServId" element of clause 10.2.51 in 3GPP TS 24.483 [4];
-	the <IdMS-Token-Endpoint> element of the <MCDataGroupInfo> element of the <OnNetwork> element, contains the URI used to contact the identity management server token endpoint for the on-network MCData group identified by the <MCData-Group-ID> element, and corresponds to the "IdMSTokenEndPoint" element of clause 10.2.54 in 3GPP TS 24.483 [4]. If the entry element is empty, the idms-auth-endpoint and idms-token-endpoint present in the MCS UE initial configuration document are used;
-	the <GMS-App-Serv-Id> element of the <MCDataGroupInfo> element of the <OffNetwork> element, contains the URI of the group management server hosting the off-network MCData group identified by the <MCData-Group-ID> element, and corresponds to the "GMSServId" element of clause 10.2.107 in 3GPP TS 24.483 [4];
-	the <IdMS-Token-Endpoint> element of the <MCDataGroupInfo> element of the <OffNetwork> element, contains the URI used to contact the identity management server token endpoint for the off-network MCData group identified by the <MCData-Group-ID> element, and corresponds to the "IdMSTokenEndPoint" element of clause 10.2.110 in 3GPP TS 24.483 [4]. If the entry element is empty, the idms-auth-endpoint and idms-token-endpoint present in the MCS UE initial configuration document are used;
-	the <MCData-Group-ID> element of the <MCDataGroupHangTime> element of the <ConversationManagement> element of the <OnNetwork> element, contains the MCData group ID of an MCData group for which the MCData user has an associated <Hang-Time> duration, and corresponds to the "MCDataGroupID" element of clause 10.2.76 in 3GPP TS 24.483 [4];
-	the <MCData-ID> element of the <FD-Cancel-List-Entry> list element of the <FileDistribution> element of the <Common> element, indicates an MCData ID of an MCData user that is allowed to cancel distribution of files beings sent or waiting to be sent, and corresponds to the "MCDataID" element of clause 10.2.21 in 3GPP TS 24.483 [4];
-	the <MCData-ID-KMSURI> element of the <FD-Cancel-List-Entry> list element of the <FileDistribution> element of the <Common> element element contains the KMS URI for the security domain of the MCData user identity (MCData ID) of an MCData user that the configured MCData user is authorised to initiate a one-to-one communication, and corresponds to the "MCDataIDKMSURI" element of clause 10.2.21A in 3GPP TS 24.483 [4]. If this parameter is absent, the KMS URI is identified by the <kms-sec> element of the <App-Server-Info> of the MCS UE initial configuration document as specified in clause 7.2.2.1;
-	the <entry> element of the <TxReleaseList> list element of the <TxRxControl> element of the <Common> element, indicates an MCData ID of an MCData user that this MCData user is allowed to request release of an ongoing transmission and corresponds to the "MCDataID" element of clause 10.2.30 in 3GPP TS 24.483 [4];
-	the <entry> element of the <GroupEmergencyAlert> element of the <Common> element, indicates the MCData group recipient for an MCData emergency Alert and corresponds to the "ID" element of clause 10.2.38 in 3GPP TS 24.483 [4];
-	the <entry> element of the <ImplicitAffiliations> list element of the <OnNetwork> element indicates an MCData group ID of an MCData group that the MCData user is implicitly affiliated with, and corresponds to the "MCDataGroupID" element of clause 10.2.59 in 3GPP TS 24.483 [4];
-	the <entry> element of the <PresenceStatus> list element of the <OnNetwork> element indicates an MCData ID of an MCData user that the configured MCData user is authorised to obtain presence status, and corresponds to the "MCDataID" element of clause 10.2.64 in 3GPP TS 24.483 [4];
-	the <entry> element of the <RemoteGroupChange> list element of the <OnNetwork> element indicates an MCData ID of an MCData user whose selected groups are authorised to be remotely changed by the configured MCData user and corresponds to the "MCDataID" element of clause 10.2.69 in 3GPP TS 24.483 [4];
-	the <entry> element of the <DeliveredDisposition> list element of the <ConversationManagement> element of the <OnNetwork> element, indicates an MCData ID of an MCData user who is to be sent a message delivered disposition notification in addition to the message sender and corresponds to the "MCDataID" element of clause 10.2.82 in 3GPP TS 24.483 [4];
-	the <entry> element of the <ReadDisposition> list element of the <ConversationManagement> element of the <OnNetwork> element, indicates an MCData ID of an MCData user who is to be sent a message delivered disposition notification in addition to the message sender, and corresponds to the "MCDataID" element of clause 10.2.87 in 3GPP TS 24.483 [4];
-	the <entry> element of the <One-To-One-EmergencyAlert> element of the <OnNetwork> element indicates the MCData user recipient for an on-network MCData emergency one-to-one alert and corresponds to the "ID" element of clause 10.2.91 in 3GPP TS 24.483 [4];
-	the <MCData-ID> element of the <One-to-One-Communication-ListEntry> element of the <IncomingOne-to-OneCommunicationList> list element of the <anyExt> element of the <OnNetwork> element, contains the MCData user identity (MCData ID) of an MCData user from whom the configured MCData user is authorised to receive a one-to-one communication, and corresponds to the "MCDataID" element of clause 10.2.97C3 in 3GPP TS 24.483 [4]; and
-	the <MCData-ID-KMSURI> element of the <One-to-One-Communication-ListEntry> element of the <IncomingOne-to-OneCommunicationList> list element of the <anyExt> element of the <OnNetwork> element, contains the KMS URI for the security domain of the MCData user identity (MCData ID) of an MCData user from whom the configured MCData user is authorised to receive one-to-one communication, and corresponds to the "MCDataIDKMSURI" element of clause 10.2.97C4 in 3GPP TS 24.483 [4]. If this parameter is absent, the KMS URI is identified by the <kms-sec> element of the <App-Server-Info> of the MCS UE initial configuration document as specified in clause 7.2.2.1.
The <DiscoveryGroupID> element is of type "hexBinary" and is used as the Discovery Group ID in the ProSe discovery procedures as specified in 3GPP TS 23.303 [18] and 3GPP TS 24.334 [19]. When it appears within:
-	the <ProSeUserID-entry> element of the <One-To-One-CommunicationListEntry> element of the <One-To-One-Communication> element of the <OffNetwork> element, it identifies the Discovery Group ID that the MCData UE uses to initiate a one-to-one communication during off-network operation and corresponds to the "DiscoveryGroupID" element of clause 10.2.16F in 3GPP TS 24.483 [4].
The <display-name> element is of type "string", contains a human readable name and when it appears within:
-	the <MCData-ID> element of the <One-to-One-CommunicationListEntry> element of the <One-to-One-Communication> element of the <OffNetwork> element, contains the name of an MCData user that the configured MCData user is authorised to initiate a one-to-one communication, and corresponds to the "DisplayName" element of clause 10.2.16I in 3GPP TS 24.483 [4];
-	the <MCData-Group-ID> element of the <MCDataGroupInfo> element of the <OnNetwork> element contains the name of an on-network MCData group for use by the configured MCData user, and corresponds to the "DisplayName" element of clause 10.2.48 in 3GPP TS 24.483 [4];
-	the <MCData-Group-ID> element of the <MCDataGroupInfo> element of the <OffNetwork> element contains the name of an off-network MCData group for use by the configured MCData user, and corresponds to the "DisplayName" element of clause 10.2.104 in 3GPP TS 24.483 [4];
-	the <MCData-Group-ID> element of the <MCDataGroupHangTime> element of the <ConversationManagement> element of the <OnNetwork> element, contains the name of an MCData group for which the MCData user has an associated <Hang-Time> duration, and corresponds to the "DisplayName" element of clause 10.2.77 in 3GPP TS 24.483 [4];
-	the <MCData-ID> element of the <FD-Cancel-List-Entry> list element of the <FileDistribution> element of the <Common> element, indicates the name of an MCData user that is allowed to cancel distribution of files beings sent or waiting to be sent and corresponds to the "DisplayName" element of clause 10.2.22 in 3GPP TS 24.483 [4];
-	the <entry> element of the <TxReleaseList> list element of the <TxRxControl> element of the <Common> element, indicates the name of an MCData user that is allowed to request release of an ongoing transmission and corresponds to the "DisplayName" element of clause 10.2.31 in 3GPP TS 24.483 [4];
-	the <entry> element of the <GroupEmergencyAlert> element of the <Common> element, indicates the name of the MCData group recipient for an MCData emergency Alert and corresponds to the "DisplayName" element of clause 10.2.39 in 3GPP TS 24.483 [4];
-	the <entry> element of the <ImplicitAffiliations> list element of the <OnNetwork> element indicates the name of an MCData group that the MCData user is implicitly affiliated with, and corresponds to the "DisplayName" element of clause 10.2.60 in 3GPP TS 24.483 [4];
-	the <entry> element of the <PresenceStatus> list element of the <OnNetwork> element indicates the name of an MCData user that the configured MCData user is authorised to obtain presence status of, and corresponds to the "DisplayName" element of clause 10.2.65 in 3GPP TS 24.483 [4];
-	the <entry> element of the <RemoteGroupChange> list element of the <OnNetwork> element indicates the name of an MCData user whose selected groups are authorised to be remotely changed by the configured MCData user and corresponds to the "DisplayName" element of clause 10.2.70 in 3GPP TS 24.483 [4];
-	the <entry> element of the <DeliveredDisposition> list element of the <ConversationManagement> element of the <OnNetwork> element, indicates the name of an MCData user who is to be sent a message delivered disposition notification in addition to the message sender, and corresponds to the "DisplayName" element of clause 10.2.83 in 3GPP TS 24.483 [4];
-	the <entry> element of the <ReadDisposition> list element of the <ConversationManagement> element of the <OnNetwork> element, indicates the name of an MCData user who is to be sent a message read disposition notification in addition to the message sender, and corresponds to the "DisplayName" element of clause 10.2.88 in 3GPP TS 24.483 [4]; and
-	the <entry> element of the <One-To-One-EmergencyAlert> element of the <OnNetwork> element indicates the name of the MCData user recipient for an on-network MCData emergency one-to-one alert and corresponds to the "DisplayName" element of clause 10.2.92 in 3GPP TS 24.483 [4].
The "index" attribute is of type "token" and is included within some elements for uniqueness purposes, and does not appear in the user profile configuration managed object specified in 3GPP TS 24.483 [4].
The <Status> element is of type "Boolean" and indicates whether this particular MCData user profile is enabled or disabled and corresponds to the "Status" element of clause 10.2.121 in 3GPP TS 24.483 [4]. When set to "true" this MCData user profile is enabled. When set to "false" this MCData user profile is disabled.
The "user-profile-index" is of type "unsignedByte" and indicates the particular MCData user profile configuration document in the collection and corresponds to the "MCDataUserProfileIndex" element of clause 10.2.8 in 3GPP TS 24.483 [4].
The <ProfileName> element is of type "token" and specifies the name of the MCData user profile configuration document in the MCData user profile XDM collection and corresponds to the "MCDataUserProfileName" element of clause 10.2.9 in 3GPP TS 24.483 [4].
The <Pre-selected-indication> element is of type "mcdataup:empty Type". Presence of the <Pre-selected-indication> element indicates that this particular MCData user profile is designated to be the pre-selected MCData user profile as defined in 3GPP TS 23.282 [24], and corresponds to the "PreSelectedIndication" element of clause 10.2.10 in 3GPP TS 24.483 [4]. Absence of the <Pre-selected-indication> element indicates that this MCData user profile is not designated as the pre-selected MCData user profile within the collection of MCData user profiles for the MCData user or is the only MCData user profile within the collection and is the pre-selected MCData user profile by default.
The "XUI-URI" attribute is of type "anyURI" that contains the XUI of the MCData user for whom this MCData user profile configuration document is intended and does not appear in the user profile configuration managed object specified in 3GPP TS 24.483 [4].
The <ParticipantType> element of the <Common> element is of type "token" and indicates the functional category of the MCData user (e.g., first responder, second responder, dispatch, dispatch supervisor). The <ParticipantType> element corresponds to the "ParticipantType" element of clause 10.2.15 in 3GPP TS 24.483 [4].
The <MissionCriticalOrganization> element of the <Common> element is of type "string" and indicates the name of the mission critical organization the MCData User belongs to. The <MissionCriticalOrganization> element corresponds to the "Organization" element of clause 10.2.16 in 3GPP TS 24.483 [4].
The <MaxData1To1> element of the <TxRxControl> element of the <Common> element is of type "positive integer" and indicates the maximum amount of data (in megabytes) that an MCData user can transmit in a single request during one-to-one communication. The <MaxData1To1> element corresponds to the "MaxData1To1" element of clause 10.2.25 in 3GPP TS 24.483 [4].
The <MaxTime1To1> element of the <TxRxControl> element of the <Common> element is of type "duration" and indicates the maximum amount of time that an MCData user can transmit for in a single request during one-to-one communication. The <MaxTime1To1> element corresponds to the "MaxTime1To1" element of clause 10.2.26 in 3GPP TS 24.483 [4].
The <RelativePresentationPriority> element is of type "nonNegativeInteger" and when it appears in:
-	the <MCDataGroupInfo> element of the <OnNetwork> element, contains an integer value between 0 and 255 indicating the presentation priority of the on-network group relative to other on-network groups and on-network users, and corresponds to the "RelativePresentationPriority" element of clause 10.2.55 in 3GPP TS 24.483 [4]; and
-	the <MCDataGroupInfo> element of the <OffNetwork> element, contains an integer value between 0 and 255 indicating the presentation priority of the off-network group relative to other off-network groups and off-network users, and corresponds to the "RelativePresentationPriority" element of clause 10.2.111 in 3GPP TS 24.483 [4].
The <allow-store-group-comm-in-msgstore> element of the <anyExt> element within the <MCDataGroupInfo> element of the <OnNetwork> element is of type "Boolean" and corresponds to the "AllowStoreGroupCommInMsgstore" element of clause 10.2.55C in 3GPP TS 24.483 [4]. When set to "true", the MCData user is authorised to request an MCData server to store his/her group communication into message store using the procedures defined in 3GPP TS 24.282 [25].
The <MaxAffiliationsN2> element is of type "nonNegativeInteger", indicates the maximum number of MCData groups that the MCData user is authorised to affiliate with, and corresponds to the "MaxAffiliationsN2" element of clause 10.2.71 in 3GPP TS 24.483 [4].
The <HangTime> element of the <MCDataGroupHangTime> element of the <ConversationManagement> element of the <OnNetwork> element is of type "duration", and contains the conversation hang time associated with the configured MCData group, for the MCData user, and corresponds to the "HangTime" element of clause 10.2.78 in 3GPP TS 24.483 [4].
The <MaxSimultaneousEmergencyGroupCalls> element of the <anyExt> element within the <entry> element of the <FunctionalAliasList> list element of the <anyExt> element within the <OnNetwork> element is of type "positiveInteger" and indicates the maximum number of simultaneous MCData emergency group calls for the specific functional alias, and corresponds to the "MaxSimultaneousEmergencyGroupCalls" element of clause 10.2.97B4 in 3GPP TS 24.483 [4].
The <User-Info-ID> element is of type "hexBinary". When the <User-Info-ID> element appears within:
-	the <ProSeUserID-entry> element of the <One-to-One-CommunicationListEntry> element of the <One-To-One-Communication> element of the <Off-Network> element indicates the ProSe "User Info ID" as defined in 3GPP TS 23.303 [18] and 3GPP TS 24.334 [19] of the recipient MCData user for a one-to-one communication and corresponds to the "UserInfoID" element of clause 10.2.16G in 3GPP TS 24.483 [4]; and
-	the <OffNetwork> element, indicates the ProSe "User Info ID" as defined in 3GPP TS 23.303 [18] and 3GPP TS 24.334 [19] of the MCData UE for off-network operation and corresponds to the "UserInfoID" element of clause 10.2.112 in 3GPP TS 24.483 [4].
The "entry-info" attribute is of type "string" and when it appears within:
-	the <entry> element within the <MCDataGroupInitiation> element of the <EmergencyCall> element contained within <MCData-group-call> element indicates to use as the destination address for a group emergency communication:
a)	the MCData user currently selected MCData group, if the "entry-info" attribute has the value of 'UseCurrentlySelectedGroup'; and
b)	the value in the <uri-entry> element within the <entry> element of the <MCDataGroupInitiation> element for an on-network group emergency alert, if the "entry-info" attribute has the value of:
i)	'DedicatedGroup'; or
ii)	'UseCurrentlySelectedGroup' and the MCData user has no currently selected MCData group;
-	the <entry> element within the <MCDataGroupInitiation> element of the <ImminentPerilCall> element contained within <MCData-group-call> element indicates to use as the destination address for a group imminent peril communication:
a)	the MCData user currently selected MCData group, if the "entry-info" attribute has the value of 'UseCurrentlySelectedGroup'; and
b)	the value in the <uri-entry> element within the <entry> element of the <MCDataGroupInitiation> element for an on-network group emergency alert, if the "entry-info" attribute has the value of:
i)	'DedicatedGroup'; or
ii)	'UseCurrentlySelectedGroup' and the MCData user has no currently selected MCData group;
-	the <entry> element within the <GroupEmergencyAlert> element of the <Common> element, it corresponds to the "Usage" element of clause 10.2.40 in 3GPP TS 24.483 [4] and indicates to use as the destination address for a group emergency alert:
a)	the MCData user currently selected MCData group if the "entry-info" attribute has the value of 'UseCurrentlySelectedGroup'; and
b)	the value in the <uri-entry> element within the <entry> element of the <GroupEmergencyAlert> element for an on-network group emergency alert, if the "entry-info" attribute has the value of:
i)	'DedicatedGroup'; or
ii)	'UseCurrentlySelectedGroup' and the MCData user has no currently selected MCData group;
-	the <entry> element within the <One-To-One-EmergencyAlert> element of the <OnNetwork> element, it corresponds to the "Usage" element of clause 10.2.93 in 3GPP TS 24.483 [4] and indicates to use as the destination address for on-network one-to-one emergency alert:
a)	the MCData ID of an MCData user that is selected by the MCData user if the "entry-info" attribute has the value of 'LocallyDetermined'; and
b)	the value in the <uri-entry> element within the <entry> element of the <One-To-One-EmergencyAlert> element, if the "entry-info" attribute has the value of:
i)	'UsePreConfigured'; or
ii)	'LocallyDetermined' and the MCData user has no currently selected MCData user; and
-	the <entry> element of the <MCDataPrivateRecipient> element of the <EmergencyCall> element, contained within the <One-to-One-Communication> element of the <Common> element or contained within the <IncomingOne-to-OneCommunicationList> list element of the <anyExt> element of the <OnNetwork> element, indicates to use as the destination address for the recipient MCData user of an MCData emergency one‑to‑one communication. 
The <LocationCriteriaForActivation> element within the <anyExt> element of the <entry> element within the <FunctionalAliasList> list element of the <anyExt> element of the <OnNetwork> element indicates the geographical area changes that trigger the functional alias activation. It corresponds to the "LocationCriteriaForActivation" element of clause 10.2.97B3B in 3GPP TS 24.483 [4] and consists of the following sub-elements:
-	<EnterSpecificArea> element is of type "mcdataup:GeographicalAreaType". It is an optional element indicating a geographical area which when entered triggers the functional alias activation. The <EnterSpecificArea> element has the following sub-elements:
a)	<PolygonArea>, an optional element specifying the area as a polygon specified in clause 5.2 in 3GPP TS 23.032 [31];
b)	<EllipsoidArcArea>, an optional element specifying the area as an Ellipsoid Arc specified in clause 5.7 in 3GPP TS 23.032 [31];
c)	<Speed>, an optional element specifying the horizontal speed of the device specified in clause 8 in 3GPP TS 23.032 [31]; and
d)	<Heading>, an optional element specifying the bearing of the device specified in clause 8 in 3GPP TS 23.032 [31];
-	<ExitSpecificArea> element is of type "mcdataup:GeographicalAreaType". It is an optional element indicating a geographical area which when exited triggers the functional alias activation and has the same sub-elements as <EnterSpecificArea>.
The <LocationCriteriaForDeactivation> element within the <anyExt> element of the <entry> element within the <FunctionalAliasList> list element of the <anyExt> element of the <OnNetwork> element indicates the geographical area changes that trigger the functional alias deactivation. It corresponds to the "LocationCriteriaForDeactivation" element of clause 10.2.97B3C in 3GPP TS 24.483 [4] and consists of the following sub-elements:
-	<EnterSpecificArea> element is of type "mcdataup:GeographicalAreaType". It is an optional element specifying a geographical area which when entered triggers the functional alias deactivation; 
-	<ExitSpecificArea> element is of type "mcdataup:GeographicalAreaType". It is an optional element specifying a geographical area which when exited triggers the functional alias deactivation.
The <manual-deactivation-not-allowed-if-location-criteria-met> element within the <anyExt> element of the <entry> element within the <FunctionalAliasList> list element of the <anyExt> element of the <OnNetwork> element is of type "Boolean" and corresponds to the "ManualDeactivationNotAllowedIfLocationCriteriaMet" element of clause 10.2.97B3D in 3GPP TS 24.483 [4]. When set to "true" the MCData user is not allowed to deactivate the functional alias while the location criteria for activation are met.
The <RulesForAffiliation> element within the <entry> element within the <MCDataGroupInfo> element of the <OnNetwork> element indicates upon a change in geographical area or a change in functional alias activation status to the MCData client to evaluate the rules. If for any rule any location criteria is fulfilled and any functional alias criteria is fulfilled the MCData client triggers the group affiliation. It corresponds to the "RulesForAffiliation" element of clause 10.2.55A in 3GPP TS 24.483 [4] and consists of the following sub-elements:
-	<ListOfLocationCriteria> element is of type "mcdataup:GeographicalAreaChangeType". It is an optional element indicating the location related criteria of a rule. The <ListOfLocationCriteria> element has the following sub-elements:
a)	<EnterSpecificArea> element is of type "mcdataup:GeographicalAreaType". It is an optional element indicating a geographical area which when entered triggers the evaluation of the rules. If any rule is fulfilled it triggers the group affiliation. The <EnterSpecificArea> element has the following sub-elements:
i)	<PolygonArea>, an optional element specifying the area as a polygon specified in clause 5.2 in 3GPP TS 23.032 [31];
ii)	<EllipsoidArcArea>, an optional element specifying the area as an Ellipsoid Arc specified in clause 5.7 in 3GPP TS 23.032 [31];.
iii)	a <Speed> element specifying the horizontal speed of the device as specified in clause 8 in 3GPP TS 23.032 [31] that has the following sub-elements:
A)	<MinimumSpeed> is of type "unsignedShort", indicates the minimum speed that is considered in the evaluation of a rule for a specific area that would trigger affiliation and corresponds to the "MinimumSpeed" element of clause 10.2.55A19 in 3GPP TS 24.483 [4]; and
B)	<MaximumSpeed> is of type "unsignedShort", indicates the maximum speed that is considered in the evaluation of a rule for a specific area that would trigger affiliation and corresponds to the "MaximumSpeed" element of clause 10.2.55A20 in 3GPP TS 24.483 [4]; and
iv)	a <Heading> element specifying the bearing of the device as specified in clause 8 in 3GPP TS 23.032 [31] that has the following sub-elements:
A)	<MinimumHeading> is of type "unsignedShort", indicates the minimum heading that is considered in the evaluation of a rule for a specific area that would trigger affiliation and corresponds to the "MinimumHeading" element of clause 10.2.55A22 in 3GPP TS 24.483 [4]; and
B)	<MaximumHeading> is of type "unsignedShort", indicates the minimum maximum heading that is considered in the evaluation of a rule for a specific area that would trigger affiliation and corresponds to the "MaximumHeading" element of clause 10.2.55A23 in 3GPP TS 24.483 [4]; and
b)	<ExitSpecificArea> element is of type "mcdataup: GeographicalAreaType". It is an optional element indicating a geographical area which when exited triggers the evaluation of the rules. If any rule is fulfilled it triggers the group affiliation. The <ExitSpecificArea> element has the following sub-elements:
i)	<PolygonArea>, an optional element specifying the area as a polygon specified in clause 5.2 in 3GPP TS 23.032 [31];
ii)	<EllipsoidArcArea>, an optional element specifying the area as an Ellipsoid Arc specified in clause 5.7 in 3GPP TS 23.032 [31];
iii)	a <Speed> element specifying the horizontal speed of the device as specified in clause 8 in 3GPP TS 23.032 [31] that has the following sub-elements:
A)	<MinimumSpeed> is of type "unsignedShort", indicates the minimum speed that is considered in the evaluation of a rule for a specific area that would trigger affiliation and corresponds to the "MinimumSpeed" element of clause 10.2.55A39 in 3GPP TS 24.483 [4]; and
B)	<MaximumSpeed> is of type "unsignedShort", indicates the maximum speed that is considered in the evaluation of a rule for a specific area that would trigger affiliation and corresponds to the "MaximumSpeed" element of clause 10.2.55A40 in 3GPP TS 24.483 [4]; and
iv)	a <Heading> element specifying the bearing of the device as specified in clause 8 in 3GPP TS 23.032 [31] that has the following sub-elements:
A)	<MinimumHeading> is of type "unsignedShort", indicates the minimum heading that is considered in the evaluation of a rule for a specific area that would trigger affiliation and corresponds to the "MinimumHeading" element of clause 10.2.55A42 in 3GPP TS 24.483 [4]; and
B)	<MaximumHeading> is of type "unsignedShort", indicates the minimum maximum heading that is considered in the evaluation of a rule for a specific area that would trigger affiliation and corresponds to the "MaximumHeading" element of clause 10.2.55A43 in 3GPP TS 24.483 [4]; and
-	<ListOfActiveFunctionalAliasCriteria> containing one or more <entry> elements containg the <FunctionalAlias> element containing a functional alias whose activation or deactivation triggers evaluation of the rules and corresponds to the "FunctionalAlias" element of clause 10.2.55A47 in 3GPP TS 24.483 [4].
The <RulesForDeaffiliation> element within the <entry> element within the <MCDataGroupInfo> element of the <OnNetwork> element indicates upon a change in geographical area or a change in functional alias activation status to the MCData client to evaluate the rules. If for any rule any location criteria is fulfilled and any functional alias criteria is fulfilled the MCData client triggers the group affiliation. It corresponds to the "RulesForDeaffiliation" element of clause 10.2.55B in 3GPP TS 24.483 [4] and consists of the following sub-elements:
-	<ListOfLocationCriteria> element is of type "mcdataup:GeographicalAreaChangeType". It is an optional element indicating the location related criteria of a rule. The <ListOfLocationCriteria> element has the following sub-elements:
a)	<EnterSpecificArea> element is of type "mcdataup:GeographicalAreaType". It is an optional element indicating a geographical area which when entered triggers the evaluation of the rules. If any rule is fulfilled it triggers the group affiliation. The <EnterSpecificArea> element has the following sub-elements:
i)	<PolygonArea>, an optional element specifying the area as a polygon specified in clause 5.2 in 3GPP TS 23.032 [31];
ii)	<EllipsoidArcArea>, an optional element specifying the area as an Ellipsoid Arc specified in clause 5.7 in 3GPP TS 23.032 [31];
iii)	a <Speed> element specifying the horizontal speed of the device as specified in clause 8 in 3GPP TS 23.032 [31] that has the following sub-elements:
A)	<MinimumSpeed> is of type "unsignedShort", indicates the minimum speed that is considered in the evaluation of a rule for a specific area that would trigger affiliation and corresponds to the "MinimumSpeed" element of clause 10.2.55B19 in 3GPP TS 24.483 [4]; and
B)	<MaximumSpeed> is of type "unsignedShort", indicates the maximum speed that is considered in the evaluation of a rule for a specific area that would trigger affiliation and corresponds to the "MaximumSpeed" element of clause 10.2.55B20 in 3GPP TS 24.483 [4]; and.
iv)	a <Heading> element specifying the horizontal speed of the device as specified in clause 8 in 3GPP TS 23.032 [31] that has the following sub-elements:
A)	<MinimumHeading> is of type "unsignedShort", indicates the minimum heading that is considered in the evaluation of a rule for a specific area that would trigger affiliation and corresponds to the "MinimumHeading" element of clause 10.2.55B22 in 3GPP TS 24.483 [4]; and
B)	<MaximumHeading> is of type "unsignedShort", indicates the maximum heading that is considered in the evaluation of a rule for a specific area that would trigger affiliation and corresponds to the "MaximumHeading" element of clause 10.2.55B23 in 3GPP TS 24.483 [4]; and
b)	<ExitSpecificArea> element is of type "mcdataup:GeographicalAreaType". It is an optional element indicating a geographical area which when exited triggers the evaluation of the rules. If any rule is fulfilled it triggers the group affiliation. The <ExitSpecificArea> element has the following sub-elements:
i)	<PolygonArea>, an optional element specifying the area as a polygon specified in clause 5.2 in 3GPP TS 23.032 [31];
ii)	<EllipsoidArcArea>, an optional element specifying the area as an Ellipsoid Arc specified in clause 5.7 in 3GPP TS 23.032 [31];
iii)	a <Speed> element specifying the horizontal speed of the device as specified in clause 8 in 3GPP TS 23.032 [31] that has the following sub-elements:
A)	<MinimumSpeed> is of type "unsignedShort", indicates the minimum speed that is considered in the evaluation of a rule for a specific area that would trigger affiliation and corresponds to the "MinimumSpeed" element of clause 10.2.55B39 in 3GPP TS 24.483 [4]; and
B)	<MaximumSpeed> is of type "unsignedShort", indicates the maximum speed that is considered in the evaluation of a rule for a specific area that would trigger affiliation and corresponds to the "MaximumSpeed" element of clause 10.2.55B40 in 3GPP TS 24.483 [4]; and
iv)	a <Heading> element specifying the horizontal speed of the device as specified in clause 8 in 3GPP TS 23.032 [31] that has the following sub-elements:
A)	<MinimumHeading> is of type "unsignedShort", indicates the minimum heading that is considered in the evaluation of a rule for a specific area that would trigger affiliation and corresponds to the "MinimumHeading" element of clause 10.2.55B42 in 3GPP TS 24.483 [4]; and
B)	<MaximumHeading> is of type "unsignedShort", indicates the maximum heading that is considered in the evaluation of a rule for a specific area that would trigger affiliation and corresponds to the "MaximumHeading" element of clause 10.2.55B43 in 3GPP TS 24.483 [4]; and
-	<ListOfActiveFunctionalAliasCriteria> containing one or more <entry> elements containg the <FunctionalAlias> element containing a functional alias whose activation or deactivation triggers evaluation of the rules and corresponds to the "FunctionalAlias" element of clause 10.2.55B47 in 3GPP TS 24.483 [4].
The <manual-deaffiliation-not-allowed-if-affiliation-rules-are-met> element within the <MCDataGroupList> element of the <OnNetwork> element is of type "Boolean" and corresponds to the "ManualDeaffiliationNotAllowedIfAffiliationRulesAreMet" element of clause 10.2.55B48 in 3GPP TS 24.483 [4]. When set to "true" the MCData user is not allowed to deaffiliate from the group if the rules for affiliation are met.
The <anyExt> can be included with the following elements:
a)	an <MCDataContentServerURI> element:
i)	set to the value of the absolute URI associated with media storage function of the MCData content server, and corresponds to the "MCDataContentServerURI" element of clause 10.2.97A in 3GPP TS 24.483 [4]; and
[bookmark: _Hlk40207646]b)	a <MessageStoreHostname> element:
i)	set to the value of the hostname identifying the message store function, and corresponds to the "MessageStoreHostname" element of clause 10.2.97E in 3GPP TS 24.483 [4].
The <user-max-simultaneous-authorizations> element of the <anyExt> element contained in the <OnNetwork> element is of type "positiveInteger" and indicates the maximum allowed number of simultaneous service authorizations for the MCData user.
The <allow-create-delete-user-alias> element is of type Boolean, as specified in table 10.3.2.7-1, and corresponds to the "AuthorisedAlias" element of clause 10.2.14 in 3GPP TS 24.483 [4].
Table 10.3.2.7-1: Values of <allow-create-delete-user-alias>
	"true"
	indicates that the MCData user is locally authorised to create or delete aliases of an MCData user and its associated user profiles.

	"false"
	indicates that the MCData user is not locally authorised to create or delete aliases of an MCData user and its associated user profiles.



The <allow-create-group-broadcast-group> element is of type Boolean, as specified in table 10.3.2.7-2, and corresponds to the "Authorised" element of clause 10.2.33 in 3GPP TS 24.483 [4].
Table 10.3.2.7-2: Values of <allow-create-group-broadcast-group>
	"true"
	indicates that the MCData user is locally authorised to send a request to create a group-broadcast group according to the procedures of 3GPP TS 24.481 [5].

	"false"
	Indicates that the MCData user is not locally authorised to send a request to create a group-broadcast group according to the procedures of 3GPP TS 24.481 [5].



The <allow-create-user-broadcast-group> element is of type Boolean, as specified in table 10.3.2.7-3, and corresponds to the "Authorised" element of clause 10.2.35 in 3GPP TS 24.483 [4].
Table 10.3.2.7-3: Values of <allow-create-user-broadcast-group>
	"true"
	indicates that the MCData user is locally authorised to send a request to create a user-broadcast group according to the procedures of 3GPP TS 24.481 [5].

	"false"
	Indicates that the MCData user is not locally authorised to send a request to create a user-broadcast group according to the procedures of 3GPP TS 24.481 [5].



The <allow-transmit-data> element is of type Boolean, as specified in table 10.3.2.7-4, and corresponds to the "AuthorisedTransmit" element of clause 10.2.24 in 3GPP TS 24.483 [4].
Table 10.3.2.7-4: Values of <allow-transmit-data>
	"true"
	indicates that the MCData user is permitted to transmit data.

	"false"
	indicates that the MCData user is not permitted to transmit data.



The <allow-request-affiliated-groups> element is of type Boolean, as specified in table 10.3.2.7-5, and does not appear in the user profile configuration managed object specified in 3GPP TS 24.483 [4].
Table 10.3.2.7-5: Values of <allow-request-affiliated-groups>
	"true"
	Instructs the MCData server performing the originating participating MCData function for the MCData user, that the MCData user is authorised to request the list of MCData groups to which a specified MCData user is affiliated.

	"false"
	Instructs the MCData server performing the originating participating MCData function for the MCData user, that the MCData user is not authorised to request the list of MCData groups to which the a specified MCData user is affiliated.



The <allow-request-to-affiliate-other-users> element is of type Boolean, as specified in table 10.3.2.7-6, and does not appear in the MCData user profile configuration managed object specified in 3GPP TS 24.483 [4].
Table 10.3.2.7-6: Values of <allow-request-to-affiliate-other-users>
	"true"
	Instructs the MCData server performing the originating participating MCData function for the MCData user, that the MCData user is authorised to request specified MCData user(s) to be affiliated to/deaffiliated from specified MCData group(s).

	"false"
	instructs the MCData server performing the originating participating MCData function for the MCData user, that the MCData user is not authorised to request specified MCData user(s) to be affiliated to/deaffiliated from specified MCData group(s).



The <allow-recommend-to-affiliate-other-users> element is of type Boolean, as specified in table 10.3.2.7-7, and does not appear in the MCData user profile configuration managed object specified in 3GPP TS 24.483 [4].
Table 10.3.2.7-7: Values of <allow-recommend-to-affiliate-other-users>
	"true"
	Instructs the MCData server performing the originating participating MCData function for the MCData user, that the MCData user is authorised to recommend to specified MCData user(s) to affiliate to specified MCData group(s).

	"false"
	instructs the MCData server performing the originating participating MCData function for the MCData user, that the MCData user is not authorised to recommend to specified MCData user(s) to affiliate to specified MCData group(s).



The <allow-regroup> element is of type Boolean, as specified in table 10.3.2.7-8, and corresponds to the "AllowedRegroup" element of clause 10.2.94 in 3GPP TS 24.483 [4].
Table 10.3.2.7-8: Values of <allow-regroup>
	"true"
	instructs the MCData server performing the originating participating MCData function for the MCData user, that the MCData user is locally authorised to send a dynamic regrouping request according to the procedures defined in 3GPP TS 24.481 [5].

	"false"
	instructs the MCData server performing the participating MCData function for the MCData user, that the MCData user is not locally authorised to send a dynamic regrouping request according to the procedures defined in 3GPP TS 24.481 [5].



The <allow-presence-status> element is of type Boolean, as specified in table 10.3.2.7-9, and corresponds to the "AllowedPresenceStatus" element of clause 10.2.95 in 3GPP TS 24.483 [4].
Table 10.3.2.7-9: Values of <allow-presence-status>
	"true"
	indicates to the MCData user that their presence on the network is available.

	"false"
	indicates to the MCData user that their presence on the network is not available



The <allow-request-presence> element is of type Boolean, as specified in table 10.3.2.7-10, and corresponds to the "AllowedPresence" element of clause 10.2.96 in 3GPP TS 24.483 [4].
Table 10.3.2.7-10: Values of <allow-request-presence>
	"true"
	indicates that the MCData user is locally authorised to request whether a particular MCData User is present on the network.

	"false"
	indicates that the MCData user is not locally authorised to request whether a particular MCData User is present on the network.



The <allow-activate-emergency-alert> element is of type Boolean, as specified in table 10.3.2.7-11, and corresponds to the "AllowedActivateAlert" element of clause 10.2.41 in 3GPP TS 24.483 [4].
Table 10.3.2.7-11: Values of <allow-activate-emergency-alert>
	"true"
	instructs the MCData server performing the originating participating MCData function for the MCData user, that the MCData user is authorised to activate an emergency alert using the procedures defined in 3GPP TS 24.282 [25].

	"false"
	instructs the MCData server performing the originating participating MCData function for the MCData user, that the MCData user is not authorised to activate an emergency alert using the procedures defined in 3GPP TS 24.282 [25].



The <allow-cancel-emergency-alert> element is of type Boolean, as specified in table 10.3.2.7-12, and corresponds to the "AllowedCancelAlert" element of clause 10.2.42 in 3GPP TS 24.483 [4].
Table 10.3.2.7-12: Values of <allow-cancel-emergency-alert>
	"true"
	instructs the MCData server performing the originating participating MCData function for the MCData user, that the MCData user is authorised to cancel an emergency alert using the procedures defined in 3GPP TS 24.282 [25].

	"false"
	instructs the MCData server performing the originating participating MCData function for the MCData user, that the MCData user is not authorised to cancel an emergency alert using the procedures defined in 3GPP TS 24.282 [25].



The <allow-cancel-emergency-alert-any-user> element is of type Boolean, as specified in table 10.3.2.7-13, and does not appear in the MCData user profile configuration managed object specified in 3GPP TS 24.483 [4].
Table 10.3.2.7-13: Values of <allow-cancel-emergency-alert-any-user>
	"true"
	instructs the MCData server performing the originating participating MCData function for the MCData user, that the MCData user is authorised to cancel any on-network emergency alert on any MCData UE of any user, using the procedures defined in 3GPP TS 24.282 [25].

	"false"
	instructs the MCData server performing the originating participating MCData function for the MCData user, that the MCData user is not authorised to cancel any on-network emergency alert on any MCData UE of any user, using the procedures defined in 3GPP TS 24.282 [25].



The <allow-enable-disable-user> element is of type Boolean, as specified in table 10.3.2.7-14, and does not appear in the MCData user profile configuration managed object specified in 3GPP TS 24.483 [4].
Table 10.3.2.7-14: Values of <allow-enable-disable-user>
	"true"
	indicates that the MCData user is locally authorised to enable/disable other MCData users from receiving MCData service.

	"false"
	indicates that the MCData user is not locally authorised to enable/disable other MCData users from receiving MCData service.



The <allow-enable-disable-UE> element is of type Boolean, as specified in table 10.3.2.7-15, and does not appear in the MCData user profile configuration managed object specified in 3GPP TS 24.483 [4].
Table 10.3.2.7-15: Values of <allow-enable-disable-UE>
	"true"
	indicates that the MCData user is locally authorised to enable/disable other MCData UEs from receiving MCData service.

	"false"
	indicates that the MCData user is not locally authorised to enable/disable other MCData UEs from receiving MCData service.



The <allow-off-network-manual-switch> element is of type Boolean, as specified in table 10.3.2.7-16, and corresponds to the "AllowedManualSwitch" element of clause 10.2.97 in 3GPP TS 24.483 [4].
Table 10.3.2.7-16: Values of <allow-off-network-manual-switch>
	"true"
	instructs the MCData server performing the originating participating MCData function for the MCData user, that the MCData user is authorised for manual switch to off-network operation while in on-network, using the procedures defined in 3GPP TS 24.282 [25].

	"false"
	instructs the MCData server performing the originating participating MCData function for the MCData user, that the MCData user is not authorised for manual switch to off-network operation while in on-network, using the procedures defined in 3GPP TS 24.282 [25].



The <allow-off-network> element is of type Boolean, as specified in table 10.3.2.7-17, and corresponds to the "Authorised" element of clause 10.2.99 in 3GPP TS 24.483 [4].
Table 10.3.2.7-17: Values of <allow-off-network>
	"true"
	Indicates that the MCData user is authorised for off-network operation using the procedures defined in 3GPP TS 24.282 [25].

	"false"
	Indicates that the MCData user is not authorised for off-network operation using the procedures defined in 3GPP TS 24.282 [25].



The <allow-query-functional-alias-other-user> element is of type Boolean, as specified in table 10.3.2.7-18, and corresponds to the "AllowedQueryFunctionalAliasOtherUser" element of clause 10.2.97C in 3GPP TS 24.483 [4].
Table 10.3.2.7-18: Values of <allow-query-functional-alias-other-user>
	"true"
	instructs the MCData server performing the participating MCData function for the MCData user, that the MCData user is authorised to query the functional alias(es) activated by another MCData user using the procedures defined in 3GPP TS 24.282 [25].

	"false"
	instructs the MCData server performing the participating MCData function for the MCData user, that the MCData user is not authorised to query the functional alias(es) activated by another MCData user using the procedures defined in 3GPP TS 24.282 [25].



The <allow-takeover-functional-alias-other-user> element is of type Boolean, as specified in table 10.3.2.7-19, and corresponds to the "AllowedTakeoverFunctionalAliasOtherUser" element of clause 10.2.97D in 3GPP TS 24.483 [4].
Table 10.3.2.7-19: Values of <allow-takeover-functional-alias-other-user>
	"true"
	instructs the MCData server performing the participating MCData function for the MCData user, that the MCData user is authorised to take over the functional alias(es) previously activated by another MCData user using the procedures defined in 3GPP TS 24.282 [25].

	"false"
	instructs the MCData server performing the participating MCData function for the MCData user, that the MCData user is not authorised to take over the functional alias(es) previously activated by another MCData user using the procedures defined in 3GPP TS 24.282 [25].



[bookmark: _Hlk42201249]The <allow-one-to-one-communication-from-any-user> element is of type Boolean, as specified in table 10.3.2.7-20, and corresponds to the "AuthorisedIncomingAny" element of clause 10.2.97B in 3GPP TS 24.483 [4].
Table 10.3.2.7-20: Values of <allow-one-to-one-communication-from-any-user>
	"true"
	instructs the MCData server performing the terminating participating MCData function for the MCData user, that the MCData user is authorised to receive one-to-one communication from any MCData user. The <IncomingOne-to-OneCommunicationList> element, if present, shall be ignored. 

	"false"
	instructs the MCData server performing the terminating participating MCData function for the MCData user, that the MCData user is not authorised to receive one-to-one communication from any MCData user. The recipient is constrained to communications initiated by MCData users identified within the elements of the <IncomingOne-to-OneCommunicationList> element, based on the procedures defined in 3GPP TS 24.282 [25]. This shall be the default value taken in the absence of the element.



The <allow-functional-alias-binding-with-group> element is of type Boolean, as specified in table 10.3.2.7-21, and corresponds to the "AllowedFunctionalAliasGroupBinding" element of clause 10.2.97H in 3GPP TS 24.483 [4].
Table 10.3.2.7-21: Values of <allow-functional-alias-binding-with-group>
	"true"
	instructs the originating participating MCData function, serving the MCData user, that the MCData user is authorised to request the binding of a particular functional alias with a group or list of groups using the procedures defined in 3GPP TS 24.282 [25].

	"false"
	instructs the originating participating MCData function, serving the MCData user, that the MCData user is not authorised to request the binding of a particular functional alias with a group or list of groups and reject such requests using the procedures defined in 3GPP TS 24.282 [25].



The <allow-store-comms-in-msgstore> element is of type Boolean, as specified in table 10.3.2.7-22, and corresponds to the "AllowStoreCommsInMsgstore" element of clause 10.2.97I in 3GPP TS 24.483 [4]. The <allow-store-comms-in-msgstore> element is the top level control parameter which decides if a user's communications will be stored in the message store or not. 
Table 10.3.2.7-22: Values of <allow-store-comms-in-msgstore>
	"true"
	indicates that the MCData user is authorised to store, or the participating MCData function to store, the MCData user communications in the message store using the procedures defined in 3GPP TS 24.282 [25].

	"false"
	indicates that the MCData user is not authorised to store, or the participating MCData function to store, the MCData user communications in the message store using the procedures defined in 3GPP TS 24.282 [25].



The <allow-store-private-comms-in-msgstore> element is of type Boolean, as specified in table 10.3.2.7-23, and corresponds to the "AllowStorePrivateCommsInMsgstore" element of clause 10.2.97J in 3GPP TS 24.483 [4]. The <allow-store-private-comms-in-msgstore> element is the second level control parameter which decides if a user is authorized to request for storing the private communications in the message store or not.
Table 10.3.2.7-23: Values of <allow-store-private-comms-in-msgstore>
	"true"
	indicates that the MCData user is authorised to store, or request the participating MCData function to store, the MCData user private communications into message store using the procedures defined in 3GPP TS 24.282 [25].

	"false"
	indicates that the MCData user is not authorised to store, or request the participating MCData function to store, the MCData user private communications into message store using the procedures defined in 3GPP TS 24.282 [25].



The <allow-emergency-private-call> element is of type Boolean, as specified in table 10.3.2.7-24, and corresponds to the "AllowedEmergencyPrivateCall" element of clause 10.2.42A in 3GPP TS 24.483 [4].
Table 10.3.2.7-24: Values of <allow-emergency-private-call>
	"true"
	indicates that the MCData user is authorised to initiate an emergency one-to-one communication or upgrade a normal priority one-to-one communication using the procedures defined in 3GPP TS 24.282 [25].

	"false"
	indicates that the MCData user is not authorised to initiate an emergency one-to-one communication or upgrade a normal priority one-to-one communication using the procedures defined in 3GPP TS 24.282 [25].



The <allow-cancel-private-emergency-call> element is of type Boolean, as specified in table 10.3.2.7-25, and corresponds to the "AllowedCancelEmergencyPrivateCall" element of clause 10.2.42B in 3GPP TS 24.483 [4].
Table 10.3.2.7-25: Values of <allow-cancel-private-emergency-call>
	"true"
	indicates that the MCData user is authorised to downgrade an emergency one-to-one communication to a normal priority one-to-one communication, using the procedures defined in 3GPP TS 24.282 [25].

	"false"
	indicates that the MCData user is not authorised to downgrade an emergency one-to-one communication to a normal priority one-to-one communication, using the procedures defined in 3GPP TS 24.282 [25].



* * * * * * NEXT CHANGE * * * * * *
[bookmark: _Toc20212499][bookmark: _Toc27731854][bookmark: _Toc36127632][bookmark: _Toc45214738][bookmark: _Toc51937877][bookmark: _Toc51938186][bookmark: _Toc92291373][bookmark: _Toc131284547]A.2.1	CMC creating a MCPTT user profile configuration document on behalf of MCPTT user
Figure A.2.1-1 shows a flow for a system administrator using configuration management client CMC-1 creating an MCPTT user profile configuration document on a configuration management server CMS-1 which then uploads it to the MCPTT user database. 
CMC-1 serves the system administrator (user1@example.com). The CMC-1 is configured with the CMSXCAPRootURI/MissionCriticalOrg/MCO-12345/.
In the example below the MCPTT user profile configuration document is mcptt-user-profile-0.xml and is created on behalf of user2@example.com (MCPTT ID sip:user2@example.com) who has an alias of "Officer 12345".
The XUI of the document is the owner of the document (user1@example.com).
The document contains a single user profile for user2@example.com (Default Duty Shift Profile of Officer 12345).
The user profile configures user2@example.com to be allowed to place private calls to three users (user1@example.com, user3@example.com and user4@example.com). 
The user profile is configured to allow making an emergency group call to MCPTTGroupEmergency@example.com and is alowed to have up to two simultaneous group calls. The user is allowed to place an emergency private call to user1@example.com.
The user profile is configured to allow making an imminent peril call to MCPTTGroupEmergency@example.com The user is allowed to place an Emergency Alert to user1@example.com.
The user profile is configured to allow making on network group calls to four groups (MCPTTGroup-A@example.com, MCPTTGroup-B@example.com, MCPTTGroup-C@example.com and MCPTTGroup-D@example.com).
The user is allowed to affiliate to a maximum of three groups and is implicitly affiliated to MCPTTGroup-A@example.com and MCPTTGroup-B@example.com. The maximum number of simultaneous transmissions with a group is limited to one.
The user profile is configured to allow making off network group calls to two groups (MCPTTGroup-A@example.com, and MCPTTGroup-B@example.com).
The hostname of CMS-1 is cms1.example.com.


Figure A.2.1-1: CMC-1 creating a MCPTT user profile configuration document on CMS-1 which is uploaded to the MCPTT user database
The details of the flows are as follows:
1)	CMC-1 sends an HTTP PUT request shown in table A.2.1-1 to the CMS-1.
Table A.2.1-1: HTTP PUT request
	PUT /MissionCriticalOrg/MCO-12345/org.3gpp.mcptt.user-profile/users/sip:User2@example.com/mcptt-user-profile-0.xml HTTP/1.1
Host: cms1.example.com
Content-Type: application/org.3gpp.mcptt.user-profile+xml; charset="utf-8"
Authorization: Bearer eyJhbGciOiJSUzI1NiJ9.eyJtY3B0dF9pZCI6ImFsaWNlQG9yZy5jb20iLCJleHAiOjE0NTM1MDYxMjEsInNjb3BlIjpbIm9wZW5pZCIsIjNncHA6bWNwdHQ6cHR0X3NlcnZlciJdLCJjbGllbnRfaWQiOiJtY3B0dF9jbGllbnQifQ.XYIqai4YKSZCKRNMLipGC_5nV4BE79IJpvjexWjIqqcqiEx6AmHHIRo0mhcxeCESrXei9krom9e8Goxr_hgF3szvgbwl8JRbFuv97XgepDLjEq4jL3Cbu41Q9b0WdXAdFmeEbiB8wo_xggiGwv6IDR1b3TgAAsdjkRxSK4ctIKPaOJSRmM7MKMcKhIug3BEkSC9-aXBTSIv5fAGN-ShDbPvHycBpjzKWXBvMIR5PaCg-9fwjELXZXdRwz8C6JbRM8aqzhdt4CVhQ3-Arip-S9CKd0tu-qhHfF2rvJDRlg8ZBiihdPH8mJs-qpTFep_1-kON3mL0_g54xVmlMwN0XQA


<?xml version="1.0" encoding="UTF-8"?>

<mcptt-user-profile user-profile-index="0" XUI-URI="sip:User1@example.com" xsi:schemaLocation="urn:3gpp:mcptt:user-profile:1.0 mcptt-user-profile.xsd" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance" xmlns="urn:3gpp:mcptt:user-profile:1.0" xmlns:cp="urn:ietf:params:xml:ns:common-policy">
  <Name xml:lang="en-GB">Default Duty Shift Profile of Officer 12345</Name>
  <Status>true</Status>
  <ProfileName xml:lang="en-GB">Default Duty Shift Profile of Officer 12345</ProfileName>
  <Pre-selected-indication/>
  <Common index="0">
    <UserAlias>
      <alias-entryindex="0" xml:lang="en-GB">Officer 12345</alias-entry>
      <anyExt/>
    </UserAlias>
    <MCPTTUserID>
      <uri-entry>sip:user2@example.com</uri-entry>
      <display-name xml:lang="en-GB">User 2</display-name>
      <anyExt/>
    </MCPTTUserID>
    <PrivateCall>
      <PrivateCallList index="0">
        <PrivateCallURI index="0">
          <uri-entry>sip:user1@example.com</uri-entry>
          <display-name xml:lang="en-GB">User 1</display-name>
          <anyExt/>
        </PrivateCallURI>
        <PrivateCallURI index="1">
          <uri-entry>sip:user3@example.com</uri-entry>
          <display-name xml:lang="en-GB">User 3</display-name>
          <anyExt/>
        </PrivateCallURI>
        <PrivateCallURI index="2">
          <uri-entry>sip:user4@example.com</uri-entry>
          <display-name xml:lang="en-GB">User 4</display-name>
          <anyExt/>
        </PrivateCallURI>
        <PrivateCallProSeUser index="0">
          <DiscoveryGroupID>123abc87</DiscoveryGroupID>
          <User-Info-ID>1234afcd5521</User-Info-ID>
          <anyExt/>
        </PrivateCallProSeUser>
        <PrivateCallProSeUser index="1">
          <DiscoveryGroupID>123abd01</DiscoveryGroupID>
          <User-Info-ID>1234afcd4567</User-Info-ID>
          <anyExt/>
        </PrivateCallProSeUser>
        <PrivateCallProSeUser index="2">
          <DiscoveryGroupID>123abc84</DiscoveryGroupID>
          <User-Info-ID>1234afcd591f</User-Info-ID>
          <anyExt/>
        </PrivateCallProSeUser>
        <anyExt>
          <PrivateCallKMSURI>
            <PrivateCallKMSURI>
              <uri-entry>https://KMS.example.com</uri-entry>
              <anyExt/>
            </PrivateCallKMSURI>
          </PrivateCallKMSURI>
        </anyExt>
      </PrivateCallList>
      <EmergencyCall>
        <MCPTTPrivateRecipient>
          <entry entry-info="UsePreConfigured" index="0">
            <uri-entry>sip:user1@example.com</uri-entry>
            <display-name>User 1</display-name>
            <anyExt/>
          </entry>
          <ProSeUserID-entry index="0">
            <DiscoveryGroupID>123abc87</DiscoveryGroupID>
            <User-Info-ID>1234afcd5521</User-Info-ID>
            <anyExt />
          </ProSeUserID-entry>
          <anyExt/>
        </MCPTTPrivateRecipient>
      </EmergencyCall>
      <anyExt/>
    </PrivateCall>
    <MCPTT-group-call>
      <MaxSimultaneousCallsN6>3</MaxSimultaneousCallsN6>
      <EmergencyCall>
        <MCPTTGroupInitiation>
          <entry entry-info="DedicatedGroup" index="0">
            <uri-entry>sip:MCPTTGroupEmergency@example.com</uri-entry>
            <display-name>Emergency MCPTT Group</display-name>
            <anyExt/>
          </entry>
        </MCPTTGroupInitiation>
      </EmergencyCall>
      <ImminentPerilCall>
        <MCPTTGroupInitiation>
          <entry entry-info="DedicatedGroup" index="0">
            <uri-entry>sip:MCPTTGroupEmergency@example.com</uri-entry>
            <display-name>Emergency MCPTT Group</display-name>
            <anyExt/>
          </entry>
        </MCPTTGroupInitiation>
        <anyExt/>
      </ImminentPerilCall>
      <EmergencyAlert>
        <entry entry-info="UsePreConfigured" index="0">
          <uri-entry>sip:user1@example.com</uri-entry>
          <display-name>User 1</display-name>
          <anyExt/>
        </entry>
        <anyExt/>
      </EmergencyAlert>
      <Priority>56</Priority>
      <anyExt/>
    </MCPTT-group-call>
    <ParticipantType>First Responder</ParticipantType>
    <MissionCriticalOrganization>Gotham PD</MissionCriticalOrganization>
    <anyExt/>
  </Common>
  <OnNetwork index="0">
    <MCPTTGroupInfo xml:lang="en-GB" index="0">
      <entry index="0">
        <uri-entry>sip:MCPTTGroup-A@example.com</uri-entry>
        <display-name xml:lang="en-GB">MCPTT Group A</display-name>
        <anyExt/>
      </entry>
      <entry index="1">
        <uri-entry>sip:MCPTTGroup-B@example.com</uri-entry>
        <display-name xml:lang="en-GB">MCPTT Group B</display-name>
        <anyExt/>
      </entry>
      <entry index="2">
        <uri-entry>sip:MCPTTGroup-C@example.com</uri-entry>
        <display-name xml:lang="en-GB">MCPTT Group C</display-name>
        <anyExt/>
      </entry>
      <entry index="3">
        <uri-entry>sip:MCPTTGroup-D@example.com</uri-entry>
        <display-name xml:lang="en-GB">MCPTT Group D</display-name>
        <anyExt/>
      </entry>
      <anyExt/>
    </MCPTTGroupInfo>
    <MaxAffiliationsN2>3</MaxAffiliationsN2>
    <ImplicitAffiliations xml:lang="en-GB" index="0">
      <entry index="0">
        <uri-entry>sip:MCPTTGroup-A@example.com</uri-entry>
        <display-name xml:lang="en-GB">MCPTT Group A</display-name>
        <anyExt/>
      </entry>
      <entry index="1">
        <uri-entry>sip:MCPTTGroup-B@example.com</uri-entry>
        <display-name xml:lang="en-GB">MCPTT Group B</display-name>
        <anyExt/>
      </entry>
      <anyExt/>
    </ImplicitAffiliations>
    <MaxSimultaneousTransmissionsN7>1</MaxSimultaneousTransmissionsN7>
    <PrivateEmergencyAlert>
      <entry entry-info="UsePreConfigured" index="0">
        <uri-entry>sip:user1@example.com</uri-entry>
        <display-name xml:lang="en-GB">User 1</display-name>
        <anyExt/>
      </entry>
    </PrivateEmergencyAlert>
    <anyExt>
      <RemoteGroupSelectionURIList>
        <entry index="0">
          <uri-entry>sip:user3@example.com</uri-entry>
          <display-name xml:lang="en-GB">User 3</display-name>
          <anyExt/>
        </entry>
        <anyExt/>
      </RemoteGroupSelectionURIList>
      <GroupServerInfo>
        <GMS-Serv-Id index="0">
          <entry index="0">
            <uri-entry>https://GMS.example.com</uri-entry>
            <anyExt/>
          </entry>
          <anyExt/>
        </GMS-Serv-Id>
        <IDMS-token-endpoint index="0">
          <entry index=0>
            <uri-entry>https://IDMS.example.com</uri-entry>
            <anyExt/>
          </entry>
          <anyExt/>
        </IDMS-token-endpoint>
        <KMS-URI index="0">
          <entry index="0">
            <uri-entry>https://KMS.example.com</uri-entry>
            <anyExt/>
          </entry>
          <anyExt/>
        </KMS-URI>
        <anyExt/>
      </GroupServerInfo>
    </anyExt>
  </OnNetwork>
  <OffNetwork index="0">
    <MCPTTGroupInfo index="0">
      <entry entry-info="DedicatedGroup" index="0">
        <uri-entry>sip:MCPTTGroup-A@example.com</uri-entry>
        <display-name xml:lang="en-GB">MCPTT Group A</display-name>
        <anyExt/>
      </entry>
      <entry entry-info="DedicatedGroup" index="1">
        <uri-entry>sip:MCPTTGroup-B@example.com</uri-entry>
        <display-name xml:lang="en-GB">MCPTT Group B</display-name>
        <anyExt/>
      </entry>
    </MCPTTGroupInfo>
    <User-Info-ID>5ff37ab2c103</User-Info-ID>
    <anyExt>
      <OffNetworkGroupServerInfo>
        <GMS-Serv-Id index="0">
          <entry index="0">
            <uri-entry>https://GMS.example.com</uri-entry>
            <anyExt/>
          </entry>
          <anyExt/>
        </GMS-Serv-Id>
        <IDMS-token-endpoint index="0">
          <entry index="0">
            <uri-entry>https://IDMS.example.com</uri-entry>
            <anyExt/>
          </entry>
          <anyExt/>
        </IDMS-token-endpoint>
        <KMS-URI index="0">
          <entry index="0">
            <uri-entry>https://KMS.example.com</uri-entry>
            <anyExt/>
          </entry>
          <anyExt/>
        </KMS-URI>
        <anyExt/>
      </OffNetworkGroupServerInfo>
    </anyExt>
  </OffNetwork>
  <cp:ruleset>
    <cp:rule id="f3g44r0">
      <cp:conditions>
        <identity>
          <one id="sip:user2@example.com"/>
        </identity>
      </cp:conditions>
      <cp:actions>
        <allow-presence-status>false</allow-presence-status>
        <allow-request-presence>false</allow-request-presence>
        <allow-query-availability-for-private-calls>false</allow-query-availability-for-private-calls>
        <allow-enable-disable-user>false</allow-enable-disable-user>
        <allow-enable-disable-UE>false</allow-enable-disable-UE>
        <allow-create-delete-user-alias>false</allow-create-delete-user-alias>
        <allow-private-call>true</allow-private-call>
        <allow-manual-commencement>true</allow-manual-commencement>
        <allow-automatic-commencement>true</allow-automatic-commencement>
        <allow-force-auto-answer>false</allow-force-auto-answer>
        <allow-failure-restriction>false</allow-failure-restriction>
        <allow-emergency-group-call>true</allow-emergency-group-call>
        <allow-emergency-private-call>true</allow-emergency-private-call>
        <allow-cancel-group-emergency>true</allow-cancel-group-emergency>
        <allow-cancel-private-emergency-call>true</allow-cancel-private-emergency-call>
        <allow-imminent-peril-call>true</allow-imminent-peril-call>
        <allow-cancel-imminent-peril>true</allow-cancel-imminent-peril>
        <allow-activate-emergency-alert>true</allow-activate-emergency-alert>
        <allow-cancel-emergency-alert>true</allow-cancel-emergency-alert>
        <allow-offnetwork>true</allow-offnetwork>
        <allow-imminent-peril-change>true</allow-imminent-peril-change>
        <allow-private-call-media-protection>true</allow-private-call-media-protection>
        <allow-private-call-floor-control-protection>true</allow-private-call-floor-control-protection>
        <allow-request-affiliated-groups>true</allow-request-affiliated-groups>
        <allow-request-to-affiliate-other-users>false</allow-request-to-affiliate-other-users>
        <allow-recommend-to-affiliate-other-users>false</allow-recommend-to-affiliate-other-users>
        <allow-private-call-to-any-user>false</allow-private-call-to-any-user>
        <allow-regroup>true</allow-regroup>
        <allow-private-call-participation>true</allow-private-call-participation>
        <allow-override-of-transmission>false</allow-override-of-transmission>
        <allow-listen-both-overriding-and-overridden>false</allow-listen-both-overriding-and-overridden>
        <allow-transmit-during-override>false</allow-transmit-during-override>
        <allow-off-network-group-call-change-to-emergency>true</allow-off-network-group-call-change-to-emergency>
        <allow-revoke-transmit>false</allow-revoke-transmit>
        <allow-create-group-broadcast-group>false</allow-create-group-broadcast-group>
        <allow-create-user-broadcast-group>false</allow-create-user-broadcast-group>
        <anyExt>
          <allow-request-private-call-call-back>false</allow-request-private-call-call-back>
          <allow-cancel-private-call-call-back>false</allow-cancel-private-call-call-back>
          <allow-request-remote-initiated-ambient-listening>false</allow-request-remote-initiated-ambient-listening>
          <allow-request-locally-initiated-ambient-listening>false</allow-request-locally-initiated-ambient-listening>
          <allow-request-first-to-answer-call>true</allow-request-first-to-answer-call>
          <allow-request-remote-init-private-call>true</allow-request-remote-init-private-call>
          <allow-request-remote-init-group-call>true</allow-request-remote-init-group-call>
        </anyExt>
      </cp:actions>
      <cp:transformations/>
    </cp:rule>
  </cp:ruleset>
  <anyExt/>
</mcptt-user-profile>



2)	CMS-1 authenticates User1using the access token in the authorization header field and creates the MCPTT user profile configuration document so that it is accessible using the XCAP URI http://MissionCriticalOrg/MCO-12345/sip:User2@example.com/mcptt-user-profile-0.xml and then uploads the document to the MCPTT user database (see 3GPP TS 29.283 [7]). 
3)	Once CMS-1 receives confirmation from the MCPTT user database that the new MCPTT user profile document is stored then the CMS-1 sends a HTTP 201 (Created) response to indicate that the creation was successful.
* * * * * * END OF CHANGES * * * * * *
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