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[bookmark: _Toc99178846][bookmark: _Toc99178850][bookmark: _Toc101529354][bookmark: _Toc114864185][bookmark: _Toc124423791]* * * First Change * * * *
[bookmark: _Toc123645618]6.2.4.2.1	SNRM client HTTP procedure
In order to initiate the network assisted QoS management for UE comminications, the SNRM-C shall send an HTTP POST request message according to procedures specified in IETF RFC 7231 [7]. In the HTTP POST request message, the SNRM-C:
a)	shall set the Request-URI to the URI identifying the SNRM-S;
b)	shall include an Accept header field set to "application/vnd.3gpp.seal-network-QoS-management-info+xml";
c)	shall include a Content-Type header field set to "application/vnd.3gpp.seal-network-QoS-management-info +xml"; and
d)	shall include an application/vnd.3gpp.seal-network-QoS-management-info+xml MIME body with the <network-QoS-management-info> root element including the <QoS-management-initiation-request> element which:
1)	shall include a <VAL-ue-id> element set to the identity or IP address of the SNRM-C acting as the VAL UE and performing the request;
[bookmark: _Hlk83818745]2)	shall include a <VAL-ue-list> element with one or more <VAL-ue-id> child elements set to the identities of the VAL UEs which are nodes for the end-to-end application within the VAL service, for which the end-to-end QoS management applies;
3)	may include a <VAL-service-id> element set to the VAL service identity of the VAL application;
4)	may include <end-to-end-QoS-requirements> element set to the QoS requirements for latency, throughput, reliability and jitter for the VAL application for the end-to-end session;
5)	may include a <service-area> element set to the geographical area or topological area where an end-to-end QoS management request applies; and
6)	may include a <validity-period> element set to the period of time during which an end-to-end requirement is valid.

* * * Next Change * * * *
[bookmark: _Toc123645619]6.2.4.2.2	SNRM server HTTP procedure
Upon receipt an HTTP POST request from the SNRM-C for the network assisted QoS management for UE communications, the SNRM-S shall determine the identity of the sender as specified in clause 6.2.1.1 to confirm whether the sender is authorized or not. If:
a)	the sender is not an authorized user, the SNRM-S shall respond with an HTTP 403 (Forbidden) response message and avoid the rest of steps; or
b)	the sender is an authorized user, the SNRM-S:
[bookmark: _Hlk84925859][bookmark: _Hlk83750313][bookmark: _Hlk83750338][bookmark: _Hlk84925786]1)	shall initiate the network assisted QoS management for the communications between the SNRM-C acting as the VAL UE and is identified by the value of the <VAL-ue-id> element with SNRM-Cs of the VAL UEs with the identities listed as values in the <VAL-ue-list> element for the VAL service, identified by the value of the  <VAL-service-id > element by using the values for the <end-to-end-QoS-requirements> element, <service-area> element and <validity-period> element from the HTTP POST request message; and
2)	shall send an HTTP 200 (OK) response message according to procedures specified in IETF RFC 7231 [15], where the HTTP 200 (OK) response message:
i)	shall set the Request-URI to the URI identifying the SNRM-S;
ii)	shall include a Content-Type header field set to "application/vnd.3gpp.seal-network-QoS-management-info +xml"; and
iii)	shall include an application/vnd.3gpp.seal-network-QoS-management-info+xml MIME body with the <network-QoS-management-info> root element including the <QoS-management-initiation-response> element which:
A)	shall include a <result> element set to the outcome of the end-to-end QoS management response which indicates either a success or a failure; and
B)	may include a <QoS-configuration> element set to QoS downgrade reported by the SNRM-C or for QoS change requested by SNRM-S.

* * * Next Change * * * *
[bookmark: _Toc123645623][bookmark: _Hlk106984226]6.2.4.3.1	SNRM client HTTP procedure
[bookmark: _Hlk106984235]In order to provision the network assisted QoS management for UE communications, the SNRM-C shall send an HTTP POST request message according to procedures specified in IETF RFC 7231 [15]. In the HTTP POST request message, the SNRM-C:
a)	shall set the Request-URI to the URI identifying the SNRM-S;
b)	shall include an Accept header field set to "application/vnd.3gpp.seal-network-QoS-management-info+xml";
c)	shall include a Content-Type header field set to "application/vnd.3gpp.seal-network-QoS-management-info +xml";
d)	shall include an application/vnd.3gpp.seal-network-QoS-management-info+xml MIME body and with the <network-QoS-management-info> root element including the <QoS-management-provision-request> element which:
1)	shall include a <VAL-ue-id> element set to the identity of the SNRM-C acting as the VAL UE and performing the request; and
2)	may include <QoS-downgrade-report> element set to the report indicating a QoS downgrade of the end-to-end QoS parameters (latency, throughput, reliability and jitter) which may be reported based on QoS configuration parameter from the end-to-end QoS management response.

* * * Next Change * * * *
[bookmark: _Toc123645624]6.2.4.3.2	SNRM server HTTP procedure
Upon receipt an HTTP POST request from the SNRM-C for provisioning the network assisted QoS management for UE communications, the SNRM-S shall determine the identity of the sender as specified in clause 6.2.1.1 to confirm whether the sender is authorized or not. If:
a)	the sender is not an authorized user, the SNRM-S shall respond with an HTTP 403 (Forbidden) response message and avoid the rest of steps; or
b)	the sender is an authorized user, the SNRM-S:
[bookmark: _Hlk84925996]1)	shall provision the network assisted QoS management for SNRM-C acting as the VAL UE and is identified by the value of the <VAL-ue-id> element by using the value for <QoS-downgrade-report> element from the HTTP POST request message; and
2)	shall send an HTTP 200 (OK) response message according to procedures specified in IETF RFC 7231 [15], where the HTTP 200 (OK) response message:
i)	shall set the Request-URI to the URI identifying the SNRM-S;
ii)	shall include a Content-Type header field set to "application/vnd.3gpp.seal-network-QoS-management-info +xml"; and
iii)	shall include an application/vnd.3gpp.seal-network-QoS-management-info+xml MIME body with the <network-QoS-management-info> root element including the <QoS-management-provision-response> element which:
A)	shall include a <server- id> element set to the identity of the VAL server; and
B)	shall include a <requested-QoS-parameters> element set to change request for the end-to-end QoS management, imposed by the VAL server on one or more VAL UEs, engaged in a network-assisted communication.

* * * Next Change * * * *
[bookmark: _Toc123645647]7.6	MIME types
The MIME type for the VALInfo document shall be "application/vnd.3gpp.seal-info+xml MIME body".
The MIME type for the UnicastInfo document shall be "application/vnd.3gpp.seal-unicast-info+xml MIME body".
The MIME type for the MBMSInfo document shall be "application/vnd.3gpp.seal-mbms-usage-info+xml MIME body".
The MIME type for the NetworkQoSManagementInfo document shall be "application/vnd.3gpp.seal-network-QoS-management-info+xml MIME body".

* * * Next Change * * * *
[bookmark: _Toc123645652]7.7.4	IANA registration template for NetworkQoSManagementInfo
Your Name:
<MCC name>
Your Email Address:
<MCC email address>
Media Type Name:
Application
Subtype name:
application/vnd.3gpp.seal-network-QoS-management-info +xml
Required parameters:
None
Optional parameters:
"charset"	the parameter has identical semantics to the charset parameter of the "application/xml" media type as specified in section 9.1 of IETF RFC 7303.
Encoding considerations:
binary.
Security considerations:
Same as general security considerations for application/xml media type as specified in section 9.1 of IETF RFC 7303. In addition, this media type provides a format for exchanging information in SIP or in HTTP, so the security considerations from IETF RFC 3261 apply while exchanging information in SIP and the security considerations from IETF RFC 7231 apply while exchanging information in HTTP.
The information transported in this media type does not include active or executable content.
Mechanisms for privacy and integrity protection of protocol parameters exist. Those mechanisms as well as authentication and further security mechanisms are described in 3GPP TS 24.229.
This media type does not include provisions for directives that institute actions on a recipient's files or other resources.
This media type does not include provisions for directives that institute actions that, while not directly harmful to the recipient, may result in disclosure of information that either facilitates a subsequent attack or else violates a recipient's privacy in any way.
This media type does not employ compression.
Interoperability considerations:
Same as general interoperability considerations for application/xml media type as specified in section 9.1 of IETF RFC 7303. Any unknown XML elements and any unknown XML attributes are to be ignored by recipient of the MIME body.
Published specification:
3GPP TS 24.548 "Network Resource Management - Service Enabler Architecture Layer for Verticals (SEAL); Protocol specification" version 16.3.0, available via http://www.3gpp.org/specs/numbering.htm.
Applications which use this media type:
Applications supporting the SEAL network resource management as described in the published specification.
Fragment identifier considerations:
The handling in section 5 of IETF RFC 7303 applies.
Restrictions on usage:
None
Provisional registration? (standards tree only):
N/A
Additional information:
1.	Deprecated alias names for this type: none
2.	Magic number(s): none
3.	File extension(s): none
4.	Macintosh File Type Code(s): none
5.	Object Identifier(s) or OID(s): none
Intended usage:
Common
Person to contact for further information:
-	Name: <MCC name>
-	Email: <MCC email address>
-	Author/Change controller:
i)	Author: 3GPP CT1 Working Group/3GPP_TSG_CT_WG1@LIST.ETSI.ORG
ii)	Change controller: <MCC name>/<MCC email address>
* * * End of Changes * * * *

