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* * * * Start of changes * * * *
[bookmark: _Toc28012039][bookmark: _Toc34122889][bookmark: _Toc36037839][bookmark: _Toc38875220][bookmark: _Toc43191699][bookmark: _Toc45133093][bookmark: _Toc51316597][bookmark: _Toc51761777][bookmark: _Toc56674754][bookmark: _Toc56675145][bookmark: _Toc59016131][bookmark: _Toc63167729][bookmark: _Toc66262237][bookmark: _Toc68166743][bookmark: _Toc73537860][bookmark: _Toc75351736][bookmark: _Toc83231545][bookmark: _Toc85534840][bookmark: _Toc88559303][bookmark: _Toc114209934][bookmark: _Toc129246284][bookmark: _Toc129246851][bookmark: _Toc88559326][bookmark: _Toc114209957][bookmark: _Toc129246307][bookmark: _Toc129246874][bookmark: _Toc85534863][bookmark: _Toc28012215][bookmark: _Toc34123068][bookmark: _Toc36038018][bookmark: _Toc38875400][bookmark: _Toc43191881][bookmark: _Toc45133276][bookmark: _Toc51316780][bookmark: _Toc51761960][bookmark: _Toc56674947][bookmark: _Toc56675338][bookmark: _Toc59016324][bookmark: _Toc63167922][bookmark: _Toc66262432][bookmark: _Toc68166938][bookmark: _Toc73538056][bookmark: _Toc75351932][bookmark: _Toc83231742][bookmark: _Toc85535047][bookmark: _Toc88559510][bookmark: _Toc114210140][bookmark: _Toc129246491][bookmark: _Toc129247058]4.2.2.1	General
The Npcf_SMPolicyControl_Create service operation provides means for the SMF to request the creation of a corresponding SM Policy Association with PCF.
The Session Management procedures of the SMF and related policies are defined in 3GPP TS 23.501 [2], 3GPP TS 23.502 [3] and 3GPP TS 23.503 [6].
The following procedures using the Npcf_SMPolicyControl_Create service operation are supported:
-	Request the creation of a corresponding SM Policy Association with the PCF.
-	Provisioning of PCC rules.
-	Provisioning of policy control request triggers.
-	Provisioning of charging related information for a PDU session.
-	Provisioning of revalidation time.
-	Policy provisioning and enforcement of authorized AMBR per PDU session.
-	Policy provisioning and enforcement of authorized default QoS.
-	Provisioning of PCC rule for Application Detection and Control.
-	3GPP PS Data Off Support.
-	IMS Emergency Session Support.
-	Request Usage Monitoring Control.
-	Access Network Charging Identifier report.
-	Request for the successful resource allocation notification.
-	Provisioning of IP Index Information.
-	Negotiation of the QoS flow for IMS signalling.
-	PCF resource cleanup.
-	Access traffic steering, switching and splitting support.
-	DNN Selection Mode Support.
-	Detection of the SM Policy Association enabling Time Sensitive Communications, Time Synchronization and Deterministic Networking.
-	Support of Dual Connectivity end to end redundant User Plane paths.
-	User Plane Remote Provisioning of UE SNPN Credentials in Onboarding Network.
-	Network slice related data rate policy control.
-	Request of Presence Reporting Area Change Report.
-	Support of Network Slice Usage Control.
When the EMDBV feature defined in clause 5.8 is supported by both the PCF and the SMF, the PCF shall use the extMaxDataBurstVol attribute instead of the maxDataBurstVol attribute to signal maximum data burst volume values higher than 4095 Bytes.
When the EMDBV feature is supported by the PCF but not supported by the SMF and the PCF needs to signal maximum data burst volume values higher than 4095 Bytes, the PCF shall use the maxDataBurstVol attribute set to 4095 Bytes.
For values lower than or equal to 4095 Bytes, the PCF shall use the maxDataBurstVol attribute.
NOTE:	Maximum data burst volume values are sent by the PCF in responses to the SMF or in an SM Policy Association Update request i.e. after feature negotiation, so the PCF knows whether the SMF supports the EMDBV feature.
* * * * Next changes * * * *
4.2.2.23	Network slice usage control
At the reception of a Npcf_SMPolicyControl_Create request, if the "XXX" feature is supported, the PCF may check whether the S-NSSAI to which the received request relates is subject to network slice usage control. If it is the case, the PCF may provision in the Npcf_SMPolicyControl_Create response the PDU session inactivity timer within the "pduSessInactivTimer" attribute of the SmPolicyDecision data structure, as specified in clause 5.15.15.3 of 3GPP TS 23.501 [2].
[bookmark: _Toc129246339][bookmark: _Toc129246906]Editor's Note:	The complete definition of network slice usage control is FFS and pending stage 2 progress.
Editor's Note:	The name of the new feature on network slice usage control is FFS.
* * * * Next changes * * * *
[bookmark: _Toc28012059][bookmark: _Toc34122911][bookmark: _Toc36037861][bookmark: _Toc38875242][bookmark: _Toc43191721][bookmark: _Toc45133115][bookmark: _Toc51316619][bookmark: _Toc51761799][bookmark: _Toc56674776][bookmark: _Toc56675167][bookmark: _Toc59016153][bookmark: _Toc63167751][bookmark: _Toc66262260][bookmark: _Toc68166766][bookmark: _Toc73537883][bookmark: _Toc75351759][bookmark: _Toc83231568][bookmark: _Toc85534865][bookmark: _Toc88559328][bookmark: _Toc114209959][bookmark: _Toc129246309][bookmark: _Toc129246876]4.2.3.1	General
The UpdateNotify service operation provides updated Session Management related policies to the NF service consumer (SMF) or triggers the deletion of the context of SM related policies. The POST method is used for both update and terminate operations.
The following procedures using the Npcf_SMPolicyControl_UpdateNotify service operation are supported:
-	PCF initiated update of the policies associated with a PDU session.
-	PCF initiated deletion of the SM Policy Association of a PDU session.
-	Provisioning of PCC rules.
-	Provisioning of policy control request triggers.
-	Provisioning of revalidation time.
-	Policy provisioning and enforcement of the authorized AMBR per PDU session.
-	Policy provisioning and enforcement of the authorized default QoS.
-	Provisioning of PCC rules for Application Detection and Control.
-	3GPP PS Data Off Support.
-	IMS Emergency Session Support.
-	Request Access Network Information.
-	Request Usage Monitoring Control.
-	Request for the result of PCC rule removal.
-	Access Network Charging Identifier request.
-	Request successful resource allocation notifications.
-	IMS Restoration Support.
-	P-CSCF Restoration Enhancement Support.
-	Access traffic steering, switching and splitting support.
-	Policy provisioning and enforcement of AF session with required QoS.
-	Forwarding of TSC user plane node management information and port management information received from the TSN AF or TSCTSF.
-	Provisioning of TSCAI input information and TSC QoS related data.
-	Policy provisioning of QoS Monitoring to assist URLLC Service.
-	Policy decision and condition data error handling.
-	Network slice related data rate policy control.
-	Request of Presence Reporting Area Change Report.
-	PCC Rule Error Report.
-	Session Rule Error Report.
-	Support of Network Slice Usage Control.
* * * * Next changes * * * *
4.2.3.28	Network slice usage control
When a PCF-initiated change of the SM policies shall be provisioned via the Npcf_SMPolicyControl_UpdateNotify service operation and the "XXX" feature is supported, the PCF may check whether the concerned S-NSSAI is subject to network slice usage control. If it is the case, the PCF may provision/update/remove in the Npcf_SMPolicyControl_UpdateNotify request the PDU session inactivity timer within the "pduSessInactivTimer" attribute of the SmPolicyDecision data structure provided within the "smPolicyDecision" attribute of the SmPolicyNotification data structure.
[bookmark: _Toc88559391][bookmark: _Toc114210022][bookmark: _Toc129246372][bookmark: _Toc129246939]Editor's Note:	The complete definition of network slice usage control is FFS and pending stage 2 progress.
Editor's Note:	The name of the new feature on network slice usage control is FFS.
* * * * Next changes * * * *
[bookmark: _Toc28012086][bookmark: _Toc34122938][bookmark: _Toc36037888][bookmark: _Toc38875270][bookmark: _Toc43191750][bookmark: _Toc45133144][bookmark: _Toc51316648][bookmark: _Toc51761828][bookmark: _Toc56674807][bookmark: _Toc56675198][bookmark: _Toc59016184][bookmark: _Toc63167782][bookmark: _Toc66262291][bookmark: _Toc68166797][bookmark: _Toc73537914][bookmark: _Toc75351790][bookmark: _Toc83231599][bookmark: _Toc85534897][bookmark: _Toc88559360][bookmark: _Toc114209991][bookmark: _Toc129246341][bookmark: _Toc129246908]4.2.4.1	General
The Npcf_SMPolicyControl_Update service operation provides means for the NF service consumer to inform the PCF that a policy control request trigger condition has been met and for the PCF to inform the NF service consumer of any resulting update of the Session Management related policies.
The following procedures using the Npcf_SMPolicyControl_Update service operation are supported:
-	Provisioning of PCC rules.
-	Provisioning of policy control request triggers.
-	Request the policy based on revalidation time.
-	Policy provisioning and enforcement of authorized AMBR per PDU session.
-	Policy provisioning and enforcement of authorized default QoS.
-	Application detection information reporting.
-	Indication of QoS Flow Termination Implications.
-	3GPP PS Data Off Support.
-	Request and report Access Network Information.
-	Request Usage Monitoring Control and report Accumulated Usage.
-	Ipv6 Multi-homing support.
-	Request and report the result of PCC rule removal.
-	Access Network Charging Identifier Request and report.
-	Request and report the successful resource allocation notification.
-	Negotiation of the QoS flow for IMS signalling.
-	Notification about Service Data Flow QoS target enforcement.
-	Request the termination of SM Policy association.
-	Reporting of TSC user plane node management information and port management information.
-	QoS Monitoring Report.
-	Policy decision and condition data error handling.
-	Request the policy after DDN failure events.
-	Network slice related data rate policy control.
-	Presence Reporting Area Information Report.
-	PCC Rule Error Report.
-	Session Rule Error Report.
-	UE initiates a resource modification support.
-	Trace Control.
-	Support of Network Slice Usage Control.
* * * * Next changes * * * *
4.2.4.29	Network slice usage control
At the reception of a Npcf_SMPolicyControl_Update request, if the "XXX" feature is supported, the PCF may check whether the S-NSSAI to which the received request relates is subject to network slice usage control. If it is the case, the PCF may provision/update/remove in the Npcf_SMPolicyControl_Update response the PDU session inactivity timer within the "pduSessInactivTimer" attribute of the SmPolicyDecision data structure.
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Editor's Note:	The name of the new feature on network slice usage control is FFS.
* * * * Next changes * * * *
4.2.6.1	General
Policy Decisions are provided from the PCF to the NF service consumer (SMF) as part of the following service operations:
-	the Npcf_SMPolicyControl_Create Service Operation described in clause 4.2.2;
-	the SM Policy Association Notification request as part of the Npcf_SMPolicyControl_UpdateNotify Service Operation as described in clause 4.2.3.2; and
-	the Npcf_SMPolicyControl_Update service operation as described in clause 4.2.4
Policy decisions shall be encoded within the SmPolicyDecision data structure defined in clause 5.6.2.4
Policy decisions may include:
-	Session Rule(s), as described in clause 4.1.4.3, encoded within the "sessRules" attribute;
-	PCC Rule(s), as described in clause 4.1.4.2, encoded within the "pccRules" attribute;
-	QoS decision(s), as described in clause 4.1.4.4.3, which can be referenced from PCC rule(s), encoded within the "qosDecs" attribute;
-	Charging decision(s), as described in clause 4.1.4.4.4, which can be referenced from PCC rule(s), encoded within the "chgDecs" attribute;
-	Traffic control decision(s), as described in clause 4.1.4.4.2, which can be referenced from PCC rule(s), encoded within the "traffContDecs" attribute;
-	Usage monitoring control decision(s), as described in clause 4.1.4.4.5, which can be referenced from PCC rule(s) and session rule(s), encoded within the "umDecs" attribute;
-	QoS monitoring decision, as described in clause 4.1.4.4.6, which can be referenced from PCC rule(s), encoded within the "qosMonDecs" attribute;
-	Condition(s) that can be referenced from PCC rule(s) and session rule(s), encoded within the "conds" attribute;
-	QoS characteristics for non-standard 5QIs and non-preconfigured 5QIs provided within the "qosChars" attribute;
-	A reflective QoS timer;
-	Policy control request triggers and applicable additional information, e.g. Revalidation Time, PRA information;
-	Last requested rule data;
-	Last requested usage data;
-	Default charging method of the PDU session;
-	"PDU Session with offline charging only" indication;
-	Charging information;
-	P-CSCF Restoration Indication;
-	IP index information;
-	Presence Reporting Area information;
-	TSC user plane node management information;
-	port management information for the DS-TT port;
-	port management information for the NW-TT port;
-	The request of the PDU session termination;
-	Usage of QoS flow;
-	Redundant PDU session indication;. and
-	the PDU session inactivity timer for network slice usage control, if the "XXX" feature is supported.
Editor's Note:	The complete definition of network slice usage control is FFS and pending stage 2 progress.
Editor's Note:	The name of the new feature on network slice usage control is FFS.
For the Npcf_SMPolicyControl_Create Service Operation, the SmPolicyDecision data structure shall contain a full description of all policy decision(s) provided by the PCF for the policy association.
For the Npcf_SMPolicyControl_UpdateNotify service operation for the SM Policy Association Notification request and for the Npcf_SMPolicyControl_Update service operation, the SmPolicyDecision data structure shall contain a description of the changes to the policy decision(s) with respect to the last provided policy decision(s) for the corresponding policy association. The redundant PDU session indication, the default charging method of the PDU session, the "PDU Session with offline charging only" indication, the charging information, the Reflective QoS Timer and the IP index information shall not be updated by the PCF.
If no other rule is defined for specific data types within the SmPolicyDecision data structure, the encoding of changes of the policy decision(s) in the SmPolicyDecision data structure shall follow the following principles:
1)	To modify an attribute with a value of type map (e.g. the "sessRules" attribute, the "pccRules" attribute, the "qosDecs" attribute, the "traffContDecs" attribute, the "umDecs" attribute, the "conds" attribute, etc.), this attribute shall be provided with a value containing a map with entries according to the following principles:
-	A new entry of the map shall be added by supplying a new identifier (e.g. rule / decision identifier) as the key and the corresponding structured data type instance (e.g. PCC rule) with the complete content as the value.
-	An existing entry of the map shall be modified by supplying the existing identifier as the key and the corresponding structured data type instance as the value, with the same existing identifier (e.g. set the "qosId" to the same existing QoS data decision identifier), which shall describe the modifications following bullets 1 to 6.
-	An existing entry of the map shall be deleted by supplying the existing identifier as the key and "NULL" as the value.
-	For an unmodified entry of the map, no entry needs to be provided within the map.
2)	To modify an attribute with a structured data type instance as the value, the attribute shall be provided with a value containing a structured data type instance with entries according to bullets 1 to 6.
3)	To modify an attribute with another type than map or structured data type as the value, the attribute shall be provided with a complete representation of its value, which shall replace the previous value.
[bookmark: _Hlk514929639]4)	To create an attribute of any type, the attribute shall be provided with a complete representation of its value.
5)	To delete an attribute of any type, the attribute shall be provided with "NULL" as the value.
NOTE 1:	Attributes that are allowed to be deleted need to be marked as "nullable" within the OpenAPI file in Annex A.
6)	Attributes that are not added, modified or deleted do not need to be provided.
NOTE 2:	In the related data structures, no attribute can be marked as mandatory except the attribute containing the identifier (e.g. rule / decision identifier).
The PCF shall not remove a provisioned policy decision data or condition data from the SMF when the associated reference(s) from the PCC rule(s) or session rule(s) are still valid except the usage montoring data referred by the pre-defined PCC rule(s) (see clause 4.2.6.5.3.2 for further information). If the PCF determines that the policy decision or condition data shall be used for future PCC or session rule(s), the PCF may keep a policy decision data or condition data valid when the PCF removes all the PCC rule or session rule(s) referring to that policy decision data or condition data; otherwise the PCF shall remove the provisioned policy decision data or condition data when the PCF removes all the PCC or session rule(s) referring to the policy decision data or condition data.
When the NF service consumer (SMF) accepts the notification of policy updates, and/or when after receiving the response to the request of policies the SM Policy association is retained in the NF service consumer (SMF), if the installation/activation of one or more new PCC rule(s) or the installation of one or more session rule(s) (i.e. rules which were not previously successfully installed) fails, although the failed PCC rule(s) or session rule(s) are removed, the policy decision and/or condition data which are referred by the failed PCC rule(s) or session rule(s) may remain applicable in the SMF until the PCF removes them. If the PCF determines that the policy decision or condition data that remain applicable shall be used for future PCC or session rule(s) (e.g. because the PCF reattempts to install the failed PCC rule) the PCF may keep these policy decision data or condition data valid; otherwise the PCF shall immediately remove these policy data or condition data from the SMF.
NOTE 3:	Due to internal policies, the SMF could decide to remove the policy decision and/or condition data not referred by any PCC and/or session rule(s) before the PCF decides to remove them. When the PCF decides to remove the policy decision and/or condition data that were silently removed by the SMF, the SMF accepts the removal indication, as specified in clauses 4.2.3.26 and 4.2.4.26. When the PCF decides to reuse the policy decision and/or condition data that were silently removed by the SMF, the SMF reports PCC and/or session rule error as specified in clauses 4.2.3.16, 4.2.4.15, 4.2.3.20 and 4.2.4.21.
NOTE 4:	When the PCF notification of policy updates is rejected as specified in clauses 4.2.3.16 and 4.2.3.20 with a HTTP "400 Bad Request" status code, the whole update is rejected, including the provided policy decision and/or condition data. When the SMF reports PCC and/or session rule(s) error as specified in clauses 4.2.4.15 and 4.2.4.21 for all the provisioned PCC rule and/or session rule(s), the valid policy decision and/or condition data provided in the corresponding update response can remain valid in the SMF until the PCF removes them.
The error handling for the policy decision and/or condition data which are not referred by any PCC rule and/or session rule stored at the SMF is defined in clause 4.2.3.26 and 4.2.4.26.
* * * * Next changes * * * *
[bookmark: _Toc28012199][bookmark: _Toc34123052][bookmark: _Toc36038002][bookmark: _Toc38875384][bookmark: _Toc43191865][bookmark: _Toc45133260][bookmark: _Toc51316764][bookmark: _Toc51761944][bookmark: _Toc56674931][bookmark: _Toc56675322][bookmark: _Toc59016308][bookmark: _Toc63167906][bookmark: _Toc66262416][bookmark: _Toc68166922][bookmark: _Toc73538040][bookmark: _Toc75351916][bookmark: _Toc83231726][bookmark: _Toc85535031][bookmark: _Toc88559494][bookmark: _Toc114210124][bookmark: _Toc129246475][bookmark: _Toc129247042]5.3.3.4.3.2	Operation Definition
This custom operation updates an individual SM Policy resource in the PCF.
This operation shall support the request data structures specified in table 5.3.3.4.3.2-1 and the response data structure and response codes specified in table 5.3.3.4.3.2-2.
Table 5.3.3.4.3.2-1: Data structures supported by the POST Request Body on this resource
	Data type
	P
	Cardinality
	Description

	SmPolicyUpdateContextData 
	M
	1
	Parameters to be sent by the NF service consumer when the individual SM policy is updated. It indicates the occurred changes.



Table 5.3.3.4.3.2-2: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response codes
	Description

	SmPolicyDecision
	M
	1
	200 OK
	An individual SM Policy resources is updated successfully. Response body includes the policy decision changes.

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection, during Individual SM policy modification. The response shall include a Location header field containing an alternative URI of the resource located in an alternative PCF (service) instance. 
Applicable if the feature "ES3XX" is supported.

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection, during Individual SM policy modification. The response shall include a Location header field containing an alternative URI of the resource located in an alternative PCF (service) instance.
Applicable if the feature "ES3XX" is supported.

	ProblemDetails
	O
	0..1
	400 Bad Request
	(NOTE 2)

	ProblemDetails
	O
	0..1
	403 Forbidden
	(NOTE 2)

	ProblemDetails
	O
	0..1
	404 Not Found
	(NOTE 2)

	NOTE 1:	The mandatory HTTP error status codes for the POST method listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] shall also apply.
NOTE 2:	Failure cases are described in clause 5.7.



Table 5.3.3.4.3.2-3: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located in an alternative PCF (service) instance.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance towards which the request is redirected



Table 5.3.3.4.3.2-4: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located in an alternative PCF (service) instance.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance towards which the request is redirected



* * * * Next changes * * * *
5.6.2.4	Type SmPolicyDecision
Table 5.6.2.4-1: Definition of type SmPolicyDecision
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	sessRules
	map(SessionRule)
	O
	1..N
	A map of Sessionrules with the content being the SessionRule as described in clause 5.6.2.7. The key used in this map for each entry is the sessRuleId attribute of the corresponding SessionRule. (NOTE 2)
	

	pccRules
	map(PccRule)
	O
	1..N
	A map of PCC rules with the content being the PCCRule as described in clause 5.6.2.6. The key used in this map for each entry is the pccRuleId attribute of the corresponding PccRule.
	

	qosDecs
	map(QosData)
	O
	1..N
	Map of QoS data policy decisions. The key used in this map for each entry is the qosId attribute of the corresponding QosData. (NOTE 2)
	

	chgDecs
	map(ChargingData)
	O
	1..N
	Map of Charging data policy decisions. The key used in this map for each entry is the chgId attribute of the corresponding ChargingData.
	

	chargingInfo
	ChargingInformation
	C
	1
	Contains the CHF addresses, and if available, the associated CHF instance ID(s) and CHF set ID(s) of the PDU session. (NOTE 3)
	

	traffContDecs
	map(TrafficControlData)
	O
	1..N
	Map of Traffic Control data policy decisions. The key used in this map for each entry is the tcId attribute of the corresponding TrafficControlData. (NOTE 2)
	

	umDecs
	map(UsageMonitoringData)
	O
	1..N
	Map of Usage Monitoring data policy decisions. The key used in this map for each entry is the umId attribute of the corresponding UsageMonitoringData.
	UMC

	qosChars
	map(QosCharacteristics)
	O
	1..N
	Map of QoS characteristics for non-standard 5QIs and non-preconfigured 5QIs. This map uses the 5QI values as keys. (NOTE 2)
	

	qosMonDecs
	map(QosMonitoringData)
	O
	1..N
	Map of QoS Monitoring data policy decision. The key used in this map for each entry is the qmId attribute of the corresponding QosMonitoringData.
	QosMonitoring

	reflectiveQoSTimer
	DurationSec
	O
	0..1
	Defines the lifetime of a UE derived QoS rule belonging to the PDU Session for reflective QoS. (NOTE 2)
	

	offline
	boolean
	O
	0..1
	Indicates the offline charging is applicable to the PDU session when it is included and set to true. (NOTE 3) (NOTE 4) (NOTE 6)
	

	online
	boolean
	O
	0..1
	Indicates the online charging is applicable to the PDU session when it is included and set to true. (NOTE 3) (NOTE 4) (NOTE 6)
	

	offlineChOnly
	boolean
	O
	0..1
	Indicates that the online charging method shall never be used for any PCC rule activated during the lifetime of the PDU session, when this attribute is present and set to "true".
The default value is "false", e.g. if this attribute is omitted.
(NOTE 3) (NOTE 4) (NOTE 6)
	OfflineChOnly

	conds
	map(ConditionData)
	O
	1..N
	A map of condition data with the content being as described in clause 5.6.2.9. The key used in this map for each entry is the condId attribute of the corresponding ConditionData.
	

	revalidationTime
	DateTime
	O
	0..1
	Defines the time before which the NF service consumer shall have to re-request PCC rules.
	

	pcscfRestIndication
	boolean
	O
	0..1
	If this attribute is included and set to true, it indicates that P-CSCF Restoration is requested. The default value "FALSE" applies if the attribute is not present and has not been supplied previously.
	PCSCF-Restoration-Enhancement

	policyCtrlReqTriggers
	array(PolicyControlRequestTrigger)
	O
	1..N
	Defines the policy control request triggers subscribed by the PCF.
	

	lastReqRuleData
	array(RequestedRuleData)
	O
	1..N
	Defines the last list of rule control data requested by the PCF.
	

	lastReqUsageData
	RequestedUsageData
	O
	0..1
	Indicates whether the last accumulated usage report is requested by the PCF or not, and includes references to the targeted usage monitoring data instances.
	UMC

	praInfos
	map(PresenceInfoRm)
	O
	1..N
	Defines the PRA information provisioned by the PCF. The "praId" attribute within the PresenceInfo data type shall also be the key of the map. The "presenceState" attribute within the PresenceInfo data type shall not be supplied.
	PRA

	ipv4Index
	IpIndex
	C
	0..1
	Information that identifies the IP address allocation method for IPv4 address allocation. (NOTE 3)
	

	ipv6Index
	IpIndex
	C
	0..1
	Information that identifies the IP address allocation method for IPv6 address allocation. (NOTE 3)
	

	qosFlowUsage
	QosFlowUsage
	O
	0..1
	Indicates the required usage for default QoS flow.
	

	relCause
	SmPolicyAssociationReleaseCause
	O
	0..1
	The cause for which the PCF requests the termination of the policy association.
	RespBasedSessionRel

	suppFeat
	SupportedFeatures
	C
	0..1
	Indicates the list of negotiated supported features.
This parameter shall be supplied by the PCF in the response to the POST request that requested the creation of an individual SM policy resource.
	

	[bookmark: _Hlk40452453]tsnBridgeManCont
	BridgeManagementContainer
	O
	0..1
	Transports TSC user plane node management information
	TimeSensitiveNetworking

	tsnPortManContDstt
	PortManagementContainer
	O
	0..1
	Transports port management information for the DS-TT port.
	TimeSensitiveNetworking

	tsnPortManContNwtts
	array(PortManagementContainer)
	O
	1..N
	Transports port management information for one or more NW-TT ports.
	TimeSensitiveNetworking

	redSessIndication
	boolean
	O
	0..1
	Indicates whether the PDU Session is a redundant PDU session:
true: end to end redundant PDU session;
false: Not end to end redundant PDU session;
If this attribute is absent it means the PDU session is not an end to end redundant PDU session.
(NOTE 2) (NOTE 3)
	Dual-Connectivity-redundant-UP-paths

	uePolCont
	UePolicyContainer
	O
	0..1
	Indicates a UE policy container for the UE. Only applicable to the 5GS and EPC interworking scenario as defined in Annex B.
	EspUrsp

	pduSessInactivTimer
	DurationSecRm
	O
	0..1
	Represents the PDU Session inactivity timer to be used to support and enforce network slice usage control.
	XXX

	NOTE 1:	For IPv4v6 PDU session, both the "ipv4Index" attribute and "ipv6Index" attribute may be provisioned by the PCF.
NOTE 2:	This attribute shall not be removed if it was provisioned.
NOTE 3:	This attribute may only be supplied by the PCF in the response to the initial POST request that requested the creation of an individual SM policy resource.
NOTE 4:	If both the "offline" attribute and the "online" attribute are omitted by the PCF, and when the "OfflineChOnly" feature is supported, if the "offlineChOnly" attribute is set to "false" or omitted by the PCF, the default charging method pre-configured at the SMF, if available, shall be applied to the PDU session. If both offline and online charging methods are pre-configured at the SMF, the SMF shall determine which one of them to be applied to the PDU session based on local policy. The "offline" attribute and the "online" attribute shall not be simultaneously present with the same value, i.e., both set to true or both set to false.
NOTE 5:	If the "chargingInfo" attribute is not supplied by the PCF, the charging information configured at the SMF shall be applied to the PDU session.
NOTE 6: 	When the "OfflineChOnly" feature is supported and the "offlineChOnly" attribute is present and set to "true", the "online" attribute and the "offline" attribute shall not be present.



Editor's Note:	The complete definition of network slice usage control and the related "pduSessInactivTimer" attribute is FFS and pending stage 2 progress.
Editor's Note:	The name of the new feature on network slice usage control is FFS.
* * * * Next changes * * * *
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The optional features in table 5.8-1 are defined for the Npcf_SMPolicyControl API. They shall be negotiated using the extensibility mechanism defined in clause 6.6 of 3GPP TS 29.500 [4].
Table 5.8-1: Supported Features
	Feature number
	Feature Name
	Description

	1
	TSC
	This feature indicates support for traffic steering control in the (S)Gi-LAN, steering the 5G-LAN type of services or routing of the user traffic to a local Data Network identified by the DNAI per AF request. If the NF service consumer supports this feature, the PCF shall behave as described in clause 4.2.6.2.6.

	2
	ResShare
	This feature indicates the support of service data flows that share resources. If the NF service consumer supports this feature, the PCF shall behave as described in clause 4.2.6.2.8.

	3
	3GPP-PS-Data-Off
	This feature indicates the support of 3GPP PS Data off status change reporting.

	4
	ADC
	This feature indicates the support of application detection and control.

	5
	UMC
	Indicates that the usage monitoring control is supported.

	6
	NetLoc
	This feature indicates the support of the Access Network Information Reporting for 5GS.

	7
	RAN-NAS-Cause
	This feature indicates the support for the detailed release cause code information from the access network.
(NOTE)

	8
	ProvAFsignalFlow
	This feature indicates support for the feature of IMS Restoration as described in clause 4.2.3.17. If NF service consumer supports this feature the PCF may provision AF signalling IP flow information.

	9
	PCSCF-Restoration-Enhancement
	This feature indicates support of P-CSCF Restoration Enhancement. It is used for the NF service consumer to indicate if it supports P-CSCF Restoration Enhancement.

	10
	PRA
	This feature indicates the support of presence reporting area change reporting. The support of the update of a UE Dedicated Presence Reporting Area is unspecified.

	11
	RuleVersioning
	This feature indicates the support of PCC rule versioning as defined in clause 4.2.6.7.

	12
	SponsoredConnectivity
	This feature indicates support for sponsored data connectivity feature. If the NF service consumer supports this feature, the PCF may authorize sponsored data connectivity to the subscriber.

	13
	RAN-Support-Info
	This feature indicates the support of maximum packet loss rate value(s) for uplink and/or downlink voice service data flow(s).

	14
	PolicyUpdateWhenUESuspends
	This feature indicates the support of report when the UE is suspended and then resumed from suspend state. Only applicable to the interworking scenario as defined in Annex B.

	15
	AccessTypeCondition
	This feature indicates the support of access type conditioned authorized Session-AMBR as defined in clause 4.2.6.3.2.4.

	16
	[bookmark: _Hlk11757279]MultiIpv6AddrPrefix
	This feature indicates the support of additional new/removed (up to two)  Ipv6 address prefixes reporting.

	17
	SessionRuleErrorHandling
	This feature indicates the support of session rule error handling.

	18
	AF_Charging_Identifier
	This feature indicates the support of long character strings as charging identifiers.

	19
	ATSSS
	This feature indicates the support of the  access traffic switching, steering and splitting functionality as defined in clauses 4.2.6.2.17 and 4.2.6.3.4.

	20
	PendingTransaction
	This feature indicates support for the race condition handling as defined in 3GPP TS 29.513 [7].

	21
	URLLC
	This feature indicates support of Ultra-Reliable Low-Latency Communication (URLLC) requirements, i.e. AF application relocation acknowledgement requirement and UE address(es) preservation. The TSC feature shall be supported in order to support this feature.

	22
	MacAddressRange
	Indicates the support of a set of MAC addresses with a specific range in the traffic filter.

	23
	WWC
	Indicates support of wireless and wireline convergence access as defined in annex C.

	24
	QosMonitoring
	Indicates support of QoS monitoring as defined in clause 4.2.3.25 and 4.2.4.24. Reporting of monitoring data applies to packet delay information when only this feature is supported.

	25
	AuthorizationWithRequiredQoS
	Indicates support of policy authorization for the AF session with required QoS as defined in clause 4.2.3.22.

	26
	EnhancedBackgroundDataTransfer
	Indicates the support of applying the Background Data Transfer Policy to a future PDU session.

	27
	DN-Authorization
	This feature indicates the support of DN-AAA authorization data for policy control.

	28
	PDUSessionRelCause
	Indicates the support of "PS_TO_CS_HO" PDU session release cause.

	29
	SamePcf
	This feature indicates the support of same PCF selection for the parameter's combination.

	30
	ADCmultiRedirection
	This feature indicates support for multiple redirection information in application detection and control. It requires the support of ADC feature.

	31
	RespBasedSessionRel
	Indicates support of handling PDU session termination functionality as defined in clause 4.2.4.22.

	32
	TimeSensitiveNetworking
	Indicates that the 5G System is integrated within the external network as a TSN bridge.

	33
	EMDBV
	This feature indicates the support of the ExtMaxDataBurstVol data type defined in 3GPP TS 29.571 [11]. The use of this data type is specified in clause 4.2.2.1.

	34
	DNNSelectionMode
	This feature indicates the support of DNN selection mode.

	35
	EPSFallbackReport
	This feature indicates the support of the report of EPS Fallback as defined in clauses B.3.3.2 and B.3.4.6.

	36
	PolicyDecisionErrorHandling
	This feature indicates the support of the error report of the policy decision and/or condition data which is not referred by any PCC rule or session rule as defined in clause 4.2.3.26 and 4.2.4.26.

	37
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	This feature indicates the support for policy control in the case of DDN Failure and Delivery Status events as defined in clause 4.2.4.27.

	38
	ReallocationOfCredit
	This feature indicates the support of notifications of reallocation of credit.

	39
	BDTPolicyRenegotiation
	This feature indicates the support of the BDT policy re-negotiation.

	40
	ExtPolicyDecisionErrorHandling
	This feature indicates the support of the error report of a faulty SM policy decision parameter as defined in clause 4.2.3.26 and 4.2.4.26. It requires the support of PolicyDecisionErrorHandling feature.

	41
	ImmediateTermination
	This feature indicates the support of the termination the PDU session when the NF service consumer cannot ensure the UE, RAN, AMF, or UPF can revert to the status before the PDU session modification occurred, as defined in clause 4.2.4.21.

	42
	AggregatedUELocChanges
	This feature indicates the support of notifications of serving area (i.e. tracking area) and/or serving cell changes.

	43
	ES3XX
	Extended Support for 3xx redirections. This feature indicates the support of redirection for any service operation, according to Stateless NF procedures as specified in clauses 6.5.3.2 and 6.5.3.3 of 3GPP TS 29.500 [4] and according to HTTP redirection principles for indirect communication, as specified in clause 6.10.9 of 3GPP TS 29.500 [4]. 

	44
	GroupIdListChange
	This feature indicates the support for the notification of changes in the list of internal group identifiers.

	45
	DisableUENotification
	Indicates the support of disabling QoS flow parameters signalling to the UE when the SMF is notified by the NG-RAN of changes in the fulfilled QoS situation. This feature requires that the AuthorizationWithRequiredQoS featute is also supported.

	46
	OfflineChOnly
	This feature enables the PCF to signal the "PDU Session with offline charging only" indication as defined in clause 4.2.2.3.3.

	47
	Dual-Connectivity-redundant-UP-paths
	Indicates the support of policy authorization of end to end redundant user plane path using dual connectivity as described in clause 4.2.2.20.

	48
	DDNEventPolicyControl2
	This feature indicates the support for the policy control removal in the case of DDN Failure and/or Delivery Status event(s) is cancelled as defined in clause 4.2.4.27. The DDNEventPolicyControl feature shall be supported in order to support this feature.

	49
	VPLMN-QoS-Control
	Indicates the support of QoS constraints from the VPLMN for the derivation of the authorized Session-AMBR and authorized default QoS.

	50
	2G3GIWK
	This feature indicates the support of GERAN and UTRAN access over N7 interface.

	51
	TimeSensitiveCommunication
	Indicates that the 5G System is integrated within the external network as a TSC user plane node to enable the Time Sensitive Communications and Time Synchronization. This feature requires that the TimeSensitiveNetworking feature is also supported.

	52
	AF_latency
	This feature indicates the support of Edge relocation considering user plane latency. This feature requires that the TSC feature is also supported.

	53
	SatBackhaulCategoryChg
	This feature indicates the support of notification of a change between different satellite backhaul categories, or between satellite backhaul and non-satellite backhaul.

	54
	CHFsetSupport
	Indicates the support of CHF redundancy and failover mechanisms based on CHF instance availability within a CHF Set, as described in clause 4.2.2.3.1.

	55
	EnATSSS
	Indicates the support of ATSSS enhancement. It requires the support of ATSSS feature.

	56
	MPSforDTS
	Indicates support of the MPSfor DTS feature as described in clause 4.2.6.2.12.4.

	57
	RoutingInfoRemoval
	Indicates the support of the removal of the "routeToLocs" attribute from the TrafficControlData instance.

	58
	ePRA
	This feature indicates the support of presence reporting area change reporting. It additionally supports the update of the elements of a UE Dedicated Presence Reporting Area by the full replacement of the previously provided one comparing with the PRA feature. 

	59
	AMInfluence
	Indicates the support of the delivery of the PCF for the UE request to be notified by the PCF for the PDU session about PDU session established/terminated events.

	60
	PvsSupport
	This feature indicates the support of SNPN UE Remote Provisioning via User Plane as described in clause 4.2.2.21.

	61
	EneNA
	This feature indicates the support of NWDAF data reporting.

	62
	BIUMR
	This feature bit indicates whether the NF Service Consumer (e.g. SMF) and PCF supports Binding Indication Update for multiple resource contexts specified in clauses 6.12.1 and 5.2.3.2.6 of 3GPP TS 29.500 [4].

	63
	EASIPreplacement
	This feature indicates the support of EAS IP replacement. This feature requires that the TSC feature is also supported.

	64
	ExposureToEAS
	This feature indicates the support of exposure of QoS monitoring results to local AF. This feature requires that QosMonitoring feature is also supported.

	65
	SimultConnectivity
	This feature indicates the support of temporary simultaneously connectivity at edge relocation. This feature requires that the TSC feature is also supported. 

	66
	SGWRest
	This feature indicates the support of SGW Restoration procedures. Only applicable to the interworking scenario as defined in Annex B.

	67
	ReleaseToReactivate
	This feature indicates that the PCF can request the SMF for reactivation of a PDU session based on an SM Policy Association release cause.

	68
	EASDiscovery
	This feature indicates the support of EAS (re)discovery.

	69
	AccNetChargId_String
	This feature indicates the support of long character strings as access network charging identifier.

	70
	WLAN_Location
	This feature indicates the support of the report of the WLAN location information received from the ePDG/EPC, if available. It is only applicable to EPS interworking scenarios as specified in Annex B.

	71
	PackFiltAllocPrecedence
	This feature indicates the support of the control of the maximum number of packet filters in the EPS network in the EPS interworking scenarios as described in Annex B.

	72
	SatBackhaulCategoryChg_v2
	This feature indicates the support of the indication of satellite backhaul categories, or the indication of non-satellite backhaul during the response to the update notify request.

	73
	UEUnreachable
	This feature indicates the support for the reporting of UE temporarily unavailable.

	74
	AltQoSProfilesSupportReport
	This feature indicates the support of the report of whether Alternative QoS parameters are supported by NG-RAN. This feature requires that AuthorizationWithRequiredQoS feature is also supported.

	75
	Ext2PolicyDecisionErrorHandling
	This feature indicates the support of the error report of the policy decision and/or condition data which is not referred by any PCC rule or session rule when no PCC rules and no session rules are provided and the handling of partial errors.
It requires the support of ExtPolicyDecisionErrorHandling feature.

	76
	PacketDelayFailureReport
	Indicates the support of packet delay failure report as part of QoS Monitoring procedures. This feature requires that QosMonitoring feature is supported.

	77
	EnTSCAC
	Indicates the support of extensions to TSCAC, e.g. burst arrival time window adaptation, periodicity adjustment.
This feature requires that TimeSensitiveCommunication feature is also supported.

	78
	MTU_Size
	This feature indicates the support of the report of the MTU size of the device side port. This feature requires that the TimeSensitiveCommunication feature is also supported.

	79
	EnSatBackhaulCatChg
	This feature indicates the support of notification of dynamic satellite backhaul categories.
It requires the support of SatBackhaulCategoryChg feature.

	80
	SFC
	This feature indicates support for application function influence on service function chaining(s).

	81
	EpsUrsp
	This feature indicates the support of URSP provisioning in EPS. Only applicable to the interworking scenario as defined in Annex B.

	82
	CommonEASDNAI
	This feature controls the support of the common EAS/DNAI selection.

	83
	UnlimitedMultiIpv6Prefix
	This feature indicates the support of multiple Ipv6 address prefixes reporting.

	84
	NscSupportedFeatures
	This feature indicates the support of provisioning of the Network Function Service Consumer features supported in Nsmf_EventExposure service as described in 3GPP TS 29.508 [12].

	85
	XXX
	This feature indicates the support of the network slice usage control functionality.

	NOTE:	5GS and EPS release cause code information is supported. The EPS release cause code information from the access network is only applicable to EPS interworking scenarios as specified in Annex B.



Editor's Note:	The name and description of the new feature on network slice usage control are FFS.
* * * * End of changes * * * *
