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	[bookmark: _Hlk108768026]Reason for change:
	As per the EVENT DOWNLOAD - MT CALL 8.3.1 in the TC, this envelop shall include the Address with dialling number string 9876 and the TON/NPI byte as 0x81 (‘Unknown’/ ‘ISDN / telephone numbering plan’). 
· But the TC is missing the NG-SS requirement to include P-Asserted-Identity in the SIP INVITE message. 
· Also, unlike with CS calls (as in TC 27.22.7.1 seq 1.1) VoNR calls does not carry TON/NPI in the SIP URL for P-Asserted-Identity. 
Hence the verification of the MT CALL ENVELOP content fails unfairly. 
TC shall be updated to include P-Asserted-Identity in the SIP INVITE message and the TON/NPI byte shall not be verified.

	
	

	Summary of change:
	Updated test step 5 to include P-Asserted-Identity in the SIP INVITE and removed the requirement to verify the TON/NPI byte marked ‘xx’ in the EVENT DOWNLOAD - MT CALL 8.3.1 coding.

	
	

	Consequences if not approved:
	Verification of the MT CALL ENVELOP content fails unfairly.
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[bookmark: _Toc131006930]27.22.4.26.8	LAUNCH BROWSER (NG-RAN bearer)
…
27.22.4.26.8.4.2	Procedure
….
***** First changes *****

Expected Sequence 8.3 (LAUNCH BROWSER, LAUNCH BROWSER, Trigger LAUNCH BROWSER by MT Call event)
	Step
	Direction
	MESSAGE / Action
	Comments

	0
	ME
	The ME is configured to register for IMS after switch on.
	[The terminal might need to be configured with an entry linking the Gateway/Proxy Identity in the proactive command with the corresponding connectivity parameters in the mobile. The browser's cache shall have been cleared.]

	1
	UICC  ME
	PROACTIVE COMMAND PENDING: SET UP EVENT LIST 8.3.1
	

	2
	ME  UICC
	FETCH
	

	3
	UICC  ME
	PROACTIVE COMMAND: SET UP EVENT LIST 8.3.1
	

	4
	ME  UICC
	TERMINAL RESPONSE: SET UP EVENT LIST 8.3.1
	

	5
	NG-SSME 
	CALL SET UP 
	VoNR call shall be set up with the P-Asserted-Identity in the SIP INVITE message matched with Address in the EVENT DOWNLOAD - MT CALL 8.3.1

	6
	ME  UICC
	ENVELOPE: EVENT DOWNLOAD - MT Call 8.3.1
	

	7
	UICC  ME
	PROACTIVE COMMAND PENDING: LAUNCH BROWSER 8.3.1
	

	8
	ME  UICC
	FETCH
	

	9
	UICC  ME
	PROACTIVE COMMAND: LAUNCH BROWSER 8.3.1
	[connect to the defined URL, "launch browser, if not already launched, 1 bearer specified, gateway/proxy id specified]

	10
	ME  USER
	ME may display a default message
	

	11
	USER  ME
	The user may confirm the launch browser.
	[option: user confirmation]

	12
	ME  UICC
	TERMINAL RESPONSE: LAUNCH BROWSER 8.3.1
	[Command performed successfully] 

	13
	ME NG-SS 
	The ME attempts to connect the URL specified in LAUNCH BROWSER command using the requested bearer and proxy identity
	[The NG-SS shall handle the request of additional URLs as defined in the initial conditions clause]

	14
	UICC  ME
	PROACTIVE UICC SESSION ENDED
	

	15
	USER  ME
	The user verifies that the browser session is properly established with the required bearer.
	



PROACTIVE COMMAND: SET UP EVENT LIST 8.3.1
Logically:
Command details
	Command number:	1
	Command type:	SET UP EVENT LIST
	Command qualifier:	'00'
Device identities
	Source device:	UICC
	Destination device:	ME
Event list
	Event 1:	MT call
Coding:

	BER-TLV:
	D0
	0C
	81
	03
	01
	05
	00
	82
	02
	81
	82
	99

	
	01
	00
	
	
	
	
	
	
	
	
	
	



TERMINAL RESPONSE: SET UP EVENT LIST 8.3.1
Logically:
Command details
	Command number:	1
	Command type:	SET UP EVENT LIST
	Command qualifier:	'00'
Device identities
	Source device:	ME
	Destination device:	UICC
Result
	General Result:	Command performed successfully
Coding:

	BER-TLV:
	81
	03
	01
	05
	00
	82
	02
	82
	81
	83
	01
	00



***** Next changes *****

EVENT DOWNLOAD - MT CALL 8.3.1
Logically:
Event list:	MT call event
Device identities
	Source device:	Network
	Destination device:	UICC
Transaction identifier:
	TI value:	0 (bit 5-7) - If A.1/150 is supported, this shall not be verified
	TI flag:	0 (bit 8)
Address:
	TON	- not verifiedUnknown
	NPI	- not verified"ISDN / telephone numbering plan"
	Dialling number string	"9876"
Coding:

	BER-TLV:
	D6
	0F
	19
	01
	00
	82
	02
	83
	81
	1C
	01
	00

	
	86
	03
	81xx
	89
	67
	
	
	
	
	
	
	



***** End of changes *****


