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	Reason for change:
	As specified by TS 23.502, the NSSAAF discover the callback URI of the AMF to revoke an authorized S-NSSAI with Slice Specific AA:

[bookmark: _Toc20203964][bookmark: _Toc27894649][bookmark: _Toc36191716][bookmark: _Toc45192802][bookmark: _Toc47592434][bookmark: _Toc51834515][bookmark: _Toc114667875][bookmark: _Toc114667876]4.2.9.3	AAA Server triggered Network Slice-Specific Re-authentication and Re-authorization procedure
…
4.	If the AMF is registered in UDM, the NSSAAF notifies the AMF to re-authenticate/re-authorize the S-NSSAI for the UE using Nnssaaf_NSSAA_Re-AuthNotification with the GPSI and S-NSSAI in the received AAA message. The callback URI of the notification for the AMF is derived via NRF as specified in TS 29.501 [62].

4.2.9.4	AAA Server triggered Slice-Specific Authorization Revocation
…
4.	If the AMF is registered in UDM, the NSSAAF notifies the AMF to revoke the S-NSSAI authorization for the UE using Nnssaaf_NSSAA_RevocationNotification with the GPSI and S-NSSAI in the received AAA message. The callback URI of the notification for the AMF is derived via NRF as specified in TS 29.501 [62].
To allow the NSSAAF to discover callback URI, the AMF register the default notification subscription with the corresponding notification type, as specified in TS 29.510:

	"NSSAA_REAUTH_NOTIFICATION"
	Re-authentication notification for slice-specific authentication and authorization sent by NSSAAF towards NF Service Consumers (e.g. AMF).

This notification type should be registered by the NF Instance in a default notification subscription at NFProfile level (see clause 6.1.6.2.2); otherwise, it may be registered in a custom service instance.

	"NSSAA_REVOC_NOTIFICATION"
	Revocation notification for slice-specific authentication and authorization sent by NSSAAF towards NF Service Consumers (e.g. AMF).

This notification type should be registered by the NF Instance in a default notification subscription at NFProfile level (see clause 6.1.6.2.2); otherwise, it may be registered in a custom service instance.



For NSSAA Re-Auth or Revocation scenarios, the UE may locate in H-PLMN or in V-PLMN, i.e. the NSSAAF needs to invoke the callback URI of an AMF located in the same PLMN (H-PLMN) or in another PLMN (V-PLMN). However, currently the default notification subscription only allows one callback URI, it cannot be secured that the callback URI can be accessible for intra-PLMN and inter-PLMN scenarios.

As the format of callback URI is not specified in 3GPP, different prefix may be used in inter-PLMN and intra-PLMN callback URIs and the NF producer cannot determine the prefix (if any) in the callback URIs. It is recommended that the NF register the complete inter-PLMN callback URI in default notification subscription.


	
	

	Summary of change:
	1/ Add new IE in DefaultNotificationSubscription data type to carry the inter-PLMN callback URI.

2/ Update OpenAPI accordingly.


	
	

	Consequences if not approved:
	S-NSSAI subject to NSSAA cannot be re-authorized or revoked for roaming UEs, stage 2 requirement cannot be fulfilled.
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	Other comments:
	This CR introduces backward compatible corrections to Nnrf_NFManagement and Nnrf_NFDiscovery API
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[bookmark: _Toc130819199]6.1.6.2.4	Type: DefaultNotificationSubscription
Table 6.1.6.2.4-1: Definition of type DefaultNotificationSubscription
	Attribute name
	Data type
	P
	Cardinality
	Description

	notificationType
	NotificationType
	M
	1
	Type of notification for which the corresponding callback URI is provided.

	callbackUri
	Uri
	M
	1
	This attribute contains a default notification endpoint to be used by a NF Service Producer towards an NF Service Consumer that has not registered explicitly a callback URI in the NF Service Producer (e.g. as a result of an implicit subscription).

	interPlmnCallbackUri
	Uri
	C
	0..1
	This IE shall be present when the default notification may be sent by a NF Service Producer in a different PLMN (e.g. the NSSAAF in HPLMN sends a notification to the AMF in VPLMN to re-authorize or revoke a S-NSSAI for a roaming UE) and the callback URI indicated in the callbackUri IE is not supporting inter-PLMN access.

When present, this IE shall indicate the callback URI to be used by NF Service Producers located in PLMNs that are different from the PLMN of the NF consumer.


	n1MessageClass
	N1MessageClass
	C
	0..1
	If the notification type is N1_MESSAGES, this IE shall be present and shall identify the class of N1 messages to be notified. 

	n2InformationClass
	N2InformationClass
	C
	0..1
	If the notification type is N2_INFORMATION, this IE shall be present and shall identify the class of N2 information to be notified. 

	versions
	array(string)
	O
	1..N
	API versions (e.g. "v1") supported for the default notification type.
(NOTE 3)

	binding
	string
	O
	0..1
	When present, this IE shall contain the value of the Binding Indication for the default subscription notification (i.e. the value part of "3gpp-Sbi-Binding" header), as specified in clause 6.12.4 of 3GPP TS 29.500 [4]. (NOTE 1)

	acceptedEncoding
	string
	O
	0..1
	Content encodings that are accepted by a NF Service Consumer when receiving a notification related to a default notification subscription.
The value of this attribute shall be formatted as the value of the Accept-Encoding header defined in IETF RFC 7231 [40] clause 5.3.4 (e.g. acceptedEncoding: "gzip;q=1.0, identity;q=0.5, *;q=0")

The absence of this IE shall not be interpreted as indicating that no specific encodings isare supported, but the NF Service Consumer did not register the encodings it may support.

	supportedFeatures
	SupportedFeatures
	O
	0..1
	When present, this attribute shall indicate the features of the service corresponding to the subscribed default notification, which are supported by the NF (Service) instance acting as NF service consumer. (NOTE 2, NOTE 3)

	serviceInfoList
	map(DefSubServiceInfo)
	O
	1..N
	This IE may be present when the notification request of the notification type may be generated by multiple services, i.e. notifications from different services may be received by the subscription.

When present, this IE shall contain a map of service specific information. The name of the corresponding service (as specified in ServiceName data type, see clause 6.1.6.3.11) is the key of the map and the value of the map is the specific information for the indicated service supported by the NF (Service) instance acting as NF service consumer.

For example, when the NF subscribes to default notification of "LOCATION_NOTIFICATION" type which may be sent by Namf_Location service and Nlmf_Location service, the NF may provide service specific information as below:

{
  "namf-loc" : {
      "versions" : [ "v1" ],
      "supportedFeatures" : "AB" 
  },

  "nlmf-loc" : {
      "versions" : [ "v1" ],
      "supportedFeatures" : "12" 
  }
}

(NOTE 3, NOTE 4)

	NOTE 1:	The binding indication for default subscription may be used by a NF service producer to reselect an alternative NF service consumer instance, when delivering a notification for a default subscription towards a specific NF consumer but the latter is not reachable. E.g. an AMF notifies corresponding uplink LPP/NRPPa messages via default subscription, to the LMF instance who previously sent downlink LPP/NRPPa message during a location procedure, If the original LMF instance is not reachable, the AMF selects an alternative LMF instance using the binding indication and delivers the notification towards the selected LMF instance.
NOTE 2:	When sending notifications towards the subscribed NF service consumer, the NF service producer shall generate the default notifications according to the supported features indicated in this attribute, e.g. to include the attributes or enumerated values related to particular features only if the corresponding features are supported, as specified in clause 6.6.2 of 3GPP TS 29.500 [4].
NOTE 3:	When the serviceInfoList IE is present, the versions IE and the supportedFeatures IE shall be absent.
NOTE 4:	When the serviceInfoList IE is present, the NF producer shall determine whether the service of the default notification is supported, i.e. whether the service is listed in the map keys. If supported, the NF producer shall generate the default notification according to the specific information of the service, i.e. the corresponding map value.



*** Next Change ***
[bookmark: _Toc24937836][bookmark: _Toc33962656][bookmark: _Toc42883425][bookmark: _Toc49733293][bookmark: _Toc56690943][bookmark: _Toc130821027]A.2	Nnrf_NFManagement API
***************** Text Skipped for clarity ******************
    DefaultNotificationSubscription:
      description: >
        Data structure for specifying the notifications the NF service subscribes by default,
        along with callback URI
      type: object
      required:
        - notificationType
        - callbackUri
      properties:
        notificationType:
          $ref: '#/components/schemas/NotificationType'
        callbackUri:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'
        interPlmnCallbackUri:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'
        n1MessageClass:
          $ref: 'TS29518_Namf_Communication.yaml#/components/schemas/N1MessageClass'
        n2InformationClass:
          $ref: 'TS29518_Namf_Communication.yaml#/components/schemas/N2InformationClass'
        versions:
          type: array
          items:
            type: string
          minItems: 1
        binding:
          type: string
        acceptedEncoding:
          type: string
        supportedFeatures:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'
        serviceInfoList:
          description: >
            A map of service specific information. The name of the corresponding service (as
            specified in ServiceName data type) is the key.
          type: object
          additionalProperties:
            $ref: '#/components/schemas/DefSubServiceInfo'
          minProperties: 1

***************** Text Skipped for clarity ******************

*** End of Changes ***

