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* * * First Change * * * *

[bookmark: _Toc11338432][bookmark: _Toc27585047][bookmark: _Toc36457000][bookmark: _Toc45027883][bookmark: _Toc45028718][bookmark: _Toc67681473][bookmark: _Toc130814051]5.5.2.2.2	Subscription to Notification of event occurrence
Figure 5.5.2.2.2-1 shows a scenario where the NF service consumer sends a request to the UDM to subscribe to notifications of event occurrence (see also 3GPP TS 23.502 [3] figure 4.15.3.2.2-1 step 1 and 3GPP TS 23.502 [3] Figure 4.15.3.2.3b-1 step 1). The request contains a callback URI, the type of event that is monitored and additional information e.g. event filters and reporting options.


Figure 5.5.2.2.2-1: NF service consumer subscribes to notifications
1.	The NF service consumer sends a POST request to the parent resource (collection of subscriptions) (.../{ueIdentity}/ee-subscriptions), to create a subscription as present in message body. The values ueIdentity shall take are specified in Table 6.4.3.2.2-1. The request may contain an expiry time, suggested by the NF Service Consumer, representing the time upto which the subscription is desired to be kept active and the time after which the subscribed event(s) shall stop generating notifications, the indication on whether the subscription applies also to EPC.

If MTC Provider information and/or AF ID are received in the request, the UDM shall check whether the MTC Provider and/or the AF is allowed to perform this operation for the UE or for the group of UEs or Any UE which is indicated in the Resource URI variable ueIdentity; otherwise, the UDM shall skip the MTC provider and/or AF authorization check.
2a.	On success, the UDM responds with "201 Created" with the message body containing a representation of the created subscription. The Location HTTP header shall contain the URI of the created subscription. If the event subscription was for a group of UEs:
-	The "maxNumOfReports" in the "reportingOptions" IE shall be applicable to each UE in the group;
-	The UDM shall return the number of UEs in that group in the "numberOfUes" IE.
[bookmark: _PERM_MCCTEMPBM_CRPT53560024___3]The NF service consumer shall keep track of the maximum number of reports reported for each UE in the event report and when "maxNumOfReports*numberOfUes" limit is reached, the NF service consumer shall initiate the unsubscription of the notification towards the UDM (see clause 5.5.2.3.2).
If the event subscription was for a list events, the "maxNumOfReports" in the "reportingOptions" IE shall be applicable to each event. The NF service consumer shall keep track of the maximum number of reports reported for each event in the event report and when "maxNumOfReports*number of events" limit is reached, the NF service consumer shall initiate the unsubscription of the notification towards the UDM (see clause 5.5.2.3.2).
The response, based on operator policy, may contain the expiry time, as determined by the UDM, after which the subscription becomes invalid. Before the subscription is going to expire, if the NF Service Consumer wants to keep receiving notifications, it shall modify the subscription in the UDM with a new expiry time. The NF Service Producer shall not provide the same expiry time for many subscriptions in order to avoid all of them expiring and recreating the subscription at the same time. If the expiry time is not included in the response, the NF Service Consumer shall not associate an expiry time for the subscription.
If the indication on whether the subscription applies also to EPC is included and set to true in the request, the response shall include the indication on whether the subscription was also successful in EPC domain. If the subscription also applies to the EPC domain, the only the Event Types below shall apply to the EPC domain,
-	The event type "LOSS_OF_CONNECTIVITY", it shall be map to event type "LOSS_OF_CONNECTIVITY" on Nhss
-	The event type "UE_REACHABILITY_FOR_DATA" and the reportCfg in reachabilityForDataCfg set to "DIRECT_REPORT", it shall be mapped to event type "UE_REACHABILITY_FOR_DATA" on Nhss
-	The event type "LOCATION_REPORTING", and dddTrafficDes or Dnn is not included in the request, it shall be mapped to event type "LOCATION_REPORTING" on Nhss
-	The event type "COMMUNICATION_FAILURE", it shall be mapped to event type "COMMUNICATION_FAILURE" on Nhss
-	The event type "AVAILABILITY_AFTER_DDN_FAILURE", it shall be mapped to event type "AVAILABILITY_AFTER_DDN_FAILURE" on Nhss
-	The event type "PDN_CONNECTIVITY_STATUS", it shall be mapped to event type "PDN_CONNECTIVITY_STATUS" on Nhss
-	The event type "UE_REACHABILITY_FOR_SMS" and reachabilityForSmsCfg set to "REACHABILITY_FOR_SMS_OVER_NAS", it shall be mapped to event type "UE_REACHABILITY_FOR_SMS" on Nhss
[bookmark: _PERM_MCCTEMPBM_CRPT53560025___3]-	The event type "UE_MEMORY_AVAILABLE_FOR_SMS", it shall be mapped to event type " UE_MEMORY_AVAILABLE_FOR_SMS " on Nhss
If some of the requested monitoring configurations fails, the response may include the failedMonitoringConfigs to indicate the failed cause of the failed monitoring configurations.
If some of the requested monitoring configurations fails in the EPC domain or the EE subscription fails in the EPC domain, the response may include the failedMoniConfigsEPC to indicate the failed cause of the failed monitoring configurations or the failed cause of the EE subscription in the EPC domain.
If the NF Service Consumer has included the immediateFlag with value as "true" in the event subscription for an individual UE and the event requested for immediate reporting is reported by the UDM (e.g. "CHANGE_OF_SUPI_PEI_ASSOCIATION" or "ROAMING_STATUS"), the UDM may include the current status of the event if available in the response.
If the NF Service Consumer has included the immediateFlag with value as "true" in the event subscription for an individual UE and the event requested for immediate reporting is reported by the AMF (e.g. LOCATION_REPORT) and the NF service consumer has indicated supporting of "IERSR" feature (see clause 6.4.8), the UDM shall indicate the support of "IERSR" feature when subscribing to the event on the AMF (see clause 6.2.8 of 3GPP TS 29.518 [36]). UDM shall include the current status of the event if received from the AMF in subscription creation response.
If the NF Service Consumer has included the immediateFlag with value as "true" in the event subscription for an individual UE, the indication on whether the subscription applies also to EPC is included and set to "true" in the request and the NF service consumer has indicated supporting of "IERSR" feature (see clause 6.4.8), the UDM shall indicate the support of "ERIR" feature when subscribing to the event on the HSS (see clause 6.4.8 of 3GPP TS 29.563 [62]). UDM shall include the current status of the event in EPC if received from the HSS in subscription creation response.
NOTE:	IERSR feature is not applicable to events detected by the SMF.
If the UDM supports the EneNA feature (see clause 6.2.8), the event is detected by a remote NF (e.g. AMF) and directly notified to the NF consumer (e.g. NWDAF) and the "notifFlag" attribute is included in the request, the UDM shall forward the "notifFlag" attribute to the remote NF (e.g. AMF). Additionally, if the UDM also supports the ENAPH3 feature (see clause 6.2.8) and the NF service consumer also included event muting instructions in the request, the UDM shall also forward the event muting instructions to the remote NF, if the subscription creation request is accepted by the remote NF, the UDM may also forward the following information to the NF service consumer in the response if it is received:
-	the maximum number of notifications that the remote NF expects to be able to store for the subscription;
-	an estimate of the duration for which notifications can be buffered.
2b.	If the user does not exist, HTTP status code "404 Not Found" shall be returned including additional error information in the response body (in the "ProblemDetails" element).
2c.	If there is no valid subscription data for the UE, i.e. based on the UE's subscription information monitoring of the requested EventType is not allowed, or the requested EventType is not supported, or when MTC Provider or AF are not allowed to perform this operation for the UE, HTTP status code "403 Forbidden" shall be returned including additional error information in the response body (in the "ProblemDetails" element).
If the UDM supports the EneNA and ENAPH3 features (see clause 6.2.8), the NF service consumer sets the "notifFlag" attribute to "DEACTIVATE" and event muting instructions in the request, but the remote NF cannot accept the received instructions and reject the request with a 403 Forbidden response and the application error "MUTING_EXC_INSTR_NOT_ACCEPTED", the UDM shall forward the error response to the NF service consumer.
On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error information should be returned in the POST response body.
* * * Next Change * * * *

[bookmark: _Toc11338770][bookmark: _Toc27585474][bookmark: _Toc36457480][bookmark: _Toc45028397][bookmark: _Toc45029232][bookmark: _Toc67681995]6.4.3.2.3.1	POST
This method shall support the URI query parameters specified in table 6.4.3.2.3.1-1.
Table 6.4.3.2.3.1-1: URI query parameters supported by the POST method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



This method shall support the request data structures specified in table 6.4.3.2.3.1-2 and the response data structures and response codes specified in table 6.4.3.2.3.1-3.
Table 6.4.3.2.3.1-2: Data structures supported by the POST Request Body on this resource
	Data type
	P
	Cardinality
	Description

	EeSubscription
	M
	1
	The subscription that is to be created



Table 6.4.3.2.3.1-3: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	CreatedEeSubscription
	M
	1
	201 Created
	Upon success, a response body containing a representation of the created Individual subscription resource shall be returned.

The HTTP response shall include a "Location" HTTP header that contains the resource URI of the created resource. When stateless UDM is deployed, the stateless UDM may use an FQDN identifying the UDM group to which the UDM belongs as the host part of the resource URI.

	ProblemDetails
	O
	0..1
	403 Forbidden
	The "cause" attribute may be used to indicate one of the following application errors:
- MONITORING_NOT_ALLOWED
- AF_NOT_ALLOWED
- MTC_PROVIDER_NOT_ALLOWED
- MUTING_EXC_INSTR_NOT_ACCEPTED

	ProblemDetails
	O
	0..1
	404 Not Found
	The "cause" attribute may be used to indicate one of the following application errors:
- USER_NOT_FOUND

	ProblemDetails
	O
	0..1
	501 Not Implemented
	The "cause" attribute may be used to indicate one of the following application errors:
- UNSUPPORTED_MONITORING_EVENT_TYPE
- UNSUPPORTED_MONITORING_REPORT_OPTIONS

This response shall not be cached.

	NOTE:	In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.


NOTE:	In the scenario of stateless UDM deployment, it is assumed that stateless UDMs are organized into several UDM groups, and for each UDM group an FQDN can be allocated.
Table 6.4.3.2.3.1-4: Headers supported by the 201 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains the URI of the newly created resource, according to the structure: {apiRoot}/nudm-ee/<apiVersion>/{ueIdentity}/ee-subscriptions/{subscriptionId}



* * * Next Change * * * *

[bookmark: _Toc11338775][bookmark: _Toc27585479][bookmark: _Toc36457485][bookmark: _Toc45028402][bookmark: _Toc45029237][bookmark: _Toc67682000]6.4.3.3.2.2	PATCH
This method shall support the URI query parameters specified in table 6.4.3.3.2.2-1.
Table 6.4.3.3.2.2-1: URI query parameters supported by the PATCH method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	supported-features
	SupportedFeatures
	O
	0..1
	see 3GPP TS 29.500 [4] clause 6.6



This method shall support the request data structures specified in table 6.4.3.3.2.2-2 and the response data structures and response codes specified in table 6.4.3.3.2.2-3.
Table 6.4.3.3.2.2-2: Data structures supported by the PATCH Request Body on this resource
	Data type
	P
	Cardinality
	Description

	array(PatchItem)
	M
	 1..N
	Items describe the modifications to the Event Subscription



Table 6.4.3.3.2.2-3: Data structures supported by the PATCH Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	n/a
	
	
	204 No Content
	Upon success, an empty response body shall be returned. (NOTE 2)

	PatchResult
	M
	1
	200 OK
	Upon success, the execution report is returned. (NOTE 2)

	ProblemDetails
	O
	0..1
	404 Not Found
	
The "cause" attribute may be used to indicate one of the following application errors:
- USER_NOT_FOUND
 - SUBSCRIPTION_NOT_FOUND, see 3GPP TS 29.500 [4] table 5.2.7.2-1.

	
	O
	0..1
	403 Forbidden
	One or more attributes are not allowed to be modified.

The "cause" attribute may be used to indicate one of the following application errors:
- MODIFICATION_NOT_ALLOWED, see 3GPP TS 29.500 [4] table 5.2.7.2-1.
- MUTING_EXC_INSTR_NOT_ACCEPTED

	NOTE 1:	In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.
NOTE 2:	If all the modification instructions in the PATCH request have been implemented, the UDM shall respond with 204 No Content response; if some of the modification instructions in the PATCH request have been discarded, and the NF service consumer has included in the supported-feature query parameter the "PatchReport" feature number, the UDM shall respond with PatchResult.



* * * Next Change * * * *

[bookmark: _Toc11338781][bookmark: _Toc27585485][bookmark: _Toc36457491][bookmark: _Toc45028408][bookmark: _Toc45029243][bookmark: _Toc67682007][bookmark: _Toc130814636]6.4.6.1	General
This clause specifies the application data model supported by the API.
Table 6.4.6.1-1 specifies the data types defined for the Nudm_EE service API.
Table 6.4.6.1-1: Nudm_EE specific Data Types
	Data type
	Clause defined
	Description

	EeSubscription
	6.4.6.2.2
	A subscription to Notifications

	MonitoringConfiguration
	6.4.6.2.3
	Monitoring Configuration

	MonitoringReport
	6.4.6.2.4
	Monitoring Report

	Report
	6.4.6.2.5
	Event report

	ReportingOptions
	6.4.6.2.6
	Report options

	ChangeOfSupiPeiAssociationReport
	6.4.6.2.7
	Report for change of SUPI/PEI association

	RoamingStatusReport
	6.4.6.2.8
	Report for roaming status retrieval

	CreatedEeSubscription
	6.4.6.2.9
	Created subscription for event exposure

	LocationReportingConfiguration
	6.4.6.2.10
	Configuration for location reporting

	CnTypeChangeReport
	6.4.6.2.11
	Report for CN type change

	ReachabilityForSmsReport
	6.4.6.2.12
	Report for reachability status for SMS

	DatalinkReportingConfiguration
	6.4.6.2.13
	Reporting configuration for events related to data link

	CmInfoReport
	6.4.6.2.14
	Reporting UE's Connection Management State information per access type

	LossConnectivityCfg
	6.4.6.2.15
	Configuration for loss of connectivity event

	PduSessionStatusCfg
	6.4.6.2.16
	Reporting configuration for events related to PDU session Status

	LossConnectivityReport
	6.4.6.2.17
	Report of "LOSS_OF_CONNECTIVITY" event

	LocationReport
	6.4.6.2.18
	Report of "LOCATION_REPORTING" event

	PdnConnectivityStatReport
	6.4.6.2.19
	Report of "PDN_CONNECTIVITY_STATUS" event

	ReachabilityReport
	6.4.6.2.20
	Reachability report

	ReachabilityForDataConfiguration
	6.4.6.2.21
	Reachability for Data Configuration

	EeMonitoringRevoked
	6.4.6.2.22
	Revoked monitoring events information 

	MonitoringEvent
	6.4.6.2.23
	Monitoring Event

	FailedMonitoringConfiguration
	6.4.6.2.24
	Failed Monitoring Configuration in the EE subscription

	MonitoringSuspension
	6.4.6.2.25
	Monitoring Suspension

	GroupMembListChanges
	6.4.6.2.26
	Represents information on the change(s) to a group's members list.

	MaxNumOfReports
	6.4.6.3.2
	Maximum number of reports

	ReferenceId
	6.4.6.3.2
	Reference Identity

	EventType
	6.4.6.3.3
	Event type of UDM Event Exposure service

	LocationAccuracy
	6.4.6.3.4
	Location Accuracy definition

	CnType
	6.4.6.3.5
	Core Network Type

	AssociationType
	6.4.6.3.6
	Association type

	EventReportMode
	6.4.6.3.7
	Event report mode

	ReachabilityForSmsConfiguration
	6.4.6.3.8
	Configuration for report of reachablity status for SMS

	PdnConnectivityStatus
	6.4.6.3.9
	PDN Connectivity Status

	ReachabilityForDataReportConfig
	6.4.6.3.10
	Configuration for report of reachability status for data

	RevokedCause
	6.4.6.3.11
	Revocation Cause for the monitoring event

	FailedCause
	6.4.6.3.12
	Failed cause of the failed Monitoring Configuration in the EE subscription



Table 6.4.6.1-2 specifies data types re-used by the Nudm_EE service API from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Nudm_EE service API.
Table 6.4.6.1-2: Nudm_EE re-used Data Types
	Data type
	Reference
	Comments

	Uri
	3GPP TS 29.571 [7]
	Uniform Resource Identifier

	SupportedFeatures
	3GPP TS 29.571 [7]
	see 3GPP TS 29.500 [4] clause 6.6

	DateTime
	3GPP TS 29.571 [7]
	DateTime

	Pei
	3GPP TS 29.571 [7]
	Permanent Equipment Identifier

	PlmnId
	3GPP TS 29.571 [7]
	PLMN ID

	Gpsi
	3GPP TS 29.571 [7]
	Generic Public Subscription Identifier

	AccessType
	3GPP TS 29.571 [7]
	Access Type

	PatchItem
	3GPP TS 29.571 [7]
	Patch item of JSON PATCH

	PatchResult
	3GPP TS 29.571 [7]
	Patch result of JSON PATCH

	DddTrafficDescriptor
	3GPP TS 29.571 [7]
	Traffic description for downlink data delivery

	SamplingRatio
	3GPP TS 29.571 [7]
	Sampling ratio

	DurationSec
	3GPP TS 29.571 [7]
	A duration expressed in seconds

	DlDataDeliveryStatus
	3GPP TS 29.571 [7]
	Downlink data delivery status

	Dnn
	3GPP TS 29.571 [7]
	Data Network Name with Network Identifier only.

	Snssai
	3GPP TS 29.571 [7]
	Single NSSAI

	DiameterIdentity
	3GPP TS 29.571 [7]
	Diameter Identify (FQDN)

	CmInfo
	3GPP TS 29.518 [36]
	Describe the Connection Management state information for an access type

	MtcProviderInformation
	3GPP TS 29.571 [7]
	MTC Provider Information

	NfInstanceId
	3GPP TS 29.571 [7]
	Network Function Instance Identifier

	NotificationFlag
	3GPP TS 29.571 [7]
	Notification flag

	UeReachability
	3GPP TS 29.518 [36]
	Describes the reachability of the UE

	LossOfConnectivityReason
	3GPP TS 29.518 [36]
	Describes the reason of connectivity loss

	UserLocation
	3GPP TS 29.571 [7]
	User Location

	PduSessionId
	3GPP TS 29.571 [7]
	PDU Session Id

	Ipv4Addr
	3GPP TS 29.571 [7]
	IPv4 Address

	Ipv6Addr
	3GPP TS 29.571 [7]
	IPv6 Address

	Ipv6Prefix
	3GPP TS 29.571 [7]
	IPv6 Prefix

	PduSessionType
	3GPP TS 29.571 [7]
	PDU session type.

	ContextInfo
	6.1.6.2.69
	Contains the HTTP Headers received by the NFs

	DataRestorationNotification
	6.2.6.2.25
	Contains identities representing those UEs potentially affected by a data-loss event at the UDR

	IdleStatusIndication
	3GPP TS 29.518 [36]
	Idle Status Indication

	PlmnIdNid
	3GPP TS 29.571 [7]
	PLMN ID or SNPN ID

	MutingExceptionInstructions
	3GPP TS 29.571 [7]
	Muting exception instructions.

	MutingNotificationsSettings
	3GPP TS 29.571 [7]
	Muting notifications settings.



* * * Next Change * * * *

[bookmark: _Toc11338788][bookmark: _Toc27585492][bookmark: _Toc36457498][bookmark: _Toc45028415][bookmark: _Toc45029250][bookmark: _Toc67682014][bookmark: _Toc130814643]6.4.6.2.6	Type: ReportingOptions
Table 6.4.6.2.6-1: Definition of type ReportingOptions
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	reportMode
	EventReportMode
	O
	0..1
	Indicates the mode of report (e.g, periodic reporting along with periodicity, reporting based on event detection). See clause 4.15.1 of 3GPP TS23.502 [3].
	

	maxNumOfReports
	MaxNumOfReports
	C
	0..1
	Maximum number of reports. If the event subscription is for a group of UEs, this parameter shall be applied to each individual member UE of the group.
(NOTE 2)
	

	expiry
	DateTime
	C
	0..1
	This IE shall be included in an event subscription response, if, based on operator policy, the UDM needs to include an expiry time, and may be included in an event subscription request. When present, this IE shall represent the time at which monitoring shall cease and the subscription becomes invalid. If the maxNumOfReports included in an event subscription response is 1 and if an event report is included in the subscription response then the value of the expiry included in the response shall be an immediate timestamp.
(NOTE 2)
	

	samplingRatio
	SamplingRatio
	O
	0..1
	Indicates the percentage of sampling among impacted UEs, this parameter is used for group-based monitoring configuration. See clause 4.15.1 of 3GPP TS23.502 [3].
(NOTE 1)
	

	guardTime
	DurationSec
	O
	0..1
	Indicates the time for which the Monitoring Event Reporting(s) detected by the UEs in a group can be aggregated before sending them to the consumer NF, this parameter is used for group-based monitoring configuration. See clause 4.15.1 of 3GPP TS23.502 [3].
	

	reportPeriod
	DurationSec
	C
	0..1
	Indicates the interval time between which the event notification is reported, shall be present if reportMode is "PERIODIC".
	

	notifFlag
	NotificationFlag
	O
	0..1
	Indicates the notification flag, which is used to mute/unmute notifications and to retrieve events stored during a period of muted notifications.
(NOTE 3)
	EneNA

	mutingExcInstructions
	MutingExceptionInstructions
	O
	0..1
	This IE may be included in the event subscription request if the notifFlag IE is present and set to "DEACTIVATE".
When present, it shall indicate the instructions for the subscription and stored events when an exception (e.g. the buffer of stored event reports is full, or the number of stored event reports exceeds a certain number) occurs at remote NF (e.g. AMF) while the events are muted.
See 3GPP TS 23.288 [35], clause 6.2.7.2.
Write-Only: true
(NOTE 3)
	ENAPH3

	mutingNotSettings
	MutingNotificationsSettings
	O
	0..1
	This IE may be included if the event notifications muting is activated. 
This IE Indicates the remote NF (e.g. AMF) muting notification settings.
See 3GPP TS 23.288 [35], clause 6.2.7.2.
Read-Only: true
(NOTE 3)
	ENAPH3

	NOTE 1:	Parameter only applicable to certain event IDs reporting metrics (e.g. Number of UEs present in a geographical area) used and used e.g. by the NWDAF for data collection.
NOTE 2	If parameter "maxNumOfReports" and "expiry" are included at the same time, the subscription will expire as soon as one of the conditions is met. If the ReportMode is set to "PERIODIC", at least one of the "maxNumOfReports" and "expiry" attributes shall be included.
NOTE 3	The information is only applicable to the event detected by a remote NF (e.g. AMF) and directly notified to the NF consumer (e.g. NWDAF), the UDM shall ignore this attribute in other scenarios.
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The common application errors defined in the Table 5.2.7.2-1 in 3GPP TS 29.500 [4] may also be used for the Nudm_EventExposure service. The following application errors listed in Table 6.4.7.3-1 are specific for the Nudm_EventExposure service.
Table 6.4.7.3-1: Application errors
	Application Error
	HTTP status code
	Description

	MONITORING_NOT_ALLOWED
	403 Forbidden
	The subscriber does not have the necessary subscription for monitoring with the requested Event Type.

	AF_NOT_ALLOWED
	403 Forbidden
	This AF is not allowed to perform monitoring configuration.

	MTC_PROVIDER_NOT_ALLOWED
	403 Forbidden
	MTC Provider not authorized to perform monitoring configuration.

	MUTING_EXC_INSTR_NOT_ACCEPTED
	403 Forbidden
	Indicates the remote NF (e.g. AMF) does not accept the received muting exception instructions.

	USER_NOT_FOUND
	404 Not Found
	The user does not exist

	CONTEXT_NOT_FOUND
	404 Not Found
	It is used when no corresponding context exists.

	UNSUPPORTED_MONITORING_EVENT_TYPE
	501 Not Implemented
	The monitoring configuration contains unsupported event type.

	UNSUPPORTED_MONITORING_REPORT_OPTIONS
	501 Not Implemented
	The monitoring configuration contains unsupported report options.
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The optional features in table 6.4.8-1 are defined for the Nudm_EE API. They shall be negotiated using the extensibility mechanism defined in clause 6.6 of 3GPP TS 29.500 [4].
Table 6.4.8-1: Supported Features
	Feature number
	Feature Name
	Description

	1
	PatchReport
	If some of the modifications included in the PATCH request are not successfully implemented, the UDM reports the result of PATCH request execution to the consumer. See clause 5.2.7.2 of 3GPP TS 29.500 [4].

	2
	EneNA
	Enhancement of Enablers for Network Automation for 5G

An UDM and an NF that support this feature shall support the enhancement of network data analytics specified in 3GPP TS 23.288 [35].

	3
	DGEM
	Dynamic Group-based Event Monitoring

An UDM supporting this feature shall allow the NF consumer to remove list of group member UE(s) from a group-based event monitoring subscription (see clause 5.5.2.5.3) and send Monitoring Revocation Notification triggered by Network initiated explicit event notification subscription cancel procedure (see clause 5.5.2.4.1).

An supporting this feature shall also allow the NF consumer to add list of group member UE(s) into a group-based event monitoring subscription (see clause 5.5.2.5.3).

An NF consumer supporting this feature shall handle the Monitoring Revocation Notification triggered by Network initiated explicit event notification subscription cancel procedure (see clause 5.5.2.4.1).


	4
	IERSR
	Immediate Event Report in Subscription Creation Response for events detected by another NF

The UDM and the NF consumer (e.g. NEF) supporting this feature shall be able to handle the immediate event reports in the Subscription Creation Response for events with direct reporting by another NF (e.g. AMF, HSS), as specified in clause 5.5.2.2.

	x
	ENAPH3
	Enablers for Network Automation for 5G, Phase 3

An UDM supporting this feature shall support the handling of event muting exception instructions as specified in clause 6.2.7.2 of 3GPP TS 23.288 [35].
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openapi: 3.0.0

info:
  version: '1.3.0-alpha.2'
  title: 'Nudm_EE'
  description: |
    Nudm Event Exposure Service.  
    © 2023, 3GPP Organizational Partners (ARIB, ATIS, CCSA, ETSI, TSDSI, TTA, TTC).  
    All rights reserved.
[…]
    ReportingOptions:
      type: object
      properties:
        reportMode:
          $ref: '#/components/schemas/EventReportMode'
        maxNumOfReports:
          $ref: '#/components/schemas/MaxNumOfReports'
        expiry:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/DateTime'
        samplingRatio:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/SamplingRatio'
        guardTime:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/DurationSec'
        reportPeriod:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/DurationSec'
        notifFlag:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NotificationFlag'
        mutingExcInstructions:
          writeOnly: true
          allOf:
            - $ref: 'TS29571_CommonData.yaml#/components/schemas/MutingExceptionInstructions'
        mutingNotSettings:
          readOnly: true
          allOf:
            - $ref: 'TS29571_CommonData.yaml#/components/schemas/MutingNotificationsSettings'
[…]
* * * End of Changes * * * *
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