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* * * First Change * * * *
[bookmark: _Toc130836105][bookmark: _Toc510696579][bookmark: _Toc35971371][bookmark: _Toc82676335][bookmark: _Toc130836090]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".
[3]	3GPP TS 23.502: "Procedures for the 5G System; Stage 2".
[4]	3GPP TS 29.500: "5G System; Technical Realization of Service Based Architecture; Stage 3".
[5]	3GPP TS 29.501: "5G System; Principles and Guidelines for Services Definition; Stage 3".
[bookmark: _PERM_MCCTEMPBM_CRPT27230000___5][6]	OpenAPI: "OpenAPI Specification Version 3.0.0", https://spec.openapis.org/oas/v3.0.0.
[7]	3GPP TR 21.900: "Technical Specification Group working methods".
[8]	3GPP TS 33.501: "Security architecture and procedures for 5G system".
[9]	IETF RFC 6749: "The OAuth 2.0 Authorization Framework".
[10]	3GPP TS 29.510: "5G System; Network Function Repository Services; Stage 3".
[11]	IETF RFC 7540: "Hypertext Transfer Protocol Version 2 (HTTP/2)".
[12]	IETF RFC 8259: "The JavaScript Object Notation (JSON) Data Interchange Format".
[13]	IETF RFC 7807: "Problem Details for HTTP APIs".
[14]	3GPP TS 23.548: "5G System Enhancements for Edge Computing; Stage 2".
[15]	3GPP TS 29.244: "Interface between the Control Plane and the User Plane Nodes; Stage 3".
[16]	3GPP TS 29.571: "5G System; Common Data Types for Service Based Interfaces; Stage 3".
[17]	3GPP TS 23.288: "Architecture enhancements for 5G System (5GS) to support network data analytics services".
[x]	3GPP TS 24.539: "5G System (5GS); Network to TSN translator (TT) protocol aspects; Stage 3".
[y]	3GPP TS 29.512: "5G System; Session Management Policy Control Service; Stage 3".



* * * Next Change * * * *
5.2.1.3.x	TSC Management Information
Table 5.2.1.3.x-1: TSC Management Information event
	Description
	This event provides TSC Management Information.


	Subscription type
	Subscription via SMF using PFCP


	Subscription inputs to UPF
	- UPF event consumer notification URI
- Notification correlation ID

See clauses 5.x of 3GPP TS 29.244 [15] and clauses 6.2.1 and 6.3.1 of 3GPP TS 24.539 [x].


	Report type
	Continuous (event triggered) Report.



* * * Next Change * * * *
[bookmark: _Toc510696595][bookmark: _Toc35971387][bookmark: _Toc82676352][bookmark: _Toc130836116]5.2.2.3	Notify
[bookmark: _Toc130836117]5.2.2.3.1	General
The Notify service operation is invoked by the UPF, to send a notification, towards the notification URI, when certain event included in the subscription has taken place.
For the events "“USER_DATA_USAGE_MEASURES"” and “"USER_DATA_USAGE_TRENDS"”, the UPF shall use the HTTP method POST, using the notification URI received in the subscription creation as specified in clause 5.2.2.2.2, including e.g. the subscription ID, Event ID(s) for which event has happened, notification correlation ID provided by the NF service consumer at the time of event subscription, to send a notification. See Figure 5.2.2.3.2-1.
For the events "QOS_MONITORING" and "TSC_MNGT_INFO", the UPF shall use the HTTP method POST, using the notification URI received from the SMF via N4 interface, see clause 5.33.5 of 3GPP TS 29.244 [15].
For the event "USER_DATA_USAGE_MEASURES", the event notification may contain following information:
-	Volume Measurement: measures of data volume exchanged (UL, DL and/or overall) and/or number of packets exchanged (UL, DL and/or overall).
[bookmark: _Hlk126742425]-	Throughput Measurement: measures of data throughput (UL and DL).
-	Application related Information: URLs and/or Domain names and Domain name protocols detected in the traffic identified by the information included in the subscription request, e.g. an application id.
When the granularity of the measurement is per data flow, the notification includes the packet filter set and the Applications Identifier if available.
For the event "USER_DATA_USAGE_TRENDS", the event notification may contain following information:
[bookmark: _Hlk126742456]-	Throughput Statistic Measurement (average and/or peak throughput) over the measurement.
When the granularity of the measurement is per data flow, the notification includes the packet filter set and the Applications Identifier if available.
For the event "QOS_MONITORING", this service operation is used by the UPF to send the following kinds of event notification:
-	Periodic notification on the downlink packet delay, uplink packet delay, and/or the round trip packet delay between the UPF (PSA) and UE;
-	Event triggered notification on the downlink packet delay, uplink packet delay, and/or the round trip packet delay between the UPF (PSA) and UE, i.e. when the packet delay exceeds a defined threshold;
-	Notification on the downlink packet delay, uplink packet delay, and/or the round trip packet delay between the UPF (PSA) and UE when the PDU session is released.
For the event "TSC_MNGT_INFO", the event notification may contain the following information:
-	Port Management Information Container(s) for one or more NW-TT ports and/or 
-	a User Plane Node Management Information Container; 
The event notification shall also contain the following information:
-	the related NW-TT port number(s), if Port Management Information Container(s) is present; and
-	the notification correlation ID received from the SMF, if any.

* * * Next Change * * * *
[bookmark: _Toc510696633][bookmark: _Toc35971428][bookmark: _Toc82676385][bookmark: _Toc130836153]6.1.6.1	General
This clause specifies the application data model supported by the API.
Table 6.1.6.1-1 specifies the data types defined for the Nupf_EventExposure service.

Table 6.1.6.1-1: Nupf_EventExposure specific Data Types
	Data type
	Clause defined
	Description
	Applicability

	NotificationData
	6.1.6.2.2
	The list of NotificationItems
	

	NotificationItem
	6.1.6.2.3
	Represents a report on one subscribed event
	

	QosMonitoringMeasurement
	6.1.6.2.4
	QoS Monitoring Measurement information
	

	TscManagementInfo
	6.1.6.2.x
	TSC Management Information
	

	EventType
	6.1.6.3.3
	Event Type
	



Table 6.1.6.1-2 specifies data types re-used by the Nupf_EventExposure service from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Nupf_EventExposure service.
Table 6.1.6.1-2: Nupf_EventExposure re-used Data Types
	Data type
	Reference
	Comments
	Applicability

	DateTime
	3GPP TS 29.571 [16]
	Date time
	

	Dnn
	3GPP TS 29.571 [16]
	DNN
	

	Gpsi
	3GPP TS 29.571 [16]
	GPSI
	

	Snssai
	3GPP TS 29.571 [16]
	S-NSSAI
	

	Uint32
	3GPP TS 29.571 [16]
	Uint32
	

	MacAddr48
	3GPP TS 29.571 [16]
	MAC Address
	

	Ipv4Addr
	3GPP TS 29.571 [16]
	IPv4 address
	

	Ipv6Prefix
	3GPP TS 29.571 [16]
	IPv6 address prefix
	

	Uinteger
	3GPP TS 29.571 [16]
	Unsigned Integer
	

	PortManagementContainer
	3GPP TS 29.512 [y]
	PMIC
	

	BridgeManagementContainer
	3GPP TS 29.512 [y]
	UMIC
	



* * * Next Change * * * *
[bookmark: _Toc510696637][bookmark: _Toc35971432][bookmark: _Toc82676389][bookmark: _Toc130836157]6.1.6.2.3	Type: NotificationItem
Table 6.1.6.2.3-1: Definition of type NotificationItem
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	eventType
	EventType
	M
	1
	The event type of the event for which the notification is generated.
	

	ueIpv4Addr
	Ipv4Addr
	C
	0..1
	IPv4 address of the UE (NOTE 1)
	

	ueIpv6Prefix
	Ipv6Prefix
	C
	0..1
	IPv6 address prefix of the UE (NOTE 1)
	

	ueMacAddr
	MacAddr48
	O
	0..1
	MAC address of the UE.
	

	dnn
	Dnn
	O
	0..1
	When present, this attribute indicates the DNN of the PDU session for which the notification is generated.
	

	snssai
	Snssai
	O
	0..1
	When present, this attribute indicates the S-NSSAI of the PDU session for which the notification is generated.
	

	gpsi
	Gpsi
	O
	0..1
	When present, this attribute indicates the GPSI of the UE for which the notification is generated.
	

	timeStamp
	DateTime
	M
	1
	The value represents the UTC time when the information in this report was generated.
	

	startTime
	DateTime
	O
	0..1
	When present, this attribute shall provide the timestamp when the information in this report was started.
	

	qosMonitoringMeasurement
	QosMonitoringMeasurement
	C
	0..1
	This attribute shall be present if eventType is set to "QOS_MONITORING".
	

	tscMngtInfo
	TscManagementInfo
	C
	0..1
	This attribute shall be present if eventType is set to "TSC_MNGT_INFO".
	

	NOTE 1:	At least one of ueIpv4Addr and ueIpv6Prefix shall be present if IP PDU session is monitored..




* * * Next Change * * * *
[bookmark: _Toc130836158]6.1.6.2.x	Type: TscManagementInfo
Table 6.1.6.2.x-1: Definition of type TscManagementInfo
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	pmics
	array(PortManagementContainer)
	O
	1..N
	When present, this IE shall contain a Port Management Information Container for one or more NW-TT ports.
	

	umic
	BridgeManagementContainer
	O
	0..1
	When present, this IE shall contain a User Plane Node Management Information Container.
	





* * * Next Change * * * *
[bookmark: _Toc510696641][bookmark: _Toc35971436][bookmark: _Toc82676393][bookmark: _Toc130836162]6.1.6.3.3	Enumeration: EventType
The enumeration EventType represents the type of event to which the service consumer may subscribe to and for which the notification is generated. It shall comply with the provisions defined in table 6.1.5.3.3-1.
Table 6.1.6.3.3-1: Enumeration EventType
	Enumeration value
	Description
	Applicability

	"QOS_MONITORING"
	QoS Monitoring Measurement
	

	"TSC_MNGT_INFO"
	TSC Management Information
	



* * * Next Change * * * *

[bookmark: _Toc82676410][bookmark: _Toc130836202]A.2	Nupf_EventExposure API
openapi: 3.0.0

info:
  title: 'UPF Event Exposure Service'
  version: 1.1.0-alpha.1
  description: |
    UPF Event Exposure Service.  
    © 2023, 3GPP Organizational Partners (ARIB, ATIS, CCSA, ETSI, TSDSI, TTA, TTC).  
    All rights reserved.

[…]

    NotificationItem:
      description: represents a report on one subscribed event
      type: object
      required:
        - eventType
        - timeStamp
      anyOf:
        - required: [ ueIpv4Addr ]
        - required: [ ueIpv6Prefix ]
      properties:
        eventType:
          $ref: '#/components/schemas/EventType'
        ueIpv4Addr:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Ipv4Addr'
        ueIpv6Prefix:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Ipv6Prefix'
        ueMacAddr:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/MacAddr48'
        dnn:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Dnn'
        snssai:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Snssai'
        gpsi:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Gpsi'
        timeStamp:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/DateTime'
        startTime:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/DateTime'
        qosMonitoringMeasurement:
          $ref: '#/components/schemas/QosMonitoringMeasurement'
        tscMngtInfo:
          $ref: '#/components/schemas/TscManagementInfo'

    QosMonitoringMeasurement:
      description: QoS Monitoring Measurement information
      type: object
      properties:
        dlPacketDelay:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uint32'
        ulPacketDelay:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uint32'
        rtrPacketDelay:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uint32'
        measureFailure:
          type: boolean
          enum:
           - true

    TscManagementInfo:
      description: TSC Management Information
      type: object
      properties:
        pmics:
          type: array
          items:
            $ref: 'TS29512_Npcf_SMPolicyControl.yaml#/components/schemas/PortManagementContainer'
          minItems: 1
        umic:
          $ref: 'TS29512_Npcf_SMPolicyControl.yaml#/components/schemas/BridgeManagementContainer'

# ENUMS

    EventType:
      description: Event Type
      anyOf:
        - type: string
          enum:
          - QOS_MONITORING
          - TSC_MNGT_INFO
        - type: string

[…]

* * * End of Changes * * * *

