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* * * First Change * * * *
[bookmark: _Toc25227255][bookmark: _Toc34039598][bookmark: _Toc39046797][bookmark: _Toc42934379][bookmark: _Toc49844595][bookmark: _Toc56519235][bookmark: _Toc104279776][bookmark: _Toc130831490]6.1.3.3.3	Resource Standard Methods
[bookmark: _Toc25227256][bookmark: _Toc34039599][bookmark: _Toc39046798][bookmark: _Toc42934380][bookmark: _Toc49844596][bookmark: _Toc56519236]6.1.3.3.3.1	PUT
This method creates an individual resource of UE Context for SMS in the SMSF, or updates the indicated resource of UE Context for SMS in the SMSF.
This method shall support the URI query parameters specified in table 6.1.3.3.3.1-1.
Table 6.1.3.3.3.1-1: URI query parameters supported by the PUT method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



This method shall support the request data structures specified in table 6.1.3.3.3.1-2 and the response data structures and response codes specified in table 6.1.3.3.3.1-3.
Table 6.1.3.3.3.1-2: Data structures supported by the PUT Request Body on this resource
	Data type
	P
	Cardinality
	Description

	UeSmsContextData
	M
	1
	Representation of the UE Context for SMS to be created in the SMSF, or to be updated in the SMSF.



Table 6.1.3.3.3.1-3: Data structures supported by the PUT Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	UeSmsContextData
	M
	1
	201 Created
	This case represents the successful creation of an UE Context for SMS.
The HTTP response shall include a "Location" HTTP header that contains the resource URI of the created resource.

	n/a
	
	
	204 No Content
	This case represents the successful update of an UE Context for SMS.

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing a different URI, or the same URI if this is a redirection triggered by an SCP to the same target resource via another SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same SMSF or SMSF (service) set.
(NOTE 2)

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing a different URI, or the same URI if this is a redirection triggered by an SCP to the same target resource via another SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same SMSF or SMSF (service) set.
(NOTE 2)

	ProblemDetails
	O
	0..1
	403 Forbidden
	When used to represent the failure of creation / update of an UE Context for SMS, the "cause" attribute of the "ProblemDetails" shall be set to one of the following application error codes:
[bookmark: _PERM_MCCTEMPBM_CRPT35160012___2]-	SERVICE_NOT_ALLOWED, if SMS service is not allowed for the given service user;

	ProblemDetails
	O
	0..1
	404 Not Found
	When used to represent the failure of creation / update of an UE Context for SMS, the "cause" attribute of the "ProblemDetails" shall be set to one of the following application error codes:
[bookmark: _PERM_MCCTEMPBM_CRPT35160013___2]-	USER_NOT_FOUND, if the provided subscriber identifier is invalid or the service user is not found from UDM;

	NOTE 1:	The mandatory HTTP error status codes for the PUT method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.
NOTE 2:	RedirectResponse may be inserted by an SCP, see clause 6.10.9.1 of 3GPP TS 29.500 [4].



Table 6.1.3.3.3.1-4: Headers supported by the 201 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains the URI of the newly created resource, according to the structure: {apiRoot}/nsmsf-sms/<apiVersion>/ue-contexts/{supi}

	ETag
	string
	O
	0..1
	Entity Tag, containing a strong validator, as described in IETF RFC 7232 [18], clause 2.3.



Table 6.1.3.3.3.1-5: Headers supported by the 204 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	ETag
	string
	O
	0..1
	Entity Tag, containing a strong validator, as described in IETF RFC 7232 [18], clause 2.3.



Table 6.1.3.3.3.1-6: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the same SMSF or SMSF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP.For the case, when a request is redirected to the same target resource via a different SCP, see clause 6.10.9.1 in 3GPP TS 29.500 [4].

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



Table 6.1.3.3.3.1-7: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the same SMSF or SMSF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP.For the case, when a request is redirected to the same target resource via a different SCP, see clause 6.10.9.1 in 3GPP TS 29.500 [4].

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



* * * 2nd Change * * * *
[bookmark: _Toc56519237]6.1.3.3.3.2	DELETE
This method deletes an individual resource of UE Context for SMS in the SMSF.
This method shall support the URI query parameters specified in table 6.1.3.3.3.2-1.
Table 6.1.3.3.3.2-1: URI query parameters supported by the DELETE method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



This method shall support the request data structures specified in table 6.1.3.3.3.2-2 and the response data structures and response codes specified in table 6.1.3.3.3.2-3.
Table 6.1.3.3.3.2-2: Data structures supported by the DELETE Request Body on this resource
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	



Table 6.1.3.3.3.2-3: Data structures supported by the DELETE Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	n/a
	
	
	204 No Content
	This case represents a successful deletion of an UE Context for SMS.

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing a different URI, or the same URI if this is a redirection triggered by an SCP to the same target resource via another SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same SMSF or SMSF (service) set.
(NOTE 2)

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing a different URI, or the same URI if this is a redirection triggered by an SCP to the same target resource via another SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same SMSF or SMSF (service) set.
(NOTE 2)

	ProblemDetails
	O
	0..1
	404 Not Found
	When used to represent an unsuccessful deletion of an UE Context for SMS, the "cause" attribute of the "ProblemDetails" may be used to include one of the following application error codes:
[bookmark: _PERM_MCCTEMPBM_CRPT35160014___2]-	CONTEXT_NOT_FOUND, if the UE context for SMS to be operated is invalid or not found in SMSF.

	NOTE 1:	The mandatory HTTP error status codes for the DELETE method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.
NOTE 2:	RedirectResponse may be inserted by an SCP, see clause 6.10.9.1 of 3GPP TS 29.500 [4].



Table 6.1.3.3.3.2-4: Headers supported by the DELETE method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	If-Match
	String
	O
	0..1
	Validator for conditional requests, as described in IETF RFC 7232 [18], clause 3.1



Table 6.1.3.3.3.2-5: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	String
	M
	1
	An alternative URI of the resource located on an alternative service instance within the same SMSF or SMSF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP.For the case, when a request is redirected to the same target resource via a different SCP, see clause 6.10.9.1 in 3GPP TS 29.500 [4].

	3gpp-Sbi-Target-Nf-Id
	String
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



Table 6.1.3.3.3.2-6: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the same SMSF or SMSF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP.For the case, when a request is redirected to the same target resource via a different SCP, see clause 6.10.9.1 in 3GPP TS 29.500 [4].

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



* * * 3rd Change * * * *
[bookmark: _Toc11338490][bookmark: _Toc27585122][bookmark: _Toc36457078][bookmark: _Toc45027962][bookmark: _Toc45028797][bookmark: _Toc67681556][bookmark: _Toc82680132][bookmark: _Toc88746022]6.1.3.3.3.3	PATCH
This method shall support the URI query parameters specified in table 6.1.3.3.3.3-1.
Table 6.1.3.3.3.3-1: URI query parameters supported by the PATCH method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	supported-features
	SupportedFeatures
	O
	0..1
	see 3GPP TS 29.500 [4] clause 6.6



This method shall support the request data structures specified in table 6.1.3.3.3.3-2 and the response data structures and response codes specified in table 6.1.3.3.3.3-3.
Table 6.1.3.3.3.3-2: Data structures supported by the PATCH Request Body on this resource
	Data type
	P
	Cardinality
	Description

	array(PatchItem)
	M
	 1..N
	Items describe the modifications to the Event Subscription



Table 6.1.3.3.3.3-3: Data structures supported by the PATCH Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	n/a
	
	
	204 No Content
	Upon success, an empty response body shall be returned. 

	PatchResult
	C
	1
	200 OK
	Upon partial success, if the NF service consumer has indicated "PatchReport" in the supported-feature, the execution report is returned.
(NOTE 3)

	UeSmsContextData
	C
	0..1
	200 OK
	Upon partial success, if the NF service consumer does not support the "PatchReport" feature, the SMSF shall return a UeSmsContextData object in the response.
(NOTE 3)

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection. The NF service consumer shall generate a Location header field containing a URI pointing to the endpoint of another NF service consumer to which the notification should be sent.
If an SCP redirects the message to another SCP then the location header field shall contain the same URI or a different URI pointing to the endpoint of the NF service consumer to which the notification should be sent.

(NOTE 2)

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection. The NF service consumer shall generate a Location header field containing a URI pointing to the endpoint of another NF service consumer to which the notification should be sent.
If an SCP redirects the message to another SCP then the location header field shall contain the same URI or a different URI pointing to the endpoint of the NF service consumer to which the notification should be sent.

(NOTE 2)

	ProblemDetails
	O
	0..1
	403 Forbidden
	One or more attributes are not allowed to be modified.

The "cause" attribute may be used to indicate one of the following application errors:
- MODIFICATION_NOT_ALLOWED, see 3GPP TS 29.500 [4] table 5.2.7.2-1.

	ProblemDetails
	O
	0..1
	404 Not Found
	The "cause" attribute may be used to indicate one of the following application errors:
- USER_NOT_FOUND
- CONTEXT_NOT_FOUND

	NOTE 1:	In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.
NOTE 2:	RedirectResponse may be inserted by an SCP, see clause 6.10.9.1 of 3GPP TS 29.500 [4].
NOTE 3:	One of UeSmsContextData or PatchResult shall be returned, depending on whether the NF service consumer support "PatchReport" feature or not.



Table 6.1.3.3.3.3-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the same SMSF or SMSF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP.For the case, when a request is redirected to the same target resource via a different SCP, see clause 6.10.9.1 in 3GPP TS 29.500 [4].

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



Table 6.1.3.3.3.3-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the same SMSF or SMSF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP.For the case, when a request is redirected to the same target resource via a different SCP, see clause 6.10.9.1 in 3GPP TS 29.500 [4].

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



* * * 4th Change * * * *
[bookmark: _Toc25227262][bookmark: _Toc34039605][bookmark: _Toc39046804][bookmark: _Toc42934386][bookmark: _Toc49844602][bookmark: _Toc56519242][bookmark: _Toc104279781][bookmark: _Toc130831495]6.1.3.3.4.2.2	Operation Definition
This custom operation is used to send a SMS payload to an individual UEContext resource in the SMSF.
This operation shall support the request data structures specified in table 6.1.3.3.4.2.2-1 and the response data structure and response codes specified in table 6.1.3.3.4.2.2-2.
Table 6.1.3.3.4.2.2-1: Data structures supported by the POST Request Body on this resource
	Data type
	P
	Cardinality
	Description

	SmsRecordData
	M
	1
	Representation of the SMS Record to be created in the SMSF.



Table 6.1.3.3.4.2.2-2: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	SmsRecordDeliveryData
	M
	1
	200 OK
	This case represents the successful of sending SMS record in uplink direction, with necessary response data.

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing a different URI, or the same URI if this is a redirection triggered by an SCP to the same target resource via another SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same SMSF or SMSF (service) set.
(NOTE 2)

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing a different URI, or the same URI if this is a redirection triggered by an SCP to the same target resource via another SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same SMSF or SMSF (service) set.
(NOTE 2)

	[bookmark: _PERM_MCCTEMPBM_CRPT35160015___2]ProblemDetails
	O
	0..1
	400 Bad Request
	This case represents an unsuccessful delivery of SMS payload.
The "cause" attribute may be used to indicate one of the following application errors:
-	SMS_PAYLOAD_MISSING, if the expected SMS payload content is missing;
-	SMS_PAYLOAD_ERROR, if error exists in the SMS payload content.

	ProblemDetails
	O
	0..1
	403 Forbidden
	This case represents an unsuccessful delivery of SMS payload.

The "cause" attribute may be used to indicate one of the following application errors:
[bookmark: _PERM_MCCTEMPBM_CRPT35160016___2]-	SERVICE_NOT_ALLOWED, if SMS service is not allowed for the given service user;

	ProblemDetails
	O
	0..1
	404 Not Found
	This case represents an unsuccessful delivery of SMS payload.
The "cause" attribute may be used to indicate one of the following application errors:
[bookmark: _PERM_MCCTEMPBM_CRPT35160017___2]-	CONTEXT_NOT_FOUND, if the UE context for SMS to be operated is invalid or not found in SMSF.

	NOTE 1:	The mandatory HTTP error status codes for the POST method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.
NOTE 2:	RedirectResponse may be inserted by an SCP, see clause 6.10.9.1 of 3GPP TS 29.500 [4].



Table 6.1.3.3.4.2.2-3: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the same SMSF or SMSF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP.For the case, when a request is redirected to the same target resource via a different SCP, see clause 6.10.9.1 in 3GPP TS 29.500 [4].

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



Table 6.1.3.3.4.2.2-4: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the same SMSF or SMSF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP.For the case, when a request is redirected to the same target resource via a different SCP, see clause 6.10.9.1 in 3GPP TS 29.500 [4].

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



* * * 5th Change * * * *
[bookmark: _Toc104279784][bookmark: _Toc130831498]6.1.3.3.4.3.2	Operation Definition
This custom operation is used to send a SMS payload to an individual UEContext resource in the SMSF.
This operation shall support the request data structures specified in table 6.1.3.3.4.3.2-1 and the response data structure and response codes specified in table 6.1.3.3.4.3.2-2.
Table 6.1.3.3.4.3.2-1: Data structures supported by the POST Request Body on this resource
	Data type
	P
	Cardinality
	Description

	SmsData
	M
	1
	Representation of the MT SMS sent to the SMSF.



Table 6.1.3.3.4.3.2-2: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	SmsDeliveryData
	M
	1
	200 OK
	This case represents the successful of sending SMS message in downlink direction, with necessary response data on the received delivery report.

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing a different URI, or the same URI if this is a redirection triggered by an SCP to the same target resource via another SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same SMSF or SMSF (service) set.
(NOTE 2)

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing a different URI, or the same URI if this is a redirection triggered by an SCP to the same target resource via another SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same SMSF or SMSF (service) set.
(NOTE 2)

	ProblemDetails
	O
	0..1
	400 Bad Request
	This case represents an unsuccessful delivery of SMS payload.
The "cause" attribute may be used to indicate one of the following application errors:
-	SMS_PAYLOAD_MISSING, if the expected SMS payload content is missing;
-	SMS_PAYLOAD_ERROR, if error exists in the SMS payload content.

	ProblemDetails
	O
	0..1
	403 Forbidden
	This case represents an unsuccessful delivery of SMS payload.

The "cause" attribute may be used to indicate one of the following application errors:
-	SERVICE_NOT_ALLOWED, if SMS service is not allowed for the given service user;

	ProblemDetails
	O
	0..1
	404 Not Found
	This case represents an unsuccessful delivery of SMS payload.
The "cause" attribute may be used to indicate one of the following application errors:
-	CONTEXT_NOT_FOUND, if the UE context for SMS to be operated is invalid or not found in SMSF.

	NOTE 1:	The mandatory HTTP error status codes for the POST method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.
NOTE 2:	RedirectResponse may be inserted by an SCP, see clause 6.10.9.1 of 3GPP TS 29.500 [4].



Table 6.1.3.3.4.3.2-3: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the same SMSF or SMSF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP.For the case, when a request is redirected to the same target resource via a different SCP, see clause 6.10.9.1 in 3GPP TS 29.500 [4].

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



Table 6.1.3.3.4.3.2-4: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the same SMSF or SMSF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP.For the case, when a request is redirected to the same target resource via a different SCP, see clause 6.10.9.1 in 3GPP TS 29.500 [4].

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



* * * End of Changes * * * *


