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Foreword
[bookmark: spectype3]This Technical Report has been produced by the 3rd Generation Partnership Project (3GPP).
The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:
Version x.y.z
where:
x	the first digit:
1	presented to TSG for information;
2	presented to TSG for approval;
3	or greater indicates TSG approved document under change control.
y	the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.
z	the third digit is incremented when editorial only changes have been incorporated in the document.
In the present document, modal verbs have the following meanings:
shall		indicates a mandatory requirement to do something
shall not	indicates an interdiction (prohibition) to do something
The constructions "shall" and "shall not" are confined to the context of normative provisions, and do not appear in Technical Reports.
The constructions "must" and "must not" are not used as substitutes for "shall" and "shall not". Their use is avoided insofar as possible, and they are not used in a normative context except in a direct citation from an external, referenced, non-3GPP document, or so as to maintain continuity of style when extending or modifying the provisions of such a referenced document.
should		indicates a recommendation to do something
should not	indicates a recommendation not to do something
may		indicates permission to do something
need not	indicates permission not to do something
The construction "may not" is ambiguous and is not used in normative elements. The unambiguous constructions "might not" or "shall not" are used instead, depending upon the meaning intended.
can		indicates that something is possible
cannot		indicates that something is impossible
The constructions "can" and "cannot" are not substitutes for "may" and "need not".
will		indicates that something is certain or expected to happen as a result of action taken by an agency the behaviour of which is outside the scope of the present document
will not		indicates that something is certain or expected not to happen as a result of action taken by an agency the behaviour of which is outside the scope of the present document
might	indicates a likelihood that something will happen as a result of action taken by some agency the behaviour of which is outside the scope of the present document
might not	indicates a likelihood that something will not happen as a result of action taken by some agency the behaviour of which is outside the scope of the present document
In addition:
is	(or any other verb in the indicative mood) indicates a statement of fact
is not	(or any other negative verb in the indicative mood) indicates a statement of fact
The constructions "is" and "is not" do not indicate requirements.
[bookmark: introduction][bookmark: scope][bookmark: _Toc158014936]
1	Scope
The present document will study closed control loop management.
[bookmark: references][bookmark: _Toc158014937]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 28.535: "Management and orchestration; Management services for communication service assurance; Requirements"
[3]	3GPP TS 28.104: "Management and orchestration; Management Data Analytics (MDA)".

…
[x]	<doctype> <#>[ ([up to and including]{yyyy[-mm]|V<a[.b[.c]]>}[onwards])]: "<Title>".
[bookmark: definitions][bookmark: _Toc158014938]3	Definitions of terms, symbols and abbreviations
[bookmark: _Toc158014939]3.1	Terms
For the purposes of the present document, the terms given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
example: text used to clarify abstract rules by applying them literally.
[bookmark: _Toc158014940]3.2	Symbols
For the purposes of the present document, the following symbols apply:
<symbol>	<Explanation>

[bookmark: _Toc158014941]3.3	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
<ABBREVIATION>	<Expansion>

[bookmark: clause4]
[bookmark: _Toc2086441][bookmark: _Toc158014943]4	Concepts and Background 
4.1	Introduction and Overview
4.1.1	Closed Control loops
Extending the definitions in TS28.535 and TS28.536, A Closed Control Loop (CCL) is a type of control mechanism that monitors and regulates a set of managed entities with the objective of achieving a specific goal. A CCL can be logically decomposed into several stages, each providing a specific functionality and where the stages work together to achieve the stated goal. Any two CCLs with the same functionality may have the functionality supported in different count  of stages implementing the functionality and similarly, any two CCLs with the same functionality and same count of stages, the respective stages may not have the same functionality. 
A control loop is a building block for management of networks and services. The basic principle of any control loop is to adjust the value of an observed variable (expressed as for example an attribute) to control/influence the value of a desired goal (expressed as for example an attribute) for a controlled entity, such as a managed entity or managed function. The producer of the measurements or observations, the control service, and the controlled entity are all required to fully realize and use a control loop.
A control loop can be an open control loop in which case a human operator or other management entity intervenes inside the loop. A control loop can be Closed Control Loop (CCL) which operates without any intervention from a human operator or any other management entity other than possibly the initial configuration of the measurement producer and configuration of the control loop. In a closed control loop the input to the control loop provided by human operator or other management entity may include the goal or policies. Besides the provisioning needed to realize the gaol,  the output of the closed control loop may also include closed control loop status to a human operator or other management entity. 
Examples of well-known Closed Loop types are OODA loop, composed of 4 stages (Observe, Orient, Decide, Act) and MAPE-K, also composed of 4 stages (Monitor, Analyse, Plan, Execute) plus Knowledge.

a) [image: A diagram of a person with arrows
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Figure 4.1.1-1: Open control loop entities versus Closed control loop entities (see TS28.535)
The NRM Model defined for assurance closed control loop in 3GPP TS 28.536 shows that the current CCL mechanism defined in 3GPP can only enable creation of a CCL for SLS assurance purpose only and the SLS assurance can only be done either for a slice or for a slice subnet. This is considered to be very restrictive and demeaning the potential of a CCL. A CCL can very well be instantiated to deliver in various other fields related improving the overall efficiency of the network including for the RAN, Core network or edge network. CCLs may be used for, e.g performance assurance of the network and its nodes, coverage optimization of the radio network, improving energy efficiency and consumption of the network, maintaining guaranteed UE specific requirements e.g UE throughout etc.
[image: A diagram of a computer
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Figure 5.1.1.1: Assurance management NRM fragment (28.536) 

4.1.2	Functional stages of a closed control loop 
A closed control loop may manage any managed entity, e.g., a network resource or a communication service. Generally, the control loop consists of the steps Monitoring/data collection, Analysis, Decision and Execution. The adjustment of the resources of the managed entity used is completed by the continuous iteration of the steps in a management control loop.
[image: A diagram of decision making
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Figure 4.1.2-1: Stages of a Control Loop – a) the four functional stages and b) 2 stages combined into a single management function
The "Monitoring/data collection" stage is responsible for collecting and pre-processing data from managed entities or from external sources. 
The "Analysis" stage derives insights from the available data obtained in the monitoring/data collection stage. The insights provide answers to the questions: "What happened?" or "What is likely to happen?”, “where did it happen or is it likely to hapen?”, “when did it happen or is it likely to hapen?” and "Why?". 
The "Decision" stage is responsible for deriving workflows from insights provided by the analysis stage. It decides which reactive, proactive or predictive actions should be taken in consideration of insights obtained in the analysis stage. 
The execution stage manages the activation of commands on the controlled resources or entities. The decision stage should decide which actions are required, but not necessarily how they should be taken in the managed entities. So, the translation from actions to commands is a responsibility of the execution stage.

4.2	Realizations of Closed Control Loops
4.3.1	Closed-Box Closed Control Loops - SON Functions as CCLs
Closed-Box Closed Control Loops (CB-CCL) are assembled prior to their use in the Management system, e.g., as SON functionality. The CB-CCLs components, as well as the communication and interoperation between the CB-CCL components, are out of-scope of the present specification. As such, only the external interactions and capabilities of the CB-CCLs are in-scope of standardization.
A SON function may be used to realize a closed control loop, i.e., as illustrated by Figure 4.4.1-1, the SON function may used as the implementation of the functional logic of an abstract CCL.

[image: ]
Figure 4.3.1-1: SON function as a closed control loop
4.3.2	Open-Box Closed Control Loops
Open-Box CCLs (OB-CCL) are assembled on demand by MnS consumers, using capabilities offered by the Management system, e.g., from independent management functions or management services. The OB-CCLs stages or the components accomplishing those stages, as well as the communication and interoperation between these OB-CCL components, are based the different 3GPP management services. Examples management functions include MDA and SON functions while example management services include MDA capabilities, PM jobs, and data management jobs. 

4.1.X Closed Control Loop Management Capabilities
CCLs automate the management of network resources thereby taking control away from operators. The behaviors of the CCLs need thus to be directed by operators as consumers of CCL management services. The characteristics and behaviors of the CCLs can be managed by the Mns consumer. The 3GPP management system should provide capabilities that enable a consumer to:
· manage the execution of CCLs. E.g. to request for and be notified about the instantiation of CCLs. For instance, if the consumer wants to request for instantiation of an Energy saving CL for 10,000 cells.
· Compose or request for and be notified about the composition of a CCL from a set of specific components (such as analytics services or SON functions)
· manage a closed loop composed from multiple components.

[bookmark: _Toc158014944]5. 			Use Cases
5.1			Use case 1: Dynamic CCL Creation
5.1.1		Description
5.1.1.1	Overview
CCLs may be dynamically realized. There are two aspects to dynamically realization of CCLs – dynamic instantiation of a CCL from an existing template and dynamically composing the CCL. 


5.1.1.2  Dynamic composition of CCLs
A CCL may be composed on stages provided by different management functions or management services. i.e., the CCLs is assembled on demand by MnS consumers, using capabilities offered by the Management system, e.g., from independent management functions. The CCLs components, as well as the communication and interoperation between components, are based the different 3GPP management services. Accordingly, the MnS consumer should be able to identify and indicate the MnFs or MnS producers that should be used to compose a CCL

5.1.1.3  Examples for scenarios for Dynamic composition of CCLs
5.1.1.3.1 Composition from management Functions
Different management functions may be used to realize the different stages of a closed loop, for example, an MDA function may realize the analytics stage of the CCL while another management function may realize the decision stage of the CCL.

[image: A diagram of a flowchart

Description automatically generated]
Figure 5.1.3.1-1:  Management functions as stages of a closed control loop

5.1.1.3.2 Composition from management services 
Different management services may be used to realize the different stages of a closed loop, i.e.  the management service provides the output expected from a specific stage. For example, a capability of the MDA MnS realizes an analytics stage of the CCL while another capability may realize a specific data collection stage of the CCL.
a)[image: A diagram of a data processing process
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Figure 5.1.3.2-1: management services used as implementations of CCL stages: a) MDA MnS and PM job the respective implementations of the analysis and data collection stages and b) MDA MnS as the implementation of the decision stage 
The MnS consumer should be enabled to manage the composition of such a CCL. The MnS consumer could request for and be notified about the composition of a CCL from a set of specific components (i.e., specific management functions or management services). The request could indicate components with specific given capabilities (such as analytics services with specific analytics types) which should be combined to achieve the closed loop. Moreover, the request could be for composition of a CCL required to achieve a specific set of desired outcomes or goals.


5.1.2		Potential Requirements
REQ-CCL-CRTN-1: The CCL MnS Producer should support a capability enabling the MnS consumer to request for a CCL (instance) to be composed from a set of management function types or instances or management services.

5.1.3		Potential Solutions
5.1.2.1 	Solution-x

5.1.2.2	Solution-y
5.1.4			Evaluation of solutions
TBD

5.2			Use case 2: Triggered CCL
5.2.1		Description
The existing CCL mechanism enables consumer to request the initiation of a CCL with the goal to maintain particular SLS (indicated by the AssuranceGoal). The CCL is  expected to monitor the network to see if there have been some goal breaches. If there is, the consumer is notified and the appropriate actions can be taken to mitigate the breach by the consumer. The consumer may also decide to update the existing CCL or create a new one to mitigate the breach. A CCL is always instantiated, updated and deleted on an explicit request from the consumer.
Considering the autonomous nature of CCL, it is beneficial to study possible improvements to CCL management including automated instantiation, update and deletion of a CCL based on information provided by the consumer that could be used by the system to trigger CCL management. The existing CCL mechanism places a burden on the consumer to monitor the network and decide whether to instantiate a CCL, update a CCL, or delete a CCL. A possible improvement may be to allow the consumer to define trigger conditions for automated instantiation, update and deletion of a CCL.
The ConditionMonitor[x], post appropriate extensions, can be utilized to define triggering conditions for CCL management. 

5.2.2		Potential Requirements
REQ-TRI-FUN-01: The 3GPP management system shall enable authorized consumers to provide information that can be used to trigger CCL instantiation.
REQ-TRI-FUN-02: The 3GPP management system shall enable authorized consumers to provide information that can be used to trigger CCL update. 
REQ-TRI-FUN-03: The 3GPP management system shall enable authorized consumers to provide information that can be used to trigger CCL deletion. 

5.3 Use case 3: closed control loop for problem recovery 
5.3.1 Description
Based on the concept in TS 28.104 [Y], MDA reports may contain root cause analysis of ongoing issues, predictions of potential issues and corresponding relevant causes and recommended actions for preventions, and/or prediction of network and/or service demands. For example, 
· MDA for Coverage problem analysis can provide the following information in the MDA report: coverageProblemId, coverageProblemType, coverageProblemAreas and recommendedActions.
-	MDA for Energy saving analysis can provide the following information in the MDA report: energyEfficiencyProblematicObject, energyEfficiencyProblemType, rANenergySavingRecommendations and cNenergySavingRecommendations.
MnS consumer may make a decision to resolve the observed problems based on the analytics reports (e.g. provided by MDA) and other management data (e.g. historical decisions made previously) if necessary.  It can be possible that one MnF (e.g. Domain MnF) is responsible for problem observation and recovery, while another MnF (e.g. Cross Domain MnF) is responsible for decision on whether the problem needs to be resolved. In this scenario, The Cross Domain MnF can decide whether needs the Domain MnF to recovery the observed problems (e.g. coverage problem) based on MDA report (e.g. root cause information, recommended solutions) and other information (e.g. user experience information, information from other domains). If decides to recovery the observed problems, Cross Domain MnF needs to request Domain MnF to recovery the specified problems observed from the MDA report by using closed control loop.  MnS consumer may specifies the time window for problem recovery, which means the MnS producer needs to recovery the problem at the specified time window. During problem recovery phase, MnS consumer also needs to be obtain the progress information for the problem process. When the last step of the problem process is completed, MnS producer needs to send the result of this problem recovery process to the MnS consumers. 
5.3.2 Potential requirements
REQ-CSA-CON-1 The 3GPP management system should have the capability to allow the MnS consumer to request a CCL for  resolving the problems identified in the MDA report.
5.3.3 Potential solutions
TBD
[bookmark: _Toc157751693]5.3.4 Evaluation of potential solutions
TBD

[bookmark: _Toc158014945]6. 			Conclusions and Recommendations
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