3GPP TS 36.579-2 V0.1.0 (2017-06)
Technical Specification

3rd Generation Partnership Project;

Technical Specification Group Radio Access Network;

Mission Critical Push To Talk (MCPTT) over LTE conformance testing;

Part 2: MCPTT Client Application test specification
(Release 13)
[image: image1.jpg]



[image: image2.png]=

A GLOBAL INITIATIVE




The present document has been developed within the 3rd Generation Partnership Project (3GPP TM) and may be further elaborated for the purposes of 3GPP.
The present document has not been subject to any approval process by the 3GPP Organizational Partners and shall not be implemented.
This Specification is provided for future development work within 3GPP only. The Organizational Partners accept no liability for any use of this Specification.
Specifications and Reports for implementation of the 3GPP TM system should be obtained via the 3GPP Organizational Partners' Publications Offices.

Keywords

LTE, MCPTT, testing
3GPP

Postal address

3GPP support office address

650 Route des Lucioles - Sophia Antipolis

Valbonne - FRANCE

Tel.: +33 4 92 94 42 00 Fax: +33 4 93 65 47 16

Internet

http://www.3gpp.org

Copyright Notification

No part may be reproduced except as authorized by written permission.
The copyright and the foregoing restriction extend to reproduction in all media.

© 2017, 3GPP Organizational Partners (ARIB, ATIS, CCSA, ETSI, TSDSI, TTA, TTC).

All rights reserved.
UMTS™ is a Trade Mark of ETSI registered for the benefit of its members

3GPP™ is a Trade Mark of ETSI registered for the benefit of its Members and of the 3GPP Organizational Partners
LTE™ is a Trade Mark of ETSI registered for the benefit of its Members and of the 3GPP Organizational Partners
GSM® and the GSM logo are registered and owned by the GSM Association

Contents

6Foreword

Introduction
6
1
Scope
7
2
References
7
3
Definitions, symbols and abbreviations
8
3.1
Definitions
9
3.2
Symbols
9
3.3
Abbreviations
10
4
General
10
4.1
Test methodology
10
4.1.1
Testing of optional functions and procedures
10
4.1.2
Test interfaces and facilities
11
4.2
Implicit testing
11
4.3
Repetition of tests
11
4.4
Handling of differences between conformance requirements in different releases of cores specifications
11
4.5
Reference conditions
11
4.6
Generic setup procedures
11
5
MCPTT Client Configuration
11
5.1
Configuration / Authentication / User Authorisation / UE Configuration / User Profile
12
5.2
Configuration / Group Creation / Group Regroup Creation / Group Regroup Teardown
25
5.3
Configuration / Group Affiliation / Remote change / De-affiliation / Home MCPTT system
27
5.4
Configuration / Pre-established Session Establishment / Pre-established Session Modification / Pre-established Session Release
39
6
MCPTT Client on-network operation
47
6.1
Group Calls - same MCPTT system
47
6.1.1
Pre-arranged Group Call
47
6.1.1.1
On-network / One MCPTT System / On-demand Pre-arranged Group Call / Automatic Commencement Mode / End-to-end communication security / Floor Control / Upgrade to Emergency Group Call / Cancel Emergency State / Upgrade to Imminent Peril Group Call / Cancel Imminent Peril State / Client Originated (CO)
47
6.1.1.2
On-network / One MCPTT System / On-demand Pre-arranged Group Call / Automatic Commencement Mode / End-to-end communication security / Floor Control / Upgrade to Emergency Group Call / Cancel Emergency State / Upgrade to Imminent Peril Group Call / Cancel Imminent Peril State / Client Terminated (CT)
90
6.1.1.3
On-network / One MCPTT System / On-demand Pre-arranged Group Call / Manual Commencement Mode / Client Originated (CO)
90
6.1.1.4
On-network / One MCPTT System / On-demand Pre-arranged Group Call / Manual Commencement Mode / Client Terminated (CT)
90
6.1.1.5
On-network / One MCPTT System / Pre-arranged Group Call / Re-join
96
6.1.1.6
On-network / One MCPTT System) / Pre-arranged Group Call using pre-established session / Automatic Commencement Mode / Client originated Pre-established Session Release with associated MCPTT session / Client Originated (CO)
96
6.1.1.7
On-network / One MCPTT System / Pre-arranged Group Call using pre-established session / Automatic Commencement Mode / Server originated Pre-established Session Release with associated MCPTT session / Client Terminated (CT)
96
6.1.1.8
On-network / One MCPTT System) / Pre-arranged Group Call using pre-established session / Manual Commencement Mode / Client Originated (C0)
96
6.1.1.9
On-network / One MCPTT System) / Pre-arranged Group Call using pre-established session / Manual Commencement Mode / Client Terminated (CT)
96
6.1.1.10
On-network / One MCPTT System / Pre-arranged Broadcast Group Call / Client Originated (CO)
96
6.1.1.11
On-network / One MCPTT System / Pre-arranged Broadcast Group Call / Client Terminated (CT)
97
6.1.1.12
On-network / One MCPTT System) / Broadcast Group Call with Temporary Group / Client Originated (CO)
97
6.1.1.13
On-network / One MCPTT System / Pre-arranged Emergency Group Call / Client Originated (CO)
97
6.1.1.14
On-network / One MCPTT System / Pre-arranged Emergency Group Call / Client Terminated (CT)
97
6.1.1.15
On-network / One MCPTT System / Pre-Arranged Imminent Peril Group Call / Client Originated (CO)
97
6.1.1.16
On-network / One MCPTT System / Pre-Arranged Imminent Peril Group Call / Client Terminated (CT)
97
6.1.1.17
On-network / One MCPTT System / Client Originated (CO) / Emergency Alert / Cancel Emergency Alert
97
6.1.1.18
On-network / One MCPTT System / Client Terminated (CT) / Emergency Alert
97
6.1.2
Chat Group Calls
97
6.1.2.1
On-network / One MCPTT System / On-demand Chat Group Call / Client Origination (CO)
97
6.1.2.2
On-network / One MCPTT System / Join Ongoing Chat Group Call / Client Origination (CO)
102
6.1.2.3
On-network / One MCPTT System / Chat Group Call Using Pre-established Session Including Emergency and Imminent Peril Calls / Client Server originated Pre-established Session Release with associated MCPTT session / Client Origination (CO)
102
6.1.2.4
On-network / One MCPTT System / Chat Group Call / Late Entry
109
6.1.2.5
On-network / One MCPTT System / Chat Group Call / Rejection Upon Join Attempt / Join Attempt Successful / De-affiliation
109
6.1.2.6
On-network / One MCPTT System / Chat Group Group-broadcast Broadcast Group Call / Client Originated (CO)
109
6.1.2.7
On-network / One MCPTT System / Chat group Broadcast Group Call / Client Terminated (CT)
110
6.1.2.8
On-network / One MCPTT System / Chat Group Emergency Group Call / Client Originated (CO)
110
6.1.2.9
On-network / One MCPTT System / Chat Group Emergency Group Call / Client Terminated (CT)
110
6.1.2.10
On-network / One MCPTT System/ Chat Group Imminent Peril Group Call / Client Originated (CO)
110
6.1.2.11
On-network / One MCPTT System / Chat Group Imminent Peril Group Call / Client Terminated (CT)
110
6.2
Private Calls
110
6.2.1
On-network / One MCPTT System / Private Call / On-demand / Automatic Commencement Mode / End-to-end communication security / With Floor Control confidentiality and integrity protection / Upgrade to Emergency Call / Cancellation of Emergency on User request / Client Originated (CO)
110
6.2.2
On-network / One MCPTT System / Private Call / On-demand / Automatic Commencement Mode / End-to-end communication security / With Floor Control confidentiality and integrity protection / Upgrade to Emergency Call / Cancellation of Emergency on User request / Client Terminated (CT)
127
6.2.3
On-network / One MCPTT System / Private Call / On-demand / Automatic Commencement Mode / Without Floor Control / Client Originated (CO)
143
6.2.4
On-network / One MCPTT System / Private Call / On-demand / Automatic Commencement Mode / Without Floor Control / Client Terminated (CT)
149
6.2.5
On-network / One MCPTT System / Private Call / Emergency Private Call / On-demand / Automatic Commencement Mode / Without Floor Control / Client Originated (CO)
153
6.2.6
On-network / One MCPTT System / Private Call / Emergency Private Call / On-demand / Automatic Commencement Mode / Force of automatic commencement mode / Without Floor Control / Client Terminated (CT)
162
6.2.7
On-network / One MCPTT System / Private Call / On-demand / Manual Commencement Mode / Without Floor Control / Client Originated (CO)
168
6.2.8
On-network / One MCPTT System / Private Call / On-demand / Manual Commencement Mode / Without Floor Control / Client Terminated (CT)
175
7.1.2.9
Off-network / Private Call / Emergency Call / Client Originated (CO)
180
7.1.2.10
Off-network / Private Call / Emergency Call / Client Terminated (CT)
180
6.3
UE-to-network relay
180
6.4
Location
180
7
MCPTT Client off-network operation
180
Annex <A> (normative): <Normative annex title>
181
Annex <B> (informative): <Informative annex title>
181
B.1
Heading levels in an annex
181
Annex <X> (informative): Change history
183


Foreword

This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

Introduction
The present document is part 1 of a multi-part conformance test specification for Mission Critical Push To Talk (MCPTT) over LTE consisting of:


3GPP TS 36.579-1 [2]: "Mission Critical Push To Talk (MCPTT) over LTE protocol conformance testing; Part 1: Common test environment"


3GPP TS 36.579-2: "Mission Critical Push To Talk (MCPTT) over LTE conformance testing; Part 2: MCPTT Client Application test specification" (the present specification)

3GPP TS 36.579-3 [3]: "Mission Critical Push To Talk (MCPTT) over LTE conformance testing; Part 3: MCPTT Server Application test specification"

3GPP TS 36.579-4 [4]: "Mission Critical Push To Talk (MCPTT) over LTE conformance testing; Part 4: Test Applicability and Implementation Conformance Statement (ICS)"

3GPP TS 36.579-5 [5]: "Mission Critical Push To Talk (MCPTT) over LTE conformance testing; Part 5: Abstract test suite (ATS)"
1
Scope

The present document specifies the protocol conformance testing for testing a MCPTT Client for compliance to the Mission Critical Push To Talk (MCPTT) over LTE protocol requirements defined by 3GPP.

I particular the present specification contains:

-
the overall test structure;

-
the test configurations;

-
the conformance requirement and reference to the core specifications;

-
the test purposes; and

-
a brief description of the test procedure, the specific test requirements and short message exchange table.

The present document is valid for MCPTT Clients implemented according to 3GPP releases starting from Release 13 up to the Release indicated on the cover page of the present document.

The following information relevant to testing specified in the present document could be found in accompanying specifications:

-
default setting of the test parameters TS 36.579-1 [2];

-
Implementation Conformance Statement (ICS) TS 36.579-4 [4] and Implementation eXtra Information for Testing (IXIT) TS 36.579-5 [5];
-
the applicability of each test case TS 36.579-4 [4].

The test cases are expected to be executed through the 3GPP radio interface. The present document does not specify the protocol conformance testing for the EPS (LTE) bearers which carry the MCPTT data sent or received by the MCPTT Client and which are required to be supported by the UE in which the MCPTT Client is installed. This is defined in TS 36.523-1 [6], TS 36.521-1 [21] and TS 36.521-3 [22] respectively.
2
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Editor's Note: The exact content of section 2 will be determined with the present specification content evolving. At this moment of time some of it is copy/paste from other relevant specifications and therefore should be seen as only for information.
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document unless the context in which the reference is made suggests a different Release is relevant (information on the applicable release in a particular context can be found in e.g. test case title, description or applicability, message description or content).
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3
Definitions, symbols and abbreviations
Editor's Note: The exact content of section 3 will be determined with the present specification content evolving. At this moment of time some of it is copy/paste from other relevant specifications and therefore should be seen as only for information.
3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
For the purpose of the present document, the following terms and definitions given in 3GPP TS 24.379 [9] apply:
An MCPTT user is affiliated to an MCPTT group

An MCPTT user is affiliated to an MCPTT group at an MCPTT client

Affiliation status

Group identity

In-progress emergency private call state

In-progress imminent peril group state

MCPTT client ID

MCPTT emergency alert state

MCPTT emergency group state

MCPTT emergency group call state

MCPTT emergency private call state

MCPTT emergency private priority state

MCPTT imminent peril group call state

MCPTT imminent peril group state

MCPTT private emergency alert state

MCPTT speech

Media-floor control entity

Temporary MCPTT group identity

Trusted mutual aid

Untrusted mutual aid
For the purposes of the present document, the following terms and definitions given in 3GPP TS 22.179 [7] apply:

In-progress emergency

MCPTT emergency alert

MCPTT emergency group call

MCPTT emergency state

Partner MCPTT system

Primary MCPTT system

For the purpose of the present document, the following terms and definitions given in 3GPP TS 24.380 [10] apply:

MBMS subchannel

For the purpose of the present document, the following terms and definitions given in 3GPP TS 23.179 [8] apply:

Pre-selected MCPTT user profile
3.2
Symbols

For the purposes of the present document, the following symbols apply:

FFS
<Explanation>

3.3
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
ECGI

E-UTRAN Cell Global Identification

FFS

For Further Study
ICS

Implementation Conformance Statement
IPEG

In-Progress Emergency Group

IPEPC

In-Progress Emergency Private Call

IPIG

In-Progress Imminent peril Group

IXIT

Implementation eXtra Information for Testing

MBMS

Multimedia Broadcast and Multicast Service

MBSFN

Multimedia Broadcast multicast service Single Frequency Network

MCPTT

Mission Critical Push To Talk

MCPTT group ID
MCPTT group IDentity

MEA

MCPTT Emergency Alert

MEG

MCPTT Emergency Group

MEGC

MCPTT Emergency Group Call

MEPC

MCPTT Emergency Private Call

MEPP

MCPTT Emergency Private Priority

MES

MCPTT Emergency State

MIME

Multipurpose Internet Mail Extensions

MIG

MCPTT Imminent peril Group

MIGC

MCPTT Imminent peril Group Call

MONP

MCPTT Off-Network Protocol

MPEA

MCPTT Private Emergency Alert

NAT

Network Address Translation

PLMN

Public Land Mobile Network

QCI

QoS Class Identifier

RTP

Real-time Transport Protocol

SAI

Service Area Identifier

SDP

Session Description Protocol

SIP

Session Initiation Protocol

SS

System Simulator
SSRC

Synchronization SouRCe

TGI

Temporary MCPTT Group Identity

TMGI

Temporary Mobile Group Identity

TP

Transmission Point


Test Purpose
UE

User Equipment

URI

Uniform Resource Identifier
4
General
4.1
Test methodology

4.1.1
Testing of optional functions and procedures

Any function or procedure which is optional, may be subject to a conformance test if it is implemented in the MCPTT Client.

A declaration by the MCPTT Client supplier (to use the Implementation Conformance Statement (ICS) proforma specified in TS 36.579-4 [4]) is used to determine whether an optional function/procedure has been implemented.

4.1.2
Test interfaces and facilities

Detailed descriptions of the MCPTT Client test interfaces and special facilities for testing are provided in 3GPP TS 36.509 [23].

4.2
Implicit testing

For some 3GPP MCPTT protocol features conformance is not verified explicitly in the present document. This does not imply that correct functioning of these features is not essential, but that these are implicitly tested to a sufficient degree in tests which are not explicitly dedicated to test the feature.
4.3
Repetition of tests

As a general rule, the test cases specified in the present document are highly reproducible and don't need to be repeated unless otherwise stated.
4.4
Handling of differences between conformance requirements in different releases of cores specifications

The conformance requirements which determine the scope of each test case are explicitly copy-pasted from relevant core specifications in the especially dedicated for this section of each test with the title 'Conformance requirements'.
NOTE:
When in the copy/pasted text there are references to other specifications the reference numbers will not match the reference numbers used in the present specification. This approach has been taken in order to allow easy copy and then search for conformance requirements in those specifications.
When differences between conformance requirements in different releases of the cores specifications have impact on the Pre-test conditions, Test procedure sequence or/and the Specific message contents, the Conformance requirements related to different releases are specified separately with clear indication of the Release of the spec from which they were copied.
When there is no Release indicated for a conformance requirement text, this should be understood either as the Conformance requirements in the latest version of the spec with release = the TC Applicability release (which can be found in TS 36.579-4 [4], Table 4-1: Applicability of tests and additional information for testing, column 'Release'), or, as the Conformance requirements in the latest version of the spec of the release when the feature was introduced to the core specs.

4.5
Reference conditions

The reference environments used by all signalling and protocol tests is specified in TS 36.579-1 [2]. Where a test requires an environment that is different, this will be specified in the test itself.

4.6
Generic setup procedures

A set of basic generic procedures for MCPTT Client-Server communication are described in TS 36.579-1 [2]. These procedures will be used in numerous test cases throughout the present document.
5
MCPTT Client Configuration
Editor's Note: Sections 5-7 are the sections intended to contain the TCs specification. The structure and content, at this moment of time, are preliminary and may change in the future.
5.1
Configuration / Authentication / User Authorisation / UE Configuration / User Profile
5.1.1
Test Purpose (TP)
(1)

with { UE (MCPTT Client) attached to EPS services }

ensure that {

  when { the MCPTT User activates an MCPTT application and requests MCPTT initialisation }

    then { UE (MCPTT Client) performs MCPTT User Authentication, key management, configuration management, group management and service authentication }

            }
5.1.2
Conformance requirements
References: The conformance requirements covered in the present TC are specified in: TR 24.980 clauses 4.2.1 and 4.3.1, TS 24.482 clause 6.2.1 and Annex A.2.1.2, TS 24.484 clauses 4.2.1, 4.2.2, 6.2.2, 6.3.1.1, 6.3.2.1, 6.3.2.2, 6.3.13.2.1 and 6.3.13.2.2, TS 24.481 clauses 6.2.2.2, 6.2.3, 6.3.3.2.1, 6.3.3.2.2 and 6.3.13.2.1, TS 24.379 clauses 7.2.1. 7.2.1A, 7.2.2 and 7.2.3. Unless otherwise stated these are Rel-13 requirements.

[TR 24.980, clause 4.2.1]

The MCPTT UE follows the SIP registration procedures defined in 3GPP TS 24.229 [4]. In addition, when the conditions for performing IMS registration in bullets 2, 3, 4, 5 and 6 in subclause L.3.1.2 of 3GPP TS 24.229 [4] evaluate to true, the MCPTT UE registers with the IMS.

[TR 24.980, clause 4.3.1]

The MCPTT UE follows the procedures defined in 3GPP TS 24.229 [4] and 3GPP TS 33.203 [7] for authentication with IMS Authentication and Key Agreement (IMS-AKA), Sec-Agree and IPSec. The MCPTT UE supports integrity protection.

[TS 24.482, clause 6.2.1]

Upon an indication from the MCPTT client to initiate MCPTT user authentication, the IdM client shall perform the user authentication procedure according to 3GPP TS 33.179 [2] with the following clarifications:

1)
shall establish a TLS tunnel to the authorisation endpoint of the IdM server as specified in 3GPP TS 33.179 [2] using the configured URL of the authorisation endpoint of the IdM server as specified in the "/<x>/OnNetwork/AppServerInfo/IDMSAuthEndpoint" leaf node defined in 3GPP TS 24.383 [11] and the clarifications in annex A;

2)
shall generate an OIDC Authentication Request message as specified in the OpenID Connect 1.0 [6] and IETF RFC 6749 [5] with the following clarifications:

a)
shall generate an HTTP GET request method according to IETF RFC 2616 [4];

b)
shall include the configured parameter IdM client id as the client_id parameter specified in 3GPP TS 33.179 [2] in the query component of the authorization endpoint’s URI using the "application/x-www-form-urlencoded" format as specified in W3C.REC-html401-19991224 [7]; and

NOTE 1:
The configuration of client_id is specified in 3GPP TS 24.383 [11].

c)
shall include the remaining required parameters as specified in 3GPP TS 33.179 [2] in the query component of the authorization endpoint’s URI using the "application/x-www-form-urlencoded" format as specified in W3C.REC-html401-19991224 [7]; and

3)
shall send the HTTP GET request method towards the IdM server.

NOTE 2:
The OpenID Connect 1.0 [6] specification allows for an alternative mechanism for sending the OIDC Authentication request message using an HTTP POST request method which can be used in place of steps 1, 2, and 3 above.

Upon receipt of an HTTP 200 (OK) response from the IdM server, the IdM client:

1)
shall prompt the MCPTT user for their username and password;

NOTE 3:
Other types of authentication are supported and are not defined by the OIDC specifications. 3GPP TS 33.179 [2] has defined username and password as a mandatory authentication method to be supported; hence a procedure to realize that method is included here.

2)
shall generate an HTTP POST request method containing the MCPTT user's username and password; and

3)
shall send the HTTP POST request method towards the IdM server.

Upon receipt of an OIDC Authentication Response message, the IdM client:

1)
shall establish a TLS tunnel to the token endpoint of the IdM server as specified in 3GPP TS 33.179 [2] using the configured URL of the token endpoint of the IdM server as specified in the "/<x>/OnNetwork/AppServerInfo/IDMSTokenEndpoint" leaf node defined in 3GPP TS 24.383 [11] and the clarifications in annex A;

2)
shall generate an OIDC Token Request message as specified in OpenID Connect 1.0 [6] and IETF RFC 6749 [5] with the following clarifications:

a)
shall generate an HTTP POST request method according to IETF RFC 2616 [4]; and

b)
shall include the grant_type parameter set to a value of "authorization_code" and the other required parameters in the entity body of the HTTP POST request method using the using the "application/x-www-form-urlencoded" format as specified in 3GPP TS 33.179 [2]; and

3)
shall send the HTTP POST request method towards the IdM server.

Upon receipt of an OIDC Token Response message, the IdM client:
1)
shall validate the id_token, access_token and refresh token in the received OIDC Token Response message as specified in the OpenID Connect 1.0 [6] specification; and

2)
shall provide the id_token and access_token in the received OIDC Token Response message to the MCPTT client.

NOTE 4:
The method in which the IdM client provides the id_token and access_token to the MCPTT client is implementation specific.
[TS 24.482, Annex A.2.1.2]
The HTTP client in the UE shall establish a TCP connection towards the home HTTP proxy FQDN and the home HTTP proxy port, unless the specific TCP connection is to be used for the IdM client to IdM server procedures described in subclause 6.2 and subclause 6.3 in the present document, in which case the HTTP client shall establish a TCP connection towards the IdM server.
The HTTP client in the UE shall establish a TLS tunnel via the TCP connection as specified in 3GPP TS 33.179 [2]. When establishing the TLS tunnel, the HTTP client in the UE shall act as a TLS client and the UE shall perform the TLS tunnel authentication using the TLS authentication method indicated by the TLS tunnel authentication method parameter according to 3GPP TS 33.179 [2]. The UE shall use the configured TLS tunnel authentication X.509 certificate and the configured TLS tunnel authentication pre-shared key when applicable for the used TLS authentication method. In order to prevent man-in-the-middle attacks, the HTTP client in the UE shall check the home HTTP proxy FQDN against the server's identity as presented in the received server's certificate message if the TCP connection terminates on the HTTP proxy. The HTTP client in the UE shall not check the portion of dereferenced HTTP URL against the server's identity as presented in the received server's certificate message if the TCP connection terminates on the HTTP proxy, but shall do so if the TCP connection terminates on the IdM server.

NOTE:
The TLS tunnel can be terminated in the HTTP proxy (rather than in the HTTP server providing the dereferenced HTTP URL).

The HTTP client in the UE shall send and receive all HTTP messages via the TLS tunnel.

If the HTTP client in the UE has an access token of the "bearer" token type as specified in IETF RFC 6750 [14], the HTTP client in the UE shall include an Authorization header field with the "Bearer" authentication scheme as specified in IETF RFC 6750 [14] in HTTP requests.

[TS 24.484, clause 4.2.1]

In order to obtain access to the MCPTT service the MCPTT UE needs to obtain configuration data either online via the network or offline using some external device (e.g. a laptop). As part of the bootstrap process the MCPTT UE needs to discover either:

1.
the online configuration management server in the network that configures the MPCTT UE initial configuration MO and the default MCPTT user profile configuration MO, then the MCPTT UE:

a)
using the URI of the configuration management server obtained from the MPCTT UE initial configuration MO, obtains:

-
the MCPTT UE configuration document;

-
the MCPTT user profile configuration document; and

-
the MCPTT service configuration document; and

b)
using the URI of the group management server obtained from the MPCTT UE initial configuration MO obtain the MCPTT group document; or

[TS 24.484, clause 4.2.2]
The MCPTT UE contacts the identity management server using the HTTPS URI stored in the MCPTT UE initial configuration MO and performs MCPTT User authentication as specified in 3GPP TS 24.382 [6].

The MCPTT UE, using the MCPTT ID obtained during MCPTT user authentication, subscribes to the MCPTT UE configuration document, the MCPTT user profile configuration document and the MCPTT service configuration document using the procedure for subscribing to multiple documents simultaneously using the subscription proxy function specified in subclause 6.3.13.2.2(i.e., the CMS acts as a Subscription Proxy) and subscribes to the MCPTT group document using the procedure specified in 3GPP TS 24.381 [5]. If these documents have been updated since the current version stored in the MCPTT UE, then the MCPTT UE will receive a SIP NOTIFY request with an XCAP Diff document (see IETF RFC 5875 [11]), in which case the CMC updates its local document copies. Retrieval by the MCPTT UE using the notified HTTPS URI of the MCPTT group document is performed as specified in 3GPP TS 24.381 [5].

[TS 24.484, clause 6.2.2]

The CMC shall send the HTTP request over TLS connection as specified for the HTTP client in the UE in annex A of 3GPP TS 24.382 [6].

[TS 24.484, clause 6.3.1.1]
A CMC shall support subclause 6.1.1 "Document Management" of OMA OMA-TS-XDM_Core-V2_1 [2] and subclause 6.3.13.2.2 for subscribing to configuration management documents.

[TS 24.484, clause 6.3.3.2.1]
In order to retrieve a configuration management document, a GC shall send an HTTP GET request with the Request URI that references the document to be updated to the network according to procedures specified in IETF RFC 4825 [14] "Retrieve a Document".

[TS 24.484, clause 6.3.3.2.2]
In order to retrieve a configuration management document, a CMC shall perform the procedures in subclause 6.3.3.2.1 specified for GC. The CMC shall set the Request-URI of the HTTP GET request to the "CMSXCAPRootURI" configured as per 3GPP TS 24.383 [4] and include the "auid" as per the appropriate application usage in clause 7.

Subclause 7.5 specifies which configuration management documents can be retrieved from the CMS over the CSC-4 reference point.

[TS 24.484, clause 6.3.13.2.1]
This procedure enables the CMC to subscribe to notification of changes of one or more configuration management documents defined in clause 7.

This procedure enables the MCPTT server to subscribe to notification of changes of the MCPTT service configuration document.

[TS 24.484, clause 6.3.13.2.2]
In order to subscribe to Configuration management document, a CMC shall send an initial SIP SUBSCRIBE request to the network according to the UE originating procedures specified in 3GPP TS 24.229 [22] and IETF RFC 5875 [11]. In the initial SIP SUBSCRIBE request, the CMC:

a)
…

b)
if subscription to multiple documents simultaneously using the subscription proxy function is used:

1)
shall include an application/resource-lists+xml MIME body. In the application/resource-lists+xml MIME body, the CMC shall include one <entry> element for each document or element to be subscribed to, such that the "uri" attribute of the <entry> element contains a relative path reference:

A)
with the base URI being equal to the "CMSXCAPRootURI" configured in the CMC as per 3GPP TS 24.383 [4]; and

B)
with the "auid" parameter set to the appropriate application usage identifying a configuration management document as described in clause 7;

2)
shall set the Request-URI to the configured public service identity for performing subscription proxy function of the CMS;

c)
shall include an application/vnd.3gpp.mcptt-info+xml MIME body with the <mcptt-access-token> element set to the value of the access token received during authentication procedure as described in 3GPP TS 24.382 [6];

d)
if identity hiding is required:

1)
shall perform the confidentiality protection procedures and integrity protection procedures defined in 3GPP TS 24.379 [9] for MCPTT client on the application/vnd.3gpp.mcptt-info+xml MIME body and on the application/resource-lists+xml MIME body; and

2)
shall include an application/mikey MIME body with the CSK as specified in 3GPP TS 24.379 [9];

e)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [22]), in a P-Preferred-Service header field according to IETF RFC 6050 [23]; and

f)
shall include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" in the Contact header field.
Upon receiving a SIP NOTIFY request associated with a subscription created as result of the sent initial SIP SUBSCRIBE request:

1)
if identity hiding is required, the CMC shall perform the confidentiality protection procedures and integrity protection procedures defined in 3GPP TS 24.379 [9] for MCPTT client; and

2)
shall handle the SIP NOTIFY request according to IETF RFC 5875 [11].

[TS 24.481, clauses 6.2.2.2]In order to address an existing group document defining a group ID known by GC, the GC shall set the Request-URI of an HTTP request to a XCAP URI identifying a group document addressed by a group ID as described in subclause 7.2.10.2, where the group ID is set to the group ID known by GC and where the XCAP root URI is the XCAP root URI configured in the UE.

[TS 24.481, clauses 6.2.3]The GMC shall send the HTTP request over a TLS connection as specified for the HTTP client in the UE in annex A of 3GPP TS 24.382 [10].

The GMC shall perform the procedures in subclause 6.2.2 specified for GC.

[TS 24.481, clauses 6.3.3.2.1]

In order to retrieve a group document, a GC shall send an HTTP GET request with the Request URI that references the document to be retrieved to the network according to procedures specified in IETF RFC 4825 [22] "Fetch a Document".

[TS 24.481, clauses 6.3.3.2.2]

In order to retrieve a group document, a GMC shall perform the procedures in subclause 6.3.3.2.1 specified for GC.

[TS 24.481, clauses 6.3.13.2.1]

In order to subscribe to notification of changes of:

a)
one or more MCPTT group documents of MCPTT groups identified by MCPTT group IDs;

…
a GMC shall send an initial SIP SUBSCRIBE request to the network according to the UE originating procedures specified in 3GPP TS 24.229 [12] and IETF RFC 5875 [13]. In the initial SIP SUBSCRIBE request, the GMC:

a)
shall include an application/resource-lists+xml MIME body. In the application/resource-lists+xml MIME body, the GMC shall include one <entry> element for each document or element to be subscribed to, such that the "uri" attribute of the <entry> element:

1)
contains a relative path reference:

A)
with the base URI being equal to the XCAP root URI configured in the GMC; and

B)
identifying a group document addressed by a group ID as described in subclause 7.2.10.2 where the group ID is set to the MCPTT group ID; or

2)
contains a relative path reference:

A)
…

B)
…; and

C)
…;

b)
shall set the Request-URI to the configured public service identity for performing subscription proxy function of the GMS;

c)
shall include an application/vnd.3gpp.mcptt-info+xml MIME body with the <mcptt-access-token> element set to the value of the access token received during authentication procedure as described in 3GPP TS 24.382 [49];

d)
if identity hiding is required:

1)
shall perform the confidentiality protection procedures and integrity protection procedures defined in 3GPP TS 24.379 [5] for MCPTT client on the application/vnd.3gpp.mcptt-info+xml MIME body and on the application/resource-lists+xml MIME body; and

2)
shall include an application/mikey MIME body with the CSK as specified in 3GPP TS 24.379 [5];

e)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [12]), in a P-Preferred-Service header field according to IETF RFC 6050 [14]; and

f)
shall include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" in the Contact header field.
Upon receiving a SIP NOTIFY request associated with a subscription created as result of the sent initial SIP SUBSCRIBE request:

1)
if identity hiding is required, the GMC shall perform the confidentiality protection procedures and integrity protection procedures defined in 3GPP TS 24.379 [5] for MCPTT client; and

2)
shall handle the SIP NOTIFY request according to IETF RFC 5875 [13].

[TS 24.379, clause 7.2.1]
When the MCPTT client performs SIP registration the MCPTT client shall perform the registration procedures as specified in 3GPP TS 24.229 [4].
The MCPTT client shall include the following media feature tags in the Contact header field of the SIP REGISTER request:

1)
the g.3gpp.mcptt media feature tag; and

2)
the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt".
…

If the MCPTT client, upon performing SIP registration:

1)
has successfully finished the user authentication procedure as described in 3GPP TS 24.382 [49];

2)
has available an access-token;

3)
based on implementation decides to use SIP REGISTER for service authorization;

4)
confidentiality protection is disabled as specified in subclause 6.6.2.3.1; and

5)
integrity protection is disabled as specified in subclause 6.6.3.3.1;
then the MCPTT client shall include an application/vnd.3gpp.mcptt-info+xml MIME body as defined in Annex F.1 with the <mcptt-access-token> element set to the value of the access token received during the user authentication procedures, in the SIP REGISTER request.
NOTE 2:
the access-token contains the MCPTT ID of the user.
If the MCPTT client, upon performing SIP registration:

1)
has successfully finished the user authentication procedure as described in 3GPP TS 24.382 [49];

2)
has an available access-token;
3)
based on implementation decides to use SIP REGISTER for service authorization; and

4)
either confidentiality protection is enabled as specified in subclause 6.6.2.3.1 or integrity protection is enabled as specified in subclause 6.6.3.3.1;

then the MCPTT client:

1)
…;
2)
if confidentiality protection is enabled as specified in subclause 6.6.2.3.1, shall encrypt the received access-token using the client server key (CSK) and shall include in the body of the SIP REGISTER request, an application/vnd.3gpp.mcptt-info+xml MIME body with the <mcptt-access-token> element set to the encrypted access-token, as specified in subclause 6.6.2.3.3;
3)
if confidentiality protection is disabled as specified in subclause 6.6.2.3.1, shall include an application/vnd.3gpp.mcptt-info+xml MIME body as defined in Annex F.1 with the <mcptt-access-token> element set to the value of the access token received during the user authentication procedures; and
4)
if integrity protection is enabled as specified in subclause 6.6.3.3.1, shall use the CSK to integrity protect the application/vnd.3gpp.mcptt-info+xml MIME body by following the procedures in subclause 6.6.3.3.3.
[TS 24.379, clause 7.2.1A]
This procedure is only referenced from other procedures.

When populating the SIP PUBLISH request, the MCPTT client shall:

1)
shall set the Request-URI to the public service identity identifying the participating MCPTT function serving the MCPTT user;

2)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Preferred-Service header field according to IETF RFC 6050 [9];

3)
shall set the Event header field to the "poc-settings" value; and
4)
shall set the Expires header field according to IETF RFC 3903 [37], to 4294967295, if the MCPTT user is not removing the MCPTT service settings, otherwise to remove the MCPTT service settings the MCPTT client shall set the Expires header field to zero.
[TS 24.379, clause 7.2.2]
If based on implementation the MCPTT client decides to use SIP PUBLISH for MCPTT server settings to also perform service authorization and

1)
has successfully finished the user authentication procedure as described in 3GPP TS 24.382 [49]; and

2)
has available an access-token;

then the MCPTT client:

1)
shall perform the procedures in subclause 7.2.1A;

2)
if confidentiality protection is disabled as specified in subclause 6.6.2.3.1 and integrity protection is disabled, shall include in the body of the SIP PUBLISH request, an application/vnd.3gpp.mcptt-info+xml MIME body as specified in Annex F.1 with the <mcptt-access-token> element set to the value of the access token received during the user authentication procedures;

3)
if either confidentiality protection is enabled as specified in subclause 6.6.2.3.1 or integrity protection is enabled as specified in subclause 6.6.3.3.1 shall include an application/mikey MIME body with the CSK as MIKEY-SAKKE I_MESSAGE as specified in 3GPP TS 33.179 [46] in the body of the SIP PUBLISH request;

4)
if confidentiality protection is enabled as specified in subclause 6.6.2.3.1, shall include in the body of the SIP PUBLISH request an application/vnd.3gpp.mcptt-info+xml MIME body with:

a)
the <mcptt-access-token> element set to the received access-token encrypted using the client server key (CSK), as specified in subclause 6.6.2.3.3; and

b)
the <mcptt-client-id> element set to the encrypted MCPTT client ID of the originating MCPTT client, as specified in subclause 6.6.2.3.3;
5)
if confidentiality protection is disabled as specified in subclause 6.6.2.3.1, shall include in the body of the SIP PUBLISH request, an application/vnd.3gpp.mcptt-info+xml MIME body as specified in Annex F.1 with:

a)
the <mcptt-access-token> element set to the value of the access token received during the user authentication procedures in the body of the SIP PUBLISH request; and

b)
the <mcptt-client-id> element set to the value of the MCPTT client ID of the originating MCPTT client;
6)
shall include an application/poc-settings+xml MIME body containing the Answer-Mode Indication setting in the <am-settings> element of the poc-settings event package set to the current answer mode setting ("auto-answer" or "manual-answer") of the MCPTT client according to IETF RFC 4354 [55]; and
7)
if integrity protection is enabled as specified in subclause 6.6.3.3.1, shall use the CSK to integrity protect the application/vnd.3gpp.mcptt-info+xml MIME body and application/poc-settings+xml MIME body by following the procedures in subclause 6.6.3.3.3.
The MCPTT client shall send the SIP PUBLISH request according to 3GPP TS 24.229 [4].
[TS 24.379, clause 7.2.3]
To set, update, remove or refresh the MCPTT service settings, the MCPTT client shall generate a SIP PUBLISH request according 3GPP TS 24.229 [4], IETF RFC 3903 [37] and IETF RFC 4354 [55]. In the SIP PUBLISH request, the MCPTT client:

1)
shall perform the procedures in subclause 7.2.1A;

2)
if confidentiality protection is enabled as specified in subclause 6.6.2.3.1, shall include in the body of the SIP PUBLISH request, an application/vnd.3gpp.mcptt-info+xml MIME body with:

a)
the <mcptt-request-uri> element set to the targeted MCPTT ID encrypted using the client server key (CSK), as specified in subclause 6.6.2.3.3; and

b)
the <mcptt-client-id> element set to the encrypted MCPTT client ID of the originating MCPTT client, as specified in subclause 6.6.2.3.3;
3)
if confidentiality protection is disabled as specified in subclause 6.6.2.3.1, shall include an application/vnd.3gpp.mcptt-info+xml MIME body as specified in Annex F.1 with:

a)
the <mcptt-request-uri> set to the cleartext targeted MCPTT ID; and

b)
the <mcptt-client-id> element set to the value of the MCPTT client ID of the originating MCPTT client;
4)
shall include an application/poc-settings+xml MIME body containing the Answer-Mode Indication setting in the <am-settings> element of the poc-settings event package set to the current answer mode setting ("auto-answer" or "manual-answer") of the MCPTT client according to IETF RFC 4354 [55]; and
5)
if integrity protection is enabled as specified in subclause 6.6.3.3.1, shall use the CSK to integrity protect the application/vnd.3gpp.mcptt-info+xml MIME body and application/poc-settings+xml MIME body by following the procedures in subclause 6.6.3.3.3.
The MCPTT client shall send the SIP PUBLISH request according to 3GPP TS 24.229 [4].
On receiving the SIP 200 (OK) response to the SIP PUBLISH request the MCPTT client may indicate to the MCPTT User the successful communication of the MCPTT service settings to the MCPTT server.
5.1.3
Test description
5.1.3.1
Pre-test conditions
System Simulator

-
SS (MCPTT server).

UE

-
The MCPTT client is attached to EPS services.

Table 5.1.3.1-1: UE configuration (MO parameters)
	MO parameter
	Value

	/<x>/OnNetwork/GMSURI
	TBD

	/<x>/OnNetwork/GMSXCAPRootURI
	TBD

	/<x>/OnNetwork/CMSXCAPRootURI
	TBD

	/<x>/OnNetwork/HPLMN/PLMN
	TBD

	/<x>/OnNetwork/HPLMN/Service/MCPTTToConRef/<x>/ConRef
	TBD

	/<x>/OnNetwork/HPLMN/Service/MCCommonCoreToConRef/<x>/ConRef
	TBD

	/<x>/OnNetwork/HPLMN/Service/MCIDMToConRef/<x>/ConRef
	TBD

	/<x>/OnNetwork/AppServerInfo/IDMSAuthEndpoint
	TBD

	/<x>/OnNetwork/AppServerInfo/IDMSTokenEndpoint
	TBD

	/<x>/OnNetwork/AppServerInfo/GMS
	TBD

	/<x>/OnNetwork/AppServerInfo/CMS
	TBD

	/<x>/OnNetwork/AppServerInfo/KMS
	TBD


Preamble

-
The UE is in E-UTRA Registered, Idle Mode state.

5.1.3.2
Test procedure sequence
Table 5.1.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	A1
	UE (MCPTT Client) establishes a secure TLS tunnel with the SS [IdMS Auth endpoint]. 
Editor’s Note: The exact message order or potential parallel for key management, registration and the retrieval of the configuration documents (groups of steps A, B, C, D, E, F) is tbd. There are also different options for including the token. Hence exact step numbering is TBD.
	-
	-
	-
	-

	A2
	UE sends an OpenID Connect Authentication Request to the SS.
	-->
	OIDC Authentication Request
	-
	-

	A3
	The SS replies to the OIDC Authentication Request message with an HTTP 20  (OK)
Editor’s Note: How to configure the parameters for TLS for the HTTP connections may need to be clarified. 
	<--
	HTTP 200 (OK)
	-
	-

	A4
	User authentication is performed.
NOTE: This is expected to be done via a suitable implementation dependent MMI and does not trigger message. 
	-
	-
	-
	-

	A5
	The UE sends an HTTP POST Request message to the SS containing user name and password over the TLS connection established to the IdMS Auth endpoint.
	-->
	HTTP POST Request
	-
	-

	A6
	The SS sends an OpenID Connect Authentication Response to the UE containing an authorization code.
	<--
	OIDC Authentication Response [HTTP 302 (Found)]
	-
	-

	A7
	UE (MCPTT Client) establishes a secure TLS tunnel with the SS [IdMS Token endpoint].
Editor’s Note: Exact message(s) is/are TBD.
	-
	-
	-
	-

	A8
	Check: Does the UE send an OpenID Connect Token Request to the SS, passing the authorization code over the TLS connection established to the IdMS Token endpoint.
	-->
	OIDC Token Request
	1
	P

	A9
	The SS sends an OpenID Connect Token Response to the UE containing an id_token and an access token which identify the user of the MCPTT service.
NOTE: The access_token is used by the UE to communicate the identity of the MCPTT user to the MCPTT server. 
	<--
	OIDC Token Response [HTTP 200 (OK)]
	-
	-

	B1
	UE sends a SIP Register message to the SS.
Editor’s Note: Need to determine whether the integrity protection and the confidentiality protection are enabled, and whether the UE knows this when it first IMS registers (IMS Registration is required in order to subscribe to obtain the configuration management documents that indicate whether these protections are enabled).
	-->
	SIP REGISTER
	-
	-

	B2
	The SS sends a SIP Auth_Challenge message to UE that includes parameters IMPI, RAND and AUTN.
	<--
	SIP Auth_Challenge
	-
	-

	B3
	UE verifies Authentication and generates Keys and RES. Check: Does the UE send SIP REGISTER message that includes parameters IMPI, RES and Access Token ?
	-->
	SIP REGISTER
	1
	P

	B4
	The SS sends SIP Auth_OK message
NOTE: 3rd party registration mechanism is used by the SS to obtain the Access token if included. The SS then validates the access token and binds the IMPU and MCPTT ID.
	<--
	SIP Auth OK
	-
	-

	C1
	UE establishes a secure HTTP tunnel using HTTPS between the UE (HTTP client) and the SS.
NOTE: This secure tunnel is also used for HTTP requests in steps D and E.
Editor’s note: It is FFS whether the communication of key management server needs to take place before the SIP Registration in order to obtain the keys for the confidentiality and integrity protection.
	-
	-
	-
	-

	C2
	Check: Does the UE present an access token to the SS over HTTP?
	-->
	HTTP GET
	1
	P

	C3
	The SS authorizes the user for key management services and replies to the UE with identity specific key information.
	<--
	HTTP 200 (OK)
	-
	-

	D1
	The UE (Configuration Management Client) sends a SIP SUBSCRIBE to the SS containing the access token and a resource list mine body containing a list of the following documents: MCPTT UE Configuration document, MCPTT User Profile Configuration Document, and the MCPTT Service configuration document. The base URI of each list entry is set to the CMS XCAP-ROOT-URI, and the AUID is set to the application usage of the specific document.
	-->
	SIP SUBSCRIBE
	-
	-

	D2
	The SS sends a SIP 200 (OK) message to the UE.
	<--
	SIP 200 (OK)
	-
	-

	D3
	The SS authorizes the user and sends a SIP NOTIFY message to the UE that contains the XCAP-URI of the documents.
	<--
	SIP NOTIFY
	-
	-

	D4
	The UE sends a SIP 200 (OK) message to the SS.
	-->
	SIP 200 (OK)
	-
	-

	D5
	The UE sends an HTTP GET Request message to the SS that contains the access token and the XCAP-URI of the MCPTT UE Configuration document.
	-->
	HTTP GET
	-
	-

	D6
	The SS authorizes the user and sends the HTTP 200 (OK) message including the MCPTT UE Configuration Document.
	<--
	HTTP 200 (OK)
	-
	-

	D7
	The UE sends an HTTP GET Request message to the SS that contains the access token and the XCAP-URI of the MCPTT User Profile Configuration Document.
	-->
	HTTP GET
	-
	-

	D8
	The SS authorizes the user and sends the HTTP 200 (OK) message including the MCPTT User Profile Configuration Document.
	<--
	HTTP 200 (OK)
	-
	-

	D9
	Check: Does the UE sends an HTTP GET Request message to the SS that contains the access token and the XCAP-URI of the MCPTT Service Configuration Document?
	-->
	HTTP GET
	1
	P

	D10
	The SS authorizes the user and sends the HTTP 200 (OK) message including the MCPTT Service Configuration Document.
	<--
	HTTP 200 (OK)
	-
	-

	E1
	The UE (Group Management Client) sends a SIP SUBSCRIBE to the SS, containing the access token and a resource list mine body and a list of the Groups to be obtained. The base URI of each list entry is set to the GMS XCAP-ROOT-URI, and the MCPTT group ID identifies a group document.
	-->
	SIP SUBSCRIBE
	-
	-

	E2
	The SS sends a SIP 200 (OK) message to the UE.
	<--
	SIP 200 (OK)
	-
	-

	E3
	The SS authorizes the user and sends a SIP NOTIFY message to the UE that contains the XCAP-URI of the Group documents.
	<--
	SIP NOTIFY
	-
	-

	E4
	The UE sends a SIP 200 (OK) message to the UE.
	-->
	SIP 200 (OK)
	-
	-

	E5
	Check: Does the UE sends an HTTP GET Request message to the SS that contains the access token and the XCAP-URI of the Group document ‘MCPTT UE Configuration document’?
	-->
	HTTP GET
	1
	P

	E6
	The SS authorizes the user and sends the HTTP 200 (OK) message including the Group Document ‘MCPTT UE Configuration document’. 
	<--
	HTTP 200 (OK)
	-
	-

	E7
	Check: Does the UE sends an HTTP GET Request message to the SS that contains the access token and the XCAP-URI of the Group document ‘MCPTT User Profile Configuration Document’?
	-->
	HTTP GET
	1
	P

	E8
	The SS authorizes the user and sends the HTTP 200 (OK) message including the Group Document ‘MCPTT User Profile Configuration Document’. 
	<--
	HTTP 200 (OK)
	-
	-

	E9
	Check: Does the UE sends an HTTP GET Request message to the SS that contains the access token and the XCAP-URI of the Group document ‘MCPTT Service configuration document’?
	-->
	HTTP GET
	1
	P

	E10
	The SS authorizes the user and sends the HTTP 200 (OK) message including the Group Document ‘MCPTT Service configuration document’. 
	<--
	HTTP 200 (OK)
	-
	-

	F1
	Check: Does the UE sends the SIP PUBLISH message to the SS including the IMPU and Answer-mode indication, and including the access token if not previously included in the SIP REGISTER request message?
	-->
	SIP PUBLISH
	1
	P

	F2
	The SS, if an access token was included, validates the access token and binds the IMPU and MCPTT ID, stores the MCPTT service setting including the answer-mode indication and sends a SIP 200 (OK) message to the UE.
	<--
	SIP 200 (OK)
	-
	-


5.1.3.3
Specific message contents
Table 5.1.3.3-1: SIP REGISTER (Steps B1 and B3, Table 5.1.3.2-1)
	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [15]

	  Method
	
	REGISTER 
	
	

	  Request-URI
	
	SIP URI formed from home domain name as stored in EFDOMAIN (when using ISIM) or
SIP URI formed from home domain name derived from the IMSI (when no ISIM available on the UICC)
	
	

	  SIP-Version
	
	SIP/2.0
	
	

	Route
	
	not present
	
	RFC 3261 [15]

	Via
	
	
	
	RFC 3261 [15]
RFC 3581 [96]

	  sent-protocol
	
	SIP/2.0/UDP (when using UDP) or
SIP/2.0/TCP (when using TCP)
	
	

	  sent-by
	A1, A3
	IP address or FQDN, port (optional) and not checked 
	
	

	  sent-by
	A2
	IP address or FQDN and , when using UDP, protected server port of the UE
	
	

	  via-branch
	
	value starting with ‘z9hG4bK’
	
	

	  response-port
	A1, A3
	rport (when using UDP)
	
	

	From
	
	
	
	RFC 3261 [15]

	  addr-spec
	A1
	any IMPU within the set of IMPUs on ISIM (when using ISIM; NOTE 2) or
public user identity derived from IMSI (when no ISIM available on the UICC)
	
	

	  addr-spec
	A2
	same public user identity as in initial REGISTER
	
	

	  addr-spec
	A3
	public user identity derived from IMSI
	
	

	  tag
	
	must be present, value not checked
	
	

	To
	
	
	
	RFC 3261 [15]

	  addr-spec
	A1
	any IMPU within the set of IMPUs on ISIM (when using ISIM; NOTE 2) or
public user identity derived from IMSI (when no ISIM available on the UICC)
	
	

	  addr-spec
	A2
	same public user identity as in initial REGISTER
	
	

	  addr-spec
	A3
	public user identity derived from IMSI
	
	

	  tag
	
	not present
	
	

	Contact
	
	
	
	RFC 3261 [15]
RFC 5627 [61]

	  addr-spec
	A1, A3
	SIP URI with IP address or FQDN and indicating either an unprotected port selected by the UE or no port at all. 
	
	

	  addr-spec
	A2
	SIP URI with IP address or FQDN and protected server port of UE.
	
	

	  c-p-instance
	A4
	+sip.instance="<urn:gsma:imei: (gsma-specifier-defined-substring)>”
where gsma-specifier-defined-substring shall be the IMEI code of the UE, coded as specified in RFC 7254 [122], without optional parameters
	Rel-10
	RFC 7254 [122]

	  expires
	
	600000 (if present)
	
	

	Expires
	
	present if no expires parameter in Contact header
	
	RFC 3261 [15]

	  delta-seconds
	
	600000
	
	

	Require
	A1, A2
	
	
	RFC 3261 [15]
RFC 3329 [21]

	  option-tag
	
	sec-agree
	
	

	Proxy-Require
	A1, A2
	
	
	RFC 3261 [15]
RFC 3329 [21]

	  option-tag
	
	sec-agree
	
	

	Supported
	
	
	
	RFC 3261 [15] 
TS 24.229 [10]


	  option-tag
	A4
	Gruu
	
	

	  option-tag
	
	Path
	
	

	CSeq
	
	
	
	RFC 3261 [15]

	  value
	A1, A3
	must be present, value not checked
	
	

	  value
	A2
	must be incremented from the previous REGISTER
	
	

	  method
	
	REGISTER
	
	

	Call-ID
	
	
	
	RFC 3261 [15]

	  callid
	
	value not checked
	
	

	Security-Client
	A1, A2
	
	
	RFC 3329 [21]
RFC 4835 [124]

	  mechanism-name
	
	ipsec-3gpp
	
	

	  algorithm
	
	hmac-sha-1-96
	
	

	  protocol
	
	esp (if present)
	
	

	  mode
	
	trans (if present)
	
	

	  encrypt-algorithm
	
	des-ede3-cbc or aes-cbc or null
	
	

	  spi-c
	
	SPI number of the inbound SA at the protected client port
	
	

	  spi-s
	
	SPI number of the inbound SA at the protected server port
	
	

	  port-c
	
	protected client port
	
	

	  port-s
	
	protected server port
	
	

	Security-Verify
	A2
	
	
	RFC 3329 [21]

	  sec-mechanism
	A2
	same value as Security Server header sent by SS
	
	

	Security-Verify
	A1, A3
	not present
	
	

	Authorization
	A1
	Digest
	
	RFC 2617 [16]
RFC 3310 [17]

	  username
	A1
	private user identity as stored in EFIMPI (when using ISIM) or
private user identity derived from IMSI (when no ISIM available on the UICC)
	
	

	  realm
	A1
	home domain name as stored in EFDOMAIN (when using ISIM) or
home domain name derived from the IMSI (when no ISIM available on the UICC)
	
	

	  nonce
	A1
	set to an empty value
	
	

	  digest-uri
	A1
	SIP URI formed from home domain name as stored in EFDOMAIN (when using ISIM) or formed from home domain name derived from the IMSI (when no ISIM available on the UICC)
	
	

	  response
	A1
	set to an empty value
	
	

	Authorization
	A2
	Digest
	
	RFC 2617 [16]
RFC 3310 [17]

	  username
	A2
	private user identity as stored in EFIMPI (when using ISIM) or
private user identity derived from IMSI (when no ISIM available on the UICC)
	
	

	  realm
	A2
	same value as received in the realm directive in the WWW Authenticate header sent by SS
	
	

	  nonce
	A2
	same value as in WWW-Authenticate header sent by SS
	
	

	  opaque
	A2
	same value as sent by the server in “401 Unauthorized for REGISTER”
	
	

	  digest-uri
	A2
	SIP URI formed from home domain name as stored in EFDOMAIN (when using ISIM) or formed from home domain name derived from the IMSI (when no ISIM available on the UICC)
	
	

	  qop-value
	A2
	auth
	
	

	  cnonce-value
	A2
	value assigned by UE affecting the response calculation
	
	

	  nonce-count
	A2
	counter to indicate how many times UE has sent the same value of nonce within successive REGISTERs, initial value shall be 1
	
	

	  response
	A2
	response calculated by UE
	
	

	  algorithm
	A2
	AKAv1-MD5
	
	

	Max-Forwards
	
	
	
	RFC 3261 [15]

	  value
	
	non-zero value
	
	

	P-Access-Network-Info
	A2 
	
	
	RFC 7315 [132]

	  access-net-spec
	A2
	access network technology and, if applicable, the cell ID
	
	

	Content-Length
	
	header shall be present if the Authorization Token is present (there is a message-body)
	
	RFC 3261 [15]

	  value
	
	length of request body, if such is present
	
	


	Condition
	Explanation

	A1
	Initial unprotected REGISTER (IMS security, A.6a/2 3GPP TS 34.229-2 [5])

	A2
	Subsequent REGISTER sent over security associations (IMS security, A.6a/2 3GPP TS 34.229-2 [5]) 

	A3
	REGISTER for the case UE supports GIBA (A.6a/1 3GPP TS 34.229-2 [5])

	A4
	obtaining and using GRUUs in the Session Initiation Protocol (SIP) (A.4/53 3GPP TS 34.229-2 [5]). Mandatory from Rel-10 onwards.


NOTE 1:
All choices for applicable conditions are described for each header.
NOTE 2:
Public user identity shall be the same for ‘From’ and ‘To’.
Editor’s Note: Additional default messages are TBD.
5.2
Configuration / Group Creation / Group Regroup Creation / Group Regroup Teardown
5.2.1
Test Purpose (TP)

(1)

with { UE (MCPTT Client) attached to EPS services }

ensure that {

  when { the MCPTT UE performs formation of a temporary MCPTT group and the MCPTT server activates and combines two groups }

    then { creation and combination of the two groups is successful }

            }
(2)

with { UE (MCPTT Client) having two MCPTT groups combined and activated }

ensure that {

  when { the MCPTT server requests release of one MCPTT group and creation of another groupp }

    then { release of one MCPTT group and creation of another MCPTT group is successful }

            }

5.2.2
Conformance requirements

References: The conformance requirements covered in the present TC are specified in: TS 24.481 clauses 6.3.2.2.1, 6.3.2.2.2, 6.3.5.2.1, 6.3.6.1, 6.3.6.2.1, 6.3.6.2.2, 6.3.7.1, 6.3.7.2.1, 6.3.7.2.2, 6.3.9.1, 6.3.9.2.1, 6.3.9.2.2, 6.3.10.1, 6.3.10.2.1, 6.3.10.2.2, 6.3.14.1, 6.3.14.2, 6.3.15.1 and 6.3.15.2. Unless otherwise stated these are Rel-13 requirements.

[TS 24.481 clause 6.3.2.2.1]

In order to create a group document, a GC shall create an XML document of the application usage specified in subclause 7.2.1 and shall send the XML document to the network according to procedures specified in IETF RFC 4825 [22] "Create or Replace a Document". The GC shall set the Request-URI of the HTTP PUT request to an XCAP URI in users' tree where the XUI is set to a group creation XUI configuration parameter.
[TS 24.481 clause 6.3.2.2.2]

In order to create a group document, a GMC shall perform the procedures in subclause 6.3.2.2.1 specified for GC.

[TS 24.481 clause 6.3.5.2.1]

In order to delete a group document, a GC shall send an HTTP DELETE request with the Request URI that references the document to be deleted to the network according to procedures specified in IETF RFC 4825 [22] "Delete a Document".

[TS 24.481 clause 6.3.6.1]

This procedure enables the GMC to create or replace an element of a group document from the GMS.

[TS 24.481 clause 6.3.6.2.1]

In order to create or replace an element of a group document, a GC shall send an HTTP PUT request with the Request URI that references the element of the document to be created or replaced to the network according to procedures specified in IETF RFC 4825 [22] "Create or Replace an Element".

[TS 24.481 clause 6.3.6.2.2]

In order to create or replace an element of a group document, a GMC shall perform the procedures in subclause 6.3.6.2.1 specified for a GC.

[TS 24.481 clause 6.3.7.1]

This procedure enables the GMC to delete an element of a group document from the GMS.

[TS 24.481 clause 6.3.7.2.1]

In order to delete an element of a group document, a GC shall send an HTTP DELETE request with the Request URI that references the element of the document to be deleted to the network according to procedures specified in IETF RFC 4825 [22] "Delete an Element".

[TS 24.481 clause 6.3.7.2.2]
In order to delete an element of a group document, a GMC shall perform the procedures in subclause 6.3.7.2.1 specified for a GC.

[TS 24.481 clause 6.3.9.1]

This procedure enables the GMC to create or replace an attribute of a group document from the GMS.

[TS 24.481 clause 6.3.9.2.1]

In order to create or replace an attribute of a group document, a GC shall send an HTTP PUT request with the Request URI that references the attribute of the document to be created or replaced to the network according to procedures specified in IETF RFC 4825 [22] "Create or Replace an Attribute".

[TS 24.481 clause 6.3.9.2.2]

In order to create or replace an attribute of a group document, a GMC shall perform the procedures in subclause 6.3.9.2.1 specified for a GC.

[TS 24.481 clause 6.3.10.1]

This procedure enables the GMC to delete an attribute of a group document from the GMS.

[TS 24.481 clause 6.3.10.2.1]

In order to delete an attribute of a group document, a GC shall send an HTTP DELETE request with the Request URI that references the attribute of the document to be deleted to the network according to procedures specified in IETF RFC 4825 [22] "Delete an Attribute".
[TS 24.481 clause 6.3.10.2.2]

In order to delete an attribute of a group document, a GMC shall perform the procedures in subclause 6.3.10.2.1 specified for a GC.

[TS 24.481 clause 6.3.14.1]

This procedure enables a GMC to initiate creation of a temporary MCPTT group by combining MCPTT groups.

[TS 24.481 clause 6.3.14.2]

In order to form a temporary MCPTT group, a GMC shall send a HTTP POST request according to procedures specified in IETF RFC 2616 [21] and subclause 6.2.3. In the HTTP POST request, the GMC:

a)
shall set the Request-URI to an XCAP URI:

1)
in users tree where the XUI is set to a group creation XUI configuration parameter; and

2)
with the document selector identifying the temporary MCPTT group to be created; and

b)
shall include an application/vnd.3gpp.GMOP+xml MIME body containing a GMOP document requesting group regroup creation specified in subclause 7.3.4.3, with a <group> element containing a group document for an MCPTT group. In the group document, the GMC shall include the <on-network-temporary> element according to subclause 7.2. In the <on-network-temporary> element, the GMC shall include <constituent-MCPTT-group-IDs> element according to subclause 7.2. In the <constituent-MCPTT-group-IDs> element, the GMC shall include one <constituent-MCPTT-group-ID> element according to subclause 7.2 for each MCPTT group to be combined.

Upon reception of an HTTP 2xx response to the sent HTTP POST request, the GMC shall consider the temporary MCPTT group formation as successful.

Upon reception of an HTTP 409 (Conflict) response with at least one <alt-value> element in the <uniqueness-failure> error element, the GMC may repeat procedures of the present subclause and identify the temporary MCPTT group being formed with an MCPTT Group ID indicated in an <alt-value> element.

[TS 24.481 clause 6.3.15.1]This procedure enables a GMC to initiate tear down of a temporary MCPTT group.

[TS 24.481 clause 6.3.15.2]
In order to tear down a temporary MCPTT group, the GMC shall send an HTTP DELETE request with Request-URI with an XCAP URI identifying a group document of the temporary MCPTT group according to procedures specified in IETF RFC 4825 [22] "Delete an Element".

5.2.3
Test description

5.2.3.1
Pre-test conditions

System Simulator

-
SS (MCPTT server)

UE

-
The MCPTT client is attached to EPS services.

Table 5.2.3.1-1: UE configuration (MO parameters)

	MO parameter
	Value

	TBD
	TBD


Preamble

-
The UE is in E-UTRA Registered, Idle Mode state.

5.2.3.2
Test procedure sequence

Table 5.2.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	UE (group management client) sends an HTTP POST message to the SS including a GMOP document requesting group regroup creation.
	-->
	HTTP POST
	1
	P

	2
	The SS sends HTTP 200 OK message to UE including GMOP document with group regroup creation response.
	<--
	HTTP 200 OK
	
	

	-
	TBD
	-
	-
	2
	P


5.2.3.3
Specific message contents

TBD
5.3
Configuration / Group Affiliation / Remote change / De-affiliation / Home MCPTT system
5.3.1
Test Purpose (TP)

(1)

with { MCPTT Client already provisioned with the group information or a pointer to the group information, that the MCPTT Client is allowed to be affiliated }

ensure that {
  when { MCPTT User requests for current affilitaiton status and to subscribe to affiliation status changes for the MCPTT User }

    then { UE (MCPTT Client) requests to subscribe to affiliation status changes for the MCPTT User by sending the SS a SIP SUBSCRIBE message and starts informing the MCPTT User of any affiliation status changes for the MCPTT User after the subscription is accepted }

            }
(2)

with { MCPTT Client already provisioned with the group information or a pointer to the group information, that the MCPTT Client is allowed to be affiliated }

ensure that {
  when { MCPTT User requests to affiliate to an MCPTT group }

    then { UE (MCPTT Client) requests to affiliate to a MCPTT group by sending the SS a SIP PUBLISH message }

            }
(3)

with { MCPTT Client already provisioned with the group information or a pointer to the group information, that the MCPTT Client is allowed to be affiliated }

ensure that {
  when { MCPTT User requests for current affilitaiton status and to subscribe to affiliation status changes for a target user }

    then { UE (MCPTT Client) requests to subscribe to affiliation status changes for the target user by sending the SS a SIP SUBSCRIBE message and starts informing the MCPTT User of any affiliation status changes for the target user after the subscription is accepted }

            }
(4)

with { MCPTT client already provisioned with the group information or a pointer to the group information, that the MCPTT client is allowed to make affiliation changes for another user }

ensure that {
  when { MCPTT User requests that a target user be affiliated to an MCPTT group via mandatory mode }

    then { UE (MCPTT Client) requests that a target user be affiliated to an MCPTT group via mandatory mode by sending the SS a SIP PUBLISH message }

            }
(5)

with { MCPTT client already provisioned with the group information or a pointer to the group information, that the MCPTT client is allowed to make affiliation changes for another user }

ensure that {
  when { MCPTT User requests that a target user be de-affiliated to an MCPTT group via mandatory mode }

    then { UE (MCPTT Client) requests that a target user be de-affiliated to an MCPTT group via mandatory mode by sending the SS a SIP PUBLISH message }

            }
(6)

with { MCPTT client already provisioned with the group information or a pointer to the group information, that the MCPTT client is allowed to make affiliation changes for another user }

ensure that {
  when { MCPTT User requests that a target user be affiliated to an MCPTT group via negotiated mode }

    then { UE (MCPTT Client) requests that a target user be affiliated to an MCPTT group via negotiated mode by sending the SS a SIP MESSAGE message }

            }
(7)

with { MCPTT Client already provisioned with the group information or a pointer to the group information, that the MCPTT Client is allowed to be affiliated }

ensure that {
  when { MCPTT User requests to de-subscribe to affiliation status changes for a target user }

    then { UE (MCPTT Client) requests to de-subscribe to affiliation status changes for a target user by sending the SS a SIP SUBSCRIBE message }

            }
(8)

with { MCPTT Client already affiliated with a MCPTT group }

ensure that {
  when { MCPTT User requests to de-affiliate from an MCPTT group }

    then { UE (MCPTT Client) requests to de-affiliate from an MCPTT group by sending the SS a SIP PUBLISH message }

            }

(9)

with { MCPTT Client already provisioned with the group information or a pointer to the group information, that the MCPTT Client is allowed to be affiliated }

ensure that {
  when { MCPTT Server requests that the MCPTT User choose to affiliate to an MCPTT group via negotiated mode by sending a SIP MESSAGE message }

    then { UE (MCPTT Client) accepts to affiliate to a MCPTT group by sending the SS a SIP PUBLISH message }

            }
5.3.2
Conformance requirements

References: The conformance requirements covered in the current TC are specified in: TS 24.379, clause 9.2.1.2, 9.2.1.3, 9.2.1.4, and 9.2.1.5. Unless otherwise stated, these are Rel-13 requirements.

[TS 24.379, clause 9.2.1.2]
In order:
-
to indicate that an MCPTT user is interested in one or more MCPTT group(s) at an MCPTT client;

-
to indicate that the MCPTT user is no longer interested in one or more MCPTT group(s) at the MCPTT client;

-
to refresh indication of an MCPTT user interest in one or more MCPTT group(s) at an MCPTT client due to near expiration of the expiration time of an MCPTT group with the affiliation status set to the "affiliated" state received in a SIP NOTIFY request in subclause 9.2.1.3;
-
to send an affiliation status change request in mandatory mode to another MCPTT user; or

-
any combination of the above;

the MCPTT client shall generate a SIP PUBLISH request according to 3GPP TS 24.229 [4], IETF RFC 3903 [37], and IETF RFC 3856 [51].

In the SIP PUBLISH request, the MCPTT client:

1)
shall set the Request-URI to the public service identity identifying the originating participating MCPTT function serving the MCPTT user;
2)
shall include an application/vnd.3gpp.mcptt-info+xml MIME body. In the application/vnd.3gpp.mcptt-info+xml MIME body, the MCPTT client shall include the <mcptt-request-uri> element set to the MCPTT ID of the MCPTT user;
3)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Preferred-Service header field according to IETF RFC 6050 [9];

4)
if the targeted MCPTT user is interested in at least one MCPTT group at the targeted MCPTT client, shall set the Expires header field according to IETF RFC 3903 [37], to 4294967295;

NOTE 1:
4294967295, which is equal to 232-1, is the highest value defined for Expires header field in IETF RFC 3261 [24].

5)
if the targeted MCPTT user is no longer interested in any MCPTT group at the targeted MCPTT client, shall set the Expires header field according to IETF RFC 3903 [37], to zero; and
6)
shall include an application/pidf+xml MIME body indicating per-user affiliation information according to subclause 9.3.1. In the MIME body, the MCPTT client:

a)
shall include all MCPTT groups where the targeted MCPTT user indicates its interest at the targeted MCPTT client;

b)
shall include the MCPTT client ID of the targeted MCPTT client;

c)
shall not include the "status" attribute and the "expires" attribute in the <affiliation> element; and

d)
shall set the <p-id> child element of the <presence> root element to a globally unique value.
The MCPTT client shall send the SIP PUBLISH request according to 3GPP TS 24.229 [4].

[TS 24.379, clause 9.2.1.3]
NOTE 1:
The MCPTT UE also uses this procedure to determine which MCPTT groups the MCPTT user successfully affiliated to.
In order to discover MCPTT groups:

1)
which the MCPTT user at an MCPTT client is affiliated to; or

2)
which another MCPTT user is affiliated to;
the MCPTT client shall generate an initial SIP SUBSCRIBE request according to 3GPP TS 24.229 [4], IETF RFC 3856 [51], and IETF RFC 6665 [26].

In the SIP SUBSCRIBE request, the MCPTT client:
1)
shall set the Request-URI to the public service identity identifying the originating participating MCPTT function serving the MCPTT user;
2)
shall include an application/vnd.3gpp.mcptt-info+xml MIME body. In the application/vnd.3gpp.mcptt-info+xml MIME body, the MCPTT client shall include the <mcptt-request-uri> element set to the MCPTT ID of the targeted MCPTT user;
3)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Preferred-Service header field according to IETF RFC 6050 [9];

4)
if the MCPTT client wants to receive the current status and later notification, shall set the Expires header field according to IETF RFC 6665 [26], to 4294967295;

NOTE 2:
4294967295, which is equal to 232-1, is the highest value defined for Expires header field in IETF RFC 3261 [24].

5)
if the MCPTT client wants to fetch the current state only, shall set the Expires header field according to IETF RFC 6665 [26], to zero; and

6)
shall include an Accept header field containing the application/pidf+xml MIME type; and

7)
if requesting MCPTT groups where the MCPTT user is affiliated to at the MCPTT client, shall include an application/simple-filter+xml MIME body indicating per client restrictions of presence event package notification information according to subclause 9.3.2.
In order to re-subscribe or de-subscribe, the MCPTT client shall generate an in-dialog SIP SUBSCRIBE request according to 3GPP TS 24.229 [4], IETF RFC 3856 [51], and IETF RFC 6665 [26]. In the SIP SUBSCRIBE request, the MCPTT client:
1)
if the MCPTT client wants to receive the current status and later notification, shall set the Expires header field according to IETF RFC 6665 [26], to 4294967295;

NOTE 3:
4294967295, which is equal to 232-1, is the highest value defined for Expires header field in IETF RFC 3261 [24].

2)
if the MCPTT client wants to de-subscribe, shall set the Expires header field according to IETF RFC 6665 [26], to zero; and

3)
shall include an Accept header field containing the application/pidf+xml MIME type.
Upon receiving a SIP NOTIFY request according to 3GPP TS 24.229 [4], IETF RFC 3856 [51], and IETF RFC 6665 [26], if SIP NOTIFY request contains an application/pidf+xml MIME body indicating per-user affiliation information constructed according to subclause 9.3.1, then the MCPTT client shall determine affiliation status of the MCPTT user for each MCPTT group at the MCPTT client(s) in the MIME body. If the <p-id> child element of the <presence> root element of the application/pidf+xml MIME body of the SIP NOTIFY request is included, the <p-id> element value indicates the SIP PUBLISH request which triggered sending of the SIP NOTIFY request.
[TS 24.379, clause 9.2.1.4]
NOTE:
Procedure for sending affiliation status change request in negotiated mode to several target MCPTT users is not supported in this version of the specification.
Upon receiving a request from the MCPTT user to send an affiliation status change request in negotiated mode to a target MCPTT user, the MCPTT client shall generate a SIP MESSAGE request in accordance with 3GPP TS 24.229 [4] and IETF RFC 3428 [33]. In the SIP MESSAGE request, the MCPTT client:

1)
shall set the Request-URI to the public service identity identifying the originating participating MCPTT function serving the MCPTT user;
2)
shall include an application/vnd.3gpp.mcptt-info+xml MIME body. In the application/vnd.3gpp.mcptt-info+xml MIME body, the MCPTT client shall include the <mcptt-request-uri> element set to the MCPTT ID of the target MCPTT user;

3)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Preferred-Service header field according to IETF RFC 6050 [9] in the SIP MESSAGE request;

4)
shall include an application/vnd.3gpp.mcptt-affiliation-command+xml MIME body as specified in Annex F.4; and
5)
shall send the SIP MESSAGE request according to rules and procedures of 3GPP TS 24.229 [4].
On receiving a SIP 2xx response to the SIP MESSAGE request, the MCPTT client shall indicate to the user that the request has been delivered to an MCPTT client of the target MCPTT user.
[TS 24.379, clause 9.2.1.5]

Upon receiving a SIP MESSAGE request containing:
1)
the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Asserted-Service header field according to IETF RFC 6050 [9]; and
2)
an application/vnd.3gpp.mcptt-affiliation-command+xml MIME body with a list of MCPTT groups for affiliation under the <affiliate> element and a list of MCPTT groups for de-affiliation under the <de-affiliate> element;

then the MCPTT client:

1)
shall send a 200 (OK) response to the SIP MESSAGE request;

2)
shall seek confirmation of the list of MCPTT groups for affiliation and the list of MCPTT groups for de-affiliation, resulting in an accepted list of MCPTT groups for affiliation and an accepted list of MCPTT groups for de-affiliation; and
3)
if the user accepts the request:

a)
shall perform affiliation for each entry in the accepted list of MCPTT groups for affiliation for which the MCPTT client is not affiliated, as specified in subclause 9.2.1.2; and
b)
shall perform de-affiliation for each entry in the accepted list of MCPTT groups for de-affiliation for which the MCPTT client is affiliated, as specified in subclause 9.2.1.2.
5.3.3
Test description

5.3.3.1
Pre-test conditions

System Simulator:

-
SS (MCPTT server)

MCPTT Client:

-
The MCPTT client is authorised for MCPTT service
-
One MCPTT user is registered for receiving MCPTT service through the MCPTT Client

-
The MCPTT user is already provisioned with the group information or a pointer to the group information, that the MCPTT user is allowed to be affiliated

-
The MCPTT user is authorised to subscribe to affiliation status changes for other users and for self
-
The MCPTT user is authorised to make affiliation changes for other users and for self
Preamble:

-
The UE has performed the Generic Test Procedure for MCPTT UE registration as specified in TS 36.579-1 [2], subclause 5.4.2 and is in E-UTRA Registered, Idle Mode state.


5.3.3.2
Test procedure sequence
Table 5.3.3.2-1: Main Behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	Make the MCPTT User send a request to discover which groups the MCPTT User is affiliated to and to subscribe to affiliation status changes for the MCPTT User.

NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	-
	-

	2-7
	Steps 2-7 as described in TS 36.579-1 [2], subclause 5.4.3 'Generic Test Procedure for MCPTT CO communication in E-UTRA’ take place.
	-
	-
	-
	-

	-
	EXCEPTION: In parallel to the events described in step 8 below, step 8 described in TS 36.579-1 [2], subclause 5.4.3 'Generic Test Procedure for MCPTT CO communication in E-UTRA’ takes place.
	-
	-
	-
	-

	8
	Check: Does the UE (MCPTT Client) send a SIP SUBSCRIBE message to subscribe to its own affiliation status changes? 
	-->
	SIP SUBSCRIBE
	1
	P

	9
	Step 10 as described in TS 36.579-1 [2], subclause 5.4.3 'Generic Test Procedure for MCPTT CO communication in E-UTRA’ takes place.
	
	
	-
	-

	-
	EXCEPTION: In parallel to step 10 below, steps 11-12 described in TS 36.579-1 [2], subclause 5.4.3 'Generic Test Procedure for MCPTT CO communication in E-UTRA’ take place.
	-
	-
	-
	-

	10
	The SS responds to the SIP SUBSCRIBE message with a SIP 200 (OK) message.
	<--
	SIP 200 (OK)
	-
	-

	11
	Make the MCPTT User send a request to affiliate to a MCPTT group, GROUP A.

NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	-
	-

	12
	Check: Does the UE (MCPTT Client) send a SIP PUBLISH message to affiliate with GROUP A?
	-->
	SIP PUBLISH
	2
	P

	13
	The SS responds to the SIP PUBLISH message with a SIP 200 (OK) message.
	<--
	SIP 200 (OK)
	-
	-

	14
	The SS sends a SIP NOTIFY informing that the affiliation status of the MCPTT USER with GROUP A is “affiliating”
	<--
	SIP NOTIFY
	-
	-

	15
	The SS sends a SIP NOTIFY informing that the affiliation status of the MCPTT USER with GROUP A is “affiliated”
	<--
	SIP NOTIFY
	-
	-

	16
	Check: Does the UE (MCPTT client) notify the user that the MCPTT User is now affiliated with GROUP A?

NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	1
	P

	17
	Make the MCPTT User send a request to discover which groups a target user is affiliated to and to subscribe to affiliation status changes for that target user.

NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	-
	-

	18
	Check: Does the UE (MCPTT Client) send a SIP SUBSCRIBE message to subscribe to affiliation status changes of a target user? 
	-->
	SIP SUBSCRIBE
	3
	P

	19
	The SS responds to the SIP SUBSCRIBE message with a SIP 200 (OK) message.
	<--
	SIP 200 (OK)
	-
	-

	20
	Make the MCPTT User send a request to have a target user affiliate to a MCPTT group, GROUP A (mandatory mode).

NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	-
	-

	21
	Check: Does the UE (MCPTT Client) send a SIP PUBLISH message to have to target user affiliate with GROUP A?
	-->
	SIP PUBLISH
	4
	P

	22
	The SS responds to the SIP PUBLISH message with a SIP 200 (OK) message.
	<--
	SIP 200 (OK)
	-
	-

	23
	The SS sends a SIP NOTIFY informing that the affiliation status of the target user with GROUP A is “affiliating”
	<--
	SIP NOTIFY
	-
	-

	24
	The SS sends a SIP NOTIFY informing that the affiliation status of the target user with GROUP A is “affiliated”
	<--
	SIP NOTIFY
	-
	-

	25
	Check: Does the UE (MCPTT client) notify the user that the target user is now affiliated with GROUP A?

NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	3
	P

	26
	Make the MCPTT User send a request to have a target user de-affiliate to a MCPTT group, GROUP A (mandatory mode).

NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	-
	-

	27
	Check: Does the UE (MCPTT Client) send a SIP PUBLISH message to have the target user de-affiliate with GROUP A?
	-->
	SIP PUBLISH
	5
	P

	28
	The SS responds to the SIP PUBLISH message with a SIP 200 (OK) message.
	<--
	SIP 200 (OK)
	-
	-

	29
	The SS sends a SIP NOTIFY informing that the affiliation status of the target user with GROUP A is “deaffiliating”
	<--
	SIP NOTIFY
	-
	-

	30
	Check: Does the UE (MCPTT client) notify the user that the target user is now de-affiliated with GROUP A?

NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	3
	P

	31
	Make the MCPTT User send a request to have a target user affiliate to a MCPTT group, GROUP A (negotiated mode).

NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	-
	-

	32
	Check: Does the UE (MCPTT Client) send a SIP MESSAGE message to have a target user affiliate with GROUP A via negotiated mode?
	-->
	SIP MESSAGE
	6
	P

	33
	The SS responds to the SIP MESSAGE message with a SIP 200 (OK) message.
	<--
	SIP 200 (OK)
	-
	-

	34
	The SS sends a SIP NOTIFY informing that the affiliation status of the target user with GROUP A is “affiliating”
	<--
	SIP NOTIFY
	-
	-

	35
	The SS sends a SIP NOTIFY informing that the affiliation status of the target user with GROUP A is “affiliated”
	<--
	SIP NOTIFY
	-
	-

	36
	Check: Does the UE (MCPTT client) notify the user that the target user is now affiliated with GROUP A?

NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	3
	P

	37
	Make the MCPTT User send a request to de-subscribe from affiliation status changes of a target user.

NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	-
	-

	38
	Check: Does the UE (MCPTT Client) send a SIP SUBSCRIBE message with the Expires header field set to zero to de-subscribe from affiliation status changes for a target user? 
	-->
	SIP SUBSCRIBE
	7
	P

	39
	The SS responds to the SIP SUBSCRIBE message with a SIP 200 (OK) message.
	<--
	SIP 200 (OK)
	-
	-

	40
	Check: Does the UE (MCPTT client) notify the user that the user is no longer subscribed to affiliation status changes for the target user?

NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	3
	P

	41
	Make the MCPTT User send a request de-affiliate from a MCPTT group, GROUP A.

NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	-
	-

	42
	Check: Does the UE (MCPTT Client) send a SIP PUBLISH message to de-affiliate with GROUP A?
	-->
	SIP PUBLISH
	8
	P

	43
	The SS responds to the SIP MESSAGE message with a SIP 200 (OK) message.
	<--
	SIP 200 (OK)
	-
	-

	44
	The SS sends a SIP NOTIFY informing that the affiliation status of the target user with GROUP A is “deaffiliating”
	<--
	SIP NOTIFY
	-
	-

	45
	Check: Does the UE (MCPTT client) notify the user that the user is no longer affiliated with GROUP A?

NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	1
	P

	46
	The SS sends a SIP MESSAGE to the MCPTT Client to affiliate the MCPTT User to GROUP A via negotiated mode
	<--
	SIP MESSAGE
	-
	-

	47
	Check: Does the UE (MCPTT Client) send a SIP 200 (OK) message in response to the SIP MESSAGE message? 
	-->
	SIP 200 (OK
	9
	P

	48
	Check: Does the UE (MCPTT client) notify the user that the user that another user is requesting the MCPTT User affiliate to GROUP A?

NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	9
	P

	49
	Make the MCPTT User accept to affiliate to GROUP A.

NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	-
	-

	50
	Check: Does the UE (MCPTT Client) send a SIP PUBLISH message to affiliate with GROUP A?
	-->
	SIP PUBLISH
	9
	P

	51
	The SS responds to the SIP PUBLISH message with a SIP 200 (OK) message.
	<--
	SIP 200 (OK)
	-
	-

	52
	The SS sends a SIP NOTIFY informing that the affiliation status of the MCPTT USER with GROUP A is “affiliating”
	<--
	SIP NOTIFY
	-
	-

	53
	The SS sends a SIP NOTIFY informing that the affiliation status of the MCPTT USER with GROUP A is “affiliated”
	<--
	SIP NOTIFY
	-
	-

	54
	Check: Does the UE (MCPTT client) notify the user that the MCPTT User is now affiliated with GROUP A?

NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	1
	P

	55
	SS releases the E-UTRA connection
	-
	-
	-
	-


5.3.3.3
Specific message contents
Table 5.3.3.3-1: Message SIP SUBSCRIBE (step 8, Table 5.3.3.2-1)

	FFS

	Derivation Path: FFS

	Information Element
	Value/remark
	Comment
	Condition

	
	
	
	


Table 5.3.3.3-2: Message SIP 200 (OK) (step 10, Table 5.3.3.2-1)

	FFS

	Derivation Path: FFS

	Information Element
	Value/remark
	Comment
	Condition

	
	
	
	


Table 5.3.3.3-3: Message SIP PUBLISH (step 12, Table 5.3.3.2-1)

	FFS

	Derivation Path: FFS

	Information Element
	Value/remark
	Comment
	Condition

	Request-URI
	
	public service identity identifying the originating participating MCPTT function serving the MCPTT user
	

	application/vnd.3gpp.mcptt-info+xml
	<mcptt-request-uri>
	MIME body. Eelement set to the MCPTT ID of the MCPTT user
	

	P-Preferred-Service 
	urn:urn-7:3gpp-service.ims.icsi.mcptt
	ICSI value
	

	Expires header
	4294967295
	
	targeted MCPTT user is interested in at least one MCPTT group at the targeted MCPTT client

	
	0
	
	targeted MCPTT user is no longer interested in any MCPTT group at the targeted MCPTT client

	application/pidf+xml
	MCPTT groups
	
	

	
	MCPTT ID: URI
	Targeted MCPTT client
	


Table 5.3.3.3-4: Message SIP 200 (OK) (step 13, Table 5.3.3.2-1)

	FFS

	Derivation Path: FFS

	Information Element
	Value/remark
	Comment
	Condition

	
	
	
	


Table 5.3.3.3-5: Message SIP NOTIFY (steps 14, 52 Table 5.3.3.2-1)

	FFS

	Derivation Path: FFS

	Information Element
	Value/remark
	Comment
	Condition

	
	
	
	


Table 5.3.3.3-6: Message SIP NOTIFY (steps 15, 53, Table 5.3.3.2-1)

	FFS

	Derivation Path: FFS

	Information Element
	Value/remark
	Comment
	Condition

	
	
	
	


Table 5.3.3.3-7: Message SIP SUBSCRIBE (step 18, Table 5.3.3.2-1)

	FFS

	Derivation Path: FFS

	Information Element
	Value/remark
	Comment
	Condition

	
	
	
	


Table 5.3.3.3-8: Message SIP 200 (OK) (step 19, Table 5.3.3.2-1)

	FFS

	Derivation Path: FFS

	Information Element
	Value/remark
	Comment
	Condition

	
	
	
	


Table 5.3.3.3-9: Message SIP PUBLISH (step 21, Table 5.3.3.2-1)

	FFS

	Derivation Path: FFS

	Information Element
	Value/remark
	Comment
	Condition

	
	
	
	


Table 5.3.3.3-10: Message SIP 200 (OK) (step 22, Table 5.3.3.2-1)

	FFS

	Derivation Path: FFS

	Information Element
	Value/remark
	Comment
	Condition

	
	
	
	


Table 5.3.3.3-11: Message SIP NOTIFY (step 23, 34, Table 5.3.3.2-1)

	FFS

	Derivation Path: FFS

	Information Element
	Value/remark
	Comment
	Condition

	
	
	
	


Table 5.3.3.3-12: Message SIP NOTIFY (step 24, 35, Table 5.3.3.2-1)

	FFS

	Derivation Path: FFS

	Information Element
	Value/remark
	Comment
	Condition

	
	
	
	


Table 5.3.3.3-13: Message SIP PUBLISH (step 27, Table 5.3.3.2-1)

	FFS

	Derivation Path: FFS

	Information Element
	Value/remark
	Comment
	Condition

	
	
	
	


Table 5.3.3.3-14: Message SIP 200 (OK) (step 28, Table 5.3.3.2-1)

	FFS

	Derivation Path: FFS

	Information Element
	Value/remark
	Comment
	Condition

	
	
	
	


Table 5.3.3.3-15: Message SIP NOTIFY (step 29, Table 5.3.3.2-1)

	FFS

	Derivation Path: FFS

	Information Element
	Value/remark
	Comment
	Condition

	
	
	
	


Table 5.3.3.3-16: Message SIP MESSAGE (step 32, Table 5.3.3.2-1)

	FFS

	Derivation Path: FFS

	Information Element
	Value/remark
	Comment
	Condition

	
	
	
	


Table 5.3.3.3-17: Message SIP 200 (OK) (step 33, Table 5.3.3.2-1)

	FFS

	Derivation Path: FFS

	Information Element
	Value/remark
	Comment
	Condition

	
	
	
	


Table 5.3.3.3-18: Message SIP SUBSCRIBE (step 38, Table 5.3.3.2-1)

	FFS

	Derivation Path: FFS

	Information Element
	Value/remark
	Comment
	Condition

	
	
	
	


Table 5.3.3.3-19: Message SIP 200 (OK) (step 39, Table 5.3.3.2-1)

	FFS

	Derivation Path: FFS

	Information Element
	Value/remark
	Comment
	Condition

	
	
	
	


Table 5.3.3.3-20: Message SIP PUBLISH (step 42, Table 5.3.3.2-1)

	FFS

	Derivation Path: FFS

	Information Element
	Value/remark
	Comment
	Condition

	
	
	
	


Table 5.3.3.3-21: Message SIP 200 (OK) (step 43, Table 5.3.3.2-1)

	FFS

	Derivation Path: FFS

	Information Element
	Value/remark
	Comment
	Condition

	
	
	
	


Table 5.3.3.3-22: Message SIP NOTIFY (step 44, Table 5.3.3.2-1)

	FFS

	Derivation Path: FFS

	Information Element
	Value/remark
	Comment
	Condition

	
	
	
	


Table 5.3.3.3-23: Message SIP MESSAGE (step 46, Table 5.3.3.2-1)

	FFS

	Derivation Path: FFS

	Information Element
	Value/remark
	Comment
	Condition

	
	
	
	


Table 5.3.3.3-24: Message SIP 200 (OK) (step 47, Table 5.3.3.2-1)

	FFS

	Derivation Path: FFS

	Information Element
	Value/remark
	Comment
	Condition

	
	
	
	


Table 5.3.3.3-25: Message SIP PUBLISH (step 50, Table 5.3.3.2-1)

	FFS

	Derivation Path: FFS

	Information Element
	Value/remark
	Comment
	Condition

	
	
	
	


Table 5.3.3.3-26: Message SIP 200 (OK) (step 51, Table 5.3.3.2-1)

	FFS

	Derivation Path: FFS

	Information Element
	Value/remark
	Comment
	Condition

	
	
	
	


5.4
Configuration / Pre-established Session Establishment / Pre-established Session Modification / Pre-established Session Release
5.4.1
Test Purpose (TP)

(1)

with { UE (MCPTT Client) registered and authorized for MCPTT Service }

ensure that {
  when { MCPTT User requests the creation of a pre-established session }

    then { UE (MCPTT Client) requests the creation of a pre-establish session by sending a SIP INVITE message, and, after indication from the MCPTT Server that the pre-established session request was accepted, the UE notifies the user }

            }

(2)

with { the MCPTT client already having a pre-stablished session created }

ensure that {
  when { MCPTT User requests the modification of a pre-established session }

    then { UE (MCPTT Client) requests the modification of a pre-establish session by sending a SIP re-INVITE message or a SIP PUBLISH message (depending on UE implementation), and, after indication from the MCPTT Server that the pre-established session modification request was accepted, the UE notifies the user }

            }

(3)

with { the MCPTT client already having a pre-stablished session created }

ensure that {
  when { MCPTT Server requests the modification of a pre-established session by sending either a SIP UPDATE message or a SIP re-INVITE message }

    then { UE (MCPTT Client) responds the pre-established session mofication request by sending a SIP 200 (OK) message, and then UE notifies the user of that the pre-established session has been modified }

            }
 (4)

with { the MCPTT client already having a pre-stablished session created }

ensure that {
  when { MCPTT User requests the release of a pre-established session }

    then { UE (MCPTT Client) requests the release of a pre-establish session by sending a SIP INVITE message, and, after indication from the MCPTT Server that the pre-established session release request was accepted, the UE notifies the user }

            }

(5)

with { the MCPTT client already having a pre-stablished session created }

ensure that {
  when { MCPTT Server requests the release of a pre-established session by sending either a SIP BYE message }

    then { UE (MCPTT Client) responds the pre-established session release request by sending a SIP 200 (OK) message, and then UE notifies the user of that the pre-established session has been released }

            }

5.4.2
Conformance requirements

References: The conformance requirements covered in the current TC are specified in: TS 24.379, clause 8. Unless otherwise stated, these are Rel-13 requirements.
[TS 24.379, clause 8.2.1]

When the MCPTT client initiates a pre-established session the MCPTT client shall:

1)
gather ICE candidates according to IETF RFC 5245 [17]; and

NOTE 1:
ICE candidates are only gathered on interfaces that the MCPTT UE uses to obtain MCPTT service.

2)
generate an initial SIP INVITE request by following the UE originating session procedures specified in 3GPP TS 24.229 [4], with the clarifications given below.

The MCPTT client:

1)
shall set the Request-URI of the SIP INVITE request to the public service identity of the participating MCPTT function serving the MCPTT user;
2)
may include a P-Preferred-Identity header field in the SIP INVITE request containing a public user identity as specified in 3GPP TS 24.229 [4];

3)
shall include the g.3gpp.mcptt media feature tag in the Contact header field of the SIP INVITE request according to IETF RFC 3840 [16];
4)
shall include an Accept-Contact header field with the media feature tag g.3gpp.mcptt along with parameters "require" and "explicit" according to IETF RFC 3841 [6];

5)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Preferred-Service header field according to IETF RFC 6050 [9] in the SIP INVITE request;

6)
shall include an Accept-Contact header field with the media feature tag g.3gpp.icsi-ref set to the value "urn:urn-7:3gpp-service.ims.icsi.mcptt" along with parameters "require" and "explicit" according to IETF RFC 3841 [6];

7)
shall include the "timer" option tag in the Supported header field;

8)
should include the Session-Expires header field according to IETF RFC 4028 [7] and should not include the "refresher" header field. The "refresher" header field parameter shall be set to "uac" if included;

9)
shall include an SDP offer according to 3GPP TS 24.229 [4] with the clarifications given in subclause 6.2.1, and include ICE candidates in the SDP offer as per IETF RFC 5245 [17]; and
10)
shall send the SIP INVITE request according to 3GPP TS 24.229 [4].

Upon receiving a SIP 2xx response to the SIP INVITE request the MCPTT client:

1)
shall interact with the media plane as specified in 3GPP TS 24.380 [5].
NOTE 2:
If ICE candidate evaluation results in candidate pairs other than the default candidate pair being selected a further offer answer exchange using the procedures in subclause 8.3 will be needed.[TS 24.379, clause 8.3.1.1]

When the MCPTT client needs to modify the pre-established session outside of an MCPTT session, the MCPTT client: 

1)
shall generate a SIP UPDATE request or a SIP re-INVITE request according to 3GPP TS 24.229 [4];

2)
shall include an SDP offer according to 3GPP TS 24.229 [4] with the clarifications given in subclause 6.2.1, and include ICE candidates in the SDP offer as per IETF RFC 5245 [17], if required; and

3)
shall send the SIP request towards the MCPTT server according to rules and procedures of 3GPP TS 24.229[4].

On receipt of the SIP 200 (OK) response the MCPTT client:

1)
shall interact with media plane as specified in 3GPP TS 24.380 [5], if there is change in media parameters or codecs in the received SDP answer, compared to those in the previously agreed SDP; and
2)
shall interact with media plane as specified in 3GPP TS 24.380 [5], if there is a media stream, that is currently used in the pre-established session, marked as rejected in the received SDP answer.
NOTE:
The MCPTT client keeps resources for previously agreed media stream, media parameters and codecs until it receives a SIP 200 (OK) response.
[TS 24.379, clause 8.3.1.2]

Upon receiving a SIP UPDATE request or a SIP re-INVITE request to modify an existing pre-established session without associated MCPTT session, the MCPTT client:

1)
shall validate that the received SDP offer includes at least one media stream for which the media parameters and at least one codec is acceptable by the MCPTT client and if not reject the request with a SIP 488 (Not Acceptable Here) response. Otherwise, continue with the rest of the steps; and

2)
shall generate a SIP 200 (OK) response as follows:

a)
shall include an SDP answer according to 3GPP TS 24.229 [4] with the clarifications given in subclause 6.2.2, and include ICE candidates in the SDP answer as per IETF RFC 5245 [17]. if required.[TS 24.379, clause 8.4.1.1]

NOTE:
The MCPTT client needs to be prepared to release the pre-established session when receiving a SIP BYE request generated by the SIP core (e.g. due to network release of media plane resources).
When a MCPTT client needs to release a pre-established session as created in subclause 8.2.1, the MCPTT client:

1)
shall generate a SIP BYE request according to rules and procedures of 3GPP TS 24.229 [4];

2)
shall set the Request-URI of the SIP BYE request to the URI that identifies the pre-established session;
3)
shall send the SIP BYE request towards the participating MCPTT function within the SIP dialog of the pre-established session according to rules and procedures of the 3GPP TS 24.229 [4]; and

4)
shall, upon receiving a SIP 200 (OK) response to the SIP BYE request interact with the media plane as specified in 3GPP TS 24.380 [5].

[TS 24.379, clause 8.4.1.2]
Upon receiving a SIP BYE request from the participating MCPTT function within a pre-established session the MCPTT client shall check whether there are any MCPTT sessions using the pre-established session, and: 

1)
if there is an established MCPTT session then the MCPTT client shall remove the MCPTT client from the MCPTT session by performing the procedures for session release for each MCPTT session as specified in 3GPP TS 24.380 [5]; and

2)
if there is no MCPTT session using the pre-established session, then the MCPTT client shall:

a)
interact with the media plane as specified in 3GPP TS 24.380 [5] for disconnecting the media plane resources towards the participating MCPTT function; and

b)
shall generate and send a SIP 200 (OK) response to the SIP BYE request according to rules and procedures of 3GPP TS 24.229 [4].
5.4.3
Test description

5.4.3.1
Pre-test conditions

System Simulator:

-
SS (MCPTT server)

UE:

-
The MCPTT client is authorised for MCPTT service
-
One MCPTT user is registered for receiving MCPTT service through the MCPTT Client


Preamble:

-
The UE has performed the Generic Test Procedure for MCPTT UE registration as specified in TS 36.579-1 [2], subclause 5.4.2 and is in E-UTRA Registered, Idle Mode state.

5.4.3.2
Test procedure sequence
Table 5.4.3.2-1: Main Behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	Make the MCPTT User request the creation of a pre-established session
	-
	-
	-
	-

	2-7
	Steps 2-7 as described in TS 56.579-1 [2], subclause 5.4.2 'Generic Test Procedure for MCPTT CO call establishment in E-UTRA' take place.
	-
	-
	-
	-

	-
	EXCEPTION: In parallel to the events described in step 8 below, step 8 described in TS 56.579-1 [2], subclause 5.4.3 'Generic Test Procedure for MCPTT CO call establishment in E-UTRA' takes place.
	-
	-
	-
	-

	8
	Check: Does the UE (MCPTT Client) send a SIP INVITE message in order to create pre-established session?
	-->
	SIP INVITE
	1
	P

	9
	Step 10 as described in TS 56.579-1 [2], subclause 5.4.2 'Generic Test Procedure for MCPTT CO call establishment in E-UTRA' takes place.
	-
	-
	-
	-

	-
	EXCEPTION: In parallel to the events described in step 10 below, steps 11-12 described in TS 56.579-1 [2], subclause 5.4.3 'Generic Test Procedure for MCPTT CO call establishment in E-UTRA' take place.
	-
	-
	-
	-

	10
	The SS responds to the SIP INVITE message with a SIP 200 (OK) message
	<--
	SIP 200 (OK)
	-
	-

	11
	Check: Does the UE (MCPTT client) notify the user that the pre-established session has been created?

NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	1
	P

	12
	Make the MCPTT User request to modify the pre-established session
	-
	-
	-
	-

	-
	EXCEPTION: Steps 13a1-13b1 describe behaviour that depends on the UE implementation; the "lower case letter" identifies a step sequence that take place if the UE uses the SIP UPDATE message or the SIP re-INVITE message to modify an existing pre-established session.  
	-
	-
	-
	-

	13a1
	Check: Does the UE (MCPTT Client) send a SIP UPDATE message to modify a pre-established session?
	-->
	SIP UPDATE
	2
	P

	13b1
	Check: Does the UE (MCPTT Client) send a SIP re-INVITE message to modify a pre-established session?
	-->
	SIP re-INVITE
	2
	P

	14
	The SS responds to the SIP UPDATE message or the SIP re-INVITE message with a SIP 200 (OK) message
	<--
	SIP 200 (OK)
	-
	-

	15
	Check: Does the UE (MCPTT client) notify the user that the pre-established session has been modified?

NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	2
	P

	16
	The SS sends a SIP UPDATE message to modify a pre-established session.
	<--
	SIP UPDATE
	-
	-

	17
	Check: Does the UE (MCPTT Client) respond to the SIP UPDATE message with a SIP 200 (OK) message
	-->
	SIP 200 (OK)
	3
	P

	18
	Check: Does the UE (MCPTT client) notify the user that the pre-established session has been modified?

NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	3
	P

	19
	The SS sends a SIP re-INVITE message to modify a pre-established session.
	<--
	SIP re-INVITE
	-
	-

	20
	Check: Does the UE (MCPTT Client) respond to the SIP re-INVITE message with a SIP 200 (OK) message
	-->
	SIP 200 (OK)
	3
	P

	21
	Check: Does the UE (MCPTT client) notify the user that the pre-established session has been modified?

NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	3
	P

	22
	Make the MCPTT User request to release the pre-established session
	-
	-
	-
	-

	23
	Check: Does the UE (MCPTT Client) send a SIP BYE message in order to release pre-established session?
	-->
	SIP BYE
	4
	P

	24
	The SS responds to the SIP BYE message with a SIP 200 (OK) message
	<--
	SIP 200 (OK)
	-
	-

	25
	Check: Does the UE (MCPTT client) notify the user that the pre-established session has been released?

NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	4
	P

	26
	SS releases the E-UTRA connection
	-
	-
	-
	-

	27
	Make the MCPTT User request the creation of a pre-established session
	-
	-
	-
	-

	28-33
	Steps 2-7 as described in TS 56.579-1 [2], subclause 5.4.2 'Generic Test Procedure for MCPTT CO call establishment in E-UTRA' take place.
	-
	-
	-
	-

	-
	EXCEPTION: In parallel to the events described in step 8 below, step 8 described in TS 56.579-1 [2], subclause 5.4.3 'Generic Test Procedure for MCPTT CO call establishment in E-UTRA' takes place.
	-
	-
	-
	-

	34
	Check: Does the UE (MCPTT Client) send a SIP INVITE message in order to create pre-established session?
	-->
	SIP INVITE
	1
	P

	35
	Step 10 as described in TS 56.579-1 [2], subclause 5.4.2 'Generic Test Procedure for MCPTT CO call establishment in E-UTRA' takes place.
	-
	-
	-
	-

	-
	EXCEPTION: In parallel to the events described in step 36 below, steps 11-12 described in TS 56.579-1 [2], subclause 5.4.3 'Generic Test Procedure for MCPTT CO call establishment in E-UTRA' take place.
	-
	-
	-
	-

	36
	The SS responds to the SIP INVITE message with a SIP 200 (OK) message
	<--
	SIP 200 (OK)
	-
	-

	37
	Check: Does the UE (MCPTT client) notify the user that the pre-established session has been created?

NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	1
	P

	38
	The SS sends a SIP BYE message in order to release a pre-established session.
	<--
	SIP BYE
	-
	-

	39
	Check: Does the UE (MCPTT Client) respond to the SIP BYE message with a SIP 200 (OK) message
	-->
	SIP 200 (OK)
	5
	P

	40
	Check: Does the UE (MCPTT client) notify the user that the pre-established session has been released?

NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	5
	P

	41
	SS releases the E-UTRA connection
	-
	-
	-
	-


5.4.3.3
Specific message contents

Table 5.4.3.3-1: Message SIP INVITE (steps 8, 34, Table 5.4.3.2-1)

	FFS

	Derivation Path: TS 24.379 clause 8.2.1

	Information Element
	Value/remark
	Comment
	Condition

	Request-Line
	
	
	

	  Method
	INVITE
	
	

	  Request-URI
	public service identity of the participating MCPTT function serving the MCPTT user
	
	

	  SIP-Version
	SIP/2.0
	
	

	P-Preferred-Identity 
	Contains the public user identity of the MCPTT user.
	Reference:
24.379
RFC 3325 
	

	  PPreferredID-value
	sip:SIP PPI User Part@SIP PPI Host Part
	
	

	Contact
	
	
	

	  feature-param
	g.3gpp.mcptt
	Media feature tag
	

	Accept-Contact
	Contains the g.3gpp.mcptt feature tag.
	Reference:
24.397

RFC 3841 
	

	  ac-value
	g.3gpp.mcptt
	
	

	  ac-value
	require
	
	

	  ac-value
	explicit
	
	

	P-Preferred-Service 
	Contains the ICSI for MCPTT
	Reference:
24.379
	

	  Service-ID
	urn:urn-7:3gpp-service.ims.icsi.mcptt
	
	

	Accept-Contact

	
	Reference:
24.397

RFC 3841 
	

	  ac-value
	g.3gpp.icsi-ref=urn%3Aurn-7%3A3gpp-service.ims.icsi.mcptt
	
	

	  ac-value
	require
	
	

	  ac-value
	explicit
	
	

	Supported
	
	Reference:

RFC 3261

RFC6442

RFC4488
24.379
	

	  value
	timer
	
	

	Session Expires

     value
	3600
	
	

	SDP offer
	FFS
	
	


Table 5.4.3.3-2: Message SIP 200 (OK) (steps 10, 36, Table 5.4.3.2-1)

	FFS

	Derivation Path: 24.379 clause 8.3.1.1

	Information Element
	Value/remark
	Comment
	Condition

	SDP offer
	
	
	


Table 5.4.3.3-3: Message SIP UPDATE (step 13a1, Table 5.4.3.2-1)

	FFS

	Derivation Path: 24.379 clause 8.3.1.1

	Information Element
	Value/remark
	Comment
	Condition

	SDP offer
	
	
	


Table 5.4.3.3-4: Message SIP re-INVITE (step 13b1, Table 5.4.3.2-1)

	FFS

	Derivation Path: 24.379 clause 8.3.1.1

	Information Element
	Value/remark
	Comment
	Condition

	SDP offer
	
	
	


Table 5.4.3.3-5: Message SIP 200 (OK) (step 14, Table 5.4.3.2-1)

	FFS

	Derivation Path: 24.379 clause 8.3.1.1

	Information Element
	Value/remark
	Comment
	Condition

	SDP offer
	
	
	


Table 5.4.3.3-6: Message SIP UPDATE (step 16, Table 5.4.3.2-1)

	FFS

	Derivation Path: 24.379 clause 8.3.1.1

	Information Element
	Value/remark
	Comment
	Condition

	SDP offer
	
	
	


Table 5.4.3.3-7: Message SIP 200 (OK) (step 17, Table 5.4.3.2-1)

	FFS

	Derivation Path: 24.379 clause 8.3.1.1

	Information Element
	Value/remark
	Comment
	Condition

	SDP offer
	
	
	


Table 5.4.3.3-8: Message SIP re-INVITE (step 19, Table 5.4.3.2-1)

	FFS

	Derivation Path: 24.379 clause 8.3.1.1

	Information Element
	Value/remark
	Comment
	Condition

	SDP offer
	
	
	


Table 5.4.3.3-9: Message SIP 200 (OK) (step 20, Table 5.4.3.2-1)

	FFS

	Derivation Path: 24.379 clause 8.3.1.1

	Information Element
	Value/remark
	Comment
	Condition

	SDP offer
	
	
	


Table 5.4.3.3-10: Message SIP BYE (step 23, Table 5.4.3.2-1)

	FFS

	Derivation Path: 24.379 clause 8.4.1.1

	Information Element
	Value/remark
	Comment
	Condition

	Request-URI
	
	Identity of pre-established session
	


Table 5.4.3.3-11: Message SIP 200 (OK) (step 24, Table 5.4.3.2-1)

	FFS

	Derivation Path: 24.379 clause 8.3.1.1

	Information Element
	Value/remark
	Comment
	Condition

	SDP offer
	
	
	


Table 5.4.3.3-12: Message SIP BYE (step 26, Table 5.4.3.2-1)

	FFS

	Derivation Path: 24.379 clause 8.4.1.1

	Information Element
	Value/remark
	Comment
	Condition

	Request-URI
	
	Identity of pre-established session
	


Table 5.4.3.3-13: Message SIP 200 (OK) (step 27, Table 5.4.3.2-1)

	FFS

	Derivation Path: 24.379 clause 8.3.1.1

	Information Element
	Value/remark
	Comment
	Condition

	SDP offer
	
	
	


6
MCPTT Client on-network operation

6.1
Group Calls - same MCPTT system
6.1.1
Pre-arranged Group Call

6.1.1.1
On-network / One MCPTT System / On-demand Pre-arranged Group Call / Automatic Commencement Mode / End-to-end communication security / Floor Control / Upgrade to Emergency Group Call / Cancel Emergency State / Upgrade to Imminent Peril Group Call / Cancel Imminent Peril State / Client Originated (CO)
6.1.1.1.1
Test Purpose (TP)

(1)

with { UE (MCPTT Client) registered and authorised for MCPTT Service }

ensure that {

  when { the MCPTT User requests the establishment of an MCPTT On-demand Pre-arranged Group Call  requesting force of Automatic Commencement Mode at the invited MCPTT client(s) and implicit floor control }

    then { UE (MCPTT Client) requests On-demand Automatic Commencement Mode Pre-arranged Group Call establishment with implicit floor control by sending a SIP INVITE message, and, after indication from the MCPTT Server that the call was established notifies the user }

            }

(2)
with { UE (MCPTT Client) having established an MCPTT On-demand Pre-arranged Group Call with Automatic Commencement Mode }

ensure that {

  when { the MCPTT User (MCPTT Client) engages in communication with the invited MCPTT User(s) }

    then { UE (MCPTT Client) respects the floor control emposed by the MCPTT Server (Floor Request during a talk burst, Floor granting/release, Floor idle, Floor deny, Floor taken/revoked, Floor request queued and queue handling) }

            }

(3)
with { UE (MCPTT Client) having an ongoing On-demand Pre-arranged Group Call with Automatic  Commencement Mode }

ensure that {

  when { the SS (MCPTT Server) needs to terminate the ongoing MCPTT Group Call }

    then { the SS (MCPTT Server) sends a SIP BUY request and the UE (MCPTT Client) responds with a SIP 200 (OK) and leaves the MCPTT session }

            }

(4)
with { UE (MCPTT Client) having established an On-demand Pre-arranged Group Call with Automatic  Commencement Mode and the MCPTT User being authorised for initiating an MCPTT Emergency Group Call }

ensure that {

  when { the MCPTT User (MCPTT Client) wants to upgrade the ongoing MCPTT Group Call to an MCPTT Emergency Group Call with floor control }

    then { UE (MCPTT Client) sends a SIP re-INVITE request and upon receipt of a SIP 2xx response consideres the call as being upgraded to Emergency Group Call (emergency group call state = "MEGC 3: emergency-call-granted") }

            }

(5)
with { UE (MCPTT Client) having upgraded to an Emergency Group Call }

ensure that {

  when { the MCPTT User (MCPTT Client) continues communication with the invited MCPTT User(s) }

    then { UE (MCPTT Client) respects the floor control emposed by the MCPTT Server }

            }

(6)
with { UE (MCPTT Client) having upgraded an On-demand Pre-arranged Group Call with Automatic  Commencement Mode to an Emergency Group Call and the MCPTT User being authorised for cancelling an MCPTT Emergency state (MCPTT in-progress emergency cancel) }

ensure that {

  when { the MCPTT User (MCPTT Client) wants to cancel the ongoing MCPTT Emergency state }

    then { UE (MCPTT Client) sends a SIP re-INVITE request and upon receipt of a SIP 2xx response consideres the emergency condition cancleed }

            }

(7)
with { UE (MCPTT Client) having established an On-demand Pre-arranged Group Call with Automatic  Commencement Mode and the MCPTT User being authorised for initiating an MCPTT Imminent Peril Group Call }

ensure that {

  when { the MCPTT User (MCPTT Client) wants to upgrade the ongoing MCPTT Group Call to an MCPTT Imminent Peril Group Call with floor control }

    then { UE (MCPTT Client) sends a SIP re-INVITE request and upon receipt of a SIP 2xx response consideres the call as being upgraded to Imminent Peril Group Call (imminent peril group call state = "MIG 2: in-progress") }

            }

(8)
with { UE (MCPTT Client) having upgraded to an Imminent Peril Group Call }

ensure that {

  when { the MCPTT User (MCPTT Client) continues communication with the invited MCPTT User(s) }

    then { UE (MCPTT Client) respects the floor control emposed by the MCPTT Server }

            }

(9)
with { UE (MCPTT Client) having upgraded an On-demand Pre-arranged Group Call with Automatic  Commencement Mode to an Imminent Peril Group Call and the MCPTT User being authorised for cancelling an MCPTT Imminent Peril state (MCPTT in-progress imminent peril cancel) }

ensure that {

  when { the MCPTT User (MCPTT Client) wants to cancel the ongoing MCPTT Imminent Peril state }

    then { UE (MCPTT Client) sends a SIP re-INVITE request and upon receipt of a SIP 2xx response consideres the imminent peril condition cancleed }

            }

(10)
with { UE (MCPTT Client) having an ongoing On-demand Pre-arranged Group Call with Automatic  Commencement Mode }

ensure that {

  when { the MCPTT User (MCPTT Client) wants to terminate the ongoing MCPTT Group Call }

    then { UE (MCPTT Client) sends a SIP BUY request and leaves the MCPTT session }

            }

6.1.1.1.2
Conformance requirements

References: The conformance requirements covered in the current TC are specified in: TS 24.379, clause 10.1.1.2.1.1, 6.2.1, 6.2.3.1.2, 6.4, 6.5, 6.2.6, 10.1.1.2.1.3, 10.1.1.2.1.4, 6.2.8.1.3, 10.1.1.2.1.5, 6.2.8.1.11, 6.2.5.1, 10.1.1.2.3.1, TS 24.380, clause 6.2.4.5.3, 6.2.4.3.5, 6.2.4.4.2. 6.2.4.5.4, 6.2.4.4.4, 6.2.4.4.9, 6.2.4.9.9, 6.2.4.9.6, 6.2.4.9.4.  Unless otherwise stated, these are Rel-13 requirements.

[TS 24.379, clause 10.1.1.2.1.1]

Upon receiving a request from an MCPTT user to establish an MCPTT prearranged group session the MCPTT client shall generate an initial SIP INVITE request by following the UE originating session procedures specified in 3GPP TS 24.229 [4], with the clarifications given below.

The MCPTT client:

1)
if the MCPTT user has requested the origination of an MCPTT emergency group call or is originating an MCPTT prearranged group call and the MCPTT emergency state is already set, the MCPTT client shall comply with the procedures in subclause 6.2.8.1.1;
2)
if the MCPTT user has requested the origination of an MCPTT imminent peril group call, the MCPTT client shall comply with the procedures in subclause 6.2.8.1.9;
3)
if the MCPTT user has requested the origination of a broadcast group call, the MCPTT client shall comply with the procedures in subclause 6.2.8.2;

4)
shall include the g.3gpp.mcptt media feature tag and the g.3gpp.icsi-ref media feature tag with the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" in the Contact header field of the SIP INVITE request according to IETF RFC 3840 [16];

5)
shall include an Accept-Contact header field containing the g.3gpp.mcptt media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];

6)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Preferred-Service header field according to IETF RFC 6050 [9] in the SIP INVITE request;

7)
shall include an Accept-Contact header field with the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];

8)
should include the "timer" option tag in the Supported header field;

9)
should include the Session-Expires header field according to IETF RFC 4028 [7]. It is recommended that the "refresher" header field parameter is omitted. If included, the "refresher" header field parameter shall be set to "uac";

10)
shall set the Request-URI of the SIP INVITE request to the public service identity identifying the participating MCPTT function serving the MCPTT user;

NOTE 1:
The MCPTT client is configured with public service identity identifying the participating MCPTT function serving the MCPTT user.

11)
may include a P-Preferred-Identity header field in the SIP INVITE request containing a public user identity as specified in 3GPP TS 24.229 [4];

12)
if the MCPTT emergency state is already set or the MCPTT client emergency group state for this group is set to "MEG 2: in-progress", the MCPTT client shall include the Resource-Priority header field and comply with the procedures in subclause 6.2.8.1.2;
13)
if the MCPTT client imminent peril group state for this group is set to "MIG 2: in-progress" or "MIG 3: confirm-pending" shall include the Resource-Priority header field and comply with the procedures in subclause 6.2.8.1.12;
14)
shall contain in an application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo> element containing the <mcptt-Params> element with:

a)
the <session-type> element set to a value of "prearranged";
b)
the <mcptt-request-uri> element set to the group identity;

c)
the <mcptt-client-id> element set to the MCPTT client ID of the originating MCPTT client; and
NOTE 2:
The MCPTT client does not include the MCPTT ID of the originating MCPTT user in the body, as this will be inserted into the body of the SIP INVITE request that is sent from the originating participating MCPTT function.

d)
if the group identity can be determined to be a TGI and if the MCPTT client can associate the TGI with a MCPTT group ID, the <associated-group-id> element set to the MCPTT group ID;

NOTE 3:
The text "can associate the TGI with a MCPTT group ID" means that the MCPTT client is able to determine that there is a constituent group of the temporary group that it is a member of.

NOTE 4:
The MCPTT client is informed about temporary groups and regouping of MCPTT groups that the user is a member of as specified in 3GPP TS 24.381 [31].

NOTE 5:
If the MCPTT user selected a TGI where there are several MCPTT groups where the MCPTT user is a member, the MCPTT client selects one of those MCPTT groups.
15)
shall include an SDP offer according to 3GPP TS 24.229 [4] with the clarifications given in subclause 6.2.1;

16)
if an implicit floor request is required, shall indicate this as specified in subclause 6.4; and

17)
shall send the SIP INVITE request towards the MCPTT server according to 3GPP TS 24.229 [4].

On receiving a SIP 2xx response to the SIP INVITE request, the MCPTT client:

1)
shall interact with the user plane as specified in 3GPP TS 24.380 [5] ;

2)
if the MCPTT emergency group call state is set to "MEGC 2: emergency-call-requested" or "MEGC 3: emergency-call-granted" or the MCPTT imminent peril group call state is set to "MIGC 2: imminent-peril-call-requested" or "MIGC 3: imminent-peril-call-granted", the MCPTT client shall perform the actions specified in subclause 6.2.8.1.4; and

3)
may subscribe to the conference event package as specified in subclause 10.1.3.1.
On receiving a SIP 4xx response, a SIP 5xx response or a SIP 6xx response to the SIP INVITE request:

1)
if the MCPTT emergency group call state is set to "MEGC 2: emergency-call-requested" or "MEGC 3: emergency-call-granted"; or

2)
if the MCPTT imminent peril group call state is set to "MIGC 2: imminent-peril-call-requested" or "MIGC 3: imminent-peril-call-granted";

the MCPTT client shall perform the actions specified in subclause 6.2.8.1.5.
On receiving a SIP INFO request where the Request-URI contains an MCPTT session ID identifying an ongoing group session, the MCPTT client shall follow the actions specified in subclause 6.2.8.1.13.
[TS 24.379, clause 6.2.1]

The SDP offer shall contain only one SDP media-level section for MCPTT speech according to 3GPP TS 24.229 [4] and, if floor control shall be used during the session, shall contain one SDP media-level section for a media-floor control entity according to 3GPP TS 24.380 [5].

When composing an SDP offer according to 3GPP TS 24.229 [4] the MCPTT client:

1)
shall set the IP address of the MCPTT client for the offered MCPTT speech media stream and, if floor control shall be used, for the offered media-floor control entity;

NOTE:
If the MCPTT client is behind a NAT the IP address and port included in the SDP offer can be a different IP address and port than the actual IP address and port of the MCPTT client depending on the NAT traversal method used by the SIP/IP Core.

2)
shall include an "m=audio" media-level section for the MCPTT media stream consisting of:

a)
the port number for the media stream selected; and

b)
the codec(s) and media parameters and attributes with the following clarification:

i)
if the MCPTT client is initiating a call to a group identity;

ii)
if the <preferred-voice-encodings> element is present in the group document retrieved by the group management client as specified in 3GPP TS 24.381 [31] containing an <encoding> element with a "name" attribute; and

iii)
if the MCPTT client supports the encoding name indicated in the value of the "name" attribute;

then the MCPTT client:

i)
shall insert the value of the "name" attribute in the <encoding name> field of the "a=rtpmap" attribute as defined in IETF RFC 4566 [12]; and
c)
"i=" field set to "speech" according to 3GPP TS 24.229 [4];
3)
if floor control shall be used during the session, shall include an "m=application" media-level section as specified in 3GPP TS 24.380 [5] clause 12 for a media-floor control entity, consisting of:

a)
the port number for the media-floor control entity selected as specified in 3GPP TS 24.380 [5]; and
b)
the 'fmtp' attributes as specified in 3GPP TS 24.380 [5] clause 14; and

4)
if end-to-end security is required for a private call and the SDP offer is not for establishing a pre-established session, shall include the MIKEY-SAKKE I_MESSAGE in an "a=key-mgmt" attribute as a "mikey" attribute value in the SDP offer as specified in IETF RFC 4567 [47].
[TS24.379, Clause 6.2.3.1.2]

When performing the automatic commencement mode procedures, the MCPTT client shall follow the procedures in subclause 6.2.3.1.1 with the following clarification:

-
The MCPTT client may include a P-Answer-State header field with the value "Confirmed" as specified in IETF RFC 4964 [34] in the SIP 200 (OK) response.

[TS24.379, Clause 6.4]

An initial SIP INVITE request fulfilling the following criteria shall be regarded by the MCPTT server as an implicit floor request when the MCPTT client:

1)
initiates an MCPTT speech session or initiates a pre-established session; and

2)
includes the "mc_implicit_request" 'fmtp' attribute in the associated UDP stream for the floor control in the SDP offer/answer as specified in 3GPP TS 24.380 [5] clause 12.
A SIP re-INVITE request fulfilling the following criteria shall be regarded by the MCPTT server as an implicit floor request when the MCPTT client:

1)
performs an upgrade of:

a)
an MCPTT group call to an emergency MCPTT group call;

b)
an MCPTT private call to an emergency MCPTT private call; or

c)
an MCPTT group call to an imminent peril MCPTT group call; and

2)
includes the "mc_implicit_request" 'fmtp' attribute in the associated UDP stream for the floor control in the SDP offer/answer as specified in 3GPP TS 24.380 [5] clause 12.

In all other cases the SIP (re-)INVITE request shall be regarded as received without an implicit floor request.

When using a pre-established session the MCPTT server shall regard the SIP REFER request as an implicit floor request:

1)
if the pre-established session was established with an implicit floor request and if an SDP offer is not included in a "body" parameter in the headers portion of the SIP URI in the <entry> element of the application/resource-lists MIME body, referenced by the "cid" URL in the Refer-To header field;
2)
if the pre-established session was established with an implicit floor request, an SDP offer is included in a "body" parameter in the headers portion of the SIP URI in the <entry> element of the application/resource-lists MIME body, referenced by the "cid" URL in the Refer-To header field, and this SDP includes the "mc_implicit_request" media level attribute in the associated UDP stream for the floor control in the SDP offer; or

3)
if the pre-established session was established without an implicit floor request and the SDP offer in a "body" parameter in the headers portion of the SIP URI in the <entry> element of the application/resource-lists MIME body, referenced by the "cid" URL in the Refer-To header field includes the "mc_implicit_request" media level attribute in the associated UDP stream for the floor control in the SDP offer.

In all other cases the SIP REFER request shall be regarded as received without an implicit floor request.

[TS24.379, Clause 6.5]

The MCPTT client and the MCPTT server shall support several MIME bodies in SIP request and SIP responses.

When the MCPTT client or the MCPTT server sends a SIP message and the SIP message contains more than one MIME body, the MCPTT client or the MCPTT server:

1)
shall, as specified in IETF RFC 2046 [21], include one Content-Type header field with the value set to multipart/mixed and with a boundary delimiter parameter set to any chosen value;

2)
for each MIME body:

a)
shall insert the boundary delimiter;

b)
shall insert the Content-Type header field with the MIME type of the MIME body; and

c)
shall insert the content of the MIME body;

3)
shall insert a final boundary delimiter; and

4)
if an SDP offer or an SDP answer is one of the MIME bodies, shall insert the application/sdp MIME body as the first MIME body.

NOTE:
The reason for inserting the application/sdp MIME body as the first body is that if a functional entity in the underlying SIP core does not understand multiple MIME bodies, the functional entity will ignore all MIME bodies with the exception of the first MIME body. The order of multiple MCPTT application MIME bodies in a SIP message is irrelevant.
When the MCPTT client or the MCPTT server sends a SIP message and the SIP message contains only one MIME body, the MCPTT client or the MCPTT server:

1)
shall include a Content-Type header field set to the MIME type of the MIME body; and

2)
shall insert the content of the MIME body.

[TS 24.380, Clause 6.2.4.5.3]

Upon receiving an indication from the user to release the permission to send RTP media, the floor participant:

1.
shall send a Floor Release message towards the floor control server The Floor Release message:

a.
may include the first bit in the subtype of the Floor Release message set to '1' (acknowledgement is required) as specified in subclause 8.2.2;

NOTE:
It is an implementation option to handle the receipt of the Floor Ack message and what action to take if the Floor Ack message is not received.

b.
if the session is a broadcast call and if the session was established as a normal call, shall include the Floor Indicator with the A-bit set to '1' (Normal call); and

c.
if the Floor Granted message included the G-bit set to '1' (Dual floor), shall include the Floor Indicator with the G-bit set to '1' (Dual floor);
2.
shall remove the indication that the participant is overriding without revoke if this indication is stored;

3.
shall start timer T100 (Floor Release) and initialize counter C100 (Floor Release) to 1; and

4.
shall enter the 'U: pending Release' state.

[TS 24.380, Clause 6.2.4.3.5]

Upon receiving an indication from the user to request permission to send media, the floor participant:

1.
shall send the Floor Request message toward the floor control server; The Floor Request message:

a.
if a different priority than the normal priority is required, shall include the Floor Priority field with the priority not higher than negotiated with the floor control server as specified in subclause 14.3.3; and

b.
if the floor request is a broadcast group call, system call, emergency call or an imminent peril call, shall include a Floor Indicator field indicating the relevant call types;

2.
shall start timer T101 (Floor Request) and initialise counter C101 (Floor Request) to 1; and

3.
shall enter the 'U: pending Request' state.

[TS 24.380, Clause 6.2.4.4.2]

Upon receiving a Floor Granted message from the floor control server or a floor granted indication in an SIP 200 (OK) response in the application and signalling layer, the floor participant:

1.
if the first bit in the subtype of the Floor Granted message is set to '1' (Acknowledgment is required) as described in subclause 8.3.2, shall send a Floor Ack message. The Floor Ack message:

a.
shall include the Message Type field set to '1' (Floor Granted); and

b.
shall include the Source field set to '0' (the floor participant is the source);

2.
shall provide floor granted notification to the user, if not already done;

NOTE:
Providing the floor granted notification to the user prior to receiving the Floor Granted message is an implementation option.

3.
if the Floor Indicator field is included and the B-bit is set to '1' (Broadcast group call), shall provide a notification to the user indicating the type of call;
4.
if the G-bit in the Floor Indicator is set to '1' (Dual floor) shall store an indication that the participant is overriding without revoke;
5.
shall stop the optional timer T103 (End of RTP media), if running;

6.
shall stop timer T101 (Floor Request); and

7.
shall enter the 'U: has permission' state.

[TS 24.380, Clause 6.2.4.5.4]
Upon receiving a Floor Revoke message, the floor participant:

1.
shall inform the user that the permission to send RTP media is being revoked;

2.
may give information to the user about the reason for revoking the permission to send media;

3.
shall request the media in the MCPTT client discard any remaining buffered RTP media packets and to stop forwarding of encoded voice to the MCPTT server;

4
if the G-bit in the Floor Indicator is set to '1' (Dual floor):
a.
shall send a Floor Release message. In the Floor Release message:

i.
shall include the Floor Indicator with the G-bit set to '1' (Dual floor); and

ii.
may set the first bit in the subtype to '1' (Acknowledgment is required) as described in subclause 8.3.2;

5
if the G-bit in the Floor Indicator is set to '0' (not Dual floor):

a.
shall send a Floor Release message. In the Floor Release message:

i.
shall include the Floor Indicator with the G-bit set to '0' (not Dual floor); and

ii.
may set the first bit in the subtype to '1' (Acknowledgment is required) as described in subclause 8.3.2;

NOTE:
It is an implementation option to handle the receipt of the Floor Ack message and what action to take if the Floor Ack message is not received.

6.
shall start timer T100 (Floor Release) and initialize counter C100 (Floor Release) to 1; and

7.
shall enter the 'U: pending Release' state.

[TS 24.380, Clause 6.2.4.4.4]

Upon receiving a Floor Deny message, the floor participant:

1.
if the first bit in the subtype of the Floor Deny message is set to '1' (Acknowledgment is required) as described in subclause 8.3.2, shall send a Floor Ack message. The Floor Ack message:

a.
shall include the Message Type field set to '3' (Floor Deny); and

b.
shall include the Source field set to '0' (the floor participant is the source);

2.
shall provide floor deny notification to the user;

3.
may display the floor deny reason to the user using information in the Reject Cause field;

4.
shall stop timer T101 (Floor Request); and

5.
shall enter the 'U: has no permission' state.

[TS 24.380, Clause 6.2.4.4.9]

Upon receiving a Floor Queue Position Info message, the floor participant:

1.
if the first bit in the subtype of the Floor Queue Position Info message is set to '1' (Acknowledgment is required) as described in subclause 8.3.2, shall send a Floor Ack message. The Floor Ack message:

a.
shall include the Message Type field set to '9' (Floor Queue Position Info); and

b.
shall include the Source field set to '0' (the floor participant is the source);

2.
shall provide floor request queued response notification to the MCPTT user;

3.
may provide the queue position and priority to the MCPTT user; and

4.
shall enter the 'U: queued' state.

[TS 24.380, Clause 6.2.4.9.9]

Upon receipt of an indication from the MCPTT client to request the queue position, the floor participant:

1.
shall send the Floor Queue Position Request message;

2.
shall start timer T104 (Floor Queue Position Request) and initialize counter C104 (Floor Queue Position Request) to 1; and

3.
remain in the 'U: queued' state.

[TS 24.380, Clause 6.2.4.9.6]

Upon receiving an indication from the MCPTT user to release the queued floor request, the floor participant:

1.
shall send a Floor Release message: The Floor Release message:

a.
may include the Floor Indicator field changing a broadcast group call to a normal call;

2.
may set the first bit in the subtype of the Floor Release message to '1' (Acknowledgment is required) as described in subclause 8.3.2;

NOTE:
It is an implementation option to handle the receipt of the Floor Ack message and what action to take if the Floor Ack message is not received.

3.
shall start timer T100 (Floor Release) and initialise counter C10 (Floor Release) to 1;

4.
shall stop timer T104 (Floor Queue Position Request), if running; and

5.
shall enter the 'U: pending Release' state.

[TS 24.380, Clause 6.2.4.9.4]
Upon receiving a Floor Granted message, the floor participant:

1.
if the first bit in the subtype of the Floor Granted message is set to '1' (Acknowledgment is required) as described in subclause 8.3.2, shall send a Floor Ack message. The Floor Ack message:

a.
shall include the Message Type field set to '1' (Floor Granted); and
b.
shall include the Source field set to '0' (the floor participant is the source);

2.
shall provide a floor granted notification to the MCPTT user;

3.
if the Floor Indicator field is included and the B-bit is set to '1' (Broadcast group call), shall provide a notification to the user indicating the type of call;

4.
shall stop timer T104 (Floor Queue Position Request), if running;

5.
shall start timer T132 (Queued granted user action);

6.
shall indicate the user that the floor is granted; and

7.
shall remain in the 'U: queued' state.

[TS 24.379, Clause 6.2.6]

Upon receiving a SIP BYE request, the MCPTT client:

1)
shall interact with the media plane as specified in 3GPP TS 24.380 [5]; and

2)
shall send SIP 200 (OK) response towards MCPTT server according to 3GPP TS 24.229 [4].

[TS 24.379, clause 10.1.1.2.1.3]

This subclause covers both on-demand session and pre-established sessions.
Upon receiving a request from an MCPTT user to upgrade the MCPTT group session to an emergency condition or an imminent peril condition on an MCPTT prearranged group, the MCPTT client shall generate a SIP re-INVITE request as specified in 3GPP TS 24.229 [4], with the clarifications given below.
1)
if the MCPTT user is requesting to upgrade the MCPTT group session to an in-progress emergency group state and this is an unauthorised request for an MCPTT emergency call as determined by the procedures of subclause 6.2.8.1.8, the MCPTT client:
a)
should indicate to the MCPTT user that they are not authorised to upgrade the MCPTT group session to an in-progress emergency group state; and

b)
shall skip the remaining steps of the current subclause;

2)
if the MCPTT user is requesting to upgrade the MCPTT group session to an in-progress imminent peril state and this is an unauthorised request for an MCPTT imminent peril group call as determined by the procedures of subclause 6.2.8.1.8, the MCPTT client:
a)
should indicate to the MCPTT user that they are not authorised to upgrade the MCPTT group session to an in-progress imminent peril group state; and

b)
shall skip the remaining steps of the current subclause;
3)
if the MCPTT user has requested to upgrade the MCPTT group session to an MCPTT emergency call, the MCPTT client:

a)
shall include an application/vnd.3gpp.mcptt-info+xml MIME body populated as specified in subclause 6.2.8.1.1;

b)
if an indication of an MCPTT emergency alert is to be included, shall perform the procedures specified in subclause 6.2.9.1 for the MCPTT emergency alert trigger; and

c)
shall include a Resource-Priority header field and comply with the procedures in subclause 6.2.8.1.2.

4)
if the MCPTT user has requested to upgrade the MCPTT group session to an MCPTT imminent peril call, the MCPTT client:
a)
shall include an application/vnd.3gpp.mcptt-info+xml MIME body populated as specified in subclause 6.2.8.1.9; and
b)
shall include a Resource-Priority header field and comply with the procedures in subclause 6.2.8.1.12;
5)
if the SIP re-INVITE request is to be sent within an on-demand session, shall include in the SIP re-INVITE request an SDP offer according to 3GPP TS 24.229 [4] with the clarifications specified in subclause 6.2.1;
6)
if the SIP re-INVITE request is to be sent within a pre-established session, shall include an SDP offer in the SIP re-INVITE request according to 3GPP TS 24.229 [4], based upon the parameters already negotiated for the pre-established session;
NOTE:
The SIP re-INVITE request can be sent within an on-demand session or a pre-established session. If the SIP re-INVITE request is sent within a pre-established session, the media-level section for the offered MCPTT speech media stream and the media-level section of the offered media-floor control entity are expected to be the same as was negotiated in the existing pre-established session.
7)
if an implicit floor request is required, shall indicate this as specified in subclause 6.4; and
8)
shall send the SIP re-INVITE request according to 3GPP TS 24.229 [4].

On receiving a SIP 2xx response to the SIP re-INVITE request the MCPTT client:

1)
shall interact with the user plane as specified in 3GPP TS 24.380 [5]; and

2)
shall perform the actions specified in subclause 6.2.8.1.4.
On receiving a SIP INFO request where the Request-URI contains an MCPTT session ID identifying an ongoing group session, the MCPTT client shall follow the actions specified in subclause 6.2.8.1.13.
On receiving a SIP 4xx response, SIP 5xx response or a SIP 6xx response to the SIP re-INVITE request the MCPTT client shall perform the actions specified in subclause 6.2.8.1.5.
[TS 24.379, clause 10.1.1.2.1.4]

This subclause covers both on-demand session and pre-established sessions.
Upon receiving a request from an MCPTT user to cancel the in-progress emergency condition on a prearranged MCPTT group, the MCPTT client shall generate a SIP re-INVITE request by following the UE originating session procedures specified in 3GPP TS 24.229 [4], with the clarifications given below.

The MCPTT client:

1)
if the MCPTT user is not authorised to cancel the in-progress emergency group state of the MCPTT group as determined by the procedures of subclause 6.2.8.1.7, the MCPTT client:
a)
should indicate to the MCPTT user that they are not authorised to cancel the in-progress emergency group state of the MCPTT group; and

b)
shall skip the remaining steps of the current subclause;
2)
shall, if the MCPTT user is cancelling an in-progress emergency condition and optionally an MCPTT emergency alert originated by the MCPTT user, include an application/vnd.3gpp.mcptt-info+xml MIME body populated as specified in subclause 6.2.8.1.3;
3)
shall, if the MCPTT user is cancelling an in-progress emergency condition and an MCPTT emergency alert originated by another MCPTT user, include an application/vnd.3gpp.mcptt-info+xml MIME body populated as specified in subclause 6.2.8.1.14;
4)
shall include in the application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo> element containing the <mcptt-Params> element with:

a)
the <session-type> element set to a value of "prearranged"; and

b)
the <mcptt-request-uri> element set to the group identity;
NOTE 1:
The MCPTT ID of the originating MCPTT user is not included in the body, as this will be inserted into the body of the SIP INVITE request that is sent by the originating participating MCPTT function.

5)
shall include the g.3gpp.mcptt media feature tag in the Contact header field of the SIP re-INVITE request according to IETF RFC 3840 [16];

6)
if the SIP re-INVITE request is to be sent within an on-demand session, shall include in the SIP re-INVITE request an SDP offer according to 3GPP TS 24.229 [4] with the clarifications specified in subclause 6.2.1;
7)
if the SIP re-INVITE request is to be sent within a pre-established session, shall include an SDP offer in the SIP re-INVITE request according to 3GPP TS 24.229 [4], based upon the parameters already negotiated for the pre-established session;
NOTE 2:
The SIP re-INVITE request can be sent within an on-demand session or a pre-established session. If the SIP re-INVITE request is sent within a pre-established session, the media-level section for the offered MCPTT speech media stream and the media-level section of the offered media-floor control entity are expected to be the same as was negotiated in the existing pre-established session.
8)
shall include a Resource-Priority header field and comply with the procedures in subclause 6.2.8.1.2; and

9)
shall send the SIP re-INVITE request according to 3GPP TS 24.229 [4].

On receiving a SIP 2xx response to the SIP re-INVITE request, the MCPTT client:

1)
shall interact with the user plane as specified in 3GPP TS 24.380 [5];

2)
shall set the MCPTT emergency group state of the group to "MEG 1: no-emergency";

3)
shall set the MCPTT emergency group call state of the group to "MEGC 1: emergency-gc-capable"; and

4)
if the MCPTT emergency alert state is set to "MEA 4: Emergency-alert-cancel-pending", the sent SIP re-INVITE request did not contain an <originated-by> element in the application/vnd.3gpp.mcptt-info+xml MIME body and the SIP 2xx response to the SIP request for a priority group call does not contain a Warning header field as specified in subclause 4.4 with the warning text containing the mcptt-warn-code set to "149", shall set the MCPTT emergency alert state to "MEA 1: no-alert".
On receiving a SIP INFO request where the Request-URI contains an MCPTT session ID identifying an ongoing group session, the MCPTT client shall follow the actions specified in subclause 6.2.8.1.13.
On receiving a SIP 4xx response, SIP 5xx response or SIP 6xx response to the SIP re-INVITE request:

1)
shall set the MCPTT emergency group state as "MEG 2: in-progress";

2)
if the SIP 4xx response, SIP 5xx response or SIP 6xx response contains an application/vnd.3gpp.mcptt-info+xml MIME body with an <alert-ind> element set to a value of "true" and the sent SIP re-INVITE request did not contain an <originated-by> element in the application/vnd.3gpp.mcptt-info+xml MIME body, the MCPTT client shall set the MCPTT emergency alert state to "MEA 3: emergency-alert-initiated"; and

3)
if the SIP 4xx response, SIP 5xx response or SIP 6xx response did not contain an application/vnd.3gpp.mcptt-info+xml MIME body with an <alert-ind> element and did not contain an <originated-by> element, the MCPTT emergency alert (MEA) state shall revert to its value prior to entering the current procedure.
NOTE 3:
If the in-progress emergency group state cancel request is rejected, the state of the session does not change, i.e. continues with MCPTT emergency group call level priority.
[TS 24.379, clause 6.2.8.1.3]

This subclause is referenced from other procedures.
If the MCPTT emergency group call state is set to "MEGC 3: emergency-call-granted" and the MCPTT emergency alert state is set to "MEA 1: no-alert", the MCPTT client shall generate a SIP re-INVITE request according to 3GPP TS 24.229 [4] with the clarifications given below.
NOTE 1:
This procedure assumes that the calling procedure has verified that the MCPTT user has made an authorised request for cancelling MCPTT in-progress emergency group state of the group.
The MCPTT client:

1)
shall include in the SIP re-INVITE request an application/vnd.3gpp.mcptt-info+xml MIME body as defined in clause F.1 with the <emergency-ind> element set to "false";

2)
shall clear the MCPTT emergency state; and

3)
shall set MCPTT emergency group state of the MCPTT group to "MEG 3: cancel-pending"

NOTE 2:
This is the case of an MCPTT user who has initiated an MCPTT emergency group call and wants to cancel it.

If the MCPTT emergency group call state is set to "MEGC 3: emergency-call-granted" and the MCPTT emergency alert state is set to a value other than "MEA 1: no-alert" and the MCPTT user has indicated only the MCPTT emergency group call should be cancelled, the MCPTT client:

1)
shall include in the SIP re-INVITE request an application/vnd.3gpp.mcptt-info+xml MIME body as defined in clause F.1 with the <emergency-ind> element set to "false"; and
2)
shall set the MCPTT emergency group state of the MCPTT group to "MEG 3: cancel-pending".
NOTE 3:
This is the case of an MCPTT user has initiated both an MCPTT emergency group call and an MCPTT emergency alert and wishes to only cancel the MCPTT emergency group call. This leaves the MCPTT emergency state set.

If the MCPTT emergency group call state is set to "MEGC 3: emergency-call-granted" and the MCPTT emergency alert state is set to a value other than "MEA 1: no-alert" and the MCPTT user has indicated that the MCPTT emergency alert on the MCPTT group should be cancelled in addition to the MCPTT emergency group call, the MCPTT client:

1)
shall include in the SIP re-INVITE request an application/vnd.3gpp.mcptt-info+xml MIME body as defined in clause F.1 with the <emergency-ind> element set to "false";

2)
shall if this is an authorised request to cancel an MCPTT emergency alert as determined by the procedures of subclause 6.2.8.1.6:
a)
include in the application/vnd.3gpp.mcptt-info+xml MIME body an <alert-ind> element set to "false";
b)
 set the MCPTT emergency alert state to "MEA 4: Emergency-alert-cancel-pending"; and

c)
clear the MCPTT emergency state;

3)
should, if this is not an authorised request to cancel an MCPTT emergency alert as determined by the procedures of subclause 6.2.8.1.6, indicate to the MCPTT user that they are not authorised to cancel the MCPTT emergency alert; and
4)
shall set the MCPTT emergency group state of the MCPTT group to "MEG 3: cancel-pending".
NOTE 4:
This is the case of an MCPTT user that has initiated both an MCPTT emergency group call and an MCPTT emergency alert and wishes to cancel both.

[TS 24.379, clause 10.1.1.2.1.5]

This subclause covers both on-demand session and pre-established sessions.
Upon receiving a request from an MCPTT user to cancel the in-progress imminent peril condition on a prearranged MCPTT group, the MCPTT client shall generate a SIP re-INVITE request by following the procedures specified in 3GPP TS 24.229 [4], with the clarifications given below.

The MCPTT client:

1)
if the MCPTT user is not authorised to cancel the in-progress imminent peril group state of the MCPTT group as determined by the procedures of subclause 6.2.8.1.10, the MCPTT client:
a)
should indicate to the MCPTT user that they are not authorised to cancel the in-progress imminent peril group state of the MCPTT group; and

b)
shall skip the remaining steps of the current subclause;
2)
shall include an application/vnd.3gpp.mcptt-info+xml MIME body populated as specified in subclause 6.2.8.1.11; and

3)
shall include a Resource-Priority header field and comply with the procedures in subclause 6.2.8.1.12;
4)
shall include in the application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo> element containing the <mcptt-Params> element with:

a)
the <session-type> element set to a value of "prearranged"; and

b)
the <mcptt-request-uri> element set to the group identity;
NOTE 1:
The MCPTT ID of the originating MCPTT user is not included in the body, as this will be inserted into the body of the SIP re-INVITE request that is sent by the originating participating MCPTT function.

5)
shall include the g.3gpp.mcptt media feature tag in the Contact header field of the SIP re-INVITE request according to IETF RFC 3840 [16];

6)
if the SIP re-INVITE request is to be sent within an on-demand session, shall include in the SIP re-INVITE request an SDP offer according to 3GPP TS 24.229 [4] with the clarifications specified in subclause 6.2.1;
7)
if the SIP re-INVITE request is to be sent within a pre-established session, shall include an SDP offer in the SIP re-INVITE request according to 3GPP TS 24.229 [4], based upon the parameters already negotiated for the pre-established session; and
NOTE 2:
The SIP re-INVITE request can be sent within an on-demand session or a pre-established session. If the SIP re-INVITE request is sent within a pre-established session, the media-level section for the offered MCPTT speech media stream and the media-level section of the offered media-floor control entity are expected to be the same as was negotiated in the existing pre-established session.
8)
shall send the SIP re-INVITE request according to 3GPP TS 24.229 [4].

On receiving a SIP 2xx response to the SIP re-INVITE request, the MCPTT client:

1)
shall interact with the user plane as specified in 3GPP TS 24.380 [5];

2)
shall set the MCPTT imminent peril group state of the group to "MIG 1: no-imminent-peril"; and
3)
shall set the MCPTT imminent peril group call state of the group to "MIGC 1: imminent-peril-gc-capable".
On receiving a SIP 4xx, SIP 5xx response or SIP 6xx response to the SIP re-INVITE request:

1)
if the SIP 4xx response, SIP 5xx response or SIP 6xx response:
a)
contains an application/vnd.3gpp.mcptt-info+xml MIME body with an <imminentperil-ind> element set to a value of "true"; or 
b)
does not contain an application/vnd.3gpp.mcptt-info+xml MIME body with an <imminentperil-ind> element;

then the MCPTT client shall set the MCPTT imminent peril group state as "MIG 2: in-progress".
NOTE 3:
This is the case where the MCPTT client requested the cancellation of the MCPTT imminent peril in-progress state and was rejected.
[TS 24.379, clause 6.2.8.1.11]

This subclause is referenced from other procedures.
If the MCPTT imminent peril group call state is set to "MIGC 3: imminent-peril-call-granted" or the MCPTT imminent peril group state of the MCPTT group is set to "MIG 2: in-progress", the MCPTT client shall generate a SIP re-INVITE request according to 3GPP TS 24.229 [4] with the clarifications given below.

NOTE 1:
This procedure assumes that the calling procedure has verified that the MCPTT user has made an authorised request for cancelling the in-progress imminent peril group state of the group.

The MCPTT client:

1)
shall include in the SIP re-INVITE request an application/vnd.3gpp.mcptt-info+xml MIME body as defined in clause F.1 with the <imminentperil-ind> element set to "false"; and

2)
shall set MCPTT imminent peril group state of the MCPTT group to "MIG 4: cancel-pending".

NOTE 2:
This is the case of an MCPTT user who has initiated an MCPTT imminent peril group call and wants to cancel it, or another authorised member of the group who wishes to cancel the in-progress imminent peril state of the group.
[TS 24.379, clause 6.2.5.1]

When the MCPTT client wants to release an MCPTT session established using on-demand session signalling, the MCPTT client:

1)
shall interact with the media plane as specified in 3GPP TS 24.380 [5];

2)
shall generate a SIP BYE request according to 3GPP TS 24.229 [4];
3)
shall set the Request-URI to the MCPTT session identity to release; and
4)
shall send a SIP BYE request towards MCPTT server according to 3GPP TS 24.229 [4].
Upon receiving a SIP 200 (OK) response to the SIP BYE request, the MCPTT client shall interact with the media plane as specified in 3GPP TS 24.380 [5].
6.1.1.1.3
Test description

6.1.1.1.3.1
Pre-test conditions

System Simulator:

-
SS (MCPTT server)
-
1 cell  
UE:

-
The UE is authorized to use the LTE network 
-
The MCPTT client is authorised for MCPTT service

-
One MCPTT user is registered for receiving MCPTT service through the MCPTT Client

-
The MCPTT user is authorized to:

-
initiate on-demand pre-arranged group calls

-
initiate group calls with automatic commencement

-
initiate emergency calls

-
cancel emergency calls
-
initiate imminent peril calls

-
cancel imminent peril calls
-
protect confidentiality and integrity of floor control signalling for MCPTT private calls

-
MCPTT client is provisioned with the following group information.
[TBD]

Table 6.1.1.1.3-1: MCPTT group affiliation request
	Information element
	Value
	Reference

	MCPTT ID
	URI [TBD]
	The MCPTT ID of the originator who triggers the MCPTT group affiliation request.

	MCPTT group ID list
	URI List [TBD]
	A list of one or more MCPTT group IDs to which the originator intends to affiliate.


Preamble:

-
The UE has performed the Generic Test Procedure for MCPTT UE registration Test Mode Activated as specified in TS 36.579-1 [2], subclause 5.4.2 and is in E-UTRA Registered, Idle Mode state.
6.1.1.1.3.2
Test procedure sequence
Table 6.1.1.1.3.2-1: Main Behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	Make the MCPTT User request the establishment of an MCPTT on-demand pre-arranged group call, automatic commencement mode, applying End-to-end communication security with Floor Control
NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	-
	-

	2-7
	Steps 2-7 as described in TS 36.579-1 [2], subclause 5.4.3A 'Generic Test Procedure for MCPTT CO communication in E-UTRA Test Mode Closed' take place.
	-
	-
	-
	-

	-
	EXCEPTION: In parallel to the events described in step 8 below, step 8 described in TS 36.579-1 [2], subclause 5.4.3A 'Generic Test Procedure for MCPTT CO communication in E-UTRA Test Mode Closed' takes place.
	-
	-
	-
	-

	8
	Check: Does the UE (MCPTT client) send an initial SIP INVITE request requesting the establishment of an MCPTT on-demand pre-arranged group call, automatic commencement mode, applying End-to-end communication security with Floor Control?
	-->
	SIP INVITE
	1
	P 

	9
	The SS sends SIP 100 Trying 
	<--
	SIP 100 Trying
	-
	-

	10
	The SS sends SIP 180 Ringing
	<--
	SIP 180 Ringing
	-
	-

	11
	Step 10 as described in TS 36.579-1 [2], subclause 5.4.3A 'Generic Test Procedure for MCPTT CO communication in E-UTRA Test Mode Closed' takes place.
	-
	-
	-
	-

	-
	EXCEPTION: In parallel to the events described in steps 12a1-12b6 below, steps 11-13 described in TS 36.579-1 [2], subclause 5.4.3A 'Generic Test Procedure for MCPTT CO communication in E-UTRA Test Mode Closed' take place.
	-
	-
	-
	-

	-
	EXCEPTION: Steps 12a1-12b6 describe behaviour that depends on the UE implementation; the "lower case letter" identifies a step sequence that take place if the UE requests or not implicit floor control in step 8.
	-
	-
	-
	-

	12a1
	IF implicit floor control was requested in step 8 THEN the SS sends SIP 200 (OK), indicating that it has accepted the implicit floor request, SSRC identifier is assigned.
	<--
	SIP 200 (OK)
	-
	-

	12a2
	Check: Does the UE (MCPTT client) send a SIP ACK in response to the SIP 200 (OK)?
	-->
	SIP ACK
	1
	P

	12a3
	Check: Does the UE (MCPTT client) notify the user that the call has been successfully established?

NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	-
	-

	12b1
	ELSE the SS sends SIP 200 (OK) without indication for acceptance of an implicit floor request, SSRC identifier is assigned.
	<--
	SIP 200 (OK)
	-
	-

	12b2
	Check: Does the UE (MCPTT client) send a SIP ACK in response to the SIP 200 (OK)?
	-->
	SIP ACK
	1
	P

	12b3
	Check: Does the UE (MCPTT client) notify the user that the call has been successfully established?

NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	1
	P

	12b4
	Make the MCPTT User request to speak (e.g. pressing the PTT button)
NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	-
	-

	12b5
	Check: Does the UE (MCPTT client) send a Floor Request message?
	-->
	Floor Request
	2
	P

	12b6
	SS sends a Floor Granted message with no acknowledgement required
	<--
	Floor Granted
	-
	-

	13
	Check: Does the MCPTT Client transmit media packet(s) (encoded voice) (the content of the TRANSMIT buffer defined for Test Loop Mode M)?
	-->
	RTP media
	2
	P

	14
	Make the MCPTT User indicate end of talking (e.g. releasing the PTT button).
NOTE: This is expected to be done via a suitable implementation dependent MMI.
	
	
	
	

	15
	Check: Does the UE (MCPTT client) send a Floor Release message?
	-->
	Floor Release
	2
	P

	-
	EXCEPTION: Step 16a1 describes behaviour that depends on the UE implementation; the "lower case letter" identifies a step sequence that take place if the UE requests an acknowledgement to the Floor Release message.
	-
	-
	-
	-

	16a1
	The SS sends a Floor Ack message in response to the Floor Release message
	<--
	Floor Ack
	-
	-

	17
	The SS sends a Floor Idle message with no acknowledgement required
	<--
	Floor Idle
	-
	-

	18
	Make the MCPTT User request to speak (e.g. pressing the PTT button).

NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	-
	-

	19
	Check: Does the UE (MCPTT client) send a Floor Request message? 
	-->
	Floor Request
	2
	P

	20
	The SS sends a Floor Granted message with an acknowledgement required
	<--
	Floor Granted
	-
	-

	21
	Check: Does the UE (MCPTT client) send a Floor Ack message in response to the Floor Granted message?  
	-->
	Floor Ack
	2
	P

	22
	Check: Does the MCPTT Client provide floor granted notification to the MCPTT User? 
	-
	-
	2
	P

	23
	Check: Does the MCPTT Client transmit media packet(s) (encoded voice) (the content of the TRANSMIT buffer defined for Test Loop Mode M)?
	-->
	-
	2
	P

	24
	The SS overrides the MCPTT Client and grants the floor to a higher priority MCPTT Client.  
	-
	- 
	-
	-

	25
	The SS sends a Floor Revoke message with the Reject Cause set to #4 - Media Burst pre-empted.
	<--
	Floor Revoke
	-
	-

	26
	Check: Does the MCPTT Client inform the MCPTT User that the permission to send RTP media is being revoked? 
	-
	-
	2
	P

	27
	Check: Does the MCPTT Client send a Floor Release message?
	-->
	Floor Release
	2
	P

	28
	The SS sends a Floor Taken message with no acknowledgement required
	<--
	Floor Taken
	-
	-

	29
	SS transmits media packet (encoded voice).
	<--
	RTP media
	-
	-

	30
	Check: Does the MCPTT Client transmit media packet(s) (encoded voice)?
	-->
	RTP media
	2
	F

	31
	Make the MCPTT User request to speak (e.g. pressing the PTT button).

NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	-
	-

	32
	Check: Does the UE (MCPTT client) send a Floor Request message? 
	-->
	Floor Request
	2
	P

	33
	The SS sends a Floor Deny message with no acknowledgement required and Cause Code #255
	<--
	Floor Deny
	-
	-

	34
	Check: Does the MCPTT Client provide floor deny notification to the MCPTT User? 
	-
	-
	2
	P

	35
	Check: Does the MCPTT Client transmit media packet(s) (encoded voice)?
	-->
	RTP media
	2
	F

	36
	Make the MCPTT User request to speak (e.g. pressing the PTT button).

NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	-
	-

	37
	Check: Does the UE (MCPTT client) send a Floor Request message? 
	-->
	Floor Request
	2
	P

	38
	The SS sends a Floor Queue Position Info message indicating that the Floor Request was queued 
	<--
	Floor Queue Position Info
	-
	-

	39
	Check: Does the MCPTT Client provide floor request queued response notification to the MCPTT user? 
	-
	-
	2
	P

	40
	Check: Does the MCPTT Client transmit media packet(s) (encoded voice)?
	-->
	RTP media
	2
	F

	41
	Make the MCPTT User request the current position in the queue.

NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	-
	-

	42
	Check: Does the UE (MCPTT client) send a  Floor Queue Position Request message? 
	-->
	Floor Queue Position Request
	2
	P

	43
	The SS sends a Floor Queue Position Info message with no acknowledgement required indicating the current queue position
	<--
	Floor Queue Position Info
	-
	-

	44
	Make the MCPTT User request to cancel the Floor Request and end being in the queue (e.g. releasing the PTT button).

NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	-
	-

	45
	Check: Does the UE (MCPTT client) send a Floor Release message to cancel the queue position? 
	-->
	Floor Release
	2
	P

	-
	EXCEPTION: Step 46a1 describes behaviour that depends on the UE implementation; the "lower case letter" identifies a step sequence that take place if the UE requests an acknowledgement to the Floor Release message.
	-
	-
	-
	-

	46a1
	The SS sends a Floor Ack message
	<--
	Floor Ack
	-
	-

	47
	Make the MCPTT User request to speak (e.g. pressing the PTT button).

NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	-
	-

	48
	Check: Does the UE (MCPTT client) send a Floor Request message?
	-->
	Floor Request
	2
	P

	49
	The SS sends a Floor Queue Position Info message indicating that the Floor Request was queued 
	<--
	Floor Queue Position Info
	-
	-

	50
	Check: Does the MCPTT Client provide floor request queued response notification to the MCPTT user? 
	-
	-
	2
	P

	51
	Check: Does the MCPTT Client transmit media packet(s) (encoded voice)?
	-->
	RTP media
	2
	F

	52
	The SS sends a Floor Granted message with no acknowledgement required
	<--
	Floor Granted
	-
	-

	53
	Check: Does the MCPTT Client provide a floor granted notification to the MCPTT user? 
	-
	-
	2
	P

	54
	Check: Does the MCPTT Client transmit media packet (encoded voice) (the content of the RECEIVE buffer defined for Test Loop Mode M)?
	-->
	RTP media
	2
	P

	55
	Make the MCPTT User indicate end of talking (e.g. releasing the PTT button).
NOTE: This is expected to be done via a suitable implementation dependent MMI.
	
	
	-
	-

	56
	Check: Does the UE (MCPTT client) send a Floor Release message?
	-->
	Floor Release
	2
	P

	-
	EXCEPTION: Step 57a1 describes behaviour that depends on the UE implementation; the "lower case letter" identifies a step sequence that take place if the UE requests an acknowledgement to the Floor Release message.
	-
	-
	-
	-

	57a1
	The SS sends a Floor Ack message in response to the Floor Release message
	<--
	Floor Ack
	-
	-

	58
	The SS sends a Floor Idle message with no acknowledgement required
	<--
	Floor Idle
	-
	-

	59
	The SS sends a SIP BYE message to end the On-demand Pre-arranged Group Call
	<--
	SIP BYE
	-
	-

	60
	Check: Does the UE (MCPTT client) respond to the SIP BYE message with a SIP 200 (OK) message?
	-->
	SIP 200 (OK)
	3
	P

	61
	SS releases the E-UTRA connection
	-
	-
	-
	-

	62
	Make the MCPTT User request the establishment of an MCPTT on-demand pre-arranged group call, automatic commencement mode, applying End-to-end communication security with Floor Control, and implicit floor control.

NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	-
	-

	63-68
	Steps 2-7 as described in TS 36.579-1 [2], subclause 5.4.3A 'Generic Test Procedure for MCPTT CO communication in E-UTRA Test Mode Closed' take place.
	-
	-
	-
	-

	-
	EXCEPTION: In parallel to the events described in step 69 below, step 8 described in TS 36.579-1 [2], subclause 5.4.3A 'Generic Test Procedure for MCPTT CO communication in E-UTRA Test Mode Closed' takes place.
	-
	-
	-
	-

	69
	Check: Does the UE (MCPTT client) send an initial SIP INVITE request requesting the establishment of an MCPTT on-demand pre-arranged group call, automatic commencement mode, applying End-to-end communication security with Floor Control?
	-->
	SIP INVITE
	1
	P 

	70
	The SS sends SIP 100 Trying 
	<--
	SIP 100 Trying
	-
	-

	71
	The SS sends SIP 180 Ringing
	<--
	SIP 180 Ringing
	-
	-

	72
	Step 10 as described in TS 36.579-1 [2], subclause 5.4.3A 'Generic Test Procedure for MCPTT CO communication in E-UTRA Test Mode Closed' takes place.
	-
	-
	-
	-

	-
	EXCEPTION: In parallel to the events described in steps 73a1-73b6 below, steps 11-13 described in TS 36.579-1 [2], subclause 5.4.3A 'Generic Test Procedure for MCPTT CO communication in E-UTRA Test Mode Closed' take place.
	-
	-
	-
	-

	-
	EXCEPTION: Steps 73a1-73b6 describe behaviour that depends on the UE implementation; the "lower case letter" identifies a step sequence that take place if the UE requests or not implicit floor control in step 69.
	-
	-
	-
	-

	73a1
	IF implicit floor control was requested in step 69 THEN the SS sends SIP 200 (OK), indicating that it has accepted the implicit floor request, SSRC identifier is assigned.
	<--
	SIP 200 (OK)
	-
	-

	73a2
	Check: Does the UE (MCPTT client) send a SIP ACK in response to the SIP 200 (OK)?
	-->
	SIP ACK
	1
	P

	73a3
	Check: Does the UE (MCPTT client) notify the user that the call has been successfully established?

NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	-
	-

	73b1
	ELSE the SS sends SIP 200 (OK) without indication for acceptance of an implicit floor request, SSRC identifier is assigned.
	<--
	SIP 200 (OK)
	-
	-

	73b2
	Check: Does the UE (MCPTT client) send a SIP ACK in response to the SIP 200 (OK)?
	-->
	SIP ACK
	1
	P

	73b3
	Check: Does the UE (MCPTT client) notify the user that the call has been successfully established?

NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	1
	P

	73b4
	Make the MCPTT User request to speak (e.g. pressing the PTT button).

NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	-
	-

	73b5
	Check: Does the UE (MCPTT client) send a Floor Request message?
	-->
	Floor Request
	2
	P

	73b6
	SS sends a Floor Granted message.
	<--
	Floor Granted
	-
	-

	74
	Check: Does the MCPTT Client transmit media packet(s) (encoded voice) (the content of the TRANSMIT buffer defined for Test Loop Mode M)?
	-->
	RTP media
	2
	P

	75
	Make the MCPTT User indicate end of talking (e.g. releasing the PTT button).
NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	-
	-

	76
	Check: Does the UE (MCPTT client) send a Floor Release message?
	-->
	Floor Release
	2
	P

	-
	EXCEPTION: Step 77a1 describes behaviour that depends on the UE implementation; the "lower case letter" identifies a step sequence that take place if the UE requests an acknowledgement to the Floor Release message.
	-
	-
	-
	-

	77a1
	The SS sends a Floor Ack message in response to the Floor Release message
	<--
	Floor Ack
	-
	-

	78
	The SS sends a Floor Idle message with no acknowledgement required
	<--
	Floor Idle
	-
	-

	79
	The SS sends a Floor Taken message with no acknowledgement required
	<--
	Floor Taken
	-
	-

	80
	SS transmits media packet (encoded voice).
	<--
	RTP media
	-
	-

	81
	Check: Does the MCPTT Client transmit media packet(s) (encoded voice)?
	-->
	RTP media
	2
	F

	82
	Make the MCPTT User request upgrade of the ongoing On-Demand Pre-arranged Group Call to MCPTT Emergency Group Call.

NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	-
	-

	83
	Check: Does the UE (MCPTT client) send a SIP re-INVITE message to upgrade the call to an emergency call with implicit floor control?
	-->
	SIP re-INVITE
	4
	P

	-
	EXCEPTION: Steps 84a1-84b4 describe behaviour that depends on the UE implementation; the "lower case letter" identifies a step sequence that take place if the UE requests or not implicit floor control in step 83.
	-
	-
	-
	-

	84a1
	IF implicit floor control was requested in step 83, THEN the SS sends a SIP 200 (OK) message indicating that is has accepted the implicit floor control request
	<--
	SIP 200 (OK)
	-
	-

	84b1
	ELSE the SS sends SIP 200 (OK) without indication for acceptance of an implicit floor request.
	<--
	SIP 200 (OK)
	-
	-

	84b2
	Make the MCPTT User request to speak (e.g. pressing the PTT button).

NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	-
	-

	84b3
	Check: Does the UE (MCPTT client) send a Floor Request message?
	-->
	Floor Request
	5
	P

	84b4
	SS sends a Floor Granted message.
	<--
	Floor Granted
	-
	-

	85
	Check: Does the MCPTT Client transmit media packet(s) (encoded voice) (the content of the TRANSMIT buffer defined for Test Loop Mode M)?
	-->
	RTP media
	5
	P

	86
	Make the MCPTT User indicate end of talking (e.g. releasing the PTT button).
	-
	-
	-
	-

	87
	Check: Does the UE (MCPTT client) send a Floor Release message? 
	-->
	Floor Release
	5
	P

	-
	EXCEPTION: Step 88a1 describes behaviour that depends on the UE implementation; the "lower case letter" identifies a step sequence that take place if the UE requests an acknowledgement to the Floor Release message.
	-
	-
	-
	-

	88a1
	The SS sends a Floor Ack message in response to the Floor Release message
	<--
	Floor Ack
	-
	-

	89
	The SS sends a Floor Idle message with no acknowledgement required
	<--
	Floor Idle
	-
	-

	90
	Make the MCPTT User request to speak (e.g. pressing the PTT button).

NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	-
	-

	91
	Check: Does the UE (MCPTT client) send a Floor Request message?
	-->
	Floor Request
	5
	P

	92
	The SS sends a Floor Granted message with an acknowledgement required
	<--
	Floor Granted
	-
	-

	93
	Check: Does the UE (MCPTT client) send a Floor Ack message in response to the Floor Granted message?
	-->
	Floor Ack
	5
	P

	94
	Check: Does the MCPTT Client provide floor granted notification to the MCPTT User? 
	-
	-
	5
	P

	95
	Check: Does the MCPTT Client transmit media packet(s) (encoded voice) (the content of the TRANSMIT buffer defined for Test Loop Mode M)?
	-->
	RTP media
	5
	P

	96
	Make the MCPTT User indicate end of talking (e.g. releasing the PTT button).
NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	-
	-

	97
	Check: Does the UE (MCPTT client) send a Floor Release message?
	-->
	Floor Release
	5
	P

	-
	EXCEPTION: Step 98a1 describes behaviour that depends on the UE implementation; the "lower case letter" identifies a step sequence that take place if the UE requests an acknowledgement to the Floor Release message.
	-
	-
	-
	-

	98a1
	The SS sends a Floor Ack message in response to the Floor Release message
	<--
	Floor Ack
	-
	-

	99
	The SS sends a Floor Idle message with no acknowledgement required
	<--
	Floor Idle
	-
	-

	100
	Make the MCPTT User cancel the Emergency State.

NOTE: This is expected to be done via a suitable implementation dependent MMI.
	
	
	-
	-

	101
	Check: Does the UE (MCPTT client) send a SIP re-INVITE message to cancel the emergency state?
	-->
	SIP re-INVITE
	6
	P

	-
	EXCEPTION: Steps 102a1-102b4 describe behaviour that depends on the UE implementation; the "lower case letter" identifies a step sequence that take place if the UE requests or not implicit floor control in step 33.
	-
	-
	-
	-

	102a1
	IF implicit floor control was requested in step 101, THEN the SS sends a SIP 200 (OK) message indicating that is has accepted the implicit floor control request
	<--
	SIP 200 (OK)
	-
	-

	102b1
	ELSE the SS sends SIP 200 (OK) without indication for acceptance of an implicit floor request.
	<--
	SIP 200 (OK)
	-
	-

	102b2
	Make the MCPTT User request to speak (e.g. pressing the PTT button).

NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	-
	-

	102b3
	Check: Does the UE (MCPTT client) send a Floor Request message?
	-->
	Floor Request
	5
	P

	102b4
	SS sends a Floor Granted message.
	<--
	Floor Granted
	-
	-

	103
	Check: Does the MCPTT Client transmit media packet(s) (encoded voice) (the content of the TRANSMIT buffer defined for Test Loop Mode M)?
	-->
	RTP media
	5
	P

	104
	Make the MCPTT User indicate end of talking (e.g. releasing the PTT button).
NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	-
	-

	105
	Check: Does the UE (MCPTT client) send a Floor Release message? 
	-->
	Floor Release
	5
	P

	-
	EXCEPTION: Step 106a1 describes behaviour that depends on the UE implementation; the "lower case letter" identifies a step sequence that take place if the UE requests an acknowledgement to the Floor Release message.
	-
	-
	-
	-

	106a1
	The SS sends a Floor Ack message in response to the Floor Release message
	<--
	Floor Ack
	-
	-

	107
	The SS sends a Floor Idle message with no acknowledgement required
	<--
	Floor Idle
	-
	-

	108
	Make the MCPTT User request upgrade of the ongoing On-Demand Pre-arranged Group Call to MCPTT Imminent Peril Group Call.
NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	-
	-

	109
	Check: Does the UE (MCPTT client) send a SIP re-INVITE message to upgrade the call to an imminent peril call?
	-->
	SIP re-INVITE
	7
	P

	-
	EXCEPTION: Steps 110a1-110b4 describe behaviour that depends on the UE implementation; the "lower case letter" identifies a step sequence that take place if the UE requests or not implicit floor control in step 109.
	-
	-
	-
	-

	110a1
	IF implicit floor control was requested in step 109, THEN the SS sends a SIP 200 (OK) message indicating that is has accepted the implicit floor control request
	<--
	SIP 200 (OK)
	-
	-

	110b1
	ELSE the SS sends SIP 200 (OK) without indication for acceptance of an implicit floor request.
	<--
	SIP 200 (OK)
	-
	-

	110b2
	Make the MCPTT User request to speak (e.g. pressing the PTT button).

NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	-
	-

	110b3
	Check: Does the UE (MCPTT client) send a Floor Request message?
	-->
	Floor Request
	8
	P

	110b4
	SS sends a Floor Granted message.
	<--
	Floor Granted
	-
	-

	111
	Check: Does the MCPTT Client transmit media packet(s) (encoded voice) (the content of the TRANSMIT buffer defined for Test Loop Mode M)?
	-->
	RTP media
	8
	P

	112
	Make the MCPTT User indicate end of talking (e.g. releasing the PTT button).
NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	-
	-

	113
	Check: Does the UE (MCPTT client) send a Floor Release message?
	-->
	Floor Release
	8
	P

	-
	EXCEPTION: Step 114a1 describes behaviour that depends on the UE implementation; the "lower case letter" identifies a step sequence that take place if the UE requests an acknowledgement to the Floor Release message.
	-
	-
	-
	-

	114a1
	The SS sends a Floor Ack message in response to the Floor Release message
	<--
	Floor Ack
	-
	-

	115
	The SS sends a Floor Idle message with no acknowledgement required
	<--
	Floor Idle
	-
	-

	116
	Make the MCPTT User request to speak (e.g. pressing the PTT button).

NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	-
	-

	117
	Check: Does the UE (MCPTT client) send a Floor Request message? 
	-->
	Floor Request
	8
	P

	118
	The SS sends a Floor Granted message with an acknowledgement required
	<--
	Floor Granted
	-
	-

	119
	Check: Does the UE (MCPTT client) send a Floor Ack message in response to the Floor Granted message? 
	-->
	Floor Ack
	8
	P

	120
	Check: Does the MCPTT Client provide floor granted notification to the MCPTT User? 
	-
	-
	8
	P

	121
	Check: Does the MCPTT Client transmit media packet(s) (encoded voice) (the content of the TRANSMIT buffer defined for Test Loop Mode M)?
	-->
	RTP media
	8
	P

	122
	Make the MCPTT User indicate end of talking (e.g. releasing the PTT button).
NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	-
	-

	123
	Check: Does the UE (MCPTT client) send a Floor Release message? 
	-->
	Floor Release
	8
	P

	-
	EXCEPTION: Step 124a1 describes behaviour that depends on the UE implementation; the "lower case letter" identifies a step sequence that take place if the UE requests an acknowledgement to the Floor Release message.
	-
	-
	-
	-

	124a1
	The SS sends a Floor Ack message in response to the Floor Release message
	<--
	Floor Ack
	-
	-

	125
	The SS sends a Floor Idle message with no acknowledgement required

Floor indicator bit is D-Emergency Call
	<--
	Floor Idle
	-
	-

	126
	Make the MCPTT User cancel the Imminent Peril State.

NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	-
	-

	127
	Check: Does the UE (MCPTT client) send a SIP re-INVITE message to cancel the imminent peril state?
	-->
	SIP re-INVITE
	9
	P

	-
	EXCEPTION: Steps 128a1-128b4 describe behaviour that depends on the UE implementation; the "lower case letter" identifies a step sequence that take place if the UE requests or not implicit floor control in step 127.
	-
	-
	-
	-

	128a1
	IF implicit floor control was requested in step 127, THEN the SS sends a SIP 200 (OK) message indicating that is has accepted the implicit floor control request
	<--
	SIP 200 (OK)
	-
	-

	128b1
	ELSE the SS sends SIP 200 (OK) without indication for acceptance of an implicit floor request.
	<--
	SIP 200 (OK)
	-
	-

	128b2
	Make the MCPTT User request to speak (e.g. pressing the PTT button).

NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	-
	-

	128b3
	Check: Does the UE (MCPTT client) send a Floor Request message?
	-->
	Floor Request
	8
	P

	128b4
	SS sends a Floor Granted message.
	<--
	Floor Granted
	-
	-

	129
	Check: Does the MCPTT Client transmit media packet(s) (encoded voice) (the content of the TRANSMIT buffer defined for Test Loop Mode M)?
	-->
	RTP media
	8
	P

	130
	Make the MCPTT User indicate end of talking (e.g. releasing the PTT button).
NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	-
	-

	131
	Check: Does the UE (MCPTT client) send a Floor Release message?
	-->
	Floor Release
	8
	P

	-
	EXCEPTION: Step 132a1 describes behaviour that depends on the UE implementation; the "lower case letter" identifies a step sequence that take place if the UE requests an acknowledgement to the Floor Release message.
	-
	-
	-
	-

	132a1
	The SS sends a Floor Ack message in response to the Floor Release message
	<--
	Floor Ack
	-
	-

	133
	The SS sends a Floor Idle message with no acknowledgement required
	<--
	Floor Idle
	-
	-

	134
	Make the MCPTT User end the on-demand group call.  
NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	-
	-

	135
	Check: Does the UE (MCPTT Client) send a SIP BYE message to end the on-demand group call?
	-->
	SIP BYE
	10
	P

	136
	The SS sends a SIP 200 (OK)
	<--
	SIP 200 (OK)
	
	

	137
	SS releases the E-UTRA connection
	-
	-
	-
	-


6.1.1.1.3.3
Specific message contents

Table 6.1.1.1.3.3-1: SIP INVITE for initiating an on-network pre-arranged Group call with automatic commencement mode and implicit floor control (steps 8, 69, Table 6.1.1.1.3.2-1)

	Derivation Path: TS 34.229 A.2.1, C.21; TS 24.379 10.1.1.2.1.1, F.1; TS 24.380 14.2

	Information Element
	Value/remark
	Comment
	Condition

	Request-Line
	
	Reference:

RFC 3261

RFC 5031

TS 24.229 5.1.2A.1.3, 5.1.2A.1.5, 7.2A.10
24.379
	

	  Method
	INVITE
	
	

	  Request-URI
	the public service identity identifying the participating MCPTT function serving the MCPTT user
	
	

	  SIP-Version
	SIP/2.0
	
	

	Via
	
	Reference:

RFC 3261

RFC 3581


	

	  sent-protocol 
	SIP/2.0/UDP (when using UDP) or SIP/2.0/TCP (when using TCP)
	
	

	  sent-by
	IP address or FQDN and protected server port of the UE 
	
	

	  Response-port
	rport 
	
	

	  via-branch
	value starting with z9hG4bK 
	
	

	Route
	
	
	

	  route-param
	<sip:SS P-CSCF address: protected server port of SS;lr>, <sip:px_scscf;lr> 
	
	

	From
	
	Reference:

RFC 3261 
	

	  addr-spec
	any SIP URI being subscribed and registered as listed in the XML body of the NOTIFY request; additionally when there is a P-Preferred-Identity header within the INVITE request the SIP URI shall match the URI within the P-Preferred-Identity header 


	
	

	  tag
	must be present
	
	

	To
	
	Reference:

RFC 3261 

RFC 5031
	

	  addr-spec
	px_CalleeUri
	
	

	Call-ID
	
	Reference:

RFC 3261
	

	  callid
	value different to that received in REGISTER message
	
	

	Session ID
	
	Reference:

RFC 3261
	

	  sess-id
	value different to that received in REGISTER message
	
	

	CSeq
	
	Reference:

RFC 3261
	

	  value
	1 or random number
	
	

	  method
	INVITE
	
	

	Supported
	
	Reference:

RFC 3261

RFC6442

RFC4488
24.379
	

	  value
	timer
	
	

	Session Expires

     value
	3600
	
	

	P-Early-Media
	
	Reference:

RFC 5009 
	

	  em-parm
	inactive
	
	

	Contact
	Contains the registered contact and the g.3gpp.mcptt feature tag
	Reference:

24.379

RFC 3261

RFC 3840

RFC 5627

RFC 5626

RFC 5627

RFC 7254
	

	  addr-spec 
	SIP URI with IP address or FQDN and protected server port of UE 
	
	

	  feature-param
	g.3gpp.mcptt
	
	

	  feature-param
	g.3gpp.icsi-ref=urn%3Aurn-7%3A3gppservice.ims.icsi.mcptt
	
	

	  feature-param
	audio
	
	

	Max-Forwards
	
	Reference:

RFC 3261
	

	  value
	non-zero value
	
	

	Allow
	INVITE, ACK, CANCEL, BYE, MESSAGE, OPTIONS, NOTIFY, PRACK, UPDATE, REFER
	
	

	P-Access-Network-Info
	
	Reference:
RFC 7315
	

	  access-net-specs
	access network technology and, if applicable, the cell ID
	
	

	Accept
	
	
	

	  media-range
	application/sdp, application/vnd.3gpp.mcptt-info+xml
	
	

	P-Preferred-Service 
	Contains the ICSI for MCPTT
	Reference:
24.379
	

	  Service-ID
	urn:urn-7:3gpp-service.ims.icsi.mcptt
	
	

	P-Preferred-Identity 
	Contains the public user identity of the MCPTT user.
	Reference:
24.379
RFC 3325
	

	  PPreferredID-value
	sip:SIP PPI User Part@SIP PPI Host Part
	
	

	Accept-Contact
	Contains the g.3gpp.mcptt feature tag.
	Reference:
24.397

RFC 3841
	

	  ac-value
	g.3gpp.mcptt
	
	

	  ac-value
	require
	
	

	  ac-value
	explicit
	
	

	Accept-Contact
	
	Reference:
24.397

RFC 3841
	

	  ac-value
	g.3gpp.icsi-ref=urn%3Aurn-7%3A3gpp-service.ims.icsi.mcptt
	
	

	  ac-value
	require
	
	

	  ac-value
	explicit
	
	

	Answer-Mode
	
	
	

	  value
	Auto
	
	

	Resource-Priority
	
	
	

	  value
	Integer between 1 and 255
	
	

	Content-Length
	header shall be present if UE uses TCP to send this message and if there is a message body 
	Reference:

RFC 3261
	

	  value
	length of message body
	
	

	Message-body
	
	Reference:

RFC 3261
34.229

24.379
	

	  Content-Type
	
	
	

	     media-type 
	multipart/mixed
	
	

	     boundary
	set to any chosen value (EX: boundary1)
	
	

	  boundary
	EX: boundary1
	
	

	  Content-Type
	
	
	

	     media-type
	application/sdp 
	
	

	          session description protocol version (v)
	
	
	

	                v
	0
	
	

	          owner/creator (o)
	
	
	

	               username
	Username of client
	
	

	               sess-id
	Session ID number
	
	

	               sess-version
	Session version
	
	

	               media format
	IN
	
	

	               addrtpe
	IP4 or IP6
	
	

	               address
	unicast address for UE
	
	

	          connection information (c)
	
	
	

	               connection network type
	IN
	
	

	               connection network address type
	IP4 or IP6
	
	

	               connection address
	IP address
	
	

	          time description (t)
	
	
	

	               start-time
	0
	
	

	               stop-time
	0
	
	

	          media description
	
	
	

	               media type
	audio
	
	

	               media port
	port number
	
	

	               media protocol
	RTP/AVP
	
	

	               media format
	dynamic range
	
	

	               i
	speech
	
	

	          media attribute (a)
	
	
	

	               media attribute fieldname
	rtpmap
	
	

	               media format
	value (EX: 97)
	
	

	               MIME type
	AMR-WB
	
	

	               Sample rate
	16000
	
	

	          media attribute (a)
	
	
	

	               media attribute fieldname
	fmtp
	
	

	               media format
	value (EX: 97)
	
	

	               mode-change-capability
	2
	
	

	               max-red
	0 (0 to 220 allowed)
	
	

	          media attribute (a)
	
	
	

	               ptime
	20
	
	

	          media attribute (a)
	
	
	

	               maxptime
	240
	
	

	          media description, name and address
	
	
	

	               media type
	application
	
	

	               media port
	value (EX: 1234)
	
	

	               media protocol
	udp
	
	

	               media format
	MCPTT
	
	

	               value
	fmtp
	
	

	          media attribute (a)
	
	
	

	               media attribute fieldname
	fmtp
	
	

	               media format
	MCPTT
	
	

	               media format specific parameters
	mc_queueing
	
	

	               media format specific parameters
	mc_priority= between 1 and 255
	
	

	               
	mc_granted
	
	

	               media format specific parameters
	mc_implicit_request
	
	

	               media format specific parameters
	
	
	

	  boundary
	EX: boundary1
	
	

	  Content-Type:  application/vnd.3gpp.mcptt-info+xml
	
	
	

	   <?xml version="1.0" encoding="UTF-8"?>    

       <mcpttinfo>

            <mcptt-Params>

                 <session-type>

                      prearranged               

                 </session-type>

                 <mcptt-request-uri type = “Normal”>

                      <mcpttURI>

                             group ID (EXAMPLE: mcptt-group-A@mcptt-org.gov)
                      </mcpttURI>         

                 </mcptt-request-uri>

            </mcptt-Params>

       </mcpttinfo>


	
	
	

	  boundary
	EX: boundary1
	
	


Table 6.1.1.1.3.3-2: SIP INVITE for initiating an on-network pre-arranged Group call with automatic commencement mode and no implicit floor control (steps 8, 69, Table 6.1.1.1.3.2-1)

	Derivation Path: FFS

	Information Element
	Value/remark
	Comment
	Condition

	FFS
	
	
	

	
	
	
	

	
	
	
	


Table 6.1.1.1.3.3-3: SIP 100 Tying for SIP INVITE (steps 9, 70 Table 6.1.1.1.3.2-1)

	Derivation Path: TS 34.229 A.2.2, C.21

	Information Element
	Value/remark
	Comment
	Condition

	Status-Line
	
	Reference:

RFC 3261

	

	  SIP-Version
	SIP/2.0
	
	

	  Status-Code
	100
	
	

	  Reason-Phrase
	Trying
	
	

	Via
	
	Reference:

RFC 3261
	

	  sent-protocol
	same value as received in INVITE message
	
	

	From
	 
	Reference:

RFC 3261
	

	  addr-spec
	same value as received in INVITE message
	
	

	  tag
	same value as received in INVITE message
	
	

	To
	
	Reference:

RFC 3261
	

	  addr-spec
	same value as received in INVITE message
	
	

	Call-ID
	
	Reference:

RFC 3261
	

	  callid
	same value as received in INVITE message
	
	

	CSeq
	
	Reference:

RFC 3261
	

	  value
	same value as received in INVITE message
	
	

	Content-Length
	
	Reference:

RFC 3261
	

	  value
	0
	
	


Table 6.1.1.1.3.3-4: SIP 180 Ringing for SIP INVITE (steps 10, 71, Table 6.1.1.1.3.2-1)

	Derivation Path: TS 34.229 A.2.6, C.21; TS 24.379 6.3.2.1.5

	Information Element
	Value/remark
	Comment
	Condition

	Status-Line 
	
	Reference:

RFC 3261
	

	  SIP-Version
	SIP/2.0
	
	

	  Status-Code
	180 
	
	

	  Reason-Phrase
	Ringing
	
	

	Record-Route

     
	
	
	

	  rec-route
	<sip:pcscf.other.com;lr>, <sip:scscf.other.com;lr>, <sip:orig@px_scscf;lr>, <sip:SS P-CSCF address: protected server port of SS;lr>
	
	

	Via
	
	Reference:

RFC 3261
	

	  via-parm
	same value as received in INVITE message
	
	

	From

     tag
	same value as received in INVITE message 

same value as received in INVITE message 
	Reference:

RFC 3261
	

	  addr-spec
	same value as received in INVITE message
	
	

	  tag
	same value as received in INVITE message
	
	

	To
	
	Reference:

RFC 3261
	

	  addr-spec
	same value as received in INVITE message
	
	

	Contact 
	
	Reference:

RFC 3261
RFC 5627
	

	  addr-spec
	px_CalleeContactUri 
	
	

	  feature-param
	g.3gpp.mcptt
	
	

	  feature-param
	g.3gpp.icsi-ref= urn:urn-7:3gpp-service.ims.icsi.mcptt
	
	

	  feature-param
	audio
	
	

	Call-ID 
	
	Reference:

RFC 3261
	

	  callid
	same value as received in INVITE message
	
	

	Session-ID 
	
	
	

	  sess-id
	same value as received in INVITE message, if Session-ID header field exists in received INVITE message, otherwise, not present.
	
	

	CSeq   
	
	Reference:

RFC 3261
	

	  value
	same value as received in INVITE message
	
	

	Content-Length 
	
	Reference:

RFC 3261
	

	  value
	0 (local ringback tone generation)
	
	


Table 6.1.1.1.3.3-5: SIP 200 (OK) for SIP INVITE – Accepting Implicit Floor Control Request (steps 12a1 and 73a1, Table 6.1.1.1.3.2-1)

	Derivation Path: TS 34.229 A.3.1, C.21; TS 24.379 6.3.2.1.5; TS 24.380 14.3

	Information Element
	Value/remark
	Comment
	Condition

	Status-Line 

	
	Reference:

RFC 3261
	

	  SIP-Version 
	  SIP/2.0
	
	

	  Status-Code 
	  200
	
	

	  Reason-Phrase
	  OK
	
	

	Via
	
	Reference:

RFC 3261
	

	  via-parm
	same value as received in INVITE message
	
	

	Record-Route
	
	
	

	  rec-route
	<sip:pcscf.other.com;lr>, <sip:scscf.other.com;lr>, <sip:orig@px_scscf;lr>, <sip:SS P-CSCF address: protected server port of SS;lr>
	
	

	From 

     tag
	
	Reference:

RFC 3261
	

	  addr-spec
	same value as received in INVITE message
	
	

	  tag
	same value as received in INVITE message
	
	

	To
	
	Reference:

RFC 3261
	

	  addr-spec
	same value as received in INVITE message
	
	

	P-Asserted-Identity
	
	Reference:

24.379
	

	addr-spec
	the public service identity of the controlling MCPTT function
	
	

	Contact 
	
	Reference:

RFC 3261
RFC 5627
	

	  addr-spec 
	  px_CalleeContactUri 
	
	

	  feature-param
	  g.3gpp.mcptt
	
	

	  feature-param
	  g.3gpp.icsi-ref= urn:urn- 7:3gpp-service.ims.icsi.mcptt
	
	

	  feature-param
	  isfocus
	
	

	  feature-param
	  audio
	
	

	Rseq 
	
	Reference:

RFC 3262
	

	  response-num
	121
	
	

	Call-ID 
	
	Reference:

RFC 3261
	

	  callid
	same value as received in INVITE message
	
	

	Session-ID 
	
	
	

	  sess-id
	same value as received in INVITE message, if Session-ID header field exists in received INVITE message, otherwise, not present.
	
	

	CSeq 
     value 
	same value as received in INVITE message
	Reference:

RFC 3261

	

	
	
	
	

	Require

     value    
	timer
	
	

	
	
	
	

	Session-Expires
	
	
	

	  value
	3600
	
	

	  refresher
	uac
	
	

	Supported
	
	Reference:

RFC 4538
	

	  value 
	tdialog
	
	

	  value
	norefersub
	
	

	  value
	explicitsub
	
	

	  value
	nosub
	
	

	Content-Length 
	
	Reference:

RFC 3261
	

	  value
	length of message body
	
	

	Message-body
	
	Reference:

RFC 3261
34.229

24.379
	

	  Content-Type
	
	
	

	     media-type 
	multipart/mixed
	
	

	     boundary
	set to any chosen value (EX: boundary1)
	
	

	
	
	
	

	  boundary 
	EX: boundary1
	
	

	  Content-Type
	
	
	

	     media-type
	application/sdp 
	
	

	
	
	
	

	          session description protocol version (v)
	
	
	

	                v
	0
	
	

	
	
	
	

	          owner/creator (o)
	
	
	

	               username
	Username of client
	
	

	               sess-id
	Session ID number
	
	

	               sess-version
	Session version
	
	

	               media format
	IN
	
	

	               addrtpe
	IP4 or IP6
	
	

	               address
	unicast address for UE
	
	

	
	
	
	

	          connection information (c)
	
	
	

	               connection network type
	IN
	
	

	               connection network address type
	IP4 or IP6
	
	

	               connection address
	IP address
	
	

	
	
	
	

	          time description (t)
	
	
	

	               start-time
	0
	
	

	               stop-time
	0
	
	

	
	
	
	

	          media description
	
	
	

	               media type
	audio
	
	

	               media port
	port number
	
	

	               media protocol
	RTP/AVP
	
	

	               media format
	dynamic range
	
	

	               i
	speech
	
	

	
	
	
	

	          media attribute (a)
	
	
	

	               media attribute fieldname
	rtpmap
	
	

	               media format
	value (EX: 97)
	
	

	               MIME type
	AMR-WB
	
	

	               Sample rate
	16000
	
	

	
	
	
	

	          media attribute (a)
	
	
	

	               media attribute fieldname
	fmtp
	
	

	               media format
	value (EX: 97)
	
	

	               mode-change-capability
	2
	
	

	               max-red
	0 (0 to 220 allowed)
	
	

	
	
	
	

	          media attribute (a)
	
	
	

	               ptime
	20
	
	

	
	
	
	

	          media attribute (a)
	
	
	

	               maxptime
	240
	
	

	
	
	
	

	          media description, name and address
	
	
	

	               media type
	application
	
	

	               media port
	value (EX: 1234)
	
	

	               media protocol
	udp
	
	

	               media format
	MCPTT
	
	

	               value
	fmtp
	
	

	
	
	
	

	          media attribute (a)
	
	
	

	               media attribute fieldname
	fmtp
	
	

	               media format
	MCPTT
	
	

	               media format specific parameters
	mc_queueing
	
	

	               media format specific parameters
	mc_priority= between 1 and 255
	
	

	               
	mc_granted
	
	

	               media format specific parameters
	mc_implicit_request
	
	

	               media format specific parameters
	
	
	

	
	
	
	

	  boundary
	EX: boundary1
	
	


Table 6.1.1.1.3.3-6: SIP 200 (OK) for SIP INVITE – No Implicit Floor Control Request (steps 12b1 and 73b1, Table 6.1.1.1.3.2-1)

	Derivation Path: FFS

	Information Element
	Value/remark
	Comment
	Condition

	FFS
	
	
	

	
	
	
	

	
	
	
	


Table 6.1.1.1.3.3-7: SIP ACK (steps 12a2, 12b2, 73a2, 73b2, Table 6.1.1.1.3.2-1)

	Derivation Path: TS 34.229 A.2.7; TS 24.379 10.1.1.2.1.1

	Information Element
	Value/remark
	Comment
	Condition

	Status-Line 
	
	Reference:

RFC 3261
	

	  Method
	ACK
	
	

	  Request-URI
	Same value as in INVITE message
	
	

	  SIP-Version
	SIP/2.0
	
	

	Via
	
	Reference:

RFC 3261
	

	  sent-protocol 
	SIP/2.0/UDP (when using UDP) or 

SIP/2.0/TCP (when using TCP) 


	
	

	  sent-by
	Same value as in INVITE message


	
	

	  via-branch
	value starting with ‘z9hG4bk’
	
	

	Route
	
	Reference:

RFC 3261
	

	  route-param
	URIs of the Record-Route header sent to the UE in 183, 180 or 200 response (whichever response used for INVITE to be acknowledged and contained Record-Route header) in reverse order
	
	

	From
	
	Reference:

RFC 3261
	

	  addr-spec
	SIP URI of the UE as received in INVITE. 
	
	

	  tag
	local tag of the dialog ID (same as from-tag in the INVITE message)
	
	

	To
	
	Reference:

RFC 3261
	

	  addr-spec
	SIP URI of the MCPTT Server
	
	

	  tag
	remote tag of the dialog ID (as chosen in an earlier response of the dialog)  
	
	

	Call-ID
	
	Reference:

RFC 3261
	

	  callid
	same value as in INVITE message
	
	

	CSeq
	
	Reference:

RFC 3261
	

	  value
	Same value as in INVITE message
	
	

	  method
	ACK
	
	

	Max-Forwards
	
	
	

	  value
	Non-zero value
	
	

	Session-ID
	
	
	

	  sess-id
	same value as in INVITE message, if Session-ID header field exists in received INVITE message, otherwise, not present.
	
	


Table 6.1.1.1.3.3-8: Floor Request (steps 12b5, 19, 32, 37, 48, 73b5, Table 6.1.1.1.3.2-1)

	Derivation Path: 36.579-1 [2], Table 5.5.6.2-1 condition ON-NETWORK

	Information Element
	Value/remark
	Comment
	Condition

	Floor Indicator
	
	
	

	  Floor Indicator
	‘10000X0000000000’
	bit A=1 (Normal call)

bit F=X (Queueing supported) any value
	


Table 6.1.1.1.3.3-9: Floor Request (steps 84b3, 91, 102b3, Table 6.1.1.1.3.2-1)

	Derivation Path: 36.579-1 [2], Table 5.5.6.2-1 condition ON-NETWORK 

	Information Element
	Value/remark
	Comment
	Condition

	Floor Indicator
	
	
	

	  Floor Indicator
	‘00010X0000000000’
	bit D=1 (Emergency call)

bit F=X (Queueing supported) any value
	


Table 6.1.1.1.3.3-10: Floor Request (steps 110b3, 117, 128b3, Table 6.1.1.1.3.2-1)

	Derivation Path: 36.579-1 [2], Table 5.5.6.2-1 condition ON-NETWORK 

	Information Element
	Value/remark
	Comment
	Condition

	Floor Indicator
	
	
	

	  Floor Indicator
	‘00001X0000000000’
	bit E=1 (Imminent Peril call)

bit F=X (Queueing supported) any value
	


Table 6.1.1.1.3.3-11: Floor Granted with no acknowledgement required (step 12b6, 52, 73b6, Table 6.1.1.1.3.2-1)

	Derivation Path: 36.579-1 [2], Table 5.5.6.3-1 condition ON-NETWORK 

	Information Element
	Value/remark
	Comment
	Condition

	Subtype
	‘00001’
	Acknowledgment not required for Floor Granted message
	

	Floor Indicator
	
	
	

	  Floor Indicator
	‘1000010000000000’
	bit A=1 (Normal call)

bit F=1 (Queueing supported) 
	


Table 6.1.1.1.3.3-12: Floor Granted with no acknowledgement required (step 84b4, 102b4, Table 6.1.1.1.3.2-1)

	Derivation Path: 36.579-1 [2], Table 5.5.6.3-1 condition ON-NETWORK

	Information Element
	Value/remark
	Comment
	Condition

	Subtype
	‘00001’
	Acknowledgment not required for Floor Granted message
	

	Floor Indicator
	
	
	

	  Floor Indicator
	‘0001010000000000’
	bit D=1 (Emergency call)

bit F=1 (Queueing supported) 
	


Table 6.1.1.1.3.3-13: Floor Granted with no acknowledgement required (step 110b4, 128b4, Table 6.1.1.1.3.2-1)

	Derivation Path: 36.579-1 [2], Table 5.5.6.3-1 condition ON-NETWORK

	Information Element
	Value/remark
	Comment
	Condition

	Subtype
	‘00001’
	Acknowledgment not required for Floor Granted message
	

	Floor Indicator
	
	
	

	  Floor Indicator
	‘0000110000000000’
	bit E=1 (Imminent Peril call)

bit F=1 (Queueing supported)
	


Table 6.1.1.1.3.3-14: Floor Release (steps 15, 27, 45, 56, 76, Table 6.1.1.1.3.2-1)

	Derivation Path: 36.579-1 [2], Table 5.5.6.5-1 condition ON-NETWORK

	Information Element
	Value/remark
	Comment
	Condition

	Floor Indicator
	
	
	

	  Floor Indicator
	‘10000X0000000000’
	bit A=1 (Normal call)

bit F=X (Queueing supported) any value
	


Table 6.1.1.1.3.3-15: Floor Release (steps 87, 97, 105, Table 6.1.1.1.3.2-1)

	Derivation Path: 36.579-1 [2], Table 5.5.6.5-1 condition ON-NETWORK

	Information Element
	Value/remark
	Comment
	Condition

	Floor Indicator
	
	
	

	  Floor Indicator
	‘00010X0000000000’
	bit D=1 (Emergency call)

bit F=X (Queueing supported) any value
	


Table 6.1.1.1.3.3-16: Floor Release (steps 113, 123, 131, Table 6.1.1.1.3.2-1)

	Derivation Path: 36.579-1 [2], Table 5.5.6.5-1 condition ON-NETWORK

	Information Element
	Value/remark
	Comment
	Condition

	Floor Indicator
	
	
	

	  Floor Indicator
	‘00001X0000000000’
	bit E=1 (Imminent Peril call)

bit F=X (Queueing supported) any value
	


Table 6.1.1.1.3.3-17: Floor Ack from the SS (steps 16a1, 46a1, 57a1, 77a1, 88a1, 98a1, 106a1, 114a1, 124a1, 132a1, Table 6.1.1.1.3.2-1)

	Derivation Path: 36.579-1 [2], Table 5.5.6.11-1

	Information Element
	Value/remark
	Comment
	Condition

	Default message contents
	
	
	


Table 6.1.1.1.3.3-18: Floor Idle (steps 17, 58, 78, Table 6.1.1.1.3.2-1)

	Derivation Path: 36.579-1 [2], Table 5.5.6.6-1 

	Information Element
	Value/remark
	Comment
	Condition

	Subtype
	‘01010’
	Acknowledgment not required for Floor Idle message
	

	Floor Indicator
	
	
	

	  Floor Indicator
	‘1000010000000000’
	bit A=1 (Normal call)

bit F=1 (Queueing supported) 
	


Table 6.1.1.1.3.3-19: Floor Idle (steps 89, 99, 107, Table 6.1.1.1.3.2-1)

	Derivation Path: 36.579-1 [2], Table 5.5.6.6-1 

	Information Element
	Value/remark
	Comment
	Condition

	Subtype
	‘01010’
	Acknowledgment not required for Floor Idle message
	

	Floor Indicator
	
	
	

	  Floor Indicator
	‘0001010000000000’
	bit D=1 (Emergency call)

bit F=1 (Queueing supported) 
	


Table 6.1.1.1.3.3-20: Floor Idle (steps 115, 125, 133, Table 6.1.1.1.3.2-1)

	Derivation Path: 36.579-1 [2], Table 5.5.6.6-1

	Information Element
	Value/remark
	Comment
	Condition

	Subtype
	‘01010’
	Acknowledgment not required for Floor Idle message
	

	Floor Indicator
	
	
	

	  Floor Indicator
	‘0000110000000000’
	bit E=1 (Imminent Peril call)

bit F=1 (Queueing supported)
	


Table 6.1.1.1.3.3-21: Floor Granted with acknowledgement required (step 20, Table 6.1.1.1.3.2-1)

	Derivation Path: 36.579-1 [2], Table 5.5.6.3-1 condition ON-NETWORK

	Information Element
	Value/remark
	Comment
	Condition

	Subtype
	‘10001’
	Acknowledgment is required for Floor Granted message
	

	Floor Indicator
	
	
	

	  Floor Indicator
	‘1000010000000000’
	bit A=1 (Normal call)

bit F=1 (Queueing supported) 
	


Table 6.1.1.1.3.3-22: Floor Granted with acknowledgement required (step 92, Table 6.1.1.1.3.2-1)

	Derivation Path: 36.579-1 [2], Table 5.5.6.3-1 condition ON-NETWORK

	Information Element
	Value/remark
	Comment
	Condition

	Subtype
	‘10001’
	Acknowledgment is required for Floor Granted message
	

	Floor Indicator
	
	
	

	  Floor Indicator
	‘0001010000000000’
	bit D=1 (Emergency call)

bit F=1 (Queueing supported) 
	


Table 6.1.1.1.3.3-23: Floor Granted with acknowledgement required (step 118, Table 6.1.1.1.3.2-1)

	Derivation Path: 36.579-1 [2], Table 5.5.6.3-1 condition ON-NETWORK

	Information Element
	Value/remark
	Comment
	Condition

	Subtype
	‘10001’
	Acknowledgment is required for Floor Granted message
	

	Floor Indicator
	
	
	

	  Floor Indicator
	‘0000110000000000’
	bit E=1 (Imminent Peril call)

bit F=1 (Queueing supported)
	


Table 6.1.1.1.3.3-24: Floor Ack from the UE (steps 21, 93, 119, Table 6.1.1.1.3.2-1)

	Derivation Path: 36.579-1 [2], Table 5.5.6.11-1

	Information Element
	Value/remark
	Comment
	Condition

	Message Type
	
	
	

	  Message Type
	‘10001’
	Floor Ack message for Floor Granted message which requested acknowledgment
	


Table 6.1.1.1.3.3-25: Floor Revoke (step 25, Table 6.1.1.1.3.2-1)

	Derivation Path: 36.579-1 [2], Table 5.5.6.8-1

	Information Element
	Value/remark
	Comment
	Condition

	Floor Indicator
	
	
	

	  Floor Indicator
	‘1000010000000000’
	bit A=1 (Normal call)

bit F=1 (Queueing supported) 
	


Table 6.1.1.1.3.3-26: Floor Taken (steps 28, 79, Table 6.1.1.1.3.2-1)

	Derivation Path: 36.579-1 [2], Table 5.5.6.7-1 condition ON-NETWORK

	Information Element
	Value/remark
	Comment
	Condition

	Subtype
	‘00010’
	Acknowledgment not required for Floor Taken message
	

	Floor Indicator
	
	
	

	  Floor Indicator
	‘1000010000000000’
	bit A=1 (Normal call)

bit F=1 (Queueing supported) 
	


Table 6.1.1.1.3.3-27: Floor Deny (step 33, Table 6.1.1.1.3.2-1)

	Derivation Path: 36.579-1 [2], Table 5.5.6.4-1 condition ON-NETWORK

	Information Element
	Value/remark
	Comment
	Condition

	Subtype
	‘00011’
	Acknowledgment not required for Floor Deny message
	

	Reject Cause
	
	
	

	  Reject Cause
	'255'
	Cause #255 - Other reason
	

	Floor Indicator
	
	
	

	  Floor Indicator
	‘1000010000000000’
	bit A=1 (Normal call)

bit F=1 (Queueing supported) 
	


Table 6.1.1.1.3.3-28: Floor Queue Position Info (steps 38, 43, 49, Table 6.1.1.1.3.2-1)

	Derivation Path: 36.579-1 [2], Table 5.5.6.10-1 condition ON-NETWORK

	Information Element
	Value/remark
	Comment
	Condition

	Subtype
	‘01001’
	Acknowledgment not required for Floor Queue Position Info message
	

	Floor Indicator
	
	
	

	  Floor Indicator
	‘1000010000000000’
	bit A=1 (Normal call)

bit F=1 (Queueing supported) 
	


Table 6.1.1.1.3.3-29: Floor Queue Position Request (step 42, Table 6.1.1.1.3.2-1)

	Derivation Path: 36.579-1 [2], Table 5.5.6.9-1 condition ON-NETWORK

	Information Element
	Value/remark
	Comment
	Condition

	Default message contents
	
	
	


Table 6.1.1.1.3.3-22: SIP BYE from the SS (step 59, Table 6.1.1.1.3.2-1)

	Derivation Path: FFS

	Information Element
	Value/remark
	Comment
	Condition

	FFS
	
	
	


Table 6.1.1.1.3.3-23: SIP 200 (OK) in response to SIP BYE from the SS (step 60, Table 6.1.1.1.3.2-1)

	Derivation Path: FFS

	Information Element
	Value/remark
	Comment
	Condition

	FFS
	
	
	


Table 6.1.1.1.3.3-24: SIP re-INVITE to upgrade to Emergency Group Call – with implicit floor control (step 83, Table 6.1.1.1.3.2-1)

	Derivation Path: FFS

	Information Element
	Value/remark
	Comment
	Condition

	FFS
	
	
	


Table 6.1.1.1.3.3-25: SIP re-INVITE to upgrade to Emergency Group Call – with no implicit floor control (step 83, Table 6.1.1.1.3.2-1)

	Derivation Path: FFS

	Information Element
	Value/remark
	Comment
	Condition

	FFS
	
	
	


Table 6.1.1.1.3.3-26: SIP 200 (OK) in response to SIP re-INVITE – Upgrade to Emergency Group Call with implicit floor control (step 84a1, Table 6.1.1.1.3.2-1)

	Derivation Path: FFS

	Information Element
	Value/remark
	Comment
	Condition

	FFS
	
	
	


Table 6.1.1.1.3.3-27: SIP 200 (OK) in response to SIP re-INVITE – Upgrade to Emergency Group Call with no implicit floor control (step 84b1, Table 6.1.1.1.3.2-1)

	Derivation Path: FFS

	Information Element
	Value/remark
	Comment
	Condition

	FFS
	
	
	


Table 6.1.1.1.3.3-28: SIP re-INVITE to Cancel to emergency state with implicit floor control (step 101, Table 6.1.1.1.3.2-1)

	Derivation Path: FFS

	Information Element
	Value/remark
	Comment
	Condition

	FFS
	
	
	


Table 6.1.1.1.3.3-29: SIP re-INVITE to Cancel to emergency state with no implicit floor control (step 101, Table 6.1.1.1.3.2-1)

	Derivation Path: FFS

	Information Element
	Value/remark
	Comment
	Condition

	FFS
	
	
	


Table 6.1.1.1.3.3-30: SIP 200 (OK) in response to SIP re-INVITE – Cancel emergency state with implicit floor control (step 102a1, Table 6.1.1.1.3.2-1)

	Derivation Path: FFS

	Information Element
	Value/remark
	Comment
	Condition

	FFS
	
	
	


Table 6.1.1.1.3.3-31: SIP 200 (OK) in response to SIP re-INVITE – Cancel emergency state with no implicit floor control (step 102b1, Table 6.1.1.1.3.2-1)

	Derivation Path: FFS

	Information Element
	Value/remark
	Comment
	Condition

	FFS
	
	
	


Table 6.1.1.1.3.3-32: SIP re-INVITE to upgrade to Imminent Peril Group Call – with implicit floor control (step 109, Table 6.1.1.1.3.2-1)

	Derivation Path: FFS

	Information Element
	Value/remark
	Comment
	Condition

	FFS
	
	
	


Table 6.1.1.1.3.3-33: SIP re-INVITE to upgrade to Imminent Peril Group Call – with no implicit floor control (step 109, Table 6.1.1.1.3.2-1)

	Derivation Path: FFS

	Information Element
	Value/remark
	Comment
	Condition

	FFS
	
	
	


Table 6.1.1.1.3.3-34: SIP 200 (OK) in response to SIP re-INVITE – Upgrade to Imminent Peril Group Call with implicit floor control (step 110a1, Table 6.1.1.1.3.2-1)

	Derivation Path: FFS

	Information Element
	Value/remark
	Comment
	Condition

	FFS
	
	
	


Table 6.1.1.1.3.3-35: SIP 200 (OK) in response to SIP re-INVITE – Upgrade to Imminent Peril Group Call with no implicit floor control (step 110b1, Table 6.1.1.1.3.2-1)

	Derivation Path: FFS

	Information Element
	Value/remark
	Comment
	Condition

	FFS
	
	
	


Table 6.1.1.1.3.3-36: SIP re-INVITE to Cancel to imminent peril state with implicit floor control (step 127, Table 6.1.1.1.3.2-1)

	Derivation Path: FFS

	Information Element
	Value/remark
	Comment
	Condition

	FFS
	
	
	


Table 6.1.1.1.3.3-37: SIP re-INVITE to Cancel to imminent peril state with no implicit floor control (step 127, Table 6.1.1.1.3.2-1)

	Derivation Path: FFS

	Information Element
	Value/remark
	Comment
	Condition

	FFS
	
	
	


Table 6.1.1.1.3.3-38: SIP 200 (OK) in response to SIP re-INVITE – Cancel imminent peril state with implicit floor control (step 128a1, Table 6.1.1.1.3.2-1)

	Derivation Path: FFS

	Information Element
	Value/remark
	Comment
	Condition

	FFS
	
	
	


Table 6.1.1.1.3.3-39: SIP 200 (OK) in response to SIP re-INVITE – Cancel imminent peril state with no implicit floor control (step 128b1, Table 6.1.1.1.3.2-1)

	Derivation Path: FFS

	Information Element
	Value/remark
	Comment
	Condition

	FFS
	
	
	


Table 6.1.1.1.3.3-40: SIP BYE from the UE to end the MCPTT On-demand Pre-arranged Group Call  (step 135, Table 6.1.1.1.3.2-1)

	Derivation Path: FFS

	Information Element
	Value/remark
	Comment
	Condition

	FFS
	
	
	


Table 6.1.1.1.3.3-41: SIP 200 (OK) from the SS in response to request to end the call via a SIP BYE (Step 136, Table 6.1.1.1.3.2-1)

	Derivation Path: FFS

	Information Element
	Value/remark
	Comment
	Condition

	FFS
	
	
	


6.1.1.2
On-network / One MCPTT System / On-demand Pre-arranged Group Call / Automatic Commencement Mode / End-to-end communication security / Floor Control / Upgrade to Emergency Group Call / Cancel Emergency State / Upgrade to Imminent Peril Group Call / Cancel Imminent Peril State / Client Terminated (CT)
FFS
6.1.1.3
On-network / One MCPTT System / On-demand Pre-arranged Group Call / Manual Commencement Mode / Client Originated (CO)
FFS
6.1.1.4
On-network / One MCPTT System / On-demand Pre-arranged Group Call / Manual Commencement Mode / Client Terminated (CT)
6.1.1.4.1
Test Purpose (TP)

(1)
with { UE (MCPTT Client) registered and authorised for MCPTT }

ensure that {
  when { the SS (MCPTT Server) initiates an On-demand Pre-arranged group call with Manual Commencement Mode }

    then { UE (MCPTT Client) responds by sending a SIP 200 (OK) message and notifies the user that the call was established and respects the floor control imposed by the MCPTT Server  }

            }

(2)
with { UE (MCPTT Client) having an ongoing On-demand Pre-arranged Group Call with Manual  Commencement Mode }

ensure that {

  when { the SS (MCPTT Server) needs to terminate the ongoing MCPTT Group Call }

    then { the SS (MCPTT Server) sends a SIP BUY request and the UE (MCPTT Client) responds with a SIP 200 (OK) and leaves the MCPTT session }

            }

6.1.1.4.2
Conformance requirements

References: The conformance requirements covered in the current TC are specified in: TS 24.379, clause 10.1.1.2.1.2, 6.2.2, 6.2.3.2.2, 6.5, 10.1.1.2.3.3, 6.2.6.  Unless otherwise stated these are Rel-13 requirements. 
[TS 24.379, clause 10.1.1.2.1.2]
In the procedures in this subclause:
1)
emergency indication in an incoming SIP INVITE request refers to the <emergency-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body; and
2)
imminent peril indication in an incoming SIP INVITE request refers to the <imminentperil-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body.
Upon receipt of an initial SIP INVITE request, the MCPTT client shall follow the procedures for termination of multimedia sessions in the IM CN subsystem as specified in 3GPP TS 24.229 [4] with the clarifications below.

The MCPTT client:

1)
may reject the SIP INVITE request if either of the following conditions are met:

a)
MCPTT client does not have enough resources to handle the call; or

b)
any other reason outside the scope of this specification;

and skip the rest of the steps;
2)
if the SIP INVITE request is rejected in step 1), shall respond toward participating MCPTT function either with appropriate reject code as specified in 3GPP TS 24.229 [4] and warning texts as specified in subclause 4.4.2 or with SIP 480 (Temporarily unavailable) response not including warning texts if the user is authorised to restrict the reason for failure and skip the rest of the steps of this subclause;

NOTE:
If the SIP INVITE request contains an emergency indication or imminent peril indication, the MCPTT client can by means beyond the scope of this specification choose to accept the request.
3)
shall check if a Resource-Priority header field is included in the incoming SIP INVITE request and may perform further actions outside the scope of this specification to act upon an included Resource-Priority header field as specified in 3GPP TS 24.229 [4];
4)
if the SIP INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo> element containing the <mcptt-Params> element with the <emergency-ind> element set to a value of "true":

a)
should display to the MCPTT user an indication that this is a SIP INVITE request for an MCPTT emergency group call and:

i)
should display the MCPTT ID of the originator of the MCPTT emergency group call contained in the <mcptt-calling-user-id> element of the application/vnd.3gpp.mcptt-info+xml MIME body;

ii)
should display the MCPTT group identity of the group with the emergency condition contained in the <mcptt-calling-group-id> element; and

iii)
if the <alert-ind> element is set to "true", should display to the MCPTT user an indication of the MCPTT emergency alert and associated information;
b)
shall set the MCPTT emergency group state to "MEG 2: in-progress";
c)
shall set the MCPTT imminent peril group state to "MIG 1: no-imminent-peril"; and

d)
shall set the MCPTT imminent peril group call state to "MIGC 1: imminent-peril-gc-capable"; otherwise
5)
if the SIP INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo> element containing the <mcptt-Params> element with the <imminentperil-ind> element set to a value of "true":

a)
should display to the MCPTT user an indication that this is a SIP INVITE request for an MCPTT imminent peril group call and:

i)
should display the MCPTT ID of the originator of the MCPTT imminent peril group call contained in the <mcptt-calling-user-id> element of the application/vnd.3gpp.mcptt-info+xml MIME body; and

ii)
should display the MCPTT group identity of the group with the imminent peril condition contained in the <mcptt-calling-group-id> element; and

b)
shall set the MCPTT imminent peril group state to "MIG 3: in-progress";

6)
may display to the MCPTT user the MCPTT ID of the inviting MCPTT user;

7)
shall perform the automatic commencement procedures specified in subclause 6.2.3.1.2 if one of the following conditions are met:
a)
SIP INVITE request contains an Answer-Mode header field with the value "Auto" and the MCPTT service setting at the invited MCPTT client for answering the call is set to automatic commencement mode; or

b)
SIP INVITE request contains an Answer-Mode header field with the value "Auto" and the MCPTT service setting at the invited MCPTT client for answering the call is set to manual commencement mode, yet the invited MCPTT client allows the call to be answered with automatic commencement mode;
8)
shall perform the manual commencement procedures specified in subclause 6.2.3.2.2 if one of the following conditions are met:
a)
SIP INVITE request contains an Answer-Mode header field with the value "Manual" and the MCPTT service setting at the invited MCPTT client for answering the call is to use manual commencement mode; or

b)
SIP INVITE request contains an Answer-Mode header field with the value "Manual" and the MCPTT service setting at the invited MCPTT client for answering the call is set to automatic commencement mode, yet the invited MCPTT client allows the call to be answered with manual commencement mode; and

9)
when the SIP 200 (OK) response to the SIP INVITE request is sent, may subscribe to the conference event package as specified in subclause 10.1.3.1.
[TS 24.379, clause 6.2.2]
When the MCPTT client receives an initial SDP offer for an MCPTT session, the MCPTT client shall process the SDP offer and shall compose an SDP answer according to 3GPP TS 24.229 [4].

When composing an SDP answer, the MCPTT client:

1)
shall accept the MCPTT speech media stream in the SDP offer;

2)
shall set the IP address of the MCPTT client for the accepted MCPTT speech media stream and, if included in the SDP offer, for the accepted media-floor control entity;
NOTE:
If the MCPTT client is behind a NAT the IP address and port included in the SDP answer can be a different IP address and port than the actual IP address and port of the MCPTT client depending on the NAT traversal method used by the SIP/IP Core.

3)
shall include an "m=audio" media-level section for the accepted MCPTT speech media stream consisting of:

a)
the port number for the media stream;
b)
media-level attributes as specified in 3GPP TS 24.229 [4]; and

c)
"i=" field set to "speech" according to 3GPP TS 24.229 [4]; and

4)
if included in the SDP offer, shall include the media-level section of the offered media-floor control entity consisting of:

a)
an "m=application" media-level section as specified in 3GPP TS 24.380 [5] clause 12; and
b)
'fmtp' attributes as specified in 3GPP TS 24.380 [5] clause 14.
[TS 24.379, clause 6.2.3.2.2]
When performing the manual commencement mode procedures:

1)
the terminating MCPTT client may automatically generate a SIP 183 (Session Progress) in accordance with 3GPP TS 24.229 [4], prior to the MCPTT user's acknowledgement; and
2)
if the MCPTT user declines the MCPTT session invitation the MCPTT client shall send a SIP 480 (Temporarily Unavailable) response towards the MCPTT server with the warning text set to: "110 user declined the call invitation" in a Warning header field as specified in subclause 4.4, and not continue with the rest of the steps in this subclause.

When generating a SIP 183 (Session Progress) response, the MCPTT client:
1)
shall include the following in the Contact header field:

a)
the g.3gpp.mcptt media feature tag; and

b)
the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt"; and

2)
may include a P-Answer-State header field with the value "Unconfirmed" as specified in IETF RFC 4964 [34];

When sending the SIP 200 (OK) response to the incoming SIP INVITE request, the MCPTT client shall follow the procedures in subclause 6.2.3.1.2.

When NAT traversal is supported by the MCPTT client and when the MCPTT client is behind a NAT, generation of SIP responses is done as specified in this subclause and as specified in IETF RFC 5626 [15].

[TS 24.379, clause 6.5]
The MCPTT client and the MCPTT server shall support several MIME bodies in SIP request and SIP responses.

When the MCPTT client or the MCPTT server sends a SIP message and the SIP message contains more than one MIME body, the MCPTT client or the MCPTT server:

1)
shall, as specified in IETF RFC 2046 [21], include one Content-Type header field with the value set to multipart/mixed and with a boundary delimiter parameter set to any chosen value;

2)
for each MIME body:

a)
shall insert the boundary delimiter;

b)
shall insert the Content-Type header field with the MIME type of the MIME body; and

c)
shall insert the content of the MIME body;

3)
shall insert a final boundary delimiter; and

4)
if an SDP offer or an SDP answer is one of the MIME bodies, shall insert the application/sdp MIME body as the first MIME body.

NOTE:
The reason for inserting the application/sdp MIME body as the first body is that if a functional entity in the underlying SIP core does not understand multiple MIME bodies, the functional entity will ignore all MIME bodies with the exception of the first MIME body. The order of multiple MCPTT application MIME bodies in a SIP message is irrelevant.
When the MCPTT client or the MCPTT server sends a SIP message and the SIP message contains only one MIME body, the MCPTT client or the MCPTT server:

1)
shall include a Content-Type header field set to the MIME type of the MIME body; and

2)
shall insert the content of the MIME body.

[TS 24.379, clause 10.1.1.2.3.3]
Upon receiving a SIP BYE request for releasing the prearranged MCPTT group call, the MCPTT client shall follow the procedures as specified in subclause 6.2.6.

[TS 24.379, clause 6.2.6]
Upon receiving a SIP BYE request, the MCPTT client:

1)
shall interact with the media plane as specified in 3GPP TS 24.380 [5]; and

2)
shall send SIP 200 (OK) response towards MCPTT server according to 3GPP TS 24.229 [4].

6.1.1.4.3
Test description

6.1.1.4.3.1
Pre-test conditions

System Simulator:

-
SS (MCPTT server)
UE:

-
The UE is authorized to use the LTE network 
-
The MCPTT client is authorised for MCPTT service

-
One MCPTT user is registered for receiving MCPTT service through the MCPTT Client
-
MCPTT client is provisioned with the following group information.
[TBD]

Table 5.3.3.1-1: MCPTT group affiliation request
	Information element
	Value
	Reference

	MCPTT ID
	URI [TBD]
	The MCPTT ID of the originator who triggers the MCPTT group affiliation request.

	MCPTT group ID list
	URI List [TBD]
	A list of one or more MCPTT group IDs to which the originator intends to affiliate.


Preamble:

-
The UE has performed the Generic Test Procedure for MCPTT UE registration Test Mode Activated as specified in TS 36.579-1 [2], subclause 5.4.2 and is in E-UTRA Registered, Idle Mode state.
6.1.1.4.3.2
Test procedure sequence

Table 6.1.1.4.3.2-1: Main Behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1-8
	Steps 1-8 as described in TS 36.579-1 [2], subclause 5.4.4A 'Generic Test Procedure for MCPTT CT communication in E-UTRA Test Mode Closed' take place.
	-
	-
	-
	-

	-
	EXCEPTION: In parallel to the events described in step 9 below, step 9 described in TS 56.579-1 [2], subclause 5.4.3A 'Generic Test Procedure for MCPTT CO communication in E-UTRA Test Mode Closed' takes place.
	-
	-
	-
	-

	9
	SS initiates an on-demand pre-arranged group call with manual commencement mode and implicit floor control
	<--
	SIP INVITE
	-
	-

	10-12
	Steps 10-12 as described in TS 36.579-1 [2], subclause 5.4.4A 'Generic Test Procedure for MCPTT CT communication in E-UTRA Test Mode Closed' take place.
	-
	-
	-
	-

	13
	Check: Does the UE (MCPTT Client) respond with a SIP 180 Ringing sent to the SS?
	-->
	SIP 180 Ringing
	1
	P

	-
	EXCEPTION: In parallel to the event described in steps 14-15 below, steps 13-15 described in TS 56.579-1 [2], subclause 5.4.3A 'Generic Test Procedure for MCPTT CT communication in E-UTRA Test Mode Closed' take place.
	-
	-
	-
	-

	14
	Make the MCPTT User answer the call

NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	-
	-

	15
	Check: Does the UE (MCPTT Client) answer the call with a SIP 200 (OK) sent to the SS?
	-->
	SIP 200 (OK)
	1
	P

	16
	Check: Does the UE (MCPTT client) notify the user that the call has been successfully established?

NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	1
	P

	17
	Check: Does the MCPTT Client transmit media packet(s) (encoded voice)?
	-->
	RTP media
	1
	F

	18
	SS transmits media packet (encoded voice).
	<--
	RTP media
	-
	-

	19
	The SS sends a SIP BYE message to end the On-demand Pre-arranged Group Call
	<--
	SIP BYE
	-
	-

	20
	Check: Does the UE (MCPTT client) respond to the SIP BYE message with a SIP 200 (OK) message sent to the SS?
	-->
	SIP 200 (OK)
	2
	P

	21
	SS releases the E-UTRA connection
	-
	-
	-
	-


6.1.1.4.3.3
Specific message contents

Table 6.1.1.4.3.3-1: SIP INVITE (step 9, Table 6.1.1.4.3.2-1)

	FFS

	Derivation Path: TS 36.508 Table X.x, condition C

	Information Element
	Value/remark
	Comment
	Condition

	
	
	
	


Table 6.1.1.4.3.3-2: SIP 180 Ringing (step 13, Table 6.1.1.4.3.2-1)

	FFS

	Derivation Path: TS 36.508 Table X.x, condition C

	Information Element
	Value/remark
	Comment
	Condition

	
	
	
	


Table 6.1.1.4.3.3-3: SIP 200 (OK) (step 15, Table 6.1.1.4.3.2-1)

	FFS

	Derivation Path: TS 36.508 Table X.x, condition C

	Information Element
	Value/remark
	Comment
	Condition

	
	
	
	


Table 6.1.1.4.3.3-4: SIP BYE (step 19, Table 6.1.1.4.3.2-1)

	FFS

	Derivation Path: TS 36.508 Table X.x, condition C

	Information Element
	Value/remark
	Comment
	Condition

	
	
	
	


Table 6.1.1.4.3.3-5: SIP 200 (OK) (step 20, Table 6.1.1.4.3.2-1)

	FFS

	Derivation Path: TS 36.508 Table X.x, condition C

	Information Element
	Value/remark
	Comment
	Condition

	
	
	
	


6.1.1.5
On-network / One MCPTT System / Pre-arranged Group Call / Re-join
FFS
6.1.1.6
On-network / One MCPTT System) / Pre-arranged Group Call using pre-established session / Automatic Commencement Mode / Client originated Pre-established Session Release with associated MCPTT session / Client Originated (CO)

FFS
6.1.1.7
On-network / One MCPTT System / Pre-arranged Group Call using pre-established session / Automatic Commencement Mode / Server originated Pre-established Session Release with associated MCPTT session / Client Terminated (CT)

FFS
6.1.1.8
On-network / One MCPTT System) / Pre-arranged Group Call using pre-established session / Manual Commencement Mode / Client Originated (C0)

FFS
6.1.1.9
On-network / One MCPTT System) / Pre-arranged Group Call using pre-established session / Manual Commencement Mode / Client Terminated (CT)

FFS
6.1.1.10
On-network / One MCPTT System / Pre-arranged Broadcast Group Call / Client Originated (CO)

FFS
6.1.1.11
On-network / One MCPTT System / Pre-arranged Broadcast Group Call / Client Terminated (CT)

FFS
6.1.1.12
On-network / One MCPTT System) / Broadcast Group Call with Temporary Group / Client Originated (CO)

FFS
6.1.1.13
On-network / One MCPTT System / Pre-arranged Emergency Group Call / Client Originated (CO)

FFS
6.1.1.14
On-network / One MCPTT System / Pre-arranged Emergency Group Call / Client Terminated (CT)

FFS
6.1.1.15
On-network / One MCPTT System / Pre-Arranged Imminent Peril Group Call / Client Originated (CO)

FFS
6.1.1.16
On-network / One MCPTT System / Pre-Arranged Imminent Peril Group Call / Client Terminated (CT)

FFS
6.1.1.17
On-network / One MCPTT System / Client Originated (CO) / Emergency Alert / Cancel Emergency Alert

FFS
6.1.1.18
On-network / One MCPTT System / Client Terminated (CT) / Emergency Alert
FFS
6.1.2
Chat Group Calls

6.1.2.1
On-network / One MCPTT System / On-demand Chat Group Call / Client Origination (CO)
6.1.2.1.1
Test Purpose (TP)

(1)

with { UE (MCPTT Client) as MCPTT User Authenticated }

ensure that {

  when { User triggers chat group joining via implicit affilitation }

    then { joining the chat group is successful }

            }
(2)

with { group chat ongoing }

ensure that {

  when { User initiates release of the chat group }

    then { MCPTT client successfully leaves the chat group }

            }
(3)

with { group chat ongoing }

ensure that {

  when { MCPTT server initiates release of the chat group }

    then { MCPTT client successfully leaves the chat group }

            }
6.1.2.1.2
Conformance requirements

References: The conformance requirements covered in the present TC are specified in: TS 24.379 clause 10.1.2.2.1.1 and TS 24.380 clauses 6.2.1, 6.2.2, 6.2.4.5.1, 6.2.4.5.2, 6.2.4.5.3, 6.2.4.5.4, 6.2.4.5.5, 6.2.4.5.6, 6.2.4.5.7 and 6.2.4.5.8. Unless otherwise stated these are Rel-13 requirements.

[TS 24.379 clause 10.1.2.2.1.1]
Upon receiving a request from an MCPTT user to establish an MCPTT group session using an MCPTT group identity, identifying a chat MCPTT group, the MCPTT client shall generate an initial SIP INVITE request by following the UE originating session procedures specified in 3GPP TS 24.229 [4], with the clarifications given below.

The MCPTT client:

1)
if the MCPTT user has requested the origination of an MCPTT emergency group call or is originating an MCPTT chat group call and the MCPTT emergency state is already set, the MCPTT client shall comply with the procedures in subclause 6.2.8.1.1;
2)
if the MCPTT user has requested the origination of an MCPTT imminent peril group call, the MCPTT client shall comply with the procedures in subclause 6.2.8.1.9;
3)
shall include the g.3gpp.mcptt media feature tag and the g.3gpp.icsi-ref media feature tag with the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" in the Contact header field of the SIP INVITE request according to IETF RFC 3840 [16];

4)
shall include an Accept-Contact header field containing the g.3gpp.mcptt media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];

5)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Preferred-Service header field according to IETF RFC 6050 [9] in the SIP INVITE request;

6)
shall include an Accept-Contact header field with the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];

7)
should include the "timer" option tag in the Supported header field;

8)
should include the Session-Expires header field according to IETF RFC 4028 [7]. It is recommended that the refresher parameter is omitted. If included, the refresher parameter shall be set to "uac";

9)
shall set the Request-URI of the SIP INVITE request to the public service identity identifying the participating MCPTT function serving the MCPTT user;

NOTE 1:
The MCPTT client is configured with public service identity identifying the participating MCPTT function serving the MCPTT user.
10)
may include a P-Preferred-Identity header field in the SIP INVITE request containing a public user identity as specified in 3GPP TS 24.229 [4];

11)
if the MCPTT emergency state is already set or the MCPTT client emergency group state for this group is set to "MEG 2: in-progress", the MCPTT client shall comply with the procedures in subclause 6.2.8.1.2;
12)
if the MCPTT client imminent peril group state for this group is set to "MIG 2: in-progress" or "MIG 3: confirm-pending" shall include the Resource-Priority header field and comply with the procedures in subclause 6.2.8.1.12;
13)
shall contain an application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo> element containing the <mcptt-Params> element with:

a)
the <session-type> element set to a value of "chat";
b)
the <mcptt-request-uri> element set to the group identity; and

c)
the <mcptt-client-id> element set to the MCPTT client ID of the originating MCPTT client;
NOTE 2:
The MCPTT ID of the originating MCPTT user is not included in the body, as this will be inserted into the body of the SIP INVITE request that is sent by the originating participating MCPTT function.
14)
shall include in the SIP INVITE request an SDP offer according to 3GPP TS 24.229 [4] with the clarifications specified in subclause 6.2.1;

15)
if an implicit floor request is required, shall indicate this as specified in subclause 6.4; and

16)
shall send the SIP INVITE request according to 3GPP TS 24.229 [4].

On receiving a SIP 2xx response to the SIP INVITE request, the MCPTT client:

1)
shall interact with the user plane as specified in 3GPP TS 24.380 [5]; and

2)
if the MCPTT emergency group call state is set to "MEGC 2: emergency-call-requested" or "MEGC 3: emergency-call-granted" or the MCPTT imminent peril group call state is set to "MIGC 2: imminent-peril-call-requested" or "MIGC 3: imminent-peril-call-granted", the MCPTT client shall perform the actions specified in subclause 6.2.8.1.4.

On receiving a SIP 4xx response, a SIP 5xx response or a SIP 6xx response to the SIP INVITE request:

1)
if the MCPTT emergency group call state is set to "MEGC 2: emergency-call-requested" or "MEGC 3: emergency-call-granted"; or

2)
if the MCPTT imminent peril group call state is set to "MIGC 2: imminent-peril-call-requested" or "MIGC 3: imminent-peril-call-granted";
the MCPTT client shall perform the actions specified in subclause 6.2.8.1.5.
On receiving a SIP INFO request where the Request-URI contains an MCPTT session ID identifying an ongoing group session, the MCPTT client shall follow the actions specified in subclause 6.2.8.1.13.
[TS 24.380 clause 6.2.1]

Based on the negotiations during the call establishment specified in 3GPP TS 24.379 [2], a new instance of the 'Floor participant state transition diagram for basic operation', as specified in subclause 6.2.4, shall be created for this call.

The SIP INVITE request sent by the application and signalling plane:

1.
shall be regarded an implicit floor request when an implicit floor request is negotiated; and

2.
shall not be regarded as an implicit floor request in case of a rejoin to an already on-going group call.

NOTE:
The floor participant can negotiate the use of prioritization of the Floor Request message. In that case, the floor participant can request permission to send media at a priority level that is either the same as or lower than the highest priority that was permitted to the participant in the MCPTT call initialization. If a floor participant is authorized for pre-emptive priority in the MCPTT call it is good practise to always request permission to send RTP media packets at a priority level that is lower than pre-emptive priority unless the user explicitly requests to pre-empt the current RTP media packets sender.

[TS 24.380 clause 6.2.2]
The MCPTT call release (whether it is initiated by the floor participant or floor control server) is a two-step procedure.

Step 1
The floor participant stops sending floor control messages and the MCPTT client stops sending RTP media packets.

Step 2
When the application and signalling plane has determined that the MCPTT call is released, the corresponding instance of the 'Floor participant state transition diagram for basic operation' as specified in subclause 6.2.4 is terminated and the floor participant releases all the used resources.

The user plane can initiate the release step 1, but the application and signalling plane always initiates the release step 2.

[TS 24.380 clause 6.2.4.5.1]

The floor participant is in this state when the MCPTT client is permitted to send RTP media. In this state the floor participant can receive floor control messages.

In this state, the floor participant can release permission to send RTP media at any time, even before sending any media.

The MCPTT client could have already buffered media when it enters this state.

NOTE:
If the floor participant was queued, the floor participant requests a confirmation from the MCPTT user before start sending media. If confirmed, the media sending starts otherwise the permission to send media is released.
[TS 24.380 clause 6.2.4.5.2]

Upon receiving indication from the MCPTT client that encoded voice is received from the user or if encoded voice is already buffered the floor participant:

1.
shall request the MCPTT client to start forward encoded voice to the MCPTT server; and

2.
shall remain in the 'U: has permission' state.
[TS 24.380 clause 6.2.4.5.3]

Upon receiving an indication from the user to release the permission to send RTP media, the floor participant:

1.
shall send a Floor Release message towards the floor control server The Floor Release message:

a.
may include the first bit in the subtype of the Floor Release message set to '1' (acknowledgement is required) as specified in subclause 8.2.2;

NOTE:
It is an implementation option to handle the receipt of the Floor Ack message and what action to take if the Floor Ack message is not received.

b.
if the session is a broadcast call and if the session was established as a normal call, shall include the Floor Indicator with the A-bit set to '1' (Normal call); and

c.
if the Floor Granted message included the G-bit set to '1' (Dual floor), shall include the Floor Indicator with the G-bit set to '1' (Dual floor);
2.
shall remove the indication that the participant is overriding without revoke if this indication is stored;

3.
shall start timer T100 (Floor Release) and initialize counter C100 (Floor Release) to 1; and

4.
shall enter the 'U: pending Release' state.

[TS 24.380 clause 6.2.4.5.4]

Upon receiving a Floor Revoke message, the floor participant:

1.
shall inform the user that the permission to send RTP media is being revoked;

2.
may give information to the user about the reason for revoking the permission to send media;

3.
shall request the media in the MCPTT client discard any remaining buffered RTP media packets and to stop forwarding of encoded voice to the MCPTT server;

4
if the G-bit in the Floor Indicator is set to '1' (Dual floor):
a.
shall send a Floor Release message. In the Floor Release message:

i.
shall include the Floor Indicator with the G-bit set to '1' (Dual floor); and

ii.
may set the first bit in the subtype to '1' (Acknowledgment is required) as described in subclause 8.3.2;

5
if the G-bit in the Floor Indicator is set to '0' (not Dual floor):

a.
shall send a Floor Release message. In the Floor Release message:

i.
shall include the Floor Indicator with the G-bit set to '0' (not Dual floor); and

ii.
may set the first bit in the subtype to '1' (Acknowledgment is required) as described in subclause 8.3.2;

NOTE:
It is an implementation option to handle the receipt of the Floor Ack message and what action to take if the Floor Ack message is not received.

6.
shall start timer T100 (Floor Release) and initialize counter C100 (Floor Release) to 1; and

7.
shall enter the 'U: pending Release' state.

[TS 24.380 clause 6.2.4.5.5]

Upon receiving a Floor Granted message from the floor control server, the floor participant:

1.
if the first bit in the subtype of the Floor Granted message is set to '1' (Acknowledgment is required) as described in subclause 8.3.2, shall send a Floor Ack message. The Floor Ack message:

a.
shall include the Message Type field set to '1' (Floor Granted); and

b.
shall include the Source field set to '0' (the floor participant is the source); and

2.
shall remain in the 'U: has permission' state.

[TS 24.380 clause 6.2.4.5.6]

Upon receiving RTP media packets and if an indication is stored that the participant is overriding without revoke the floor participant:

1.
shall request the MCPTT client, based on configuration, either to continue rendering or stop the rendering and start storing the received RTP media packets; and
NOTE:
The configuration whether to stop render or to start storing the incoming RTP media is out of the scope of the present document.

2.
shall remain in the 'U: has permission' state.
[TS 24.380 clause 6.2.4.5.7]

Upon receiving a Floor Idle message from the floor control server, if an indication that the participant is overriding without revoke is stored, the floor participant:

1.
if the first bit in the subtype of the Floor Idle message is set to '1' (Acknowledgment is required) as described in subclause 8.3.2, shall send a Floor Ack message. The Floor Ack message:

a.
shall include the Message Type field set to '1' (Floor Idle); and

b.
shall include the Source field set to '0' (the floor participant is the source);
2.
shall remove the indication that the participant is overriding without revoke; and

3.
shall remain in the 'U: has permission' state.

[TS 24.380 clause 6.2.4.5.8]

Upon receiving a Floor Taken message with the G-bit in the Floor Indicator set to '1' (Dual Floor) the floor participant:

1.
shall inform the user that the call is overridden without revoke; and

2.
shall remain in the 'U: has permission' state.

6.1.2.1.3
Test description

6.1.2.1.3.1
Pre-test conditions

System Simulator

-
SS (MCPTT server)

UE

-
The MCPTT client is MCPTT User Authenticated.

Table 6.1.2.1.3.1-1: USIM configuration
	USIM field
	Value

	TBD
	

	
	


Preamble

-
The UE is TBD.

6.1.2.1.3.2
Test procedure sequence

Table 6.1.2.1.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	
	TBD
	
	
	
	

	
	
	
	
	
	


6.1.2.1.3.3
Specific message contents

TBD.
6.1.2.2
On-network / One MCPTT System / Join Ongoing Chat Group Call / Client Origination (CO)

FFS
6.1.2.3
On-network / One MCPTT System / Chat Group Call Using Pre-established Session Including Emergency and Imminent Peril Calls / Client Server originated Pre-established Session Release with associated MCPTT session / Client Origination (CO)
6.1.2.3.1
Test Purpose (TP)

(1)

with { UE (MCPTT Client) registered and authorised for MCPTT Service }

ensure that {

  when { the MCPTT User requests the establishment of an MCPTT group session using an MCPTT group identity identifying a chat MCPTT group that is within a pre-established session}

    then { UE (MCPTT Client) requests to join the Chat Group Call within a pre-established session by generating a SIP REFER message and, after indication from the MCPTT Server that the join request has been accepted, the user can participate in the group call }

            }

(2)

with { UE (MCPTT Client) having established a Chat Group Call within a pre-established session }

ensure that {

  when { the MCPTT User (MCPTT Client) requests the origination of an emergency group call }

    then { UE (MCPTT Client) requests the set up and is able to join an emergency group call, or if unauthorised indicates to the user that they are not authorised to set up emergency calls and no call is set up }

            }

(3)

with { UE (MCPTT Client) having established a Chat Group Call within a pre-established session }

ensure that {

  when { the MCPTT User (MCPTT Client) requests the origination of an imminent peril group call }

    then { UE (MCPTT Client) requests the set up and is able to join an imminent peril group call, or if unauthorised indicates to the user that they are not authorised to set up imminent peril calls and no call is set up }

            }

(4)

with { UE (MCPTT Client) having established a Chat Group Call within a pre-established session }

ensure that {

  when { the UE (MCPTT Client) receives a media session disconnect from the MCPTT server }
    then { UE (MCPTT Client) releases the call  }

            }

6.1.2.3.2
Conformance Requirements

References: The conformance requirements covered in the present TC are specified in: TS 24.379 clauses 4.9, 10.1.2.2.2. Unless otherwise stated these are Rel-13 requirements.
[TS 24.379, clause 4.9]
When establishing a pre-established session, the MCPTT client negotiates the media parameters, including establishing IP addresses and ports using interactive connectivity establishment (ICE) as specified in IETF RFC 5245 with the participating MCPTT function, prior to using the pre-established session for establishing MCPTT sessions with other MCPTT users. 
The pre-established session can later be used in MCPTT calls. This avoids the need to negotiate media parameters (including evaluating ICE candidates) and reserving bearer resources during the MCPTT call establishment that results in delayed MCPTT call establishment.

The use of pre-established session on the origination side is compatible with the use of on demand session on the termination side. The use of pre-established session on the termination side is compatible with the use of on demand session on the origination side.
[TS 24.379, clause 10.1.2.2.2]
Upon receiving a request from an MCPTT user to establish an MCPTT group session using an MCPTT group identity identifying a chat MCPTT group within the pre-established session, the MCPTT client shall generate a SIP REFER request as specified in IETF RFC 3515 [25] as updated by IETF RFC 6665 [26] and IETF RFC 7647 [27], and in accordance with the UE procedures specified in 3GPP TS 24.229 [4], with the clarifications given below.

The MCPTT client:

1)
shall set the Request URI of the SIP REFER request to the session identity of the pre-established session;

2)
shall set the Refer-To header field of the SIP REFER request as specified in IETF RFC 3515 [25] with a Content-ID ("cid") Uniform Resource Locator (URL) as specified in IETF RFC 2392 [62] that points to an application/resource-lists MIME body as specified in IETF RFC 5366 [20], and with the Content-ID header field set to this "cid" URL;

3)
shall include in the application/resource-lists MIME body a single <entry> element containing a "uri" attribute set to the chat group identity, extended with the following URI header fields:

NOTE:
Characters that are not formatted as ASCII characters are escaped in the following URI header fields;
a)
the Accept-Contact header field containing the g.3gpp.mcptt media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];

b)
an Accept-Contact header field with the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6]; and

c)
an hname "body" URI header field populated with:

i)
an application/sdp MIME body containing an SDP offer, if the session parameters of the pre-established session require modification or if implicit floor control is required, according to the conditions specified in subclause 6.4; and

ii)
an application/vnd.3gpp.mcptt-info MIME body with:

A)
the <session-type> element set to a value of "chat"; and

B)
the <mcptt-client-id> element set to the MCPTT client ID of the originating MCPTT client;

4)
if the MCPTT user has requested the origination of an MCPTT emergency group call or is originating an MCPTT group call and the MCPTT emergency state is already set:
a)
if this is an authorised request for an MCPTT emergency group call as determined by the procedures of subclause 6.2.8.8.1.8, shall comply with the procedures in subclause 6.2.8.1.1; and

b)
if this is an unauthorised request for an MCPTT emergency group call as determined in step a) above, should indicate to the MCPTT user that they are not authorised to initiate an MCPTT emergency group call;
...

6)
if the MCPTT user has requested the origination of an MCPTT imminent peril group call:
a)
if this is an authorised request for an MCPTT imminent peril group call as determined by the procedures of subclause 6.2.8.8.1.8, shall comply with the procedures in subclause 6.2.8.1.9;
b)
if this is an unauthorised request for an MCPTT imminent peril group call as determined in step a) above, should indicate to the MCPTT user that they are not authorised to initiate an MCPTT imminent peril group call;
...
8)
shall include a P-Preferred-Service header field set to the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), according to IETF RFC 6050 [9];

9)
shall include the following according to IETF RFC 4488 [22]:

a)
the option tag "norefersub" in the Supported header field; and

b)
the value "false" in the Refer-Sub header field.

10)
shall include a Target-Dialog header field as specified in IETF RFC 4538 [23] identifying the pre-established session;

11)
shall include the g.3gpp.mcptt media feature tag in the Contact header field of the SIP REFER request according to IETF RFC 3840 [16]; and
12)
shall send the SIP REFER request according to 3GPP TS 24.229 [4].

On receiving a final SIP 2xx response to the SIP REFER request, the MCPTT client:

1)
shall interact with the media plane as specified in 3GPP TS 24.380 [5].

On receiving a SIP 4xx response, SIP 5xx response or a SIP 6xx response to the SIP REFER request:

1)
if the MCPTT emergency group call state is set to "MEGC 2: emergency-call-requested" or "MEGC 3: emergency-call-granted"; or

2)
if the MCPTT imminent peril group call state is set to "MIGC 2: imminent-peril-call-requested" or "MIGC 3: imminent-peril-call-granted";

the MCPTT client shall perform the actions specified in subclause 6.2.8.1.5 and shall skip the remaining steps.
On receiving a SIP re-INVITE request within the pre-established session targeted by the sent SIP REFER request, and if the sent SIP REFER request was a request for an MCPTT emergency group call or an MCPTT imminent peril group call, the MCPTT client:
1)
shall perform the actions specified in subclause 6.2.8.1.16;

2)
shall check if a Resource-Priority header field is included in the incoming SIP re-INVITE request and may perform further actions outside the scope of this specification to act upon an included Resource-Priority header field as specified in 3GPP TS 24.229 [4]; 

3)
shall accept the SIP re-INVITE request and generate a SIP 200 (OK) response according to rules and procedures of 3GPP TS 24.229 [4];

4)
shall include an SDP answer in the SIP 200 (OK) response to the SDP offer in the incoming SIP re-INVITE request according to 3GPP TS 24.229 [4], based upon the parameters already negotiated for the pre-established session; and

5)
shall send the SIP 200 (OK) response towards the participating MCPTT function according to rules and procedures of 3GPP TS 24.229 [4].
On call release by interaction with the media plane as specified in subclause 9.2.2 of 3GPP TS 24.380 [5] if the sent SIP REFER request was a request for an MCPTT emergency group call or an MCPTT imminent peril group call, the MCPTT client shall perform the procedures specified in subclause 6.2.8.1.17.
6.1.2.3.3
Test description

6.1.2.3.3.1
Pre-test conditions

System Simulator

· SS (MCPTT server)

UE

· The MCPTT client is authorized for MCPTT service

· One MCPTT user is registered for receiving MCPTT service through the MCPTT Client
· The MCPTT user is authorised for Chat Group calls (in the MCPTT user profile)
· The MCPTT user is authorised to initiate emergency calls (in the MCPTT user profile)
· The MCPTT user is authorised to initiate imminent peril calls (in the MCPTT user profile)
Table 6.1.2.3.3.1-1: USIM configuration

	USIM field
	Priority
	Value
	Access technology
	Comment

	TBD
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	


Preamble

-
The UE has performed the Generic Test Procedure for MCPTT UE registration as specified in TS 36.579-1 [2], subclause 5.4.2 and is in E-UTRA Registered, Idle Mode state.

-
The MCPTT client has created a pre-established SIP session and is in the ‘Pre-established session not in use’ state as specified in TBD.

6.1.2.3.3.2
Test procedure sequence

Editor's Note: The content of section 6.1.2.3.3.2 needs to be updated to use a Test Loop mode for transmitting and receiving voice and to reflect call release procedures in TS 24.379 that are not yet available in the document and waiting on plenary approval.
Table 6.1.2.3.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	The MCPTT User requests a MCPTT group session using a group identity for a chat MCPTT group using a pre-established session. NOTE: This is expected to be done via a suitable implementation dependent MMI, e.g. user presses PTT on active group.
	-
	-
	-
	-

	2
	Check: Does the UE (MCPTT Client) send a SIP REFER request.
	-->
	SIP REFER
	1
	P

	3
	The SS sends SIP 200 (OK). 
	<--
	SIP 200 (OK)
	-
	-

	4
	The SS sends a Connect message
	<--
	Connect
	-
	-

	5
	Check: Does the UE (MCPTT Client) send an Acknowledge?
	-->
	Acknowledge
	1
	P

	6
	The SS sends Floor Granted
	<--
	Floor Granted
	-
	-

	7
	Check: Does the UE (MCPTT client) notify the user that the call has been successfully established?

NOTE: This is expected to be done via a suitable implementation dependent MMI
	-
	-
	1
	P

	7
	The MCPTT user sends voice, e.g. say Hello
	-
	-
	-
	-

	8
	Check: Does the MCPTT Client transmit media packet(s) (encoded voice)?
	-->
	-
	1
	P

	9
	The SS sends Disconnect (terminates the media plane)
	-->
	Disconnect
	-
	-

	10
	Check: Does the UE (MCPTT Client) send an Acknowledge?
	-->
	Acknowledge
	4
	P

	11
	The MCPTT User requests a MCPTT emergency group session. NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	-
	-

	12
	Check: Does the UE (MCPTT Client) send a SIP REFER request with <emergency_ind> set true?
	-->
	SIP REFER
	2
	P

	13
	The SS sends SIP 403 (Forbidden). 
	<--
	SIP 403 (Forbidden)
	-
	-

	14
	Check: Does the UE (MCPTT client) notify the user that the emergency call is not allowed and that the call is not set up?

NOTE: This is expected to be done via a suitable implementation dependent MMI
	-
	-
	2
	P

	15
	The MCPTT User requests a MCPTT emergency group session. NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	-
	-

	16
	Check: Does the UE (MCPTT Client) send a SIP REFER request?
	-
	SIP REFER
	2
	P

	17
	The SS sends SIP re-INVITE request
	<--
	SIP re-INVITE
	-
	-

	18
	Check: Does the UE (MCPTT Client) send a SIP 200 (OK)? 
	-->
	SIP 200 (OK)
	2
	P

	19
	Check: Does the UE (MCPTT client) notify the user that the emergency call has been successfully established?

NOTE: This is expected to be done via a suitable implementation dependent MMI
	-
	-
	2
	P

	20
	The MCPTT User requests cancelling of MCPTT emergency chat group call.

NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	-
	-

	21
	The UE sends a SIP REFER request
	-->
	SIP REFER
	-
	-

	22
	The SS sends SIP 200 (OK). 
	<--
	SIP 200 (OK)
	-
	-

	23
	Check: Does the UE (MCPTT client) notify the user that the emergency call has been terminated?

NOTE: This is expected to be done via a suitable implementation dependent MMI
	-
	-
	4
	P

	24
	The MCPTT User requests a MCPTT imminent peril group session. NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	-
	-

	25
	Check: Does the UE (MCPTT Client) send a SIP REFER request with <imminentperil_ind> set true?
	-->
	SIP REFER
	3
	P

	26
	The SS sends SIP 403 (Forbidden). 
	<--
	SIP 403 (Forbidden)
	-
	-

	27
	Check: Does the UE (MCPTT client) notify the user that the imminent peril call is not allowed and that the call is not set up?

NOTE: This is expected to be done via a suitable implementation dependent MMI
	-
	-
	3
	P

	28
	The MCPTT User requests a MCPTT imminent peril call group session. NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	-
	-

	29
	Check: Does the UE (MCPTT Client) send a SIP REFER request?
	-
	SIP REFER
	-
	-

	30
	The SS sends SIP re-INVITE request
	<--
	SIP re-INVITE
	-
	-

	31
	Check: Does the UE (MCPTT Client) send a SIP 200 (OK)?
	-->
	SIP 200 (OK)
	3
	P

	32
	Check: Does the UE (MCPTT client) notify the user that the imminent peril call has been successfully established?

NOTE: This is expected to be done via a suitable implementation dependent MMI
	-
	-
	3
	P

	33
	The SS sends Disconnect (terminates the media plane)
	-->
	Disconnect
	-
	-

	34
	Check: Does the UE (MCPTT Client) send an Acknowledge?
	-->
	Acknowledge
	4
	P

	35
	Check: Does the UE (MCPTT client) notify the user that the imminent peril call has been terminated?

NOTE: This is expected to be done via a suitable implementation dependent MMI
	-
	-
	4
	P


6.1.2.3.3.3
Specific message contents

Table 6.1.2.3.3.3-1: SIP REFER (Step 2, Table 6.1.1.2.3.3.2-1)

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3515 [25]

	  Method
	
	INVITE
	
	

	  Request-URI
	
	Session identity of the pre-established session
	
	

	  SIP-Version
	
	SIP/2.0
	
	

	Refer-To
	
	
	
	RFC 3515 [25]

	  addr-spec
	
	Content-ID Uniform Resource Locator that points to application/resource-lists MIME body as defined in IETF RFC 5366 [20]
	
	

	Accept-Contact
	
	
	
	

	  ac-value
	
	
	
	

	FFS
	
	
	
	


Table 6.1.2.3.3.3-2: SIP REFER (Step 12, Table 6.1.1.2.3.3.2-1)

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3515 [25]

	  Method
	
	INVITE
	
	

	  Request-URI
	
	Session identity of the pre-established session
	
	

	  SIP-Version
	
	SIP/2.0
	
	

	FFS
	
	
	
	


Table 6.1.2.3.3.3-3: SIP REFER (Step 10, Table 6.1.1.2.3.3.2-1)

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3515 [25]

	  Method
	
	INVITE
	
	

	  Request-URI
	
	Session identity of the pre-established session
	
	

	  SIP-Version
	
	SIP/2.0
	
	

	FFS
	
	
	
	


Table 6.1.2.3.3.3-4: SIP REFER (Step 16, Table 6.1.1.2.3.3.2-1)
	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3515 [25]

	  Method
	
	INVITE
	
	

	  Request-URI
	
	Session identity of the pre-established session
	
	

	  SIP-Version
	
	SIP/2.0
	
	

	FFS
	
	
	
	


Table 6.1.2.3.3.3-5: SIP 200 (OK) (Step 18, Table 6.1.1.2.3.3.2-1)

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [22]

	  SIP-Version
	
	SIP/2.0
	
	

	  Status-Code
	
	200
	
	

	  Reason-Phrase
	
	OK
	
	

	FFS
	
	
	
	


Table 6.1.2.3.3.3-6: SIP REFER (Step 25, Table 6.1.1.2.3.3.2-1)

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3515 [25]

	  Method
	
	INVITE
	
	

	  Request-URI
	
	Session identity of the pre-established session
	
	

	  SIP-Version
	
	SIP/2.0
	
	

	FFS
	
	
	
	


Table 6.1.2.3.3.3-7: SIP REFER (Step 29, Table 6.1.1.2.3.3.2-1)
	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3515 [25]

	  Method
	
	INVITE
	
	

	  Request-URI
	
	Session identity of the pre-established session
	
	

	  SIP-Version
	
	SIP/2.0
	
	

	FFS
	
	
	
	


6.1.2.4
On-network / One MCPTT System / Chat Group Call / Late Entry

FFS
6.1.2.5
On-network / One MCPTT System / Chat Group Call / Rejection Upon Join Attempt / Join Attempt Successful / De-affiliation

FFS
6.1.2.6
On-network / One MCPTT System / Chat Group Group-broadcast Broadcast Group Call / Client Originated (CO)

FFS
6.1.2.7
On-network / One MCPTT System / Chat group Broadcast Group Call / Client Terminated (CT)

6.1.2.8
On-network / One MCPTT System / Chat Group Emergency Group Call / Client Originated (CO)

FFS
6.1.2.9
On-network / One MCPTT System / Chat Group Emergency Group Call / Client Terminated (CT)

FFS
6.1.2.10
On-network / One MCPTT System/ Chat Group Imminent Peril Group Call / Client Originated (CO) 

FFS
6.1.2.11
On-network / One MCPTT System / Chat Group Imminent Peril Group Call / Client Terminated (CT)
FFS
6.2
Private Calls

6.2.1
On-network / One MCPTT System / Private Call / On-demand / Automatic Commencement Mode / End-to-end communication security / With Floor Control confidentiality and integrity protection / Upgrade to Emergency Call / Cancellation of Emergency on User request / Client Originated (CO)

6.2.1.1
Test Purpose (TP)

(1)

with { UE (MCPTT Client) registered and authorized for MCPTT Service, including authorized to initiate/cancel private and private emergency calls with automatic commencement }

ensure that {

  when { the MCPTT User requests the establishment of an MCPTT private call, on-demand Automatic Commencement Mode applying End-to-end communication security with Floor Control }

    then { UE (MCPTT Client) sends a SIP INVITE message requesting private call on-demand Automatic Commencement Mode, applying End-to-end communication security, and offering a media-level section for a media-floor control entity, and, after indication from the MCPTT Server that the call was established notifies the user }

            }

(2)

with { UE (MCPTT Client) having established an MCPTT private call, on-demand Automatic Commencement Mode with Floor Control }

ensure that {

  when { the MCPTT User engages in communication with the invited MCPTT User }

    then { UE (MCPTT Client) respects the floor control imposed by the MCPTT Server (Floor granting/release/deny) applying Floor Control confidentiality and integrity protection }

            }

(3)

with { UE (MCPTT Client) having established an MCPTT private call, on-demand Automatic Commencement Mode with Floor Control }

ensure that {

  when { the MCPTT User wants to upgrade the ongoing MCPTT private call to an MCPTT emergency private call with floor control }

    then { UE (MCPTT Client) sends a SIP re-INVITE message requesting private emergency call on-demand Automatic Commencement Mode offering a media-level section for a media-floor control entity, and, upon receipt of a SIP 200 (OK) response considers the call as being upgraded to emergency private call (emergency private call state = "MEPC 3: emergency-pc-granted") }

            }

(4)

with { UE (MCPTT Client) having upgraded an MCPTT private call, on-demand Automatic Commencement Mode with Floor Control to emergency private call with floor control }

ensure that {

  when { the MCPTT User engages in communication with the invited MCPTT User }

    then { UE (MCPTT Client) respects the floor control imposed by the MCPTT Server including override of the invited MCPTT user (who is not in MCPTT emergency state) and applying Floor Control confidentiality and integrity protection }

            }

(5)

with { UE (MCPTT Client) having upgraded an MCPTT private call, on-demand Automatic Commencement Mode with Floor Control to emergency private call with floor control }

ensure that {

  when { the MCPTT User wants to cancel the ongoing MCPTT emergency private call }

    then { UE (MCPTT Client) sends a SIP re-INVITE request requesting the emergency state cancellation, and. upon receipt of a SIP 200 (OK) response considers the emergency condition cancelled and the call being reverted back to MCPPT Private Call }

            }

(6)

with { UE (MCPTT Client) having an ongoing MCPTT private call, on-demand Automatic Commencement Mode with Floor Control }

ensure that {

  when { the MCPTT User wants to terminate the ongoing MCPTT private call }

    then { UE (MCPTT Client) sends a SIP BUY request and after receiving a SIP 200 (OK) leaves the MCPTT session }

            }

6.2.1.2
Conformance requirements

References: The conformance requirements covered in the present TC are specified in: TS 24.379 clauses 4.6.2, 6.2.1, 6.2.5.1, 6.2.8.3.4, 6.2.8.3.6, 6.4, 11.1.1.2.1.1, 11.1.1.2.1.4, 11.1.1.2.1.5, 11.1.3.1.1.1, TS 24.380 clauses 4.1.1.2, 5.2.1, 5.2.2, 12.1.2.2, 13.1, 13.3.3. Unless otherwise stated these are Rel-13 requirements.

[TS 24.379, clause 4.6.2]

Key aspects of MCPTT emergency private calls include:

-
adjusted EPS bearer priority for both participants whether or not they are both in an emergency condition (i.e. both have their MCPTT emergency state set). This is achieved by using the Resource-Priority header field as specified in IETF RFC 4412 [29] with namespaces defined for use by MCPTT specified in draft-holmberg-dispatch-mcptt-rp-namespace [48];

-
the initiator of the MCPTT emergency private call can override the other MCPTT user in the MCPTT emergency private call unless that user also has their MCPTT emergency state set;

...
-
restoration of normal floor control priority participants when the emergency elevated priority is cancelled;
-
requires the MCPTT user to be authorised to either originate or cancel an MCPTT emergency private call;

...
-
the originator of the MCPTT emergency private call can request that the call use either manaual or automatic commencement mode.

[TS 24.379, clause 6.2.1]

The SDP offer shall contain only one SDP media-level section for MCPTT speech according to 3GPP TS 24.229 [4] and, if floor control shall be used during the session, shall contain one SDP media-level section for a media-floor control entity according to 3GPP TS 24.380 [5].

When composing an SDP offer according to 3GPP TS 24.229 [4] the MCPTT client:

1)
shall set the IP address of the MCPTT client for the offered MCPTT speech media stream and, if floor control shall be used, for the offered media-floor control entity;

NOTE:
If the MCPTT client is behind a NAT the IP address and port included in the SDP offer can be a different IP address and port than the actual IP address and port of the MCPTT client depending on the NAT traversal method used by the SIP/IP Core.

2)
shall include an "m=audio" media-level section for the MCPTT media stream consisting of:

a)
the port number for the media stream selected; and

b)
the codec(s) and media parameters and attributes with the following clarification:

i)
if the MCPTT client is initiating a call to a group identity;

ii)
if the <preferred-voice-encodings> element is present in the group document retrieved by the group management client as specified in 3GPP TS 24.381 [31] containing an <encoding> element with a "name" attribute; and

iii)
if the MCPTT client supports the encoding name indicated in the value of the "name" attribute;

then the MCPTT client:

i)
shall insert the value of the "name" attribute in the <encoding name> field of the "a=rtpmap" attribute as defined in IETF RFC 4566 [12]; and

c)
"i=" field set to "speech" according to 3GPP TS 24.229 [4];

3)
if floor control shall be used during the session, shall include an "m=application" media-level section as specified in 3GPP TS 24.380 [5] clause 12 for a media-floor control entity, consisting of:

a)
the port number for the media-floor control entity selected as specified in 3GPP TS 24.380 [5]; and

b)
the 'fmtp' attributes as specified in 3GPP TS 24.380 [5] clause 14; and

4)
if end-to-end security is required for a private call and the SDP offer is not for establishing a pre-established session, shall include the MIKEY-SAKKE I_MESSAGE in an "a=key-mgmt" attribute as a "mikey" attribute value in the SDP offer as specified in IETF RFC 4567 [47].
[TS 24.379, clause 6.2.5.1]

When the MCPTT client wants to release an MCPTT session established using on-demand session signalling, the MCPTT client:

1)
shall interact with the media plane as specified in 3GPP TS 24.380 [5];

2)
shall generate a SIP BYE request according to 3GPP TS 24.229 [4];
3)
shall set the Request-URI to the MCPTT session identity to release; and
4)
shall send a SIP BYE request towards MCPTT server according to 3GPP TS 24.229 [4].
Upon receiving a SIP 200 (OK) response to the SIP BYE request, the MCPTT client shall interact with the media plane as specified in 3GPP TS 24.380 [5].

[TS 24.379, clause 6.2.8.3.4]

On receiving a SIP 2xx response to a SIP request for an MCPTT emergency private call and if the MCPTT emergency private call state is set to "MEPC 2: emergency-pc-requested" or "MEPC 3: emergency-pc-granted", the MCPTT client:

1)
shall set the MCPTT emergency private priority state of the call to "MEPP 2: in-progress" if it was not already set;

2)
shall set the MCPTT emergency private call state to "MEPC 3: emergency-pc-granted"; and

[TS 24.379, clause 6.2.8.3.6]

When the MCPTT emergency private call state is set to "MEPC 3: emergency-pc-granted" and the MCPTT emergency alert state is set to "MPEA 1: no-alert", the MCPTT client shall generate a SIP re-INVITE request according to 3GPP TS 24.229 [4] with the clarifications given below.

NOTE 1:
This procedure assumes that the MCPTT client in the calling procedure has verified that the MCPTT user has made an authorised request for cancelling MCPTT the in-progress emergency private call state of the call.

The MCPTT client:

1)
shall include in the SIP re-INVITE request an application/vnd.3gpp.mcptt-info+xml MIME body as defined in clause F.1 with the <emergency-ind> element set to "false";

2)
shall clear the MCPTT emergency state; and

3)
shall set MCPTT emergency private priority state of the MCPTT emergency private call to "MEPP 3: cancel-pending".

NOTE 2:
This is the case of an MCPTT user who has initiated an MCPTT emergency private call and wants to cancel it.

[TS 24.379, clause 6.4]

An initial SIP INVITE request fulfilling the following criteria shall be regarded by the MCPTT server as an implicit floor request when the MCPTT client:

1)
initiates an MCPTT speech session or initiates a pre-established session; and

2)
includes the "mc_implicit_request" 'fmtp' attribute in the associated UDP stream for the floor control in the SDP offer/answer as specified in 3GPP TS 24.380 [5] clause 12.

A SIP re-INVITE request fulfilling the following criteria shall be regarded by the MCPTT server as an implicit floor request when the MCPTT client:

1)
performs an upgrade of:

a)
an MCPTT group call to an emergency MCPTT group call;

b)
an MCPTT private call to an emergency MCPTT private call; or

c)
an MCPTT group call to an imminent peril MCPTT group call; and

2)
includes the "mc_implicit_request" 'fmtp' attribute in the associated UDP stream for the floor control in the SDP offer/answer as specified in 3GPP TS 24.380 [5] clause 12.
[TS 24.379, clause 11.1.1.2.1.1]

Upon receiving a request from an MCPTT user to establish an MCPTT private call the MCPTT client shall generate an initial SIP INVITE request by following the UE originating session procedures specified in 3GPP TS 24.229 [4], with the clarifications given below.

The MCPTT client:

1)
shall set the Request-URI of the SIP INVITE request to a public service identity of the participating MCPTT function serving the MCPTT user;

...

3)
may include a P-Preferred-Identity header field in the SIP INVITE request containing a public user identity as specified in 3GPP TS 24.229 [4];

4)
shall include the g.3gpp.mcptt media feature tag and the g.3gpp.icsi-ref media feature tag with the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" in the Contact header field of the SIP INVITE request according to IETF RFC 3840 [16];

5)
shall include an Accept-Contact header field containing the g.3gpp.mcptt media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];

6)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Preferred-Service header field according to IETF RFC 6050 [9] in the SIP INVITE request;

7)
shall include an Accept-Contact header field with the media feature tag g.3gpp.icsi-ref contain with the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" along with parameters "require" and "explicit" according to IETF RFC 3841 [6];

8)
shall insert in the SIP INVITE request a MIME resource-lists body with the MCPTT ID of the invited MCPTT user, according to rules and procedures of IETF RFC 5366 [20];

9)
if an end-to-end security context needs to be established then:

a)
if necessary, shall instruct the key management client to request keying material from the key management server as described in 3GPP TS 33.179 [46];

b)
shall use the keying material to generate a PCK as described in 3GPP TS 33.179 [46];

c)
shall use the PCK to generate a PCK-ID with the four most significant bits set to "0101" to indicate that the purpose of the PCK is to protect private call communications and with the remaining twenty eight bits being randomly generated as described in 3GPP TS 33.179 [46];

d)
shall encrypt the PCK to a UID associated to the MCPTT client using the MCPTT ID of the invited user and a time related parameter as described in 3GPP TS 33.179 [46];

e)
shall generate a MIKEY-SAKKE I_MESSAGE using the encapsulated PCK and PCK-ID as specified in 3GPP TS 33.179 [46]; and

g)
shall add the MCPTT ID of the originating MCPTT to the initiator field (IDRi) of the I_MESSAGE as described in 3GPP TS 33.179 [46]; and
f)
shall sign the MIKEY-SAKKE I_MESSAGE using the originating MCPTT user's signing key provided in the keying material together with a time related parameter, and add this to the MIKEY-SAKKE payload, as described in 3GPP TS 33.179 [46].

10)
shall include an SDP offer according to 3GPP TS 24.229 [4] with the clarification given in subclause 6.2.1 and with a media stream of the offered media-floor control entity;

11)
if implicit floor control is required, shall comply with the conditions specified in subclause 6.4;

12)
if force of automatic commencement mode at the invited MCPTT client is requested by the MCPTT user, shall include in the SIP INVITE request a Priv-Answer-Mode header field with the value "Auto" according to the rules and procedures of IETF RFC 5373 [18];

13)
if force of automatic commencement mode at the invited MCPTT client is not requested by the MCPTT user and:

a)
if automatic commencement mode at the invited MCPTT client is requested by the MCPTT user, shall include in the SIP INVITE request an Answer-Mode header field with the value "Auto" according to the rules and procedures of IETF RFC 5373 [18]; and

...

14)
shall contain an application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo> element containing the <mcptt-Params> element with the <session-type> element set to a value of "private";

...

16)
shall send SIP INVITE request towards the MCPTT server according to 3GPP TS 24.229 [4].

Upon receiving a SIP 183(Session Progress) response to the SIP INVITE request the MCPTT client:

1)
may indicate the progress of the session establishment to the inviting MCPTT user.

Upon receiving a SIP 200 (OK) response to the SIP INVITE request the MCPTT client:

1)
shall interact with the media plane as specified in 3GPP TS 24.380 [5];

...

3)
shall notify the user that the call has been successfully established.
[TS 24.379, clause 11.1.1.2.1.4]

Upon receiving a request from an MCPTT user to cancel the in-progress emergency condition on an MCPTT emergency private call, the MCPTT client shall generate a SIP re-INVITE request by following the UE session procedures specified in 3GPP TS 24.229 [4], with the clarifications given below.

The MCPTT client:

1)
if the MCPTT user is not authorised to cancel the in-progress emergency condition on an MCPTT emergency private call as determined by the procedures of subclause 6.2.8.3.1.2, the MCPTT client:

a)
should indicate to the MCPTT user that they are not authorised to cancel the in-progress emergency condition on an MCPTT emergency private call; and

b)
shall skip the remaining steps of the current subclause;

2)
shall, if the MCPTT user is cancelling an in-progress emergency condition and optionally an MCPTT emergency alert originated by the MCPTT user,  include an application/vnd.3gpp.mcptt-info+xml MIME body populated as specified in subclause 6.2.8.3.6;

...

4)
shall include a Resource-Priority header field and comply with the procedures in subclause 6.2.8.3.3;

5)
shall include in the SIP re-INVITE request an SDP offer the media parameters as currently established;

NOTE 1:
The SIP re-INVITE request can be sent within an on-demand session or a pre-established session associated with an MCPTT group session. If the SIP re-INVITE request is sent within a pre-established session, the media-level section for the offered MCPTT speech media stream and the media-level section of the offered media-floor control entity are expected to be the same as was negotiated in the existing pre-established session.

6)
if an implicit floor request is required, shall indicate this as specified in subclause 6.4; and

7)
shall send the SIP re-INVITE request according to 3GPP TS 24.229 [4].

On receiving a SIP 2xx response to the SIP re-INVITE request, the MCPTT client:

1)
shall interact with the user plane as specified in 3GPP TS 24.380 [5];

2)
shall set the MCPTT emergency private priority state of the MCPTT private call to "MEPP 1: no-emergency";

3)
shall set the MCPTT emergency private call state of the call to "MEPC 1: emergency-pc-capable"; and

[TS 24.379, clause 11.1.1.2.1.5]

Upon receiving a request from an MCPTT user to upgrade the ongoing MCPTT private call to an MCPTT emergency private call, the MCPTT client shall generate a SIP re-INVITE request as specified in 3GPP TS 24.229 [4], with the clarifications given below.

1)
shall include an application/vnd.3gpp.mcptt-info+xml MIME body populated as specified in subclause 6.2.8.3.2;

2)
shall include a Resource-Priority header field and comply with the procedures in subclause 6.2.8.3.3.

3)
shall include an SDP offer with the media parameters as currently established according to 3GPP TS 24.229 [4];

NOTE:
The SIP re-INVITE request can be sent within an on-demand session or a pre-established session associated with an MCPTT private call. If the SIP re-INVITE request is sent within a pre-established session, the media-level section for the offered MCPTT speech media stream and the media-level section of the offered media-floor control entity are expected to be the same as was negotiated in the existing pre-established session.

4)
if an implicit floor request is required, shall indicate this as specified in subclause 6.4; and

5)
shall send the SIP re-INVITE request according to 3GPP TS 24.229 [4].

On receiving a SIP 2xx response to the SIP re-INVITE request the MCPTT client:

1)
shall interact with the user plane as specified in 3GPP TS 24.380 [5]; and

2)
shall perform the actions specified in subclause 6.2.8.3.4.

[TS 24.379, clause 11.1.3.1.1.1]

Upon receiving a request from an MCPTT user to release an MCPTT private call session established using on-demand session signalling, the MCPTT client shall follow the procedures as specified in subclause 6.2.5.1.

[TS 24.380, clause 4.1.1.2]

At any point in time a group member can request permission to talk.

When all group members are silent, a group member can press the PTT button, meaning the request for permission to talk. The floor participant entity of this user reflects this request to the floor control server by sending a Floor Request message. If the floor control server decides to permit, it informs this permission for this request by sending a Floor Granted message to the requesting group member. The floor control server informs the initiation of the talk to the other group members by sending a Floor Taken message. Once the group member receives the permission, a permission indication (permission tone) is generated and the user can talk. The media packets (encoded voice) are sent to the controlling MCPTT server and from there they are distributed to all listeners of this group. The release of the PTT button indicates the user’s intension to end talking. Once the PTT button is released, the floor participant sends a Floor Release message to the floor control server indicating that this user has finished talking. This cycle, starting from the Floor Granted message and ending with Floor Release message, is known as 'talk burst' or 'media burst'.

In the beginning of a call the initial talk permission request can be implied by the SIP message which initiates the call as specified in 3GPP TS 24.379 [2] without any specific Floor Request message.

A group member can also request for permission to talk by sending a Floor Request message during a talk burst. The floor control server can resolve this request in several ways.

1.
If this request has higher priority than the ongoing talk burst, the floor control server revokes the current talk burst by sending a Floor Revoke message to the current talker. The current talker is interrupted and the current media burst is ended by the current floor participant by sending a Floor Release message. Then the floor control server sends a Floor Granted message to the revoking user and send Floor Taken message to other group members. Then a new media burst starts.

2.
If this request does not have higher priority and floor request queueing is not used the floor control server rejects this request by sending a Floor Deny message to the requester. Then a reject indication (reject tone) is generated for the user. The ongoing talk burst continues.

...

During silence (when no talk burst is ongoing), the floor control server can send Floor Idle message to all floor participants from time to time. The floor control server sends Floor Idle message in the beginning of silence.

[TS 24.380, clause 5.2.1]

To be compliant with the procedures in the present document, an MCPTT client shall:

1.
support the role of an MCPTT client as specified 3GPP TS 23.179 [5];

2.
support the on-network MCPTT client role as specified in 3GPP TS 24.379 [2];

...

4.
support media plane security as specified in clause 13.

To be compliant with the on-network procedures in the present document, an MCPTT client shall:

1.
provide the role of a floor participant in on-network mode as specified in subclause 5.2.2;

2.
provide the media mixer function as described in subclause 4.2.2 and support the related procedures in subclause 6.2;

...

4.
provide PTT button events towards the on-network floor participant as specified in subclause 6.2;

5.
provide means (sound, display, etc.) for indications towards the MCPTT user as specified in subclause 6.2;

6.
support negotiating media plane control channel media level attributes as specified in subclause 4.3; and

[TS 24.380, clause 5.2.2]

To be compliant with the on-network procedures in the present document, a floor participant in on-network mode shall:

1.
support the on-network floor control procedures as defined in 3GPP TS 23.179 [5];

2.
support acting as an on-network floor participant as specified in subclause 6.2; and

3.
support the on-network mode floor control protocol elements as specified in the clause 8.

A floor participant in on-network mode may:

1.
support queueing of floor requests as specified in subclause 6.2 and subclause 4.1.1.2.

[TS 24.380, clause 12.1.2.2]

In an SDP offer, the "mc_priority" fmtp attribute indicates (using an integer value between '1' and '255') the maximum floor priority that the offerer requests to be used with Floor Request messages sent by the offerer. In an SDP answer, the attribute parameter indicates the maximum priority level that the answerer has granted to the offerer. The value must be equal or less than the value provided in the associated SDP offer.

NOTE 1: If the "mc_priority" fmtp attribute is not used within an SDP offer or answer, a default priority value is assumed.

In an SDP offer, the "mc_granted" fmtp attribute parameter indicates that the offerer supports the procedure where the answerer indicates, using the fmtp attribute in the associated SDP answer, that the floor has been granted to the offerer.

NOTE 2: When the "mc_granted" fmtp attribute is used in an SDP offer, it does not indicate an actual request for the floor. The SDP "mc_implicit_request" fmtp attribute can be used to request the floor. In an SDP answer, the attribute indicates that the floor has been granted to the offerer.

NOTE 3: Once the offerer has been granted the floor, the offerer has the floor until it receives a Floor Revoke message, or until the offerer itself releases the floor by sending a Floor Release message, as described in the present specification.

In an SDP offer, the "mc_implicit_request" fmtp attribute indicates that the offerer implicitly requests the floor (without the need to send a Floor Request message). In an SDP answer, the attribute parameter indicates that the answerer has accepted the implicit floor request. Once the answerer grants the floor to the offerer, the answerer will send a Floor Granted message.

NOTE 4: The usage of the "mc_implicit_request" fmtp attribute in an SDP answer does not mean that the answerer has granted the floor to the offerer, only that the answerer has accepted the implicit floor request.

[TS 24.380, clause 13.1]

Media plane security provides integrity and confidentiality protection of individual media streams and media plane control messages in MCPTT sessions.

The media plane security is based on 3GPP MCPTT security solution including key management and end-to-end media and floor control messages protection as defined in 3GPP TS 33.179 [14].

Various keys and associated key identifiers protect:

1.
RTP transported media;

2.
RTCP transported media control messages (i.e. RTCP SR packets, RTCP RR packets, RTCP SDES packets);

3.
RTCP APP transported floor control messages;

...

In an on-network private call:

1.
if protection of media is negotiated, the PCK and the PCK-ID protect media sent and received by the MCPTT clients;

2.
if protection of floor control messages sent using unicast between the MCPTT client and the participating MCPTT function serving the the MCPTT client is negotiated, the CSK and the CSK-ID protect the floor control messages sent and received by the MCPTT client and by the participating MCPTT function;
...
4.
if protection of media control messages sent using unicast between the MCPTT client and the participating MCPTT function serving the the MCPTT client is negotiated, the CSK and the CSK-ID protect the media control messages sent and received using unicast by the MCPTT client and by a participating MCPTT function; and
...

The CSK and the CSK-ID are generated by the MCPTT client and provided to the participating MCPTT function serving the MCPTT client using SIP signalling according to 3GPP TS 24.379 [2].

..

The PCK and the PCK-ID are generated by the MCPTT client initiating the private call and provided to the MCPTT client receiving the private call using SIP signalling according to 3GPP TS 24.379 [2], using Connect message described in subclause 8.3.4 or using MONP signalling according to 3GPP TS 24.379 [2].

[TS 24.380, clause 13.3.3]

3.
in an on-network private call:

A)
if:

i)
protection of media is negotiated in originating call and the PCK and the PCK-ID were sent to the remote MCPTT client using SIP signalling according to 3GPP TS 24.379 [2]; or

ii)
protection of media is negotiated in terminating call and the PCK and the PCK-ID were received from the remote MCPTT client using SIP signalling according to 3GPP TS 24.379 [2];

then:

i)
shall encrypt sent media according to IETF RFC 3711 [16] and 3GPP TS 33.179 [14] using SRTP-MK, SRTP-MS and SRTP-MKI generated using the PCK and PCK-ID as specified in subclause 13.2; and
ii)
shall decrypt received media according to IETF RFC 3711 [16] and 3GPP TS 33.179 [14] using SRTP-MK, SRTP-MS and SRTP-MKI generated using the PCK and PCK-ID as specified in subclause 13.2; 

B)
if protection of floor control messages is negotiated and the CSK and the CSK-ID were sent to the participating MCPTT function using SIP signalling according to 3GPP TS 24.379 [2]:

i)
shall encrypt sent floor control messages according to IETF RFC 3711 [16] and 3GPP TS 33.179 [14] using SRTP-MK, SRTP-MS and SRTP-MKI generated using the CSK and CSK-ID as specified in subclause 13.2; and
ii)
shall decrypt received floor control messages according to IETF RFC 3711 [16] and 3GPP TS 33.179 [14] using SRTP-MK, SRTP-MS and SRTP-MKI generated using the CSK and CSK-ID as specified in subclause 13.2; and

D)
if protection of media media control messages sent using unicast between the participating MCPTT function and the MCPTT client is negotiated and the CSK and the CSK-ID were sent to the participating MCPTT function using SIP signalling according to 3GPP TS 24.379 [2]:

i)
shall encrypt media control messages sent using unicast according to IETF RFC 3711 [16] and 3GPP TS 33.179 [14] using SRTP-MK, SRTP-MS and SRTP-MKI generated using the CSK and CSK-ID as specified in subclause 13.2; and

ii)
shall decrypt media control messages received using unicast according to IETF RFC 3711 [16] and 3GPP TS 33.179 [14] using SRTP-MK, SRTP-MS and SRTP-MKI generated using the CSK and CSK-ID as specified in subclause 13.2;

6.2.1.3
Test description

6.2.1.3.1
Pre-test conditions

System Simulator

-
SS (MCPTT server)

UE

-
The MCPTT client is authorised for MCPTT service

-
One MCPTT user is registered for receiving MCPTT service through the MCPTT Client

-
The MCPTT user is authorized to:

-
initiate private calls

-
initiate private calls with automatic commencement

-
initiate emergency calls

-
cancel emergency calls

-
protect confidentiality and integrity of floor control signalling for MCPTT private calls

Table 6.2.1.3.1-1: USIM configuration 

	USIM field
	Priority
	Value
	Access technology
	Comment

	TBD
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	


Preamble

-
The UE has performed the Generic Test Procedure for MCPTT UE registration Test Mode Activated as specified in TS 36.579-1 [2], subclause 5.4.2A and is in E-UTRA Registered, Idle Mode state.

6.2.1.3.2
Test procedure sequence

Table 6.2.1.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	Make the MCPTT User request the establishment of an MCPTT private call, on-demand Automatic Commencement Mode applying End-to-end communication security with Floor Control.

NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	-
	-

	2-7
	Steps 2-7 as described in TS 56.579-1 [2], subclause 5.4.3A 'Generic Test Procedure for MCPTT CO communication in E-UTRA Test Mode Closed' take place.
	-
	-
	-
	-

	-
	EXCEPTION: In parallel to the events described in step 8 below, step 8 described in TS 56.579-1 [2], subclause 5.4.3A 'Generic Test Procedure for MCPTT CO communication in E-UTRA Test Mode Closed' takes place.
	-
	-
	-
	-

	8
	Check: Does the UE (MCPTT client) send an initial SIP INVITE message requesting the establishment of an MCPTT private call, on-demand Automatic Commencement Mode applying End-to-end communication security with Floor Control?
	-->
	SIP INVITE
	1
	P

	9
	The SS sends SIP 183(Session Progress).
	<--
	SIP 183 (Session Progress)
	-
	-

	10
	Step 10 as described in TS 56.579-1 [2], subclause 5.4.3A 'Generic Test Procedure for MCPTT CO communication in E-UTRA Test Mode Closed' takes place.
	-
	-
	-
	-

	-
	EXCEPTION: In parallel to the events described in steps 11a1-11b5 below, steps 11-13 described in TS 56.579-1 [2], subclause 5.4.3A 'Generic Test Procedure for MCPTT CO communication in E-UTRA Test Mode Closed' take place.
	-
	-
	-
	-

	-
	EXCEPTION: Steps 11a1-11b5 describe behaviour that depends on the UE implementation; the "lower case letter" identifies a step sequence that take place if the UE requests or not implicit floor control in step 8.
	-
	-
	-
	-

	11a1
	IF implicit floor control was requested in step 8 THEN the SS sends SIP 200 (OK), indicating that it has accepted the implicit floor request, SSRC identifier is assigned.
	<--
	SIP 200 (OK)
	-
	-

	11a2
	Check: Does the UE (MCPTT client) notify the user that the call has been successfully established?

NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	1
	P

	11b1
	ELSE the SS sends SIP 200 (OK) without indication for acceptance of an implicit floor request, SSRC identifier is assigned.
	<--
	SIP 200 (OK)
	-
	-

	11b2
	Check: Does the UE (MCPTT client) notify the user that the call has been successfully established?

NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	1
	P

	11b3
	Make the MCPTT User request to speak (e.g. pressing the PTT button)
	-
	-
	-
	-

	11b4
	Check: Does the UE (MCPTT client) send a Floor Request message?
	-->
	Floor Request
	2
	P

	11b5
	SS sends a Floor Granted message.
	<--
	Floor Granted
	-
	-

	12
	Check: Does the MCPTT Client transmit media packet(s) (encoded voice) (the content of the TRANSMIT buffer defined for Test Loop Mode M)?
	-->
	RTP media
	2
	P

	13
	Make the MCPTT User indicate end of talking (e.g. releasing the PTT button).
	-
	-
	-
	-

	14
	Check: Does the UE (MCPTT client) send a Floor Release message?
	-->
	Floor Release
	2
	P

	-
	EXCEPTION: Step 15a1 describes behaviour that depends on the UE implementation; the "lower case letter" identifies a step sequence that take place if the UE can handle Floor Ack message.
	-
	-
	-
	-

	15a1
	IF the UE include the first bit in the subtype of the Floor Release message set to '1' (acknowledgement is required) THEN SS sends a Floor Ack message.
	<--
	Floor Ack
	-
	-

	16
	SS sends a Floor Taken message.
	<--
	Floor Taken
	-
	-

	17
	SS transmits media packet (encoded voice).
	<--
	RTP media
	-
	-

	18
	Check: Does the MCPTT Client transmit media packet(s) (encoded voice)?
	-->
	RTP media
	2
	F

	19
	Make the MCPTT User request to speak (e.g. pressing the PTT button)
	-
	
	-
	-

	20
	Check: Does the UE (MCPTT client) send a Floor Request message?
	-->
	Floor Request
	2
	P

	21
	SS sends a Floor Deny message.
	<--
	Floor Deny
	-
	-

	22
	Check: Does the MCPTT Client transmit media packet(s) (encoded voice)?
	-->
	RTP media
	2
	F

	23
	SS sends a Floor Idle message.
	<--
	Floor Idle
	-
	-

	24
	Make the MCPTT User request to speak (e.g. pressing the PTT button)
	-
	-
	-
	-

	25
	Check: Does the UE (MCPTT client) send a Floor Request message?
	-->
	Floor Request
	2
	P

	26
	SS sends a Floor Granted message.
	<--
	Floor Granted
	-
	-

	27
	Check: Does the MCPTT Client transmit media packet (encoded voice) (the content of the RECEIVE buffer defined for Test Loop Mode M containing the media packets sent by the SS in step 17)?
	-->
	RTP media
	2
	P

	28
	Make the MCPTT User request upgrade of the ongoing private call to MCPTT emergency private call.

NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	-
	-

	29
	Check: Does the UE (MCPTT client) send a SIP re-INVITE message requesting the establishment (upgrade) of an MCPTT private emergency call on-demand Automatic Commencement Mode offering a media-level section for a media-floor control entity?
	-->
	SIP re-INVITE
	3
	P

	-
	EXCEPTION: Steps 30a1-30b4 describe behaviour that depends on the UE implementation; the "lower case letter" identifies a step sequence that take place if the UE requests or not implicit floor control in step 33.
	-
	-
	-
	-

	30a1
	IF implicit floor control was requested in step 33 THEN the SS sends SIP 200 (OK) indicating that it has accepted the implicit floor request.
	<--
	SIP 200 (OK)
	-
	-

	30b1
	ELSE the SS sends SIP 200 (OK) without indication for acceptance of an implicit floor request.
	<--
	SIP 200 (OK)
	-
	-

	30b2
	Make the MCPTT User request to speak (e.g. pressing the PTT button)
	-
	-
	-
	-

	30b3
	Check: Does the UE (MCPTT client) send a Floor Request message?
	-->
	Floor Request
	4
	P

	30b4
	SS sends a Floor Granted message.
NOTE: Override granted.
	<--
	Floor Granted
	-
	-

	31
	Check: Does the MCPTT Client transmit media packet (encoded voice) (the content of the RECEIVE buffer defined for Test Loop Mode M containing the media packets sent by the SS in step 17)?
	-->
	RTP media
	4
	P

	32
	Make the MCPTT User indicate end of talking (e.g. releasing the PTT button).
	-
	-
	-
	-

	33
	Check: Does the UE (MCPTT client) send a Floor Release message?
	-->
	Floor Release
	4
	P

	-
	EXCEPTION: Step 34a1 describes behaviour that depends on the UE implementation; the "lower case letter" identifies a step sequence that take place if the UE can handle Floor Ack message.
	-
	-
	-
	-

	34a1
	IF the UE include the first bit in the subtype of the Floor Release message set to '1' (acknowledgement is required) THEN SS sends a Floor Ack message.
	<--
	Floor Ack
	-
	-

	35
	SS sends a Floor Taken message.
	<--
	Floor Taken
	-
	-

	36
	SS transmits media packet (encoded voice).
	<--
	RTP media
	-
	-

	37
	Make the MCPTT User request to speak (e.g. pressing the PTT button).

NOTE: Request to override.
	-
	-
	-
	-

	38
	Check: Does the UE (MCPTT client) send a Floor Request message?
	-->
	Floor Request
	4
	P

	39
	SS sends a Floor Granted message.
NOTE: Override granted.
	<--
	Floor Granted
	-
	-

	40
	Check: Does the MCPTT Client transmit 2 media packets (encoded voice) (the content of the RECEIVE buffer defined for Test Loop Mode M containing the media packets sent by the SS in steps 17 and 36)?
	-->
	RTP media
	4
	P

	41
	Make the MCPTT User indicate end of talking (e.g. releasing the PTT button).
	-
	-
	-
	-

	42
	Check: Does the UE (MCPTT client) send a Floor Release message?
	-->
	Floor Release
	4
	P

	-
	EXCEPTION: Step 43a1 describes behaviour that depends on the UE implementation; the "lower case letter" identifies a step sequence that take place if the UE can handle Floor Ack message.
	-
	-
	-
	-

	43a1
	IF the UE include the first bit in the subtype of the Floor Release message set to '1' (acknowledgement is required) THEN SS sends a Floor Ack message.
	<--
	Floor Ack
	-
	-

	44
	Make the MCPTT User request cancelling of MCPTT emergency private call.

NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	-
	-

	45
	Check: Does the UE (MCPTT client) send a SIP re-INVITE message requesting the cancelation of the MCPTT private emergency call on-demand Automatic Commencement Mode offering a media-level section for a media-floor control entity?
	-->
	SIP re-INVITE
	5
	P

	-
	EXCEPTION: Steps 46a1-46b4 describe behaviour that depends on the UE implementation; the "lower case letter" identifies a step sequence that take place if the UE requests or not implicit floor control in step 51.
	-
	-
	-
	-

	46a1
	IF implicit floor control was requested in step 51 THEN the SS sends SIP 200 (OK) indicating that it has accepted the implicit floor request.
	<--
	SIP 200 (OK)
	-
	-

	46b1
	ELSE the SS sends SIP 200 (OK) without indication for acceptance of an implicit floor request.
	<--
	SIP 200 (OK)
	-
	-

	46b2
	Make the MCPTT User request to speak (e.g. pressing the PTT button)
	-
	-
	-
	-

	46b3
	Check: Does the UE (MCPTT client) send a Floor Request message?
	-->
	Floor Request
	2
	P

	46b4
	SS sends a Floor Granted message.
NOTE: Override granted.
	<--
	Floor Granted
	-
	-

	47
	Check: Does the MCPTT Client transmit 2 media packets (encoded voice) (the content of the RECEIVE buffer defined for Test Loop Mode M containing the media packets sent by the SS in steps 17 and 36)?
	-->
	RTP media
	2
	P

	48
	Make the MCPTT User indicate end of talking (e.g. releasing the PTT button).
	-
	-
	-
	-

	49
	Check: Does the UE (MCPTT client) send a Floor Release message?
	-->
	Floor Release
	2
	P

	-
	EXCEPTION: Step 50a1 describes behaviour that depends on the UE implementation; the "lower case letter" identifies a step sequence that take place if the UE can handle Floor Ack message.
	-
	-
	-
	-

	50a1
	IF the UE include the first bit in the subtype of the Floor Release message set to '1' (acknowledgement is required) THEN SS sends a Floor Ack message.
	<--
	Floor Ack
	-
	-

	51
	Make the MCPTT User request termination of the MCPTT private call.

NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	-
	-

	52
	Check: Does the UE (MCPTT client) send a SIP BYE request?
	-->
	SIP BYE
	5
	P

	53
	The SS sends SIP 200 (OK).
	<--
	SIP 200 (OK)
	-
	-

	54
	Wait for 5 sec to capture any not allowed behaviour (e.g. the UE shall not sent any floor control messages).
	-
	-
	-
	-

	55
	SS releases the E-UTRA connection
	-
	-
	-
	-


6.2.1.3.3
Specific message contents

Table 6.2.1.3.3-1: SIP INVITE (Step 8, Table 6.2.1.3.2-1)

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [22]

	  Method
	
	INVITE
	
	

	  Request-URI
	
	px_IDparticipatingMCPTTfunction
	
	

	  SIP-Version
	
	SIP/2.0
	
	

	FFS
	
	
	
	

	
	
	
	
	

	Contact
	
	
	
	

	  addr-spec
	
	
	
	

	  c-p-instance
	
	
	
	

	  feature-param
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	P-Preferred-Service
	
	
	
	

	  Service-ID
	
	
	
	

	P-Preferred-Identity
	
	
	
	

	  PPreferredID-value
	
	public user identity
	
	

	Accept-Contact
	
	
	
	

	  ac-value
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	


Table 6.2.1.3.3-2: SIP 183 (Session Progress) (Step 9, Table 6.2.1.3.2-1)

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [22]

	  SIP-Version
	
	SIP/2.0
	
	

	  Status-Code
	
	183
	
	

	  Reason-Phrase
	
	Session Progress
	
	

	FFS
	
	
	
	

	
	
	
	
	


Table 6.2.1.3.3-3: SIP 200 (OK) (Steps 11a1, 30a1, 46a1, Table 6.2.1.3.2-1)

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [22]

	  SIP-Version
	
	SIP/2.0
	
	

	  Status-Code
	
	200
	
	

	  Reason-Phrase
	
	OK
	
	

	FFS
	
	
	
	

	
	
	TBD: call establishment implicit floor control given
	
	


Table 6.2.1.3.3-3: SIP 200 (OK) (Steps 11b1, 30b1, 46b1, Table 6.2.1.3.2-1)

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [22]

	  SIP-Version
	
	SIP/2.0
	
	

	  Status-Code
	
	200
	
	

	  Reason-Phrase
	
	OK
	
	

	FFS
	
	
	
	

	
	
	TBD: call establishment no implicit floor control given
	
	


Table 6.2.1.3.3-3: SIP 200 (OK) (Step 53, Table 6.2.1.3.2-1)

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [22]

	  SIP-Version
	
	SIP/2.0
	
	

	  Status-Code
	
	200
	
	

	  Reason-Phrase
	
	OK
	
	

	FFS
	
	
	
	

	
	
	TBD: call release
	
	


Table 6.2.1.3.3-4: SIP BYE (Step 52, Table 6.2.1.3.2-1)

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [22]

	  Method
	
	BYE
	
	

	  Request-URI
	
	px_IDparticipatingMCPTTfunction
	
	

	  SIP-Version
	
	SIP/2.0
	
	

	FFS
	
	
	
	

	
	
	
	
	


Table 6.2.1.3.3-5: Floor Release (Step 14, Table 6.2.1.3.2-1)

	Derivation Path: 36.579-1 [2], Table 5.5.6.5-1 condition ON-NETWORK.

	Information Element
	Value/remark
	Comment
	Condition

	Floor Indicator
	
	
	

	  Floor Indicator
	'10000x00 0000000
	Bit A=1 (Normal call)

bit F=x (Queueing supported) any value
	


Table 6.2.1.3.3-6: Floor Taken (Step 16, Table 6.2.1.3.2-1)

	Derivation Path: 36.579-1 [2], Table 5.5.6.7-1 condition ON-NETWORK.

	Information Element
	Value/remark
	Comment
	Condition

	Floor Indicator
	
	
	

	  Floor Indicator
	'10000x00 0000000
	Bit A=1 (Normal call)

bit F=x (Queueing supported) any value
	


Table 6.2.1.3.3-7: Floor Request (Steps 11b4, 20, 25, 46b3, Table 6.2.1.3.2-1)

	Derivation Path: 36.579-1 [2], Table 5.5.6.2-1 condition ON-NETWORK.

	Information Element
	Value/remark
	Comment
	Condition

	Floor Indicator
	
	
	

	  Floor Indicator
	'10000x00 0000000
	Bit A=1 (Normal call)

bit F=x (Queueing supported) any value
	


Table 6.2.1.3.3-8: Floor Deny (Step 21, Table 6.2.1.3.2-1)

	Derivation Path: 36.579-1 [2], Table 5.5.6.4-1 condition ON-NETWORK.

	Information Element
	Value/remark
	Comment
	Condition

	Floor Indicator
	
	
	

	  Floor Indicator
	'10000x00 0000000
	Bit A=1 (Normal call)

bit F=x (Queueing supported) any value
	


Table 6.2.1.3.3-9: Floor Idle (Step 23, Table 6.2.1.3.2-1)

	Derivation Path: 36.579-1 [2], Table 5.5.6.6-1.

	Information Element
	Value/remark
	Comment
	Condition

	Floor Indicator
	
	
	

	  Floor Indicator
	'10000x00 0000000
	Bit A=1 (Normal call)

bit F=x (Queueing supported) any value
	


Table 6.2.1.3.3-10: Floor Granted (Steps 11b5, 26, 46b4, Table 6.2.1.3.2-1)

	Derivation Path: 36.579-1 [2], Table 5.5.6.3-1 condition ON-NETWORK.

	Information Element
	Value/remark
	Comment
	Condition

	Floor Indicator
	
	
	

	  Floor Indicator
	'10000x00 0000000
	Bit A=1 (Normal call)

bit F=x (Queueing supported) any value
	


Table 6.2.1.3.3-11: Floor Request (Steps 30b3, 38, Table 6.2.1.3.2-1)

	Derivation Path: 36.579-1 [2], Table 5.5.6.2-1 condition ON-NETWORK.

	Information Element
	Value/remark
	Comment
	Condition

	Floor Indicator
	
	
	

	  Floor Indicator
	'00010x00 0000000
	Bit D=1 (Emergency call)

bit F=x (Queueing supported) any value
	


Table 6.2.1.3.3-12: Floor Granted (Steps 30b4, 39, Table 6.2.1.3.2-1)

	Derivation Path: 36.579-1 [2], Table 5.5.6.3-1 condition ON-NETWORK.

	Information Element
	Value/remark
	Comment
	Condition

	Floor Indicator
	
	
	

	  Floor Indicator
	'00010x00 0000000
	Bit D=1 (Emergency call)

bit F=x (Queueing supported) any value
	


Table 6.2.1.3.3-13: Floor Release (Steps 33, 42, Table 6.2.1.3.2-1)

	Derivation Path: 36.579-1 [2], Table 5.5.6.5-1 condition ON-NETWORK.

	Information Element
	Value/remark
	Comment
	Condition

	Floor Indicator
	
	
	

	  Floor Indicator
	'00010x00 0000000
	Bit D=1 (Emergency call)

bit F=x (Queueing supported) any value
	


Table 6.2.1.3.3-14: Floor Taken (Step 35, Table 6.2.1.3.2-1)

	Derivation Path: 36.579-1 [2], Table 5.5.6.7-1 condition ON-NETWORK.

	Information Element
	Value/remark
	Comment
	Condition

	Floor Indicator
	
	
	

	  Floor Indicator
	'00010x00 0000000
	Bit D=1 (Emergency call)

bit F=x (Queueing supported) any value
	


6.2.2
On-network / One MCPTT System / Private Call / On-demand / Automatic Commencement Mode / End-to-end communication security / With Floor Control confidentiality and integrity protection / Upgrade to Emergency Call / Cancellation of Emergency on User request / Client Terminated (CT)
6.2.2.1
Test Purpose (TP)

(1)

with { UE (MCPTT Client) registered and authorized for MCPTT Service, including authorized to receive private and private emergency calls with automatic commencement }

ensure that {

  when { the UE (MCPTT Client) receives a request for establishment of an MCPTT private call, on-demand Automatic Commencement Mode applying End-to-end communication security with Floor Control }

    then { UE (MCPTT Client) sends a SIP 200 (OK) accepting the establishment of an MCPTT private call, on-demand Automatic Commencement Mode applying End-to-end communication security with Floor Control, and, notifies the user for the call establishment }

(2)

with { UE (MCPTT Client) having established an On-demand Automatic Commencement Mode Private Call with Floor Control }

ensure that {

  when { the MCPTT User (MCPTT Client) engages in communication with the inviting MCPTT User }

    then { UE (MCPTT Client) respects the floor control imposed by the MCPTT Server (Floor granting/release/deny) applying Floor Control confidentiality and integrity protection }

            }

(3)

with { UE (MCPTT Client) having established an MCPTT private call, on-demand Automatic Commencement Mode with Floor Control }

ensure that {

  when { the MCPTT User (MCPTT Client) receives a request for upgrade of the ongoing MCPTT private call to an MCPTT emergency private call with floor control }

    then { UE (MCPTT Client) accepts the request and upon sending SIP 200 (OK) message considers the call as being upgraded to emergency private call (emergency private call state = "MEPC 3: emergency-pc-granted") }

            }

(4)

with { UE (MCPTT Client) having upgraded an On-demand Automatic Commencement Mode Private Call to emergency private call }

ensure that {

  when { the MCPTT User (MCPTT Client) continues communication with the invited MCPTT User }

    then { UE (MCPTT Client) respects the floor control imposed by the MCPTT Server including being able to handle override requested by the inviting MCPTT user and applying Floor Control confidentiality and integrity protection }

            }

(5)

with { UE (MCPTT Client) having upgraded an On-demand Automatic Commencement Mode Private Call to an Emergency Private Call }

ensure that {

  when { the MCPTT User (MCPTT Client) receives a request to cancel the ongoing MCPTT emergency private call }

    then { UE (MCPTT Client) accepts the request and after sending a SIP 200 (OK) response considers the emergency condition cancelled and the call being reverted back to MCPPT Private Call }

            }

(6)

with { UE (MCPTT Client) having an ongoing On-demand Automatic Commencement Mode Private Call }

ensure that {

  when { the MCPTT User (MCPTT Client) receives a request for termination of the ongoing MCPTT private call }

    then { UE (MCPTT Client) accept the request and after sending a SIP 200 (OK) response leaves the MCPTT session }

            }

6.2.2.2
Conformance requirements

References: The conformance requirements covered in the present TC are specified in: TS 24.379 clauses 4.6.2, 6.2.2, 6.2.3.1.1, 6.2.6, 11.1.1.2.1.2, 11.1.1.2.1.3, 11.1.3.1.1.2, TS 24.380 clauses 4.1.1.2, 5.2.1, 5.2.2, 12.1.2.2, 13.1, 13.3.3. Unless otherwise stated these are Rel-13 requirements.
[TS 24.379, clause 4.6.2]

Key aspects of MCPTT emergency private calls include:

-
adjusted EPS bearer priority for both participants whether or not they are both in an emergency condition (i.e. both have their MCPTT emergency state set). This is achieved by using the Resource-Priority header field as specified in IETF RFC 4412 [29] with namespaces defined for use by MCPTT specified in draft-holmberg-dispatch-mcptt-rp-namespace [48];

-
the initiator of the MCPTT emergency private call can override the other MCPTT user in the MCPTT emergency private call unless that user also has their MCPTT emergency state set;

...
-
restoration of normal floor control priority participants when the emergency elevated priority is cancelled;
...
-
requires the targeted MCPTT user to be authorised to receive an MCPTT emergency private call;

[TS 24.379, clause 6.2.2]

When the MCPTT client receives an initial SDP offer for an MCPTT session, the MCPTT client shall process the SDP offer and shall compose an SDP answer according to 3GPP TS 24.229 [4].

When composing an SDP answer, the MCPTT client:

1)
shall accept the MCPTT speech media stream in the SDP offer;

2)
shall set the IP address of the MCPTT client for the accepted MCPTT speech media stream and, if included in the SDP offer, for the accepted media-floor control entity;
NOTE:
If the MCPTT client is behind a NAT the IP address and port included in the SDP answer can be a different IP address and port than the actual IP address and port of the MCPTT client depending on the NAT traversal method used by the SIP/IP Core.

3)
shall include an "m=audio" media-level section for the accepted MCPTT speech media stream consisting of:

a)
the port number for the media stream;
b)
media-level attributes as specified in 3GPP TS 24.229 [4]; and

c)
"i=" field set to "speech" according to 3GPP TS 24.229 [4]; and

4)
if included in the SDP offer, shall include the media-level section of the offered media-floor control entity consisting of:

a)
an "m=application" media-level section as specified in 3GPP TS 24.380 [5] clause 12; and
b)
'fmtp' attributes as specified in 3GPP TS 24.380 [5] clause 14.

[TS 24.379, clause 6.2.3.1.1]

When performing the automatic commencement mode procedures, the MCPTT client:

1)
shall accept the SIP INVITE request and generate a SIP 200 (OK) response according to rules and procedures of 3GPP TS 24.229 [4];

2)
shall include the option tag "timer" in a Require header field of the SIP 200 (OK) response;

3)
shall include the g.3gpp.mcptt media feature tag in the Contact header field of the SIP 200 (OK) response;

4)
shall include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" in the Contact header field of the SIP 200 (OK) response;

5)
shall include the Session-Expires header field in the SIP 200 (OK) response and start the SIP session timer according to IETF RFC 4028 [7]. The "refresher" parameter in the Session-Expires header field shall be set to "uas";
...
7)
shall, if the incoming SIP INVITE request does not contain a Replaces header field, include an SDP answer in the SIP 200 (OK) response to the SDP offer in the incoming SIP INVITE request according to 3GPP TS 24.229 [4] with the clarifications given in subclause 6.2.2;
NOTE:
In the case of a new emergency call where the terminating client is using a pre-established session, the SIP INVITE request containing a Replaces header is used to replace the pre-established session.
8)
shall send the SIP 200 (OK) response towards the MCPTT server according to rules and procedures of 3GPP TS 24.229 [4];
...
10)
shall interact with the media plane as specified in 3GPP TS 24.380 [5] subclause 6.2.

When NAT traversal is supported by the MCPTT client and when the MCPTT client is behind a NAT, generation of SIP responses is done as specified in this subclause and as specified in IETF RFC 5626 [15].

[TS 24.379, clause 6.2.6]

Upon receiving a SIP BYE request, the MCPTT client:

1)
shall interact with the media plane as specified in 3GPP TS 24.380 [5]; and

2)
shall send SIP 200 (OK) response towards MCPTT server according to 3GPP TS 24.229 [4].

[TS 24.379, clause 11.1.1.2.1.2]

Upon receipt of an initial SIP INVITE request, the MCPTT client shall follow the procedures for termination of multimedia sessions in the IM CN subsystem as specified in 3GPP TS 24.229 [4] with the clarifications below.
The MCPTT client:

...
3)
if the SIP INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo> element containing the <mcptt-Params> element with the <emergency-ind> element set to a value of "true":

a)
should display to the MCPTT user an indication that this is a SIP INVITE request for an MCPTT emergency private call and:

i)
should display the MCPTT ID of the originator of the MCPTT emergency private call contained in the <mcptt-calling-user-id> element of the application/vnd.3gpp.mcptt-info+xml MIME body; and

...
b)
shall set the MCPTT emergency private priority state to "MEPP 2: in-progress" for this private call;
4)
if the SDP offer of the SIP INVITE request contains an "a=key-mgmt" attribute field with a "mikey" attribute value containing a MIKEY-SAKKE I_MESSAGE:

a)
shall extract the MCPTT ID of the originating MCPTT from the initiator field (IDRi) of the I_MESSAGE as described in 3GPP TS 33.179 [46];

b)
shall convert the MCPTT ID to a UID as described in 3GPP TS 33.179 [46];

c)
shall use the UID to validate the signature of the MIKEY-SAKKE I_MESSAGE as described in 3GPP TS 33.179 [46];
d)
if authentication verification of the MIKEY-SAKKE I_MESSAGE fails, shall reject the SIP INVITE request with a SIP 488 (Not Acceptable Here) response as specified in IETF RFC 4567 [47], and include warning text set to "136 authentication of the MIKEY-SAKE I_MESSAGE failed" in a Warning header field as specified in subclause 4.4; and

e)
if the signature of the MIKEY-SAKKE I_MESSAGE was successfully validated:

i)
shall extract and decrypt the encapsulated PCK using the terminating user's (KMS provisioned) UID key as described in 3GPP TS 33.179 [46]; and

ii)
shall extract the PCK-ID, from the payload as specified in 3GPP TS 33.179 [46];

NOTE:
With the PCK successfully shared between the originating MCPTT client and the terminating MCPTT client, both clients are able to use SRTP/SRTCP to create an end-to-end secure session.
5)
may check if a Resource-Priority header field is included in the incoming SIP INVITE request and may perform further actions outside the scope of this specification to act upon an included Resource-Priority header field as specified in 3GPP TS 24.229 [4];

6)
may display to the MCPTT user the MCPTT ID of the inviting MCPTT user;
7)
shall perform the automatic commencement procedures specified in subclause 6.2.3.1.1 if one of the following conditions are met:
a)
SIP INVITE request contains an Answer-Mode header field with the value "Auto" and the MCPTT service setting at the invited MCPTT client for answering the call is set to automatic commencement mode;
[TS 24.379, clause 11.1.1.2.1.3]

Upon receipt of a SIP re-INVITE request for an existing private call session, the MCPTT client shall:
1)
if the SIP re-INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo> element containing the <mcptt-Params> element with the <emergency-ind> element set to a value of "true":

a)
should display to the MCPTT user an indication that this is a SIP re-INVITE request to upgrade this call to an MCPTT emergency private call and:

i)
should display the MCPTT ID of the originator of the MCPTT emergency private call contained in the <mcptt-calling-user-id> element of the application/vnd.3gpp.mcptt-info+xml MIME body; and

ii)
if the <alert-ind> element is set to "true", should display to the MCPTT user an indication of the MCPTT emergency alert and associated information; and
b)
shall set the MCPTT emergency private priority state to "MEPP 2: in-progress" for this private call;
2)
if the SIP re-INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo> element containing the <mcptt-Params> element with the <emergency-ind> element set to a value of "false":

a)
should display to the MCPTT user an indication that this is a SIP re-INVITE request to downgrade this emergency private call to a normal priority private call and:

i)
should display the MCPTT ID of the sender of the SIP re-INVITE request contained in the <mcptt-calling-user-id> element of the application/vnd.3gpp.mcptt-info+xml MIME body; and

..

b)
shall set the MCPTT emergency private priority state to "MEPP 1: no-emergency" for this private call; and
c)
if the MCPTT emergency private call state of the call is set to "MEPC 3: emergency-call-granted", shall set the MCPTT emergency private call state of the call to "MEPC 1: emergency-pc-capable";
3)
may check if a Resource-Priority header field is included in the incoming SIP INVITE request and may perform further actions outside the scope of this specification to act upon an included Resource-Priority header field as specified in 3GPP TS 24.229 [4];

4)
may display to the MCPTT user the MCPTT ID of the inviting MCPTT user if not done so in step 1 or step 2 above;

NOTE 1:
As this is a re-INVITE for an existing MCPTT private call session, there is no attempt made to change the answer-mode from its current state.

5)
shall accept the SIP re-INVITE request and generate a SIP 200 (OK) response according to rules and procedures of 3GPP TS 24.229 [4];
6)
if the SIP re-INVITE request was received within an on-demand session, shall include an SDP answer in the SIP 200 (OK) response to the SDP offer in the incoming SIP INVITE request according to 3GPP TS 24.229 [4] with the clarifications given in subclause 6.2.2;
...

8)
shall send the SIP 200 (OK) response towards the MCPTT server according to rules and procedures of 3GPP TS 24.229 [4]; and
9)
shall interact with the media plane as specified in 3GPP TS 24.380 [5].
[TS 24.379, clause 11.1.3.1.1.2]
Upon receiving a SIP BYE request for private call session, the MCPTT client shall follow the procedures as specified in subclause 6.2.6.
[TS 24.380, clause 4.1.1.2]

At any point in time a group member can request permission to talk.

When all group members are silent, a group member can press the PTT button, meaning the request for permission to talk. The floor participant entity of this user reflects this request to the floor control server by sending a Floor Request message. If the floor control server decides to permit, it informs this permission for this request by sending a Floor Granted message to the requesting group member. The floor control server informs the initiation of the talk to the other group members by sending a Floor Taken message. Once the group member receives the permission, a permission indication (permission tone) is generated and the user can talk. The media packets (encoded voice) are sent to the controlling MCPTT server and from there they are distributed to all listeners of this group. The release of the PTT button indicates the user’s intension to end talking. Once the PTT button is released, the floor participant sends a Floor Release message to the floor control server indicating that this user has finished talking. This cycle, starting from the Floor Granted message and ending with Floor Release message, is known as 'talk burst' or 'media burst'.

In the beginning of a call the initial talk permission request can be implied by the SIP message which initiates the call as specified in 3GPP TS 24.379 [2] without any specific Floor Request message.

A group member can also request for permission to talk by sending a Floor Request message during a talk burst. The floor control server can resolve this request in several ways.

1.
If this request has higher priority than the ongoing talk burst, the floor control server revokes the current talk burst by sending a Floor Revoke message to the current talker. The current talker is interrupted and the current media burst is ended by the current floor participant by sending a Floor Release message. Then the floor control server sends a Floor Granted message to the revoking user and send Floor Taken message to other group members. Then a new media burst starts.

2.
If this request does not have higher priority and floor request queueing is not used the floor control server rejects this request by sending a Floor Deny message to the requester. Then a reject indication (reject tone) is generated for the user. The ongoing talk burst continues.

...

During silence (when no talk burst is ongoing), the floor control server can send Floor Idle message to all floor participants from time to time. The floor control server sends Floor Idle message in the beginning of silence.

[TS 24.380, clause 5.2.1]

To be compliant with the procedures in the present document, an MCPTT client shall:

1.
support the role of an MCPTT client as specified 3GPP TS 23.179 [5];

2.
support the on-network MCPTT client role as specified in 3GPP TS 24.379 [2];

...

4.
support media plane security as specified in clause 13.

To be compliant with the on-network procedures in the present document, an MCPTT client shall:

1.
provide the role of a floor participant in on-network mode as specified in subclause 5.2.2;

2.
provide the media mixer function as described in subclause 4.2.2 and support the related procedures in subclause 6.2;

...

4.
provide PTT button events towards the on-network floor participant as specified in subclause 6.2;

5.
provide means (sound, display, etc.) for indications towards the MCPTT user as specified in subclause 6.2;

6.
support negotiating media plane control channel media level attributes as specified in subclause 4.3; and

[TS 24.380, clause 5.2.2]

To be compliant with the on-network procedures in the present document, a floor participant in on-network mode shall:

1.
support the on-network floor control procedures as defined in 3GPP TS 23.179 [5];

2.
support acting as an on-network floor participant as specified in subclause 6.2; and

3.
support the on-network mode floor control protocol elements as specified in the clause 8.

A floor participant in on-network mode may:

1.
support queueing of floor requests as specified in subclause 6.2 and subclause 4.1.1.2.

[TS 24.380, clause 12.1.2.2]

In an SDP offer, the "mc_priority" fmtp attribute indicates (using an integer value between '1' and '255') the maximum floor priority that the offerer requests to be used with Floor Request messages sent by the offerer. In an SDP answer, the attribute parameter indicates the maximum priority level that the answerer has granted to the offerer. The value must be equal or less than the value provided in the associated SDP offer.

NOTE 1: If the "mc_priority" fmtp attribute is not used within an SDP offer or answer, a default priority value is assumed.

In an SDP offer, the "mc_granted" fmtp attribute parameter indicates that the offerer supports the procedure where the answerer indicates, using the fmtp attribute in the associated SDP answer, that the floor has been granted to the offerer.

NOTE 2: When the "mc_granted" fmtp attribute is used in an SDP offer, it does not indicate an actual request for the floor. The SDP "mc_implicit_request" fmtp attribute can be used to request the floor. In an SDP answer, the attribute indicates that the floor has been granted to the offerer.

NOTE 3: Once the offerer has been granted the floor, the offerer has the floor until it receives a Floor Revoke message, or until the offerer itself releases the floor by sending a Floor Release message, as described in the present specification.

In an SDP offer, the "mc_implicit_request" fmtp attribute indicates that the offerer implicitly requests the floor (without the need to send a Floor Request message). In an SDP answer, the attribute parameter indicates that the answerer has accepted the implicit floor request. Once the answerer grants the floor to the offerer, the answerer will send a Floor Granted message.

NOTE 4: The usage of the "mc_implicit_request" fmtp attribute in an SDP answer does not mean that the answerer has granted the floor to the offerer, only that the answerer has accepted the implicit floor request.

[TS 24.380, clause 13.1]
Media plane security provides integrity and confidentiality protection of individual media streams and media plane control messages in MCPTT sessions.
The media plane security is based on 3GPP MCPTT security solution including key management and end-to-end media and floor control messages protection as defined in 3GPP TS 33.179 [14].

Various keys and associated key identifiers protect:

1.
RTP transported media;

2.
RTCP transported media control messages (i.e. RTCP SR packets, RTCP RR packets, RTCP SDES packets);

3.
RTCP APP transported floor control messages;

...

In an on-network private call:

1.
if protection of media is negotiated, the PCK and the PCK-ID protect media sent and received by the MCPTT clients;

2.
if protection of floor control messages sent using unicast between the MCPTT client and the participating MCPTT function serving the the MCPTT client is negotiated, the CSK and the CSK-ID protect the floor control messages sent and received by the MCPTT client and by the participating MCPTT function;
...
4.
if protection of media control messages sent using unicast between the MCPTT client and the participating MCPTT function serving the the MCPTT client is negotiated, the CSK and the CSK-ID protect the media control messages sent and received using unicast by the MCPTT client and by a participating MCPTT function; and
...

The CSK and the CSK-ID are generated by the MCPTT client and provided to the participating MCPTT function serving the MCPTT client using SIP signalling according to 3GPP TS 24.379 [2].
..

The PCK and the PCK-ID are generated by the MCPTT client initiating the private call and provided to the MCPTT client receiving the private call using SIP signalling according to 3GPP TS 24.379 [2], using Connect message described in subclause 8.3.4 or using MONP signalling according to 3GPP TS 24.379 [2].
[TS 24.380, clause 13.3.3]
3.
in an on-network private call:

A)
if:

i)
protection of media is negotiated in originating call and the PCK and the PCK-ID were sent to the remote MCPTT client using SIP signalling according to 3GPP TS 24.379 [2]; or

ii)
protection of media is negotiated in terminating call and the PCK and the PCK-ID were received from the remote MCPTT client using SIP signalling according to 3GPP TS 24.379 [2];

then:
i)
shall encrypt sent media according to IETF RFC 3711 [16] and 3GPP TS 33.179 [14] using SRTP-MK, SRTP-MS and SRTP-MKI generated using the PCK and PCK-ID as specified in subclause 13.2; and
ii)
shall decrypt received media according to IETF RFC 3711 [16] and 3GPP TS 33.179 [14] using SRTP-MK, SRTP-MS and SRTP-MKI generated using the PCK and PCK-ID as specified in subclause 13.2; 

B)
if protection of floor control messages is negotiated and the CSK and the CSK-ID were sent to the participating MCPTT function using SIP signalling according to 3GPP TS 24.379 [2]:

i)
shall encrypt sent floor control messages according to IETF RFC 3711 [16] and 3GPP TS 33.179 [14] using SRTP-MK, SRTP-MS and SRTP-MKI generated using the CSK and CSK-ID as specified in subclause 13.2; and
ii)
shall decrypt received floor control messages according to IETF RFC 3711 [16] and 3GPP TS 33.179 [14] using SRTP-MK, SRTP-MS and SRTP-MKI generated using the CSK and CSK-ID as specified in subclause 13.2; and

D)
if protection of media media control messages sent using unicast between the participating MCPTT function and the MCPTT client is negotiated and the CSK and the CSK-ID were sent to the participating MCPTT function using SIP signalling according to 3GPP TS 24.379 [2]:

i)
shall encrypt media control messages sent using unicast according to IETF RFC 3711 [16] and 3GPP TS 33.179 [14] using SRTP-MK, SRTP-MS and SRTP-MKI generated using the CSK and CSK-ID as specified in subclause 13.2; and
ii)
shall decrypt media control messages received using unicast according to IETF RFC 3711 [16] and 3GPP TS 33.179 [14] using SRTP-MK, SRTP-MS and SRTP-MKI generated using the CSK and CSK-ID as specified in subclause 13.2;
6.2.2.3
Test description

6.2.2.3.1
Pre-test conditions

System Simulator

-
SS (MCPTT server)

UE

-
The MCPTT client is authorised for MCPTT service
-
One MCPTT user is registered for receiving MCPTT service through the MCPTT Client

-
The MCPTT user is authorized to:

-
receive private calls

-
receive emergency calls

-
The MCPTT service setting for answering the call is set to automatic commencement mode
Table 6.2.2.3.1-1: USIM configuration 

	USIM field
	Priority
	Value
	Access technology
	Comment

	TBD
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	


Preamble

-
The UE has performed the Generic Test Procedure for MCPTT UE registration Test Mode Activated as specified in TS 36.579-1 [2], subclause 5.4.2A and is in E-UTRA Registered, Idle Mode state.

6.2.2.3.2
Test procedure sequence
Table 6.2.2.3.2-1: Main behaviour
	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1-8
	Steps 1-8 as described in TS 56.579-1 [2], subclause 5.4.4A 'Generic Test Procedure for MCPTT CT communication in E-UTRA Test Mode Closed' take place.
	-
	-
	-
	-

	9
	The SS sends SIP INVITE to request establishment of an MCPTT private call, on-demand Automatic Commencement Mode applying End-to-end communication security with Floor Control.
	<--
	SIP INVITE
	-
	-

	10-12
	Steps 10-12 as described in TS 56.579-1 [2], subclause 5.4.4A 'Generic Test Procedure for MCPTT CT communication in E-UTRA Test Mode Closed' take place.
	-
	-
	-
	-

	13
	Check: Does the UE (MCPTT client) send a SIP 200 (OK) accepting the establishment of an MCPTT private call, on-demand Automatic Commencement Mode applying End-to-end communication security with Floor Control?
	-->
	SIP 200 (OK)
	1
	P

	-
	EXCEPTION: In parallel to the events described in step 14a1 below, steps 14-15 described in TS 56.579-1 [2], subclause 5.4.4A 'Generic Test Procedure for MCPTT CT communication in E-UTRA Test Mode Closed' take place.
	-
	-
	-
	-

	-
	EXCEPTION: Step 14a1 describes behaviour that depends on the UE implementation; the "lower case letter" identifies a step sequence that take place if the UE displays information to the User upon accepting establishment/releasing of Emergency call.
	-
	-
	-
	-

	14a1
	IF pc_DisplayIfoEmergencyCall THEN

Check: Does the UE (MCPTT client) notify the user about the private call establishment?

NOTE 1: This is expected to be done via a suitable implementation dependent MMI.

NOTE 2: The display information may include

- indication for a request for an MCPTT private call
- the MCPTT ID of the originator of the MCPTT private call.
	-
	-
	1
	P

	15
	SS sends a Floor Taken message.
	<--
	Floor Taken
	-
	-

	16
	SS transmits 1 media packet (encoded voice).
	<--
	RTP media
	-
	-

	17
	Make the MCPTT User request to speak (e.g. pressing the PTT button)
	-
	-
	-
	-

	18
	Check: Does the UE (MCPTT client) send a Floor Request message?
	-->
	Floor Request
	2
	P

	19
	SS sends a Floor Deny message.
	<--
	Floor Deny
	-
	-

	20
	Check: Does the MCPTT Client transmit media packet(s) (encoded voice)?
	-->
	RTP media
	2
	F

	21
	SS sends a Floor Idle message.
	<--
	Floor Idle
	-
	-

	22
	Make the MCPTT User request to speak (e.g. pressing the PTT button)
	-
	-
	-
	-

	23
	Check: Does the UE (MCPTT client) send a Floor Request message?
	-->
	Floor Request
	2
	P

	24
	SS sends a Floor Granted message.
	<--
	Floor Granted
	-
	-

	25
	Check: Does the MCPTT Client transmit 1 media packet (encoded voice) (the content of the RECEIVE buffer defined for Test Loop Mode M containing the media packet sent by the SS in step 16)?
	-->
	RTP media
	2
	P

	26
	Make the MCPTT User indicate end of talking (e.g. releasing the PTT button).
	-
	-
	-
	-

	27
	Check: Does the UE (MCPTT client) send a Floor Release message?
	-->
	Floor Release
	2
	P

	-
	EXCEPTION: Step 28a1 describes behaviour that depends on the UE implementation; the "lower case letter" identifies a step sequence that take place if the UE can handle Floor Ack message.
	-
	-
	-
	-

	28a1
	IF the UE include the first bit in the subtype of the Floor Release message set to '1' (acknowledgement is required) THEN SS sends a Floor Ack message.
	<--
	Floor Ack
	-
	-

	29
	SS sends a Floor Idle message.
	<--
	Floor Idle
	-
	-

	30
	The SS sends SIP re-INVITE requesting the establishment (upgrade) of an MCPTT private emergency call on-demand Automatic Commencement Mode offering a media-level section for a media-floor control entity.
	<--
	SIP re-INVITE
	-
	-

	31
	Check: Does the UE (MCPTT client) send a SIP 200 (OK)?
	-->
	SIP 200 (OK)
	3
	P

	-
	EXCEPTION: Step 32a1 describes behaviour that depends on the UE implementation; the "lower case letter" identifies a step sequence that take place if the UE displays information to the User upon accepting establishment/releasing of Emergency call.
	-
	-
	-
	-

	32a1
	IF pc_DisplayIfoEmergencyCall THEN

Check: Does the UE (MCPTT client) notify the user about the upgrade of the private call to an emergency private call?

NOTE 1: This is expected to be done via a suitable implementation dependent MMI.

NOTE 2: The display information may include

- indication for upgrade of the private call to an emergency private call
- the MCPTT ID of the sender of the SIP re-INVITE request.
	-
	-
	5
	P

	33
	SS sends a Floor Taken message.
	<--
	Floor Taken
	-
	-

	34
	SS transmits 1 media packet (encoded voice).
	<--
	RTP media
	-
	-

	35
	SS sends a Floor Idle message.
	<--
	Floor Idle
	-
	-

	36
	Make the MCPTT User request to speak (e.g. pressing the PTT button)
	-
	-
	-
	-

	37
	Check: Does the UE (MCPTT client) send a Floor Request message?
	-->
	Floor Request
	4
	P

	38
	SS sends a Floor Granted message.
	<--
	Floor Granted
	-
	-

	39
	Check: Does the MCPTT Client transmit 2 media packets (encoded voice) (the content of the RECEIVE buffer defined for Test Loop Mode M containing the media packets sent by the SS in steps 16 and 31)?
	-->
	RTP media
	4
	P

	40
	SS sends a Floor Revoke message.
NOTE: The initiating entity has requested override.
	<--
	Floor Revoke
	-
	-

	41
	Check: Does the UE (MCPTT client) notify the user that the permission to send RTP media is being revoked?
	-
	-
	-
	-

	42
	Check: Does the UE (MCPTT client) send a Floor Release message?
	-->
	Floor Release
	4
	P

	-
	EXCEPTION: Step 43a1 describes behaviour that depends on the UE implementation; the "lower case letter" identifies a step sequence that take place if the UE can handle Floor Ack message.
	-
	-
	-
	-

	43a1
	IF the UE include the first bit in the subtype of the Floor Release message set to '1' (acknowledgement is required) THEN SS sends a Floor Ack message.
	<--
	Floor Ack
	-
	-

	44
	Check: Does the MCPTT Client transmit media packet(s) (encoded voice)?
	-->
	RTP media
	4
	F

	45
	SS sends a Floor Taken message.
	<--
	Floor Taken
	-
	-

	46
	SS transmits 1 media packet (encoded voice).
	<--
	RTP media
	-
	-

	47
	SS sends a Floor Idle message.
	<--
	Floor Idle
	-
	-

	48
	Make the MCPTT User request to speak (e.g. pressing the PTT button)
	-
	-
	-
	-

	49
	Check: Does the UE (MCPTT client) send a Floor Request message?
	-->
	Floor Request
	4
	P

	50
	SS sends a Floor Granted message.
	<--
	Floor Granted
	-
	-

	51
	Check: Does the MCPTT Client transmit 3 media packets (encoded voice) (the content of the RECEIVE buffer defined for Test Loop Mode M containing the media packets sent by the SS in steps 16 and 31 and 42)?
	-->
	RTP media
	4
	P

	52
	The SS sends SIP re-INVITE to cancel the emergency.
	<--
	SIP re-INVITE
	-
	-

	53
	Check: Does the UE (MCPTT client) send a SIP 200 (OK)?
	-->
	SIP 200 (OK)
	5
	P

	-
	EXCEPTION: Step 54a1 describes behaviour that depends on the UE implementation; the "lower case letter" identifies a step sequence that take place if the UE displays information to the User upon accepting establishment/releasing of Emergency call.
	-
	-
	-
	-

	54a1
	IF pc_DisplayIfoEmergencyCall THEN

Check: Does the UE (MCPTT client) notify the user about the downgrade of the emergency private call to a normal priority private call?

NOTE 1: This is expected to be done via a suitable implementation dependent MMI.

NOTE 2: The display information may include

- indication for downgrade of the emergency private call to a normal priority private call
- the MCPTT ID of the sender of the SIP re-INVITE request.
	-
	-
	5
	P

	55
	SS sends a Floor Taken message.
	<--
	Floor Taken
	-
	-

	56
	SS transmits media packet(s) (encoded voice).
	-
	-
	-
	-

	57
	SS sends a Floor Idle message.
	<--
	Floor Idle
	-
	-

	58
	The SS sends a SIP BYE request.
	<--
	SIP BYE
	-
	-

	59
	Check: Does the UE (MCPTT client) send a SIP 200 (OK)?
	-->
	SIP 200 (OK)
	6
	P

	60
	SS releases the E-UTRA connection
	-
	-
	-
	-


6.2.2.3.3
Specific message contents

Table 6.2.2.3.3-1: SIP INVITE (Step 9, Table 6.2.2.3.2-1)

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [22]

	  Method
	
	INVITE
	
	

	  Request-URI
	
	px_IDparticipatingMCPTTfunction
	
	

	  SIP-Version
	
	SIP/2.0
	
	

	FFS
	
	
	
	

	
	
	
	
	

	Contact
	
	
	
	

	  addr-spec
	
	
	
	

	  c-p-instance
	
	
	
	

	  feature-param
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	P-Preferred-Service
	
	
	
	

	  Service-ID
	
	
	
	

	P-Preferred-Identity
	
	
	
	

	  PPreferredID-value
	
	public user identity
	
	

	Accept-Contact
	
	
	
	

	  ac-value
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	


Table 6.2.2.3.3-2: SIP re-INVITE (Step 30, Table 6.2.2.3.2-1)

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [22]

	  Method
	
	INVITE
	
	

	  Request-URI
	
	px_IDparticipatingMCPTTfunction
	
	

	  SIP-Version
	
	SIP/2.0
	
	

	FFS
	
	
	
	

	
	
	
	
	

	Contact
	
	
	
	

	  addr-spec
	
	
	
	

	  c-p-instance
	
	
	
	

	  feature-param
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	P-Preferred-Service
	
	
	
	

	  Service-ID
	
	
	
	

	P-Preferred-Identity
	
	
	
	

	  PPreferredID-value
	
	public user identity
	
	

	Accept-Contact
	
	
	
	

	  ac-value
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	


Table 6.2.2.3.3-3: SIP re-INVITE (Step 52, Table 6.2.2.3.2-1)

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [22]

	  Method
	
	INVITE
	
	

	  Request-URI
	
	px_IDparticipatingMCPTTfunction
	
	

	  SIP-Version
	
	SIP/2.0
	
	

	FFS
	
	
	
	

	
	
	
	
	

	Contact
	
	
	
	

	  addr-spec
	
	
	
	

	  c-p-instance
	
	
	
	

	  feature-param
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	P-Preferred-Service
	
	
	
	

	  Service-ID
	
	
	
	

	P-Preferred-Identity
	
	
	
	

	  PPreferredID-value
	
	public user identity
	
	

	Accept-Contact
	
	
	
	

	  ac-value
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	


Table 6.2.2.3.3-4: SIP 200 (OK) (Steps 13, 31, 53, 59, Table 6.2.2.3.2-1)

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [22]

	  SIP-Version
	
	SIP/2.0
	
	

	  Status-Code
	
	200
	
	

	  Reason-Phrase
	
	OK
	
	

	FFS
	
	
	
	

	
	
	
	
	


Table 6.2.2.3.3-5: SIP BYE (Step 58, Table 6.2.2.3.2-1)

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [22]

	  Method
	
	BYE
	
	

	  Request-URI
	
	px_IDparticipatingMCPTTfunction
	
	

	  SIP-Version
	
	SIP/2.0
	
	

	FFS
	
	
	
	

	
	
	
	
	


Table 6.2.2.3.3-6: Floor Release (Step 27, Table 6.2.2.3.2-1)

	Derivation Path: 36.579-1 [2], Table 5.5.6.5-1 condition ON-NETWORK.

	Information Element
	Value/remark
	Comment
	Condition

	Floor Indicator
	
	
	

	  Floor Indicator
	'10000x00 0000000'
	Bit A=1 (Normal call)

bit F=x (Queueing supported) any value
	


Table 6.2.2.3.3-7: Floor Taken (Steps 15, 55, Table 6.2.2.3.2-1)

	Derivation Path: 36.579-1 [2], Table 5.5.6.7-1 condition ON-NETWORK.

	Information Element
	Value/remark
	Comment
	Condition

	Floor Indicator
	
	
	

	  Floor Indicator
	'10000x00 0000000'
	Bit A=1 (Normal call)

bit F=x (Queueing supported) any value
	


Table 6.2.2.3.3-8: Floor Request (Steps 18, 23, Table 6.2.2.3.2-1)

	Derivation Path: 36.579-1 [2], Table 5.5.6.2-1 condition ON-NETWORK.

	Information Element
	Value/remark
	Comment
	Condition

	Floor Indicator
	
	
	

	  Floor Indicator
	'10000x00 0000000'
	Bit A=1 (Normal call)

bit F=x (Queueing supported) any value
	


Table 6.2.2.3.3-9: Floor Deny (Step 19, Table 6.2.2.3.2-1)

	Derivation Path: 36.579-1 [2], Table 5.5.6.4-1 condition ON-NETWORK.

	Information Element
	Value/remark
	Comment
	Condition

	Floor Indicator
	
	
	

	  Floor Indicator
	'10000x00 0000000'
	Bit A=1 (Normal call)

bit F=x (Queueing supported) any value
	


Table 6.2.2.3.3-10: Floor Idle (Steps 21, 29, 57, Table 6.2.2.3.2-1)

	Derivation Path: 36.579-1 [2], Table 5.5.6.6-1.

	Information Element
	Value/remark
	Comment
	Condition

	Floor Indicator
	
	
	

	  Floor Indicator
	'10000x00 0000000'
	Bit A=1 (Normal call)

bit F=x (Queueing supported) any value
	


Table 6.2.2.3.3-11: Floor Granted (Step 24, Table 6.2.2.3.2-1)

	Derivation Path: 36.579-1 [2], Table 5.5.6.3-1 condition ON-NETWORK.

	Information Element
	Value/remark
	Comment
	Condition

	Floor Indicator
	
	
	

	  Floor Indicator
	'10000x00 0000000'
	Bit A=1 (Normal call)

bit F=x (Queueing supported) any value
	


Table 6.2.2.3.3-12: Floor Request (Steps 37, 48, Table 6.2.2.3.2-1)

	Derivation Path: 36.579-1 [2], Table 5.5.6.2-1 condition ON-NETWORK.

	Information Element
	Value/remark
	Comment
	Condition

	Floor Indicator
	
	
	

	  Floor Indicator
	'00010x00 0000000'
	Bit D=1 (Emergency call)

bit F=x (Queueing supported) any value
	


Table 6.2.2.3.3-13: Floor Granted (Steps 38, 50, Table 6.2.2.3.2-1)

	Derivation Path: 36.579-1 [2], Table 5.5.6.3-1 condition ON-NETWORK.

	Information Element
	Value/remark
	Comment
	Condition

	Floor Indicator
	
	
	

	  Floor Indicator
	'00010x00 0000000'
	Bit D=1 (Emergency call)

bit F=x (Queueing supported) any value
	


Table 6.2.2.3.3-14: Floor Release (Steps 43, Table 6.2.2.3.2-1)

	Derivation Path: 36.579-1 [2], Table 5.5.6.5-1 condition ON-NETWORK.

	Information Element
	Value/remark
	Comment
	Condition

	Floor Indicator
	
	
	

	  Floor Indicator
	'00010x00 0000000'
	Bit D=1 (Emergency call)

bit F=x (Queueing supported) any value
	


Table 6.2.2.3.3-15: Floor Taken (Steps 33, 45, Table 6.2.2.3.2-1)

	Derivation Path: 36.579-1 [2], Table 5.5.6.7-1 condition ON-NETWORK.

	Information Element
	Value/remark
	Comment
	Condition

	Floor Indicator
	
	
	

	  Floor Indicator
	'00010x00 0000000'
	Bit D=1 (Emergency call)

bit F=x (Queueing supported) any value
	


Table 6.2.2.3.3-16: Floor Revoke (Step 41, Table 6.2.2.3.2-1)

	Derivation Path: 36.579-1 [2], Table 5.5.6.8-1.

	Information Element
	Value/remark
	Comment
	Condition

	Floor Indicator
	
	
	

	  Floor Indicator
	'00010x00 0000000'
	Bit D=1 (Emergency call)

bit F=x (Queueing supported) any value
	


Table 6.2.2.3.3-17: Floor Idle (Step 47, Table 6.2.2.3.2-1)

	Derivation Path: 36.579-1 [2], Table 5.5.6.6-1.

	Information Element
	Value/remark
	Comment
	Condition

	Floor Indicator
	
	
	

	  Floor Indicator
	'00010x00 0000000'
	Bit D=1 (Emergency call)

bit F=x (Queueing supported) any value

	


6.2.3
On-network / One MCPTT System / Private Call / On-demand / Automatic Commencement Mode / Without Floor Control / Client Originated (CO)
6.2.3.1
Test Purpose (TP)

(1)

with { UE (MCPTT Client) registered and authorized for MCPTT Service, including authorized to initiate/cancel private calls with automatic commencement }

ensure that {

  when { the MCPTT User requests the establishment of an MCPTT private call, on-demand Automatic Commencement Mode without floor control }

    then { UE (MCPTT Client) sends a SIP INVITE message requesting on-demand Automatic Commencement Mode and not offering a media-level section for a media-floor control entity, and, after indication from the MCPTT Server that the call was established notifies the user }

            }

(2)

with { UE (MCPTT Client) having an ongoing On-demand Automatic Commencement Mode Private Call without Floor control }

ensure that {

  when { the MCPTT User wants to terminate the ongoing MCPTT private call }

    then { UE (MCPTT Client) sends a SIP BUY request and after receiving a SIP 200 (OK) leaves the MCPTT session }

            }

6.2.3.2
Conformance requirements

References: The conformance requirements covered in the present TC are specified in: TS 24.379 clauses 6.2.1, 6.2.5.1, 11.1.1.2.1.1, 11.1.2.2, 11.1.3.1.1.1. Unless otherwise stated these are Rel-13 requirements.
[TS 24.379, clause 6.2.1]

The SDP offer shall contain only one SDP media-level section for MCPTT speech according to 3GPP TS 24.229 [4] and, if floor control shall be used during the session, shall contain one SDP media-level section for a media-floor control entity according to 3GPP TS 24.380 [5].

When composing an SDP offer according to 3GPP TS 24.229 [4] the MCPTT client:

1)
shall set the IP address of the MCPTT client for the offered MCPTT speech media stream and, if floor control shall be used, for the offered media-floor control entity;

NOTE:
If the MCPTT client is behind a NAT the IP address and port included in the SDP offer can be a different IP address and port than the actual IP address and port of the MCPTT client depending on the NAT traversal method used by the SIP/IP Core.

2)
shall include an "m=audio" media-level section for the MCPTT media stream consisting of:

a)
the port number for the media stream selected; and

b)
the codec(s) and media parameters and attributes with the following clarification:

i)
if the MCPTT client is initiating a call to a group identity;

ii)
if the <preferred-voice-encodings> element is present in the group document retrieved by the group management client as specified in 3GPP TS 24.381 [31] containing an <encoding> element with a "name" attribute; and

iii)
if the MCPTT client supports the encoding name indicated in the value of the "name" attribute;

then the MCPTT client:

i)
shall insert the value of the "name" attribute in the <encoding name> field of the "a=rtpmap" attribute as defined in IETF RFC 4566 [12]; and

c)
"i=" field set to "speech" according to 3GPP TS 24.229 [4];

[TS 24.379, clause 6.2.5.1]

When the MCPTT client wants to release an MCPTT session established using on-demand session signalling, the MCPTT client:

1)
shall interact with the media plane as specified in 3GPP TS 24.380 [5];

2)
shall generate a SIP BYE request according to 3GPP TS 24.229 [4];
3)
shall set the Request-URI to the MCPTT session identity to release; and
4)
shall send a SIP BYE request towards MCPTT server according to 3GPP TS 24.229 [4].
Upon receiving a SIP 200 (OK) response to the SIP BYE request, the MCPTT client shall interact with the media plane as specified in 3GPP TS 24.380 [5].
[TS 24.379, clause 11.1.1.2.1.1]
Upon receiving a request from an MCPTT user to establish an MCPTT private call the MCPTT client shall generate an initial SIP INVITE request by following the UE originating session procedures specified in 3GPP TS 24.229 [4], with the clarifications given below.

The MCPTT client:

1)
shall set the Request-URI of the SIP INVITE request to a public service identity of the participating MCPTT function serving the MCPTT user;

...

3)
may include a P-Preferred-Identity header field in the SIP INVITE request containing a public user identity as specified in 3GPP TS 24.229 [4];

4)
shall include the g.3gpp.mcptt media feature tag and the g.3gpp.icsi-ref media feature tag with the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" in the Contact header field of the SIP INVITE request according to IETF RFC 3840 [16];

5)
shall include an Accept-Contact header field containing the g.3gpp.mcptt media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];

6)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Preferred-Service header field according to IETF RFC 6050 [9] in the SIP INVITE request;

7)
shall include an Accept-Contact header field with the media feature tag g.3gpp.icsi-ref contain with the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" along with parameters "require" and "explicit" according to IETF RFC 3841 [6];

8)
shall insert in the SIP INVITE request a MIME resource-lists body with the MCPTT ID of the invited MCPTT user, according to rules and procedures of IETF RFC 5366 [20];

...
13)
if force of automatic commencement mode at the invited MCPTT client is not requested by the MCPTT user and:

a)
if automatic commencement mode at the invited MCPTT client is requested by the MCPTT user, shall include in the SIP INVITE request an Answer-Mode header field with the value "Auto" according to the rules and procedures of IETF RFC 5373 [18]; and

...

14)
shall contain an application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo> element containing the <mcptt-Params> element with the <session-type> element set to a value of "private";

...

16)
shall send SIP INVITE request towards the MCPTT server according to 3GPP TS 24.229 [4].

Upon receiving a SIP 183(Session Progress) response to the SIP INVITE request the MCPTT client:

1)
may indicate the progress of the session establishment to the inviting MCPTT user.

Upon receiving a SIP 200 (OK) response to the SIP INVITE request the MCPTT client:

1)
shall interact with the media plane as specified in 3GPP TS 24.380 [5];

...

3)
shall notify the user that the call has been successfully established.
[TS 24.379, clause 11.1.2.2]
When the MCPTT user wants to make an on-demand private call without floor control, the MCPTT client shall follow the procedures in subclause 11.1.1.2.1.1 with the following exceptions:

1)
in step 11) of subclause 11.1.1.2.1.1, the MCPTT client shall not offer a media-level section for a media-floor control entity; and

2)
step 12) of subclause 11.1.1.2.1.1 shall be ignored.

[TS 24.379, clause 11.1.3.1.1.1]

Upon receiving a request from an MCPTT user to release an MCPTT private call session established using on-demand session signalling, the MCPTT client shall follow the procedures as specified in subclause 6.2.5.1.

6.2.3.3
Test description

6.2.3.3.1
Pre-test conditions

System Simulator

-
SS (MCPTT server)

UE

-
The MCPTT client is authorised for MCPTT service

-
One MCPTT user is registered for receiving MCPTT service through the MCPTT Client

-
The MCPTT user is authorized to:

-
initiate private calls
-
initiate private calls with automatic commencement

Table 6.2.3.3.1-1: USIM configuration 

	USIM field
	Priority
	Value
	Access technology
	Comment

	TBD
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	


Preamble

-
The UE has performed the Generic Test Procedure for MCPTT UE registration as specified in TS 36.579-1 [2], subclause 5.4.2 and is in E-UTRA Registered, Idle Mode state.

6.2.3.3.2
Test procedure sequence

Table 6.2.3.3.2-1: Main behaviour

	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	Make the MCPTT User request the establishment of an MCPTT private call, on-demand Automatic Commencement Mode without Floor Control.

NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	-
	-

	2-7
	Steps 2-7 as described in TS 56.579-1 [2], subclause 5.4.3 'Generic Test Procedure for MCPTT CO communication in E-UTRA' take place.
	-
	-
	-
	-

	-
	EXCEPTION: In parallel to the events described in step 8 below, step 8 described in TS 56.579-1 [2], subclause 5.4.2 'Generic Test Procedure for MCPTT CO call establishment in E-UTRA' takes place.
	-
	-
	-
	-

	8
	Check: Does the UE (MCPTT client) send an initial SIP INVITE message requesting the establishment of an MCPTT private call, on-demand Automatic Commencement Mode with Floor Control?
	-->
	SIP INVITE
	1
	P

	9
	The SS sends SIP 183(Session Progress).
	<--
	SIP 183 (Session Progress)
	-
	-

	10
	Step 10 as described in TS 56.579-1 [2], subclause 5.4.3 'Generic Test Procedure for MCPTT CO communication in E-UTRA' takes place.
	-
	-
	-
	-

	-
	EXCEPTION: In parallel to the events described in steps 11-12 below, steps 11-12 described in TS 56.579-1 [2], subclause 5.4.3 'Generic Test Procedure for MCPTT CO communication in E-UTRA' take place.
	-
	-
	-
	-

	11
	The SS sends SIP 200 (OK), indicates that it has accepted the call without floor control, SSRC identifier is assigned.
	<--
	SIP 200 (OK)
	-
	-

	12
	Check: Does the UE (MCPTT client) notify the user that the call has been successfully established?

NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	1
	P

	14
	Make the MCPTT User request to speak (e.g. pressing the PTT button).
	-
	-
	-
	-

	15
	Check: Does the UE (MCPTT client) send a Floor Request message in the next 5 sec?
	-->
	Floor Request
	1
	F

	16
	Make the MCPTT User request termination of the MCPTT private call.

NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	-
	-

	17
	Check: Does the UE (MCPTT client) send a SIP BYE request?
	-->
	SIP BYE
	2
	P

	18
	The SS sends SIP 200 (OK).
	<--
	SIP 200 (OK)
	-
	-

	19
	Wait for 5 sec to capture any not allowed behaviour.
	-
	-
	-
	-

	20
	SS releases the E-UTRA connection
	-
	-
	-
	-


6.2.3.3.3
Specific message contents

Table 6.2.3.3.3-1: SIP INVITE (Step 8, Table 6.2.3.3.2-1)

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [22]

	  Method
	
	INVITE
	
	

	  Request-URI
	
	px_IDparticipatingMCPTTfunction
	
	

	  SIP-Version
	
	SIP/2.0
	
	

	FFS
	
	
	
	

	
	
	
	
	

	Contact
	
	
	
	

	  addr-spec
	
	
	
	

	  c-p-instance
	
	
	
	

	  feature-param
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	P-Preferred-Service
	
	
	
	

	  Service-ID
	
	
	
	

	P-Preferred-Identity
	
	
	
	

	  PPreferredID-value
	
	public user identity
	
	

	Accept-Contact
	
	
	
	

	  ac-value
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	


Table 6.2.3.3.3-4: SIP 183 (Session Progress) (Step 9, Table 6.2.3.3.2-1)

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [22]

	  SIP-Version
	
	SIP/2.0
	
	

	  Status-Code
	
	183
	
	

	  Reason-Phrase
	
	Session Progress
	
	

	FFS
	
	
	
	

	
	
	
	
	


Table 6.2.3.3.3-5: SIP 200 (OK) (Steps 11, 18, Table 6.2.3.3.2-1)

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [22]

	  SIP-Version
	
	SIP/2.0
	
	

	  Status-Code
	
	200
	
	

	  Reason-Phrase
	
	OK
	
	

	FFS
	
	
	
	

	
	
	
	
	


Table 6.2.3.3.3-6: SIP BYE (Step 17, Table 6.2.3.3.2-1)

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [22]

	  Method
	
	BYE
	
	

	  Request-URI
	
	px_IDparticipatingMCPTTfunction
	
	

	  SIP-Version
	
	SIP/2.0
	
	

	FFS
	
	
	
	

	
	
	
	
	


6.2.4
On-network / One MCPTT System / Private Call / On-demand / Automatic Commencement Mode / Without Floor Control / Client Terminated (CT)
6.2.4.1
Test Purpose (TP)

(1)

with { UE (MCPTT Client) registered and authorized for MCPTT Service, including authorized to receive private and private emergency calls with automatic commencement }

ensure that {

  when { the UE (MCPTT Client) receives a request for establishment of an MCPTT private call, on-demand Automatic Commencement Mode without Floor Control }

    then { UE (MCPTT Client) sends a SIP 200 (OK) accepting the establishment of an MCPTT private call, on-demand Automatic Commencement Mode and not offering a media-level section for a media-floor control entity, and, notifies the user for the call establishment }

(2)

with { UE (MCPTT Client) having an ongoing On-demand Automatic Commencement Mode Private Call }

ensure that {

  when { the MCPTT User (MCPTT Client) receives a request for termination of the ongoing MCPTT private call }

    then { UE (MCPTT Client) accept the request and after sending a SIP 200 (OK) response leaves the MCPTT session }

            }

6.2.4.2
Conformance requirements

References: The conformance requirements covered in the present TC are specified in: TS 24.379 clauses 6.2.2, 6.2.3.1.1, 11.1.1.2.1.2. Unless otherwise stated these are Rel-13 requirements.
[TS 24.379, clause 6.2.2]

When the MCPTT client receives an initial SDP offer for an MCPTT session, the MCPTT client shall process the SDP offer and shall compose an SDP answer according to 3GPP TS 24.229 [4].

When composing an SDP answer, the MCPTT client:

1)
shall accept the MCPTT speech media stream in the SDP offer;

2)
shall set the IP address of the MCPTT client for the accepted MCPTT speech media stream and, if included in the SDP offer, for the accepted media-floor control entity;
NOTE:
If the MCPTT client is behind a NAT the IP address and port included in the SDP answer can be a different IP address and port than the actual IP address and port of the MCPTT client depending on the NAT traversal method used by the SIP/IP Core.

3)
shall include an "m=audio" media-level section for the accepted MCPTT speech media stream consisting of:

a)
the port number for the media stream;
b)
media-level attributes as specified in 3GPP TS 24.229 [4]; and

c)
"i=" field set to "speech" according to 3GPP TS 24.229 [4]; and

4)
if included in the SDP offer, shall include the media-level section of the offered media-floor control entity consisting of:

a)
an "m=application" media-level section as specified in 3GPP TS 24.380 [5] clause 12; and
b)
'fmtp' attributes as specified in 3GPP TS 24.380 [5] clause 14.

[TS 24.379, clause 6.2.3.1.1]

When performing the automatic commencement mode procedures, the MCPTT client:

1)
shall accept the SIP INVITE request and generate a SIP 200 (OK) response according to rules and procedures of 3GPP TS 24.229 [4];

2)
shall include the option tag "timer" in a Require header field of the SIP 200 (OK) response;

3)
shall include the g.3gpp.mcptt media feature tag in the Contact header field of the SIP 200 (OK) response;

4)
shall include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" in the Contact header field of the SIP 200 (OK) response;

5)
shall include the Session-Expires header field in the SIP 200 (OK) response and start the SIP session timer according to IETF RFC 4028 [7]. The "refresher" parameter in the Session-Expires header field shall be set to "uas";
...
7)
shall, if the incoming SIP INVITE request does not contain a Replaces header field, include an SDP answer in the SIP 200 (OK) response to the SDP offer in the incoming SIP INVITE request according to 3GPP TS 24.229 [4] with the clarifications given in subclause 6.2.2;
NOTE:
In the case of a new emergency call where the terminating client is using a pre-established session, the SIP INVITE request containing a Replaces header is used to replace the pre-established session.
8)
shall send the SIP 200 (OK) response towards the MCPTT server according to rules and procedures of 3GPP TS 24.229 [4];
...
10)
shall interact with the media plane as specified in 3GPP TS 24.380 [5] subclause 6.2.

When NAT traversal is supported by the MCPTT client and when the MCPTT client is behind a NAT, generation of SIP responses is done as specified in this subclause and as specified in IETF RFC 5626 [15].

[TS 24.379, clause 11.1.1.2.1.2]

Upon receipt of an initial SIP INVITE request, the MCPTT client shall follow the procedures for termination of multimedia sessions in the IM CN subsystem as specified in 3GPP TS 24.229 [4] with the clarifications below.
The MCPTT client:

...
3)
if the SIP INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo> element containing the <mcptt-Params> element with the <emergency-ind> element set to a value of "true":

a)
should display to the MCPTT user an indication that this is a SIP INVITE request for an MCPTT emergency private call and:

i)
should display the MCPTT ID of the originator of the MCPTT emergency private call contained in the <mcptt-calling-user-id> element of the application/vnd.3gpp.mcptt-info+xml MIME body; and

...
b)
shall set the MCPTT emergency private priority state to "MEPP 2: in-progress" for this private call;
4)
if the SDP offer of the SIP INVITE request contains an "a=key-mgmt" attribute field with a "mikey" attribute value containing a MIKEY-SAKKE I_MESSAGE:

a)
shall extract the MCPTT ID of the originating MCPTT from the initiator field (IDRi) of the I_MESSAGE as described in 3GPP TS 33.179 [46];

b)
shall convert the MCPTT ID to a UID as described in 3GPP TS 33.179 [46];

c)
shall use the UID to validate the signature of the MIKEY-SAKKE I_MESSAGE as described in 3GPP TS 33.179 [46];
d)
if authentication verification of the MIKEY-SAKKE I_MESSAGE fails, shall reject the SIP INVITE request with a SIP 488 (Not Acceptable Here) response as specified in IETF RFC 4567 [47], and include warning text set to "136 authentication of the MIKEY-SAKE I_MESSAGE failed" in a Warning header field as specified in subclause 4.4; and

e)
if the signature of the MIKEY-SAKKE I_MESSAGE was successfully validated:

i)
shall extract and decrypt the encapsulated PCK using the terminating user's (KMS provisioned) UID key as described in 3GPP TS 33.179 [46]; and

ii)
shall extract the PCK-ID, from the payload as specified in 3GPP TS 33.179 [46];

NOTE:
With the PCK successfully shared between the originating MCPTT client and the terminating MCPTT client, both clients are able to use SRTP/SRTCP to create an end-to-end secure session.
5)
may check if a Resource-Priority header field is included in the incoming SIP INVITE request and may perform further actions outside the scope of this specification to act upon an included Resource-Priority header field as specified in 3GPP TS 24.229 [4];

6)
may display to the MCPTT user the MCPTT ID of the inviting MCPTT user;
7)
shall perform the automatic commencement procedures specified in subclause 6.2.3.1.1 if one of the following conditions are met:
a)
SIP INVITE request contains an Answer-Mode header field with the value "Auto" and the MCPTT service setting at the invited MCPTT client for answering the call is set to automatic commencement mode;
6.2.4.3
Test description

6.2.4.3.1
Pre-test conditions

System Simulator

-
SS (MCPTT server)

UE

-
The MCPTT client is authorised for MCPTT service
-
One MCPTT user is registered for receiving MCPTT service through the MCPTT Client

-
The MCPTT user is authorized to:

-
receive private calls

-
The MCPTT service setting for answering the call is set to automatic commencement mode
Table 6.2.4.3.1-1: USIM configuration 

	USIM field
	Priority
	Value
	Access technology
	Comment

	TBD
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	


Preamble

-
The UE has performed the Generic Test Procedure for MCPTT UE registration as specified in TS 36.579-1 [2], subclause 5.4.2 and is in E-UTRA Registered, Idle Mode state.

6.2.4.3.2
Test procedure sequence
Table 6.2.4.3.2-1: Main behaviour
	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1-8
	Steps 1-8 as described in TS 56.579-1 [2], subclause 5.4.4 'Generic Test Procedure for MCPTT CT communication in E-UTRA' take place.
	-
	-
	-
	-

	9
	The SS sends SIP INVITE to request establishment of an MCPTT private call, on-demand Automatic Commencement Mode applying End-to-end communication security with Floor Control.
	<--
	SIP INVITE
	-
	-

	10-12
	Steps 10-12 as described in TS 56.579-1 [2], subclause 5.4.4 'Generic Test Procedure for MCPTT CT communication in E-UTRA' take place.
	-
	-
	-
	-

	13
	Check: Does the UE (MCPTT client) send a SIP 200 (OK) accepting the establishment of an MCPTT private call, on-demand Automatic Commencement Mode applying End-to-end communication security with Floor Control?
	-->
	SIP 200 (OK)
	1
	P

	-
	EXCEPTION: Step 14a1 describes behaviour that depends on the UE implementation; the "lower case letter" identifies a step sequence that take place if the UE displays information to the User upon accepting establishment/releasing of Emergency call.
	-
	-
	-
	-

	14a1
	IF pc_DisplayIfoEmergencyCall THEN

Check: Does the UE (MCPTT client) notify the user about the private call establishment?

NOTE 1: This is expected to be done via a suitable implementation dependent MMI.

NOTE 2: The display information may include

- indication for a request for an MCPTT private call
- the MCPTT ID of the originator of the MCPTT private call.
	-
	-
	1
	P

	15
	Make the MCPTT User request to speak (e.g. pressing the PTT button).
	-
	-
	-
	-

	16
	Check: Does the UE (MCPTT client) send a Floor Request message in the next 5 sec?
	-->
	Floor Request
	1
	F

	17
	The SS sends a SIP BYE request.
	<--
	SIP BYE
	-
	-

	18
	Check: Does the UE (MCPTT client) send a SIP 200 (OK)?
	-->
	SIP 200 (OK)
	6
	P

	19
	Wait for 5 sec to capture any not allowed behaviour.
	-
	-
	-
	-

	20
	SS releases the E-UTRA connection
	-
	-
	-
	-


6.2.4.3.3
Specific message contents

Table 6.2.4.3.3-1: SIP INVITE (Step 9, Table 6.2.4.3.2-1)

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [22]

	  Method
	
	INVITE
	
	

	  Request-URI
	
	px_IDparticipatingMCPTTfunction
	
	

	  SIP-Version
	
	SIP/2.0
	
	

	FFS
	
	
	
	

	
	
	
	
	

	Contact
	
	
	
	

	  addr-spec
	
	
	
	

	  c-p-instance
	
	
	
	

	  feature-param
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	P-Preferred-Service
	
	
	
	

	  Service-ID
	
	
	
	

	P-Preferred-Identity
	
	
	
	

	  PPreferredID-value
	
	public user identity
	
	

	Accept-Contact
	
	
	
	

	  ac-value
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	


Table 6.2.4.3.3-2: SIP 200 (OK) (Steps 13, 18, Table 6.2.4.3.2-1)

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [22]

	  SIP-Version
	
	SIP/2.0
	
	

	  Status-Code
	
	200
	
	

	  Reason-Phrase
	
	OK
	
	

	FFS
	
	
	
	

	
	
	
	
	


Table 6.2.4.3.3-3: SIP BYE (Step 17, Table 6.2.4.3.2-1)

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [22]

	  Method
	
	BYE
	
	

	  Request-URI
	
	px_IDparticipatingMCPTTfunction
	
	

	  SIP-Version
	
	SIP/2.0
	
	

	FFS
	
	
	
	

	
	
	
	
	


6.2.5
On-network / One MCPTT System / Private Call / Emergency Private Call / On-demand / Automatic Commencement Mode / Without Floor Control / Client Originated (CO)

6.2.5.1
Test Purpose (TP)

(1)

with { UE (MCPTT Client) registered and authorised for MCPTT Service including authorization to initiate and cancel emergency calls }

ensure that {

  when { the MCPTT User requests the establishment of an MCPTT private emergency call, on-demand, automatic commencement mode without floor control }

    then { UE (MCPTT Client) requests Private Emergency Call establishment without floor control by sending a SIP INVITE message not offering a media-level section for a media-floor control entity, and, after indication from the MCPTT Server that the call was established notifies the user }

            }

(2)

with { UE (MCPTT Client) having established an Emergency Private Call }

ensure that {

  when { the MCPTT User wants to cancel the ongoing MCPTT emergency private call }

    then { UE (MCPTT Client) sends a SIP re-INVITE request to cancel the emergency condition, and, upon receipt of a SIP 200 (OK) response the UE (MCPTT Client) considers the emergency condition cancelled and the call being reverted back to MCPPT Private Call }

            }

6.2.5.2
Conformance requirements

References: The conformance requirements covered in the present TC are specified in: TS 24.379 clauses 4.6.2, 6.2.1, 6.2.8.3.1.1, 6.2.8.3.1.2, 6.2.8.3.2, 6.2.8.3.3, 6.2.8.3.4, 6.2.8.3.6, 11.1.1.2.1.1, 11.1.2.2. Unless otherwise stated these are Rel-13 requirements.
[TS 24.379, clause 4.6.2]

MCPTT emergency private calls as defined by 3GPP TS 23.179 [3] are supported by the procedures in this specification. The following MCPTT emergency private call functionalities are specified in the present document:

-
MCPTT emergency private call origination with optional MCPTT emergency alert initiation;

-
upgrade of an MCPTT private call to an MCPTT emergency private; and

-
cancellation of the MCPTT emergency private call priority.

Key aspects of MCPTT emergency private calls include:

-
adjusted EPS bearer priority for both participants whether or not they are both in an emergency condition (i.e. both have their MCPTT emergency state set). This is achieved by using the Resource-Priority header field as specified in IETF RFC 4412 [29] with namespaces defined for use by MCPTT specified in draft-holmberg-dispatch-mcptt-rp-namespace [48];

-
the initiator of the MCPTT emergency private call can override the other MCPTT user in the MCPTT emergency private call unless that user also has their MCPTT emergency state set;

-
restoration of normal EPS bearer priority to the call according to system policy (e.g., configured time limit for the emergency priority of an MCPTT emergency private call or cancellation of the emergency condition of the private call);

-
restoration of normal floor control priority participants when the emergency elevated priority is cancelled;
-
requires the MCPTT user to be authorised to either originate or cancel an MCPTT emergency private call;
-
requires the targeted MCPTT user to be authorised to receive an MCPTT emergency private call;

-
requests to originate MCPTT emergency private calls may also include an indication of an MCPTT emergency alert; and

-
the originator of the MCPTT emergency private call can request that the call use either manaual or automatic commencement mode.
[TS 24.379, clause 6.2.1]

The SDP offer shall contain only one SDP media-level section for MCPTT speech according to 3GPP TS 24.229 [4] and, if floor control shall be used during the session, shall contain one SDP media-level section for a media-floor control entity according to 3GPP TS 24.380 [5].

When composing an SDP offer according to 3GPP TS 24.229 [4] the MCPTT client:

1)
shall set the IP address of the MCPTT client for the offered MCPTT speech media stream and, if floor control shall be used, for the offered media-floor control entity;

NOTE:
If the MCPTT client is behind a NAT the IP address and port included in the SDP offer can be a different IP address and port than the actual IP address and port of the MCPTT client depending on the NAT traversal method used by the SIP/IP Core.

2)
shall include an "m=audio" media-level section for the MCPTT media stream consisting of:

a)
the port number for the media stream selected; and

b)
the codec(s) and media parameters and attributes with the following clarification:

i)
if the MCPTT client is initiating a call to a group identity;

ii)
if the <preferred-voice-encodings> element is present in the group document retrieved by the group management client as specified in 3GPP TS 24.381 [31] containing an <encoding> element with a "name" attribute; and

iii)
if the MCPTT client supports the encoding name indicated in the value of the "name" attribute;

then the MCPTT client:

i)
shall insert the value of the "name" attribute in the <encoding name> field of the "a=rtpmap" attribute as defined in IETF RFC 4566 [12]; and
c)
"i=" field set to "speech" according to 3GPP TS 24.229 [4];
3)
if floor control shall be used during the session, shall include an "m=application" media-level section as specified in 3GPP TS 24.380 [5] clause 12 for a media-floor control entity, consisting of:

a)
the port number for the media-floor control entity selected as specified in 3GPP TS 24.380 [5]; and
b)
the 'fmtp' attributes as specified in 3GPP TS 24.380 [5] clause 14; and

4)
if end-to-end security is required for a private call and the SDP offer is not for establishing a pre-established session, shall include the MIKEY-SAKKE I_MESSAGE in an "a=key-mgmt" attribute as a "mikey" attribute value in the SDP offer as specified in IETF RFC 4567 [47].
[TS 24.379, clause 6.2.8.3.1.1]

If the MCPTT client receives a request from the MCPTT user to originate an MCPTT emergency private call and:
1)
if the <allow-emergency-private-call> element of the <ruleset> element of the MCPTT user profile document identified by the MCPTT ID of the calling user (see the MCPTT user profile document in 3GPP TS 24.384 [50]) is set to a value of "true"; and

a)
if the "entry-info" attribute of the <entry> element of the <MCPTTPrivateRecipient> element of the <EmergencyCall> element contained within the <PrivateCall> element of the MCPTT user profile document (see the MCPTT user profile document in 3GPP TS 24.384 [50]) is set to a value of "UsePreConfigured" and if the <uri-entry> element of the <entry> element of the <MCPTTPrivateRecipient> element contains the MCPTT ID of the MCPTT user targeted by the calling MCPTT user; or

b)
if the "entry-info" attribute of the <entry> element of the <MCPTTPrivateRecipient> element of the <EmergencyCall> element contained within the <PrivateCall> element of the MCPTT user profile document (see the MCPTT user profile document in 3GPP TS 24.384 [50]) is set to a value of "LocallyDetermined";
then the MCPTT client shall consider the MCPTT emergency private call request to be an authorised request for an MCPTT emergency private call. In all other cases the MCPTT client shall consider the MCPTT emergency private call request to be an unauthorised request for an MCPTT emergency private call.

[TS 24.379, clause 6.2.8.3.1.2]

If the MCPTT client receives a request from the MCPTT user to cancel an MCPTT emergency private call and if the <allow-cancel-private-emergency-call> element of the <ruleset> element of the MCPTT user profile document identified by the MCPTT ID of the calling user (see the MCPTT user profile document in 3GPP TS 24.384 [50]) is set to a value of "true", then the MCPTT emergency private call cancellation request shall be considered to be an authorised request for an MCPTT emergency private call cancellation.
In all other cases, the MCPTT emergency private call cancellation request shall be considered to be an unauthorised request for an MCPTT emergency private call cancellation.

[TS 24.379, clause 6.2.8.3.2]

When the MCPTT emergency private call state is set to "MEPC 1: emergency-pc-capable" and this is an authorised request for an MCPTT emergency private call as determined by the procedures of subclause 6.2.8.3.1.1, the MCPTT client:
1)
shall set the MCPTT emergency state if not already set;

2)
shall include in the application/vnd.3gpp.mcptt-info+xml MIME body in the SIP request an <emergency-ind> element set to "true" and set the MCPTT emergency private call state to "MEPC 2: emergency-pc-requested";
3)
if the MCPTT user has also requested an MCPTT emergency alert to be sent and this is an authorised request for MCPTT emergency alert as determined by the procedures of subclause 6.2.8.3.1.3, shall:

a)
include in the application/vnd.3gpp.mcptt-info+xml MIME body the <alert-ind> element set to "true" and set the MCPTT private emergency alert state to "MPEA 2: emergency-alert-confirm-pending"; and

b)
perform the procedures specified in subclause 6.2.9.1 for the MCPTT emergency alert trigger;
4)
if the MCPTT user has not requested an MCPTT emergency alert to be sent, shall set the <alert-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body to "false"; and

5)
if the MCPTT emergency private priority state of this private call is set to a value other than "MEPP 2: in-progress" shall set the MCPTT emergency private priority state to "MEPP 4: confirm-pending".
[TS 24.379, clause 6.2.8.3.3]

If the MCPTT emergency private call state is set to either "MEPC 2: emergency-pc-requested" or "MEPC 3: emergency-pc-granted" and this is an authorised request for an MCPTT emergency private call as determined by the procedures of subclause 6.2.8.3.1.1, or the MCPTT emergency private priority state of the call is set to "MEPP 2: in-progress", the MCPTT client shall include in the SIP request a Resource-Priority header field populated with the values for an MCPTT emergency private call as specified in subclause 6.2.8.1.15.

NOTE:
The MCPTT client ideally would not need to maintain knowledge of the in-progress emergency state of the call (as tracked on the MCPTT client by the MCPTT client emergency private state) but can use this knowledge to provide a Resource-Priority header field set to emergency level priority, which starts the infrastructure priority adjustment process sooner than otherwise would be the case.

[TS 24.379, clause 6.2.8.3.4]

On receiving a SIP 2xx response to a SIP request for an MCPTT emergency private call and if the MCPTT emergency private call state is set to "MEPC 2: emergency-pc-requested" or "MEPC 3: emergency-pc-granted", the MCPTT client:
1)
shall set the MCPTT emergency private priority state of the call to "MEPP 2: in-progress" if it was not already set;

2)
shall set the MCPTT emergency private call state to "MEPC 3: emergency-pc-granted"; and
[TS 24.379, clause 6.2.8.3.6]

When the MCPTT emergency private call state is set to "MEPC 3: emergency-pc-granted" and the MCPTT emergency alert state is set to "MPEA 1: no-alert", the MCPTT client shall generate a SIP re-INVITE request according to 3GPP TS 24.229 [4] with the clarifications given below.
NOTE 1:
This procedure assumes that the MCPTT client in the calling procedure has verified that the MCPTT user has made an authorised request for cancelling MCPTT the in-progress emergency private call state of the call.
The MCPTT client:

1)
shall include in the SIP re-INVITE request an application/vnd.3gpp.mcptt-info+xml MIME body as defined in clause F.1 with the <emergency-ind> element set to "false";
2)
shall clear the MCPTT emergency state; and

3)
shall set MCPTT emergency private priority state of the MCPTT emergency private call to "MEPP 3: cancel-pending".
NOTE 2:
This is the case of an MCPTT user who has initiated an MCPTT emergency private call and wants to cancel it.

[TS 24.379, clause 11.1.1.2.1.1]

Upon receiving a request from an MCPTT user to establish an MCPTT private call the MCPTT client shall generate an initial SIP INVITE request by following the UE originating session procedures specified in 3GPP TS 24.229 [4], with the clarifications given below.

The MCPTT client:

1)
shall set the Request-URI of the SIP INVITE request to a public service identity of the participating MCPTT function serving the MCPTT user;
2)
if the MCPTT user has requested the origination of an MCPTT emergency private call or is originating an MCPTT private call and the MCPTT emergency state is already set, the MCPTT client:

a)
shall, if this is an authorised request for an MCPTT emergency private call as determined by the procedures of subclause 6.2.8.3.1.1, comply with the procedures in subclause 6.2.8.3.2; and

b)
should, if this is an unauthorised request for an MCPTT emergency private call as determined in step a) above, indicate to the MCPTT user that they are not authorised to initiate an MCPTT emergency private call;
3)
may include a P-Preferred-Identity header field in the SIP INVITE request containing a public user identity as specified in 3GPP TS 24.229 [4];

4)
shall include the g.3gpp.mcptt media feature tag and the g.3gpp.icsi-ref media feature tag with the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" in the Contact header field of the SIP INVITE request according to IETF RFC 3840 [16];

5)
shall include an Accept-Contact header field containing the g.3gpp.mcptt media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];

6)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Preferred-Service header field according to IETF RFC 6050 [9] in the SIP INVITE request;

7)
shall include an Accept-Contact header field with the media feature tag g.3gpp.icsi-ref contain with the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" along with parameters "require" and "explicit" according to IETF RFC 3841 [6];
8)
shall insert in the SIP INVITE request a MIME resource-lists body with the MCPTT ID of the invited MCPTT user, according to rules and procedures of IETF RFC 5366 [20];

9)
if an end-to-end security context needs to be established then:

a)
if necessary, shall instruct the key management client to request keying material from the key management server as described in 3GPP TS 33.179 [46];

b)
shall use the keying material to generate a PCK as described in 3GPP TS 33.179 [46];

c)
shall use the PCK to generate a PCK-ID with the four most significant bits set to "0101" to indicate that the purpose of the PCK is to protect private call communications and with the remaining twenty eight bits being randomly generated as described in 3GPP TS 33.179 [46];

d)
shall encrypt the PCK to a UID associated to the MCPTT client using the MCPTT ID of the invited user and a time related parameter as described in 3GPP TS 33.179 [46];

e)
shall generate a MIKEY-SAKKE I_MESSAGE using the encapsulated PCK and PCK-ID as specified in 3GPP TS 33.179 [46]; and

g)
shall add the MCPTT ID of the originating MCPTT to the initiator field (IDRi) of the I_MESSAGE as described in 3GPP TS 33.179 [46]; and
f)
shall sign the MIKEY-SAKKE I_MESSAGE using the originating MCPTT user's signing key provided in the keying material together with a time related parameter, and add this to the MIKEY-SAKKE payload, as described in 3GPP TS 33.179 [46].
10)
shall include an SDP offer according to 3GPP TS 24.229 [4] with the clarification given in subclause 6.2.1 and with a media stream of the offered media-floor control entity;

11)
if implicit floor control is required, shall comply with the conditions specified in subclause 6.4;
12)
if force of automatic commencement mode at the invited MCPTT client is requested by the MCPTT user, shall include in the SIP INVITE request a Priv-Answer-Mode header field with the value "Auto" according to the rules and procedures of IETF RFC 5373 [18];
13)
if force of automatic commencement mode at the invited MCPTT client is not requested by the MCPTT user and:
a)
if automatic commencement mode at the invited MCPTT client is requested by the MCPTT user, shall include in the SIP INVITE request an Answer-Mode header field with the value "Auto" according to the rules and procedures of IETF RFC 5373 [18]; and
...
14)
shall contain an application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo> element containing the <mcptt-Params> element with the <session-type> element set to a value of "private";
15)
if the MCPTT emergency private call state is set to either "MEPC 2: emergency-pc-requested" or "MEPC 3: emergency-pc-granted" or the MCPTT emergency private priority state for this private call is set to "MEPP 2: in-progress", the MCPTT client shall comply with the procedures in subclause 6.2.8.3.3; and

16)
shall send SIP INVITE request towards the MCPTT server according to 3GPP TS 24.229 [4].

Upon receiving a SIP 183(Session Progress) response to the SIP INVITE request the MCPTT client:

1)
may indicate the progress of the session establishment to the inviting MCPTT user.

Upon receiving a SIP 200 (OK) response to the SIP INVITE request the MCPTT client:

1)
shall interact with the media plane as specified in 3GPP TS 24.380 [5];
2)
if the MCPTT emergency private call state is set to "MEPC 2: emergency-pc-requested" or "MEPC 3: emergency-pc-granted", shall perform the actions specified in subclause 6.2.8.3.4; and

3)
shall notify the user that the call has been successfully established.
[TS 24.379, clause 11.1.2.2]

Upon receipt of an initial SIP INVITE request for the private call with an SDP offer not including a media-level section for a media-floor control entity, the MCPTT client shall consider it as the request for private call without floor control and shall follow the procedures as specified in subclause 11.1.1.2.1.2 for on-demand session and subclause 11.1.1.2.2.2 for pre-established session.

6.2.5.3
Test description

6.2.5.3.1
Pre-test conditions

System Simulator

-
SS (MCPTT server)

UE

-
The MCPTT client is authorised for MCPTT service
-
One MCPTT user is registered for receiving MCPTT service through the MCPTT Client

-
The MCPTT user is authorized to:

-
initiate private calls

-
initiate emergency calls

-
cancel emergency calls

Table 6.2.5.3.1-1: USIM configuration 

	USIM field
	Priority
	Value
	Access technology
	Comment

	TBD
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	


Preamble

-
The UE has performed the Generic Test Procedure for MCPTT UE registration as specified in TS 36.579-1 [2], subclause 5.4.2 and is in E-UTRA Registered, Idle Mode state.

6.2.5.3.2
Test procedure sequence
Table 6.2.5.3.2-1: Main behaviour
	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	Make the MCPTT User request the establishment of an MCPTT private emergency call, force of automatic commencement mode, without Floor Control.

NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	-
	-

	2-7
	Steps 2-7 as described in TS 56.579-1 [2], subclause 5.4.2 'Generic Test Procedure for MCPTT CO call establishment in E-UTRA' take place.
	-
	-
	-
	-

	-
	EXCEPTION: In parallel to the events described in step 8 below, step 8 described in TS 56.579-1 [2], subclause 5.4.2 'Generic Test Procedure for MCPTT CO call establishment in E-UTRA' takes place.
	-
	-
	-
	-

	8
	Check: Does the UE (MCPTT client) send an initial SIP INVITE request not offering a media-level section for a media-floor control entity requesting the establishment of an MCPTT private call, manual commencement mode?
	-->
	SIP INVITE
	1
	P

	9
	The SS sends SIP 183(Session Progress).
	<--
	SIP 183 (Session Progress)
	-
	-

	10
	Step 10 as described in TS 56.579-1 [2], subclause 5.4.2 'Generic Test Procedure for MCPTT CO call establishment in E-UTRA' takes place.
	-
	-
	-
	-

	-
	EXCEPTION: In parallel to the events described in steps 11-12 below, steps 11-12 described in TS 56.579-1 [2], subclause 5.4.2 'Generic Test Procedure for MCPTT CO call establishment in E-UTRA' take place.
	-
	-
	-
	-

	11
	The SS sends SIP 200 (OK). SSRC identifier is assigned.
	<--
	SIP 200 (OK)
	-
	-

	12
	Check: Does the UE (MCPTT client) notify the user that the call has been successfully established?

NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	1
	P

	13
	Make the MCPTT User request to speak (e.g. pressing the PTT button)
	-
	-
	-
	-

	14
	Check: Does the UE (MCPTT client) send a Floor Request message in the next 5 sec?
	-->
	Floor Request
	1
	F

	15
	Make the MCPTT User request termination of the MCPTT private emergency call.

NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	-
	-

	16
	Check: Does the UE (MCPTT client) send a SIP re-INVITE request?
	-->
	SIP re-INVITE
	2
	P

	17
	The SS sends SIP 200 (OK). Floor is given to the MCPTT User.

NOTE: The call goes back to normal Private call.
	<--
	SIP 200 (OK)
	-
	-

	18
	Wait for 5 sec to capture any not allowed behaviour.
	-
	-
	-
	-

	19
	Make the MCPTT User request termination of the MCPTT private call.

NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	-
	-

	20
	The UE (MCPTT client) send a SIP BYE request?
	-->
	SIP BYE
	-
	-

	21
	The SS sends SIP 200 (OK).
	<--
	SIP 200 (OK)
	-
	-

	22
	Wait for 5 sec to capture any not allowed behaviour.
	-
	-
	-
	-

	23
	SS releases the E-UTRA connection
	-
	-
	-
	-


6.2.5.3.3
Specific message contents

Table 6.2.5.3.3-1: SIP INVITE (Step 8, Table 6.2.5.3.2-1)

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [22]

	  Method
	
	INVITE
	
	

	  Request-URI
	
	px_IDparticipatingMCPTTfunction
	
	

	  SIP-Version
	
	SIP/2.0
	
	

	FFS
	
	
	
	

	
	
	
	
	

	Contact
	
	
	
	

	  addr-spec
	
	
	
	

	  c-p-instance
	
	
	
	

	  feature-param
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	P-Preferred-Service
	
	
	
	

	  Service-ID
	
	
	
	

	P-Preferred-Identity
	
	
	
	

	  PPreferredID-value
	
	public user identity
	
	

	Accept-Contact
	
	
	
	

	  ac-value
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	


Table 6.2.5.3.3-2: SIP re-INVITE (Step 16, Table 6.2.5.3.2-1)

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [22]

	  Method
	
	INVITE
	
	

	  Request-URI
	
	px_IDparticipatingMCPTTfunction
	
	

	  SIP-Version
	
	SIP/2.0
	
	

	FFS
	
	
	
	

	
	
	
	
	

	Contact
	
	
	
	

	  addr-spec
	
	
	
	

	  c-p-instance
	
	
	
	

	  feature-param
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	P-Preferred-Service
	
	
	
	

	  Service-ID
	
	
	
	

	P-Preferred-Identity
	
	
	
	

	  PPreferredID-value
	
	public user identity
	
	

	Accept-Contact
	
	
	
	

	  ac-value
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	


Table 6.2.5.3.3-3: SIP 183 (Session Progress) (Step 9, Table 6.2.5.3.2-1)

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [22]

	  SIP-Version
	
	SIP/2.0
	
	

	  Status-Code
	
	183
	
	

	  Reason-Phrase
	
	Session Progress
	
	

	FFS
	
	
	
	

	
	
	
	
	


Table 6.2.5.3.3-4: SIP 200 (OK) (Steps 11, 17, 21, Table 6.2.5.3.2-1)

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [22]

	  SIP-Version
	
	SIP/2.0
	
	

	  Status-Code
	
	200
	
	

	  Reason-Phrase
	
	OK
	
	

	FFS
	
	
	
	

	
	
	
	
	


Table 6.2.5.3.3-5: SIP BYE (Step 20, Table 6.2.5.3.2-1)

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [22]

	  Method
	
	BYE
	
	

	  Request-URI
	
	px_IDparticipatingMCPTTfunction
	
	

	  SIP-Version
	
	SIP/2.0
	
	

	FFS
	
	
	
	

	
	
	
	
	


6.2.6
On-network / One MCPTT System / Private Call / Emergency Private Call / On-demand / Automatic Commencement Mode / Force of automatic commencement mode / Without Floor Control / Client Terminated (CT)
6.2.6.1
Test Purpose (TP)

(1)

with { UE (MCPTT Client) registered and authorized for MCPTT Service including authorization to receive an MCPTT private call, the MCPTT service setting for answering the call is set to manual commencement mode }

ensure that {

  when { the UE (MCPTT Client) receives a request for establishment of an MCPTT emergency private call, On-demand Automatic Commencement Mode, Force of automatic commencement mode without floor control }

    then { UE (MCPTT Client) accepts the call (automatic commencement) by sending a SIP 200 (OK) message accepting the private emergency call, on-demand Automatic Commencement Mode, not offering a media-level section for a media-floor control entity, and, after indication from the MCPTT Server that the call was established notifies the user }

            }

(2)

with { UE (MCPTT Client) having established an MCPTT Emergency Private Call }

ensure that {

  when { the MCPTT User (MCPTT Client) is informed that the ongoing MCPTT emergency private call has been cancelled }

    then { UE (MCPTT Client) sends a SIP 200 (OK) message accepting the cancellation of the private emergency call, considers the emergency condition cancelled and the call being reverted back to MCPPT Private Call, and, notifies the user for the the downgrade of the emergency private call to a normal priority private call }

            }

6.2.6.2
Conformance requirements

References: The conformance requirements covered in the present TC are specified in: TS 24.379 clauses 6.2.2, 6.2.3.1.1, 11.1.1.2.1.2, 11.1.1.2.1.3, 11.1.2.2. Unless otherwise stated these are Rel-13 requirements.
[TS 24.379, clause 6.2.2]

When the MCPTT client receives an initial SDP offer for an MCPTT session, the MCPTT client shall process the SDP offer and shall compose an SDP answer according to 3GPP TS 24.229 [4].

When composing an SDP answer, the MCPTT client:

1)
shall accept the MCPTT speech media stream in the SDP offer;

2)
shall set the IP address of the MCPTT client for the accepted MCPTT speech media stream and, if included in the SDP offer, for the accepted media-floor control entity;
NOTE:
If the MCPTT client is behind a NAT the IP address and port included in the SDP answer can be a different IP address and port than the actual IP address and port of the MCPTT client depending on the NAT traversal method used by the SIP/IP Core.

3)
shall include an "m=audio" media-level section for the accepted MCPTT speech media stream consisting of:

a)
the port number for the media stream;
b)
media-level attributes as specified in 3GPP TS 24.229 [4]; and

c)
"i=" field set to "speech" according to 3GPP TS 24.229 [4]; and

[TS 24.379, clause 6.2.3.1.1]

When performing the automatic commencement mode procedures, the MCPTT client:

1)
shall accept the SIP INVITE request and generate a SIP 200 (OK) response according to rules and procedures of 3GPP TS 24.229 [4];

2)
shall include the option tag "timer" in a Require header field of the SIP 200 (OK) response;

3)
shall include the g.3gpp.mcptt media feature tag in the Contact header field of the SIP 200 (OK) response;

4)
shall include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" in the Contact header field of the SIP 200 (OK) response;

5)
shall include the Session-Expires header field in the SIP 200 (OK) response and start the SIP session timer according to IETF RFC 4028 [7]. The "refresher" parameter in the Session-Expires header field shall be set to "uas";
...
7)
shall, if the incoming SIP INVITE request does not contain a Replaces header field, include an SDP answer in the SIP 200 (OK) response to the SDP offer in the incoming SIP INVITE request according to 3GPP TS 24.229 [4] with the clarifications given in subclause 6.2.2;
NOTE:
In the case of a new emergency call where the terminating client is using a pre-established session, the SIP INVITE request containing a Replaces header is used to replace the pre-established session.
8)
shall send the SIP 200 (OK) response towards the MCPTT server according to rules and procedures of 3GPP TS 24.229 [4];
...
10)
shall interact with the media plane as specified in 3GPP TS 24.380 [5] subclause 6.2.

When NAT traversal is supported by the MCPTT client and when the MCPTT client is behind a NAT, generation of SIP responses is done as specified in this subclause and as specified in IETF RFC 5626 [15].
[TS 24.379, clause 11.1.1.2.1.2]

Upon receipt of an initial SIP INVITE request, the MCPTT client shall follow the procedures for termination of multimedia sessions in the IM CN subsystem as specified in 3GPP TS 24.229 [4] with the clarifications below.
The MCPTT client:

...
3)
if the SIP INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo> element containing the <mcptt-Params> element with the <emergency-ind> element set to a value of "true":

a)
should display to the MCPTT user an indication that this is a SIP INVITE request for an MCPTT emergency private call and:

i)
should display the MCPTT ID of the originator of the MCPTT emergency private call contained in the <mcptt-calling-user-id> element of the application/vnd.3gpp.mcptt-info+xml MIME body; and

...
b)
shall set the MCPTT emergency private priority state to "MEPP 2: in-progress" for this private call;
...

5)
may check if a Resource-Priority header field is included in the incoming SIP INVITE request and may perform further actions outside the scope of this specification to act upon an included Resource-Priority header field as specified in 3GPP TS 24.229 [4];

...
7)
shall perform the automatic commencement procedures specified in subclause 6.2.3.1.1 if one of the following conditions are met:
...

c)
SIP INVITE request contains a Priv-Answer-Mode header field with the value of "Auto"; and
[TS 24.379, clause 11.1.1.2.1.3]

Upon receipt of a SIP re-INVITE request for an existing private call session, the MCPTT client shall:
...
2)
if the SIP re-INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo> element containing the <mcptt-Params> element with the <emergency-ind> element set to a value of "false":

a)
should display to the MCPTT user an indication that this is a SIP re-INVITE request to downgrade this emergency private call to a normal priority private call and:

i)
should display the MCPTT ID of the sender of the SIP re-INVITE request contained in the <mcptt-calling-user-id> element of the application/vnd.3gpp.mcptt-info+xml MIME body; and

..

b)
shall set the MCPTT emergency private priority state to "MEPP 1: no-emergency" for this private call; and
c)
if the MCPTT emergency private call state of the call is set to "MEPC 3: emergency-call-granted", shall set the MCPTT emergency private call state of the call to "MEPC 1: emergency-pc-capable";
3)
may check if a Resource-Priority header field is included in the incoming SIP INVITE request and may perform further actions outside the scope of this specification to act upon an included Resource-Priority header field as specified in 3GPP TS 24.229 [4];

4)
may display to the MCPTT user the MCPTT ID of the inviting MCPTT user if not done so in step 1 or step 2 above;

NOTE 1:
As this is a re-INVITE for an existing MCPTT private call session, there is no attempt made to change the answer-mode from its current state.

5)
shall accept the SIP re-INVITE request and generate a SIP 200 (OK) response according to rules and procedures of 3GPP TS 24.229 [4];
6)
if the SIP re-INVITE request was received within an on-demand session, shall include an SDP answer in the SIP 200 (OK) response to the SDP offer in the incoming SIP INVITE request according to 3GPP TS 24.229 [4] with the clarifications given in subclause 6.2.2;
...

8)
shall send the SIP 200 (OK) response towards the MCPTT server according to rules and procedures of 3GPP TS 24.229 [4]; and
9)
shall interact with the media plane as specified in 3GPP TS 24.380 [5].
[TS 24.379, clause 11.1.2.2]

Upon receipt of an initial SIP INVITE request for the private call with an SDP offer not including a media-level section for a media-floor control entity, the MCPTT client shall consider it as the request for private call without floor control and shall follow the procedures as specified in subclause 11.1.1.2.1.2 for on-demand session and subclause 11.1.1.2.2.2 for pre-established session.

6.2.6.3
Test description

6.2.6.3.1
Pre-test conditions

System Simulator

-
SS (MCPTT server)

UE

-
The MCPTT client is authorised for MCPTT service
-
One MCPTT user is registered for receiving MCPTT service through the MCPTT Client

-
The MCPTT user is authorized to:


receive private calls; MCPTT service setting for answering the call is set to manual commencement mode
-
receive emergency calls; MCPTT service setting for answering the call is set to manual commencement mode
Table 6.2.6.3.1-1: USIM configuration 

	USIM field
	Priority
	Value
	Access technology
	Comment

	TBD
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	


Preamble

-
The UE has performed the Generic Test Procedure for MCPTT UE registration as specified in TS 36.579-1 [2], subclause 5.4.2 and is in E-UTRA Registered, Idle Mode state.

6.2.6.3.2
Test procedure sequence
Table 6.2.6.3.2-1: Main behaviour
	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1-8
	Steps 1-8 as described in TS 56.579-1 [2], subclause 5.4.4 'Generic Test Procedure for MCPTT CT communication in E-UTRA' take place.
	-
	-
	-
	-

	9
	The SS sends SIP INVITE to request establishment of an MCPTT private emergency call with force of automatic commencement mode.
	<--
	SIP INVITE
	-
	-

	-
	EXCEPTION: In parallel to the events described in step 10 below, steps 10-12 as described in TS 56.579-1 [2], subclause 5.4.4 'Generic Test Procedure for MCPTT CT communication in E-UTRA' take place.
	-
	-
	-
	-

	10
	Check: Does the UE (MCPTT client) send a SIP 200 (OK)?
	-->
	SIP 200 (OK)
	1
	P

	-
	EXCEPTION: Step 11a1 describes behaviour that depends on the UE implementation; the "lower case letter" identifies a step sequence that take place if the UE displays information to the User upon accepting establishment/releasing of private call.
	-
	-
	-
	-

	11a1
	IF pc_DisplayIfoPrivateCall THEN

Check: Does the UE (MCPTT client) notify the user about the emergency call establishment?

NOTE 1: This is expected to be done via a suitable implementation dependent MMI.

NOTE 2: The display information may include

- indication for a request for an MCPTT private call

- the MCPTT ID of the originator of the MCPTT private call.
	-
	-
	1
	P

	12
	Make the MCPTT User request to speak (e.g. pressing the PTT button)
	-
	-
	-
	-

	13
	Check: Does the UE (MCPTT client) send a Floor Request message in the next 5 sec?
	-->
	Floor Request
	1
	F

	14
	The SS sends SIP re-INVITE to cancel the emergency.
	<--
	SIP re-INVITE
	-
	-

	15
	Check: Does the UE (MCPTT client) send a SIP 200 (OK)?
	-->
	SIP 200 (OK)
	2
	P

	-
	EXCEPTION: Step 16a1 describes behaviour that depends on the UE implementation; the "lower case letter" identifies a step sequence that take place if the UE displays information to the User upon accepting establishment/releasing of Emergency call.
	-
	-
	-
	-

	16a1
	IF pc_DisplayIfoEmergencyCall THEN

Check: Does the UE (MCPTT client) notify the user about the downgrade of the emergency private call to a normal priority private call?

NOTE 1: This is expected to be done via a suitable implementation dependent MMI.

NOTE 2: The display information may include

- indication for downgrade of the emergency private call to a normal priority private call 

- the MCPTT ID of the sender of the SIP re-INVITE request.
	-
	-
	2
	P

	17
	Wait for 5 sec to capture any not allowed behaviour.
	-
	-
	-
	-

	18
	The SS sends a SIP BYE request.
	<--
	SIP BYE
	-
	-

	19
	The UE (MCPTT client) sends a SIP 200 (OK).
	-->
	SIP 200 (OK)
	-
	-

	20
	Wait for 5 sec to capture any not allowed behaviour.
	-
	-
	-
	-

	21
	SS releases the E-UTRA connection
	-
	-
	-
	-


6.2.6.3.3
Specific message contents

Table 6.2.6.3.3-1: SIP INVITE (Step 9, Table 6.2.6.3.2-1)

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [22]

	  Method
	
	INVITE
	
	

	  Request-URI
	
	px_IDparticipatingMCPTTfunction
	
	

	  SIP-Version
	
	SIP/2.0
	
	

	FFS
	
	
	
	

	
	
	
	
	

	Contact
	
	
	
	

	  addr-spec
	
	
	
	

	  c-p-instance
	
	
	
	

	  feature-param
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	P-Preferred-Service
	
	
	
	

	  Service-ID
	
	
	
	

	P-Preferred-Identity
	
	
	
	

	  PPreferredID-value
	
	public user identity
	
	

	Accept-Contact
	
	
	
	

	  ac-value
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	


Table 6.2.6.3.3-2: SIP re-INVITE (Step 14, Table 6.2.6.3.2-1)

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [22]

	  Method
	
	INVITE
	
	

	  Request-URI
	
	px_IDparticipatingMCPTTfunction
	
	

	  SIP-Version
	
	SIP/2.0
	
	

	FFS
	
	
	
	

	
	
	
	
	

	Contact
	
	
	
	

	  addr-spec
	
	
	
	

	  c-p-instance
	
	
	
	

	  feature-param
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	P-Preferred-Service
	
	
	
	

	  Service-ID
	
	
	
	

	P-Preferred-Identity
	
	
	
	

	  PPreferredID-value
	
	public user identity
	
	

	Accept-Contact
	
	
	
	

	  ac-value
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	


Table 6.2.6.3.3-3: SIP 200 (OK) (Steps 10, 15, 19, Table 6.2.6.3.2-1)

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [22]

	  SIP-Version
	
	SIP/2.0
	
	

	  Status-Code
	
	200
	
	

	  Reason-Phrase
	
	OK
	
	

	FFS
	
	
	
	

	
	
	
	
	


Table 6.2.6.3.3-4-: SIP BYE (Step 18, Table 6.2.6.3.2-1)

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [22]

	  Method
	
	BYE
	
	

	  Request-URI
	
	px_IDparticipatingMCPTTfunction
	
	

	  SIP-Version
	
	SIP/2.0
	
	

	FFS
	
	
	
	

	
	
	
	
	


6.2.7
On-network / One MCPTT System / Private Call / On-demand / Manual Commencement Mode / Without Floor Control / Client Originated (CO)

6.2.7.1
Test Purpose (TP)

(1)

with { UE (MCPTT Client) registered and authorized for MCPTT Service and authorized to initiate private calls with manual commencement }

ensure that {

  when { the MCPTT User requests the establishment of an MCPTT on-demand Manual Commencement private call without floor control }

    then { UE (MCPTT Client) requests On-demand Manual Commencement Mode Private Call establishment without floor control by sending a SIP INVITE message not offering a media-level section for a media-floor control entity, and, after indication from the MCPTT Server that the call was established the UE notifies the user }

            }

(2)

with { UE (MCPTT Client) having established an MCPTT on-demand Manual Commencement private call without floor control }

ensure that {

  when { the MCPTT User wants to cancel the ongoing MCPTT on-demand Manual Commencement private call }

    then { UE (MCPTT Client) sends a SIP BUY request and after receiving a SIP 200 (OK) response leaves the MCPTT session }

            }

6.2.7.2
Conformance requirements

References: The conformance requirements covered in the present TC are specified in: TS 24.379 clauses 6.2.1, 6.2.5.1, 11.1.1.2.1.1, 11.1.2.2. Unless otherwise stated these are Rel-13 requirements.
[TS 24.379, clause 6.2.1]

The SDP offer shall contain only one SDP media-level section for MCPTT speech according to 3GPP TS 24.229 [4] and, if floor control shall be used during the session, shall contain one SDP media-level section for a media-floor control entity according to 3GPP TS 24.380 [5].

When composing an SDP offer according to 3GPP TS 24.229 [4] the MCPTT client:

1)
shall set the IP address of the MCPTT client for the offered MCPTT speech media stream and, if floor control shall be used, for the offered media-floor control entity;

NOTE:
If the MCPTT client is behind a NAT the IP address and port included in the SDP offer can be a different IP address and port than the actual IP address and port of the MCPTT client depending on the NAT traversal method used by the SIP/IP Core.

2)
shall include an "m=audio" media-level section for the MCPTT media stream consisting of:

a)
the port number for the media stream selected; and

b)
the codec(s) and media parameters and attributes with the following clarification:

i)
if the MCPTT client is initiating a call to a group identity;

ii)
if the <preferred-voice-encodings> element is present in the group document retrieved by the group management client as specified in 3GPP TS 24.381 [31] containing an <encoding> element with a "name" attribute; and

iii)
if the MCPTT client supports the encoding name indicated in the value of the "name" attribute;

then the MCPTT client:

i)
shall insert the value of the "name" attribute in the <encoding name> field of the "a=rtpmap" attribute as defined in IETF RFC 4566 [12]; and
c)
"i=" field set to "speech" according to 3GPP TS 24.229 [4];
...
4)
if end-to-end security is required for a private call and the SDP offer is not for establishing a pre-established session, shall include the MIKEY-SAKKE I_MESSAGE in an "a=key-mgmt" attribute as a "mikey" attribute value in the SDP offer as specified in IETF RFC 4567 [47].
[TS 24.379, clause 6.2.5.1]

When the MCPTT client wants to release an MCPTT session established using on-demand session signalling, the MCPTT client:

1)
shall interact with the media plane as specified in 3GPP TS 24.380 [5];

2)
shall generate a SIP BYE request according to 3GPP TS 24.229 [4];
3)
shall set the Request-URI to the MCPTT session identity to release; and
4)
shall send a SIP BYE request towards MCPTT server according to 3GPP TS 24.229 [4].
Upon receiving a SIP 200 (OK) response to the SIP BYE request, the MCPTT client shall interact with the media plane as specified in 3GPP TS 24.380 [5].

[TS 24.379, clause 11.1.1.2.1.1]

Upon receiving a request from an MCPTT user to establish an MCPTT private call the MCPTT client shall generate an initial SIP INVITE request by following the UE originating session procedures specified in 3GPP TS 24.229 [4], with the clarifications given below.

The MCPTT client:

1)
shall set the Request-URI of the SIP INVITE request to a public service identity of the participating MCPTT function serving the MCPTT user;
9...

3)
may include a P-Preferred-Identity header field in the SIP INVITE request containing a public user identity as specified in 3GPP TS 24.229 [4];

4)
shall include the g.3gpp.mcptt media feature tag and the g.3gpp.icsi-ref media feature tag with the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" in the Contact header field of the SIP INVITE request according to IETF RFC 3840 [16];

5)
shall include an Accept-Contact header field containing the g.3gpp.mcptt media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];

6)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Preferred-Service header field according to IETF RFC 6050 [9] in the SIP INVITE request;

7)
shall include an Accept-Contact header field with the media feature tag g.3gpp.icsi-ref contain with the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" along with parameters "require" and "explicit" according to IETF RFC 3841 [6];
8)
shall insert in the SIP INVITE request a MIME resource-lists body with the MCPTT ID of the invited MCPTT user, according to rules and procedures of IETF RFC 5366 [20];

9)
if an end-to-end security context needs to be established then:

a)
if necessary, shall instruct the key management client to request keying material from the key management server as described in 3GPP TS 33.179 [46];

b)
shall use the keying material to generate a PCK as described in 3GPP TS 33.179 [46];

c)
shall use the PCK to generate a PCK-ID with the four most significant bits set to "0101" to indicate that the purpose of the PCK is to protect private call communications and with the remaining twenty eight bits being randomly generated as described in 3GPP TS 33.179 [46];

d)
shall encrypt the PCK to a UID associated to the MCPTT client using the MCPTT ID of the invited user and a time related parameter as described in 3GPP TS 33.179 [46];

e)
shall generate a MIKEY-SAKKE I_MESSAGE using the encapsulated PCK and PCK-ID as specified in 3GPP TS 33.179 [46]; and

g)
shall add the MCPTT ID of the originating MCPTT to the initiator field (IDRi) of the I_MESSAGE as described in 3GPP TS 33.179 [46]; and
f)
shall sign the MIKEY-SAKKE I_MESSAGE using the originating MCPTT user's signing key provided in the keying material together with a time related parameter, and add this to the MIKEY-SAKKE payload, as described in 3GPP TS 33.179 [46].
10)
shall include an SDP offer according to 3GPP TS 24.229 [4] with the clarification given in subclause 6.2.1 and with a media stream of the offered media-floor control entity;

11)
if implicit floor control is required, shall comply with the conditions specified in subclause 6.4;
12)
if force of automatic commencement mode at the invited MCPTT client is requested by the MCPTT user, shall include in the SIP INVITE request a Priv-Answer-Mode header field with the value "Auto" according to the rules and procedures of IETF RFC 5373 [18];
13)
if force of automatic commencement mode at the invited MCPTT client is not requested by the MCPTT user and:
a)
if automatic commencement mode at the invited MCPTT client is requested by the MCPTT user, shall include in the SIP INVITE request an Answer-Mode header field with the value "Auto" according to the rules and procedures of IETF RFC 5373 [18]; and
...
14)
shall contain an application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo> element containing the <mcptt-Params> element with the <session-type> element set to a value of "private";
...
16)
shall send SIP INVITE request towards the MCPTT server according to 3GPP TS 24.229 [4].

Upon receiving a SIP 183(Session Progress) response to the SIP INVITE request the MCPTT client:

1)
may indicate the progress of the session establishment to the inviting MCPTT user.

Upon receiving a SIP 200 (OK) response to the SIP INVITE request the MCPTT client:

1)
shall interact with the media plane as specified in 3GPP TS 24.380 [5];
...
3)
shall notify the user that the call has been successfully established.
[TS 24.379, clause 11.1.2.2]

When the MCPTT user wants to make an on-demand private call without floor control, the MCPTT client shall follow the procedures in subclause 11.1.1.2.1.1 with the following exceptions:

1)
in step 11) of subclause 11.1.1.2.1.1, the MCPTT client shall not offer a media-level section for a media-floor control entity; and

2)
step 12) of subclause 11.1.1.2.1.1 shall be ignored.

6.2.7.3
Test description

6.2.7.3.1
Pre-test conditions

System Simulator

-
SS (MCPTT server)

UE

-
The MCPTT client is authorised for MCPTT service
-
One MCPTT user is registered for receiving MCPTT service through the MCPTT Client

-
The MCPTT user is authorized to:


initiate private calls

-
initiate private calls with manual commencement
Table 6.2.7.3.1-1: USIM configuration 

	USIM field
	Priority
	Value
	Access technology
	Comment

	TBD
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	


Preamble

-
The UE has performed the Generic Test Procedure for MCPTT UE registration as specified in TS 36.579-1 [2], subclause 5.4.2 and is in E-UTRA Registered, Idle Mode state.

6.2.7.3.2
Test procedure sequence
Table 6.2.7.3.2-1: Main behaviour
	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	Make the MCPTT User request the establishment of an MCPTT private call, manual commencement mode, and no floor control.

NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	-
	-

	2-7
	Steps 2-7 as described in TS 56.579-1 [2], subclause 5.4.2 'Generic Test Procedure for MCPTT CO call establishment in E-UTRA' take place.
	-
	-
	-
	-

	-
	EXCEPTION: In parallel to the events described in step 8 below, step 8 described in TS 56.579-1 [2], subclause 5.4.2 'Generic Test Procedure for MCPTT CO call establishment in E-UTRA' takes place.
	-
	-
	-
	-

	8
	Check: Does the UE (MCPTT client) send an initial SIP INVITE request not offering a media-level section for a media-floor control entity requesting the establishment of an MCPTT private call, manual commencement mode?
	-->
	SIP INVITE
	1
	P

	9
	The SS sends SIP 180 (Ringing).
	<--
	SIP 180 (Ringing)
	-
	-

	10
	The SS sends SIP 183 (Session Progress).
	<--
	SIP 183 (Session Progress)
	-
	-

	11
	Step 10 as described in TS 56.579-1 [2], subclause 5.4.2 'Generic Test Procedure for MCPTT CO call establishment in E-UTRA' takes place.
	-
	-
	-
	-

	-
	EXCEPTION: In parallel to the events described in steps 12-13 below, steps 11-12 described in TS 56.579-1 [2], subclause 5.4.2 'Generic Test Procedure for MCPTT CO call establishment in E-UTRA' take place.
	-
	-
	-
	-

	12
	The SS sends SIP 200 (OK). SSRC identifier is assigned.
	<--
	SIP 200 (OK)
	-
	-

	13
	Check: Does the UE (MCPTT client) notify the user that the call has been successfully established?

NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	1
	P

	14
	Make the MCPTT User request to speak (e.g. pressing the PTT button)
	-
	-
	-
	-

	15
	Check: Does the UE (MCPTT client) send a Floor Request message in the next 5 sec?
	-->
	Floor Request
	1
	F

	16
	Make the MCPTT User request termination of the MCPTT private call.

NOTE: This is expected to be done via a suitable implementation dependent MMI.
	-
	-
	-
	-

	17
	Check: Does the UE (MCPTT client) send a SIP BYE request?
	-->
	SIP BYE
	2
	P

	18
	The SS sends SIP 200 (OK).
	<--
	SIP 200 (OK)
	-
	-

	19
	Wait for 5 sec to capture any not allowed behaviour.
	-
	-
	-
	-

	20
	SS releases the E-UTRA connection
	-
	-
	-
	-


6.2.7.3.3
Specific message contents

Table 6.2.7.3.3-1: SIP INVITE (Step 8, Table 6.2.7.3.2-1)

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [22]

	  Method
	
	INVITE
	
	

	  Request-URI
	
	px_IDparticipatingMCPTTfunction
	
	

	  SIP-Version
	
	SIP/2.0
	
	

	FFS
	
	
	
	

	
	
	
	
	

	Contact
	
	
	
	

	  addr-spec
	
	
	
	

	  c-p-instance
	
	
	
	

	  feature-param
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	P-Preferred-Service
	
	
	
	

	  Service-ID
	
	
	
	

	P-Preferred-Identity
	
	
	
	

	  PPreferredID-value
	
	public user identity
	
	

	Accept-Contact
	
	
	
	

	  ac-value
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	


Table 6.2.7.3.3-2: SIP 180 (Ringing) (Step 9, Table 6.2.7.3.2-1)

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [22]

	
SIP-Version
	
	SIP/2.0
	
	

	
Status-Code
	
	180
	
	

	
Reason-Phrase
	
	Ringing
	
	

	FFS
	
	
	
	

	
	
	
	
	


Table 6.2.7.3.3-3: SIP 183 (Session Progress) (Step 10, Table 6.2.7.3.2-1)

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [22]

	  SIP-Version
	
	SIP/2.0
	
	

	  Status-Code
	
	183
	
	

	  Reason-Phrase
	
	Session Progress
	
	

	FFS
	
	
	
	

	
	
	
	
	


Table 6.2.7.3.3-4: SIP 200 (OK) (Steps 12, 18, Table 6.2.7.3.2-1)

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [22]

	  SIP-Version
	
	SIP/2.0
	
	

	  Status-Code
	
	200
	
	

	  Reason-Phrase
	
	OK
	
	

	FFS
	
	
	
	

	
	
	
	
	


6.2.8
On-network / One MCPTT System / Private Call / On-demand / Manual Commencement Mode / Without Floor Control / Client Terminated (CT)
6.2.8.1
Test Purpose (TP)

(1)

with { UE (MCPTT Client) registered and authorized for MCPTT Service including authorization to receive an MCPTT private call }

ensure that {

  when { the UE (MCPTT Client) receives a request for establishment of an MCPTT private call, On-demand Manual Commencement Mode without floor control }

    then { UE (MCPTT Client) notifies the User for the incoming call responding to the Server with a SIP 183 (Ringing) message, and, after the User accepts the call sends to the Server a SIP 200 (OK) message }

            }

(2)

with { UE (MCPTT Client) having established an MCPTT Private Call }

ensure that {

  when { the MCPTT User (MCPTT Client) is informed for the termination of the ongoing MCPTT private call }

    then { UE (MCPTT Client) accepts the request and after sending a SIP 200 (OK) response leaves the MCPTT session }

            }

6.2.8.2
Conformance requirements

References: The conformance requirements covered in the present TC are specified in: TS 24.379 clauses 6.2.2, 6.2.3.2.1, 6.2.6, 11.1.1.2.1.2, 11.1.1.2.1.3. Unless otherwise stated these are Rel-13 requirements.
[TS 24.379, clause 6.2.2]

When the MCPTT client receives an initial SDP offer for an MCPTT session, the MCPTT client shall process the SDP offer and shall compose an SDP answer according to 3GPP TS 24.229 [4].

When composing an SDP answer, the MCPTT client:

1)
shall accept the MCPTT speech media stream in the SDP offer;

2)
shall set the IP address of the MCPTT client for the accepted MCPTT speech media stream and, if included in the SDP offer, for the accepted media-floor control entity;
NOTE:
If the MCPTT client is behind a NAT the IP address and port included in the SDP answer can be a different IP address and port than the actual IP address and port of the MCPTT client depending on the NAT traversal method used by the SIP/IP Core.

3)
shall include an "m=audio" media-level section for the accepted MCPTT speech media stream consisting of:

a)
the port number for the media stream;
b)
media-level attributes as specified in 3GPP TS 24.229 [4]; and

c)
"i=" field set to "speech" according to 3GPP TS 24.229 [4]; and

[TS 24.379, clause 6.2.3.2.1]

The MCPTT client:

1)
shall accept the SIP INVITE request and generate a SIP 180 (Ringing) response according to rules and procedures of 3GPP TS 24.229 [4];

2)
shall include the option tag "timer" in a Require header field of the SIP 180 (Ringing) response;

3)
shall include the g.3gpp.mcptt media feature tag in the Contact header field of the SIP 180 (Ringing) response;
4)
shall include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" in the Contact header field of the SIP 180 (Ringing) response; and

5)
shall send the SIP 180 (Ringing) response to the MCPTT server.

When sending the SIP 200 (OK) response to the incoming SIP INVITE request, the MCPTT client shall follow the procedures in subclause 6.2.3.1.1.

When NAT traversal is supported by the MCPTT client and when the MCPTT client is behind a NAT, generation of SIP responses is done as specified in this subclause and as specified in IETF RFC 5626 [15].

[TS 24.379, clause 6.2.6]

Upon receiving a SIP BYE request, the MCPTT client:

1)
shall interact with the media plane as specified in 3GPP TS 24.380 [5]; and

2)
shall send SIP 200 (OK) response towards MCPTT server according to 3GPP TS 24.229 [4].

[TS 24.379, clause 11.1.1.2.1.2]

Upon receipt of an initial SIP INVITE request, the MCPTT client shall follow the procedures for termination of multimedia sessions in the IM CN subsystem as specified in 3GPP TS 24.229 [4] with the clarifications below.
The MCPTT client:

...
4)
if the SDP offer of the SIP INVITE request contains an "a=key-mgmt" attribute field with a "mikey" attribute value containing a MIKEY-SAKKE I_MESSAGE:

a)
shall extract the MCPTT ID of the originating MCPTT from the initiator field (IDRi) of the I_MESSAGE as described in 3GPP TS 33.179 [46];

b)
shall convert the MCPTT ID to a UID as described in 3GPP TS 33.179 [46];

c)
shall use the UID to validate the signature of the MIKEY-SAKKE I_MESSAGE as described in 3GPP TS 33.179 [46];
d)
if authentication verification of the MIKEY-SAKKE I_MESSAGE fails, shall reject the SIP INVITE request with a SIP 488 (Not Acceptable Here) response as specified in IETF RFC 4567 [47], and include warning text set to "136 authentication of the MIKEY-SAKE I_MESSAGE failed" in a Warning header field as specified in subclause 4.4; and

e)
if the signature of the MIKEY-SAKKE I_MESSAGE was successfully validated:

i)
shall extract and decrypt the encapsulated PCK using the terminating user's (KMS provisioned) UID key as described in 3GPP TS 33.179 [46]; and

ii)
shall extract the PCK-ID, from the payload as specified in 3GPP TS 33.179 [46];

NOTE:
With the PCK successfully shared between the originating MCPTT client and the terminating MCPTT client, both clients are able to use SRTP/SRTCP to create an end-to-end secure session.
5)
may check if a Resource-Priority header field is included in the incoming SIP INVITE request and may perform further actions outside the scope of this specification to act upon an included Resource-Priority header field as specified in 3GPP TS 24.229 [4];

6)
may display to the MCPTT user the MCPTT ID of the inviting MCPTT user;
...
8)
shall perform the manual commencement procedures specified in subclause 6.2.3.2.1 if either of the following conditions are met:
a)
SIP INVITE request contains an Answer-Mode header field with the value "Manual" and the MCPTT service setting at the invited MCPTT client for answering the call is set to manual commencement mode; or

[TS 24.379, clause 11.1.2.2]

Upon receipt of an initial SIP INVITE request for the private call with an SDP offer not including a media-level section for a media-floor control entity, the MCPTT client shall consider it as the request for private call without floor control and shall follow the procedures as specified in subclause 11.1.1.2.1.2 for on-demand session and subclause 11.1.1.2.2.2 for pre-established session.

6.2.8.3
Test description

6.2.8.3.1
Pre-test conditions

System Simulator

-
SS (MCPTT server)

UE

-
The MCPTT client is authorised for MCPTT service
-
One MCPTT user is registered for receiving MCPTT service through the MCPTT Client

-
The MCPTT user is authorized to receive private calls (in the MCPTT user profile); MCPTT service setting for answering the call is set to manual commencement mode
Table 6.2.8.3.1-1: USIM configuration 

	USIM field
	Priority
	Value
	Access technology
	Comment

	TBD
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	


Preamble

-
The UE has performed the Generic Test Procedure for MCPTT UE registration as specified in TS 36.579-1 [2], subclause 5.4.2 and is in E-UTRA Registered, Idle Mode state.

6.2.8.3.2
Test procedure sequence
Table 6.2.8.3.2-1: Main behaviour
	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1-8
	Steps 1-8 as described in TS 56.579-1 [2], subclause 5.4.4 'Generic Test Procedure for MCPTT CT communication in E-UTRA' take place.
	-
	-
	-
	-

	9
	The SS sends SIP INVITE to request establishment of an MCPTT private call, on-demand Manual Commencement Mode and no floor control.
	<--
	SIP INVITE
	-
	-

	-
	EXCEPTION: In parallel to the events described in step 10 below, steps 10-12 as described in TS 56.579-1 [2], subclause 5.4.4 'Generic Test Procedure for MCPTT CT communication in E-UTRA' take place.
	-
	-
	-
	-

	10
	Check: Does the UE (MCPTT client) send a SIP 180 (Ringing)?
	-->
	SIP 180 (Ringing)
	1
	P

	11
	Check: Does the UE (MCPTT client) send a SIP 200 (OK)?
	-->
	SIP 200 (OK)
	1
	P

	-
	EXCEPTION: Step 12a1 describes behaviour that depends on the UE implementation; the "lower case letter" identifies a step sequence that take place if the UE displays information to the User upon accepting establishment/releasing of private call.
	-
	-
	-
	-

	12a1
	IF pc_DisplayIfoPrivateCall THEN

Check: Does the UE (MCPTT client) notify the user about the emergency call establishment?

NOTE 1: This is expected to be done via a suitable implementation dependent MMI.

NOTE 2: The display information may include

- indication for a request for an MCPTT private call

- the MCPTT ID of the originator of the MCPTT private call.
	-
	-
	1
	P

	13
	Make the MCPTT User request to speak (e.g. pressing the PTT button)
	-
	-
	-
	-

	14
	Check: Does the UE (MCPTT client) send a Floor Request message in the next 5 sec?
	-->
	Floor Request
	1
	F

	15
	The SS sends a SIP BYE request.
	<--
	SIP BYE
	-
	-

	16
	Check: Does the UE (MCPTT client) send a SIP 200 (OK)?
	-->
	SIP 200 (OK)
	2
	P

	17
	Wait for 5 sec to capture any not allowed behaviour.
	-
	-
	-
	-

	18
	SS releases the E-UTRA connection
	-
	-
	-
	-


6.2.8.3.3
Specific message contents

Table 6.2.8.3.3-1: SIP INVITE (Step 9, Table 6.2.8.3.2-1)

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [22]

	  Method
	
	INVITE
	
	

	  Request-URI
	
	px_IDparticipatingMCPTTfunction
	
	

	  SIP-Version
	
	SIP/2.0
	
	

	FFS
	
	
	
	

	
	
	
	
	

	Contact
	
	
	
	

	  addr-spec
	
	
	
	

	  c-p-instance
	
	
	
	

	  feature-param
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	P-Preferred-Service
	
	
	
	

	  Service-ID
	
	
	
	

	P-Preferred-Identity
	
	
	
	

	  PPreferredID-value
	
	public user identity
	
	

	Accept-Contact
	
	
	
	

	  ac-value
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	


Table 6.2.8.3.3-2: SIP 180 (Ringing) (Step 10, Table 6.2.8.3.2-1)

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [22]

	
SIP-Version
	
	SIP/2.0
	
	

	
Status-Code
	
	180
	
	

	
Reason-Phrase
	
	Ringing
	
	

	FFS
	
	
	
	

	
	
	
	
	


Table 6.2.8.3.3-3: SIP 200 (OK) (Steps 11, 16, Table 6.2.8.3.2-1)

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [22]

	  SIP-Version
	
	SIP/2.0
	
	

	  Status-Code
	
	200
	
	

	  Reason-Phrase
	
	OK
	
	

	FFS
	
	
	
	

	
	
	
	
	


Table 6.2.8.3.3-4: SIP BYE (Step 15, Table 6.2.8.3.2-1)

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [22]

	  Method
	
	BYE
	
	

	  Request-URI
	
	px_IDparticipatingMCPTTfunction
	
	

	  SIP-Version
	
	SIP/2.0
	
	

	FFS
	
	
	
	

	
	
	
	
	


Table 6.2.8.3.3-5: SIP BYE (Step 17, Table 6.2.8.3.2-1)

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [22]

	  Method
	
	BYE
	
	

	  Request-URI
	
	px_IDparticipatingMCPTTfunction
	
	

	  SIP-Version
	
	SIP/2.0
	
	

	FFS
	
	
	
	

	
	
	
	
	


7.1.2.9
Off-network / Private Call / Emergency Call / Client Originated (CO)
FFS
7.1.2.10
Off-network / Private Call / Emergency Call / Client Terminated (CT)
FSS
6.3
UE-to-network relay
FFS
6.4
Location

FFS
7
MCPTT Client off-network operation
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