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Foreword

This Technical Report has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

Introduction

This clause is optional. If it exists, it is always the second unnumbered clause.

1
Scope

The present document discusses and describes requirements, procedures, service interfaces (for service-based architecture) and protocols from CT3 aspects of 5G System as specified in 3GPP TS 23.501 [2] and 3GPP TS 23.502 [3]. 

These CT3 aspects include: 
· the 5G Policy Framework definition (including new functionalities such as access and mobility management policy support, UE policy support or applicable functionality related to network slicing). Support for non-3GPP access network, handover between non-3GPP access and 3GPP access, roaming aspects and 5G QoS aspects in the scope of the 5G Policy Framework will be part of the study;  

· Inter-working with external networks;

· and Network Capability Exposure scenarios (e.g. monitoring and Policy/Charging Capabilities exposure).

The present document is used as a placeholder for CT3 5G System materials to be moved to appropriate 3GPP technical specifications when it is sufficiently stable. As such, neither all the discussions within this document are finished nor the procedures need to be completed. This TR may also contain some empty clauses. This TR will no longer be updated on a systematic manner and therefore contains information may become outdated.

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]
3GPP TS 23.501: " System Architecture for the 5G System; Stage 2".
[3]
3GPP TS 23.502: "Procedures for the 5G System; Stage 2".

[4]
3GPP TS 23.203: "Policies and Charging control architecture; Stage 2".
3
Definitions, symbols and abbreviations
Delete from the above heading those words which are not applicable.

Clause numbering depends on applicability and should be renumbered accordingly.

3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].

5G System: 3GPP system consisting of 5G Access Network (AN), 5G Core Network and UE.
3.2
Symbols

For the purposes of the present document, the following symbols apply:

Symbol format (EW)

<symbol>
<Explanation>

3.3
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. 
An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

AN
Access Network
DN
Data Network

EPC
Evolved Packet Core

PCC
Policy and Charging Control

QoS
Quality of Service

4
Requirements
This clause will describe the Requirements for the 5G Core Network in the context of 5G Policy Framework, Interworking with external Packet Data Networks and Network Capability Exposure aspects.
4.1
General Requirements
4.2
Requirements for the 5G Policy Framework

4.3
Requirements for interworking between the 5G System and external Data Networks

4.4
Requirements for Network Capability Exposure of 5G System
5
5G Policy Framework
5.1
Reference Model
The policy framework functionality in 5G is comprised by the functions of the Policy Control Function (PCF), the policy and charging enforcement functionality supported by SMF and UPF, the Access and Mobility Policy Enforcement Function (AMPEF), Network Data Analytics (NWDA), Network Exposure Function (NEF), Packet Filter Description Function (PFDF), the Online Charging System (OCS) and the Application Function (AF). 3GPP TS 23.501 [x] specifies the 5G policy framework stage 2 functionality.
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Figure 5.1-1: Overall non-roaming 5G Policy framework architecture

Editor's note:
The reference point PUd, PNt, PNu, PGw and PSy are not yet defined in the baseline 5G architecture and the actual name is expected to change in stage 2.
Editor's note:
Implications from multiple Slices and its relation to PCF are FFS in stage 2.
NOTE: 
The PCEF functionality defined in 3GPP TS 23.203 [y] corresponds to the functions supported by the SMF and the UPF. 
Editor's note: 5GC interfaces corresponding to the PCEF interfaces towards charging system are FFS.

NOTE: 
The N4 interface is not part of the Policy Framework architecture but shown in the figures for completeness. 
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Figure 5.1-2: Overall roaming policy framework architecture - local breakout scenario with AF in VPLMN
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Figure 5.1-3: Overall roaming policy framework architecture - local breakout scenario with AF in HPLMN
Editor's note:
The need for this roaming scenario with local breakout and AF in HPLMN is FFS. Resolution of this editor's note also depends on feedback from GSMA in stage 2.
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Figure 5.1-4: Overall roaming policy framework architecture - home routed scenario

5.2
Functional Entities
5.2.1
Policy Control Function (PCF)

The PCF is a functional element for policy control decision and flow based charging control functionalities. The PCF provides the following functions:

·  policy rules for application and service data flow detection, gating, QoS and flow based charging to the SMF

·  Mobility Management, Network selection related policies to the AMF. The policies provided from PCF to AMF includes, but not limited to the Mobility policy (e.g. RFSP index).
The PCF makes the policy rule decisions may be based on one or more of the following:

-
Information obtained from the AF, e.g. the session, media and subscriber related information.

-
Information obtained from the User Data Repository (UDR), The PCF implements a Front End to access subscription information relevant for policy decisions in a User Data Repository.
-
Own PCF pre-configured information.
Editor's note:
It is FFS if the information obtained from the AMF, e.g. UE related and access related information can be the input for policy decision.

5.2.2
Session Management Function (SMF)

Editor's note:
The policy and charging enforcement functionality supported by the SMF is FFS.
5.2.3
Access and Mobility Policy Enforcement Function (AMPEF)

The Access and Mobility Policy Enforcement includes the following functionality:

-
Handling of UE Context Establishment request sent by the AMPEF to the PCF as part of UE Registration procedure(s);

-
Receive the access and mobility management decision from the PCF to the AMPEF;

-
Delivery of network events from the AMPEF to the PCF;

-
Handling of UE Context Termination request sent by the AMPEF to the PCF as part of UE De-Registration procedure.
Editor's note:
More detail descriptions will be added in the future.
5.2.4
Application Function (AF)

The AF is a functional element to provide services, for example to support the following:

-
Application influence on traffic routing 

-
Accessing Network Capability Exposure 

-
providing the application related information to the PCF for policy control
5.2.5
Network Data Analytics (NWDA)
The NWDA is a functional element to support the notification or publishment of the slice specific network status analytic information to the PCF(s) that are subscribed to it.

5.2.6
Network Exposure Function (NEF)
The NEF is a functional element to support the following functionality:

-
It provides a means to securely expose the services and capabilities provided by 3GPP network functions.

-
It receives information from other network functions (based on exposed capabilities of other network functions). It may store the received information as structured data using a standardized interface to a data storage network function (interface to be defined by 3GPP). The stored information can be "re-exposed" by the NEF to other network functions and Application Functions, and used for other purposes such as analytics.

5.2.7
Packet Flow Description Function (PFDF)
Editor's note:
The description of the PFDF is FFS.
5.3
System Procedures
5.3.1
Procedures over N15 reference point

5.3.1.1
UE Context Establishment

This procedure is performed when the UE needs to perform initial registration to the 5G system or perform the registration with the AMF relocation.
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Figure 6.3.1.1-1 UE Context Establishment procedure
1. The AMPEF receives the registration request from the AN. Since no UE Context session exists, the AMPEF sends the UE Context Establishment Request message to the PCF.

Editor's note:
The parameters sent to the PCF by the AMPEF are FFS.

Editor's note:
The PCF discovery and selection is FFS.

2. If PCF does not have the subscription data for the Subscriber Permanent Identifier, the PCF sends the Subscription Data Request message including the Subscriber Permanent Identifier to the UDM.

3. The UDM responds to the PCF with the subscription data.

4. The PCF makes the Access and Mobility Policy decision including, e.g. information about allowed areas for the UE, event trigger.

Editor's note:
Other policies determined by the PCF are FFS.

5. The PCF responds to the AMPEF by including the policy determined by the PCF.

Editor's note:
Other information included in the response is FFS.

5.3.1.2
UE Context Modification

5.3.1.2.1

UE Context Modification initiated by the AMPEF
5.3.1.2.2

UE Context Modification initiated by the PCF
5.3.1.3
UE Context Termination

5.3.1.3.1
UE Context Termination initiated by the AMPEF
This procedure is performed when the UE deregisters from the network or the old AMPEF terminates the session.
Editor's note:
Other triggers to initiate the procedure are FFS.
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Figure 6.3.1.2.1-1 UE Context Termination procedure
1. The AMPEF sends the UE Context Termination Request message to the PCF.

Editor's note:
The parameters sent to the PCF by the AMPEF are FFS.

2. The PCF removes the corresponding Access and Mobility Policy.

Editor’s note: The interaction between the PCF and UDM is FFS.

3. The PCF responds to the AMPEF.

5.3.1.3.2
UE Context Termination initiated by the PCF

This procedure is performed when the PCF decides to terminate the UE Context session.
Editor's note:
Whether this procedure is need is FFS.
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1. The PCF makes policy decisions to terminate the UE Context session based on the external trigger, e.g. UE subscription data is deleted, or internal trigger, e.g. operator policy is changed.

2. The PCF sends remove the policy related to the UE and sends the UE Context Termination Request message to the UE.

Editor's note:
The parameters sent by the PCF are FFS.

3. The AMPEF removes the corresponding UE context and responds to the PCF.
5.3.2
Procedures over N7 reference point

5.3.2.1
PDU-CAN Session Establishment
This procedure is performed when the UE requests to establish a PDU-CAN session.
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Figure 6.3.2-1 PDU-CAN Session establishment procedure
1. The SMF receives a PDU session establishment request from the UE. The UE sends the PDU-CAN Session Establishment Request message including the Subscriber Permanent Identifier, DNN and IPv4 address/IPv6 prefix (if available) to the PCF.

Editor's note:
Other parameters sent to the PCF by the SMF are FFS.

Editor's note:
The PCF discovery and selection is FFS.

2. If PCF does not have the subscription data for the Subscriber Permanent Identifier and DNN, the PCF sends the Subscription Data request message to the UDM.

3. The UDM responds to the PCF with the subscription data.

4. The PCF makes the policy decision including, e.g. PCC rules, event trigger.

Editor's note:
Other policies determined by the PCF are FFS.

5. The PCF responds to the SMF by including the policy determined by the PCF.

Editor's note:
Other information included in the message is FFS.

5.3.2.2
PDU-CAN Session Modification

5.3.2.3
PDU-CAN Session Termination

5.3.3
Procedures over N24 reference point
5.4
Network Function Service Procedures

This clause will analyse the Network Function Service Procedures for the 5G Policy Framework. It includes (to be updated):

· Possible Service-based interfaces: Npcf, 

5.5
Protocols

This clause will analyse the Protocols to be supported in the 5G Policy Framework procedures.
5.6
Access and Mobility Policy Rules
This clause will analyse the different types of Access and Mobility Policy Rules and their structure within the 5G Policy Framework.

5.7
Session Management Policy Rules

This clause will analyse the different types of Session Management Policy Rules and their structure within the 5G Policy Framework.

5.8
UE Policies

This clause will analyse the different types of UE Policies and their structure within the 5G Policy Framework.
5.9
QoS mechanisms

Editor’s note: The content is this subclause provides current best understanding of the function distribution of PCEF (Policy and Charging Enforcement Function) related to QoS in the SMF and UPF and it may be subject to change in a future update.
5.9.1
Overview

The PCF may provide authorized QoS to the SMF.

The provisioning of the authorized QoS is performed from the PCF to the SMF. The authorized QoS can refer to a policy rule or to a PDU Session.

The authorized QoS provides appropriate values for the resources to be enforced.

The authorized QoS for a policy rule is a request for allocating the corresponding resources.
Editor’s note: The content of this clause is based on Annex A in 3GPP TS 23.501 [2], which is temporary place for unstable content.
5.9.2
Policy provisioning for authorized QoS per service data flow

The authorized QoS per service data flow shall be provisioned within the corresponding policy rule and will include the 5QI, ARP and MBR (optional) for Non-GBR Service Data Flows and the 5QI, ARP, MBR, GBR and notification control for GBR Service Data Flows.

NOTE:
 Non-GBR Qos flows with standardized 5QIs will have a default ARP. In this case, the ARP doesn’t need to be sent over N7 reference point.5.9.4
Policy provisioning of authorized QoS per PDU Session
Each PDU session of a UE is associated with a Session-AMBR, the PCF may provision the authorized AMBR per PDU session as part of the PDU-CAN session establishment procedure and may modify it at any time as long as there is an PDU-CAN session active for that DDN. 
5.9.6
QoS Information
5.9.6.1
5G QoS Indicator (5QI)

A 5QI is a scalar that is used as a reference to 5G QoS characteristics i.e. access node-specific parameters that control QoS forwarding treatment for the QoS flow (e.g. scheduling weights, admission thresholds, queue management thresholds, link layer protocol configuration, etc.).

The following standardized 5QI values are defined:

· GBR 5QI: 1, 2, 3, 4, 65, 66

· Non-GBR 5QI: 7,8,9, 69, 70

Editor’s Note: This list will be extended as new values are added in 3GPP TS 23.501.
5.9.6.2 
QoS Characteristics

The following QoS Characteristics are defined for non-standardised 5QI values:

Resource Type:

The Resource Type determines if the Service Data Flow is a GBR Service Data Flow or a Non-GBR Service Data Flow, i.e. if the resources for the related QoS flow are permanently allocated or not.  
Packet Delay Budget:
The Packet Delay Budget (PDB) defines an upper bound for the time in milliseconds that a packet may be delayed. 
Packet Error Rate:
The Packet Error Rate (PER) defines an upper bound for the rate of SDUs (e.g. IP packets) that have been processed by the sender of a link layer protocol (e.g. RLC in RAN of a 3GPP access) but that are not successfully delivered by the corresponding receiver to the upper layer (e.g. PDCP in RAN of a 3GPP access). Thus, the PER defines an upper bound for a rate of non-congestion related packet losses. The purpose of the PER is to allow for appropriate link layer protocol configurations (e.g. RLC and HARQ in RAN of a 3GPP access). For a certain 5QI the value of the PER is the same in uplink and downlink.
Priority Level:
Editor’s Note: This data remains unspecified in 3GPP TS 23.501.
NOTE:
 For non-standardized combinations of 5G QoS characteristics, a 5QI value from the non-standardized value range together with the 5G QoS characteristics are signalled over N7.
5.9.6.2
Allocation Retention Priority

The ARP is used to indicate the priority of allocation and retention, the pre-emption capability and pre-emption vulnerability for the Service Data Flow.

The Priority Level defines the relative importance of a resource request. This allows deciding whether a new QoS flow can be accepted or needs to be rejected in case of resource limitations (typically used for admission control of GBR traffic). It can also be used to decide which existing QoS flow to pre-empt during resource limitations.
Values 1 to 15 are defined, with value 1 as the highest level of priority.

Values 1 to 8 should only be assigned for services that are authorized to receive prioritized treatment within an operator domain. Values 9 to 15 may be assigned to resources that are authorized by the home network and thus applicable when a UE is roaming.
The pre-emption-capability of a Service Data Flow defines whether a service data flow can get resources that were already assigned to another service data flow with a lower priority level.

The pre-emption vulnerability of a Service Data Flow defines whether a service data flow can lose the resources assigned to it in order to admit a service data flow with higher priority level.
5.9.6.3
Guaranteed Bitrate (DL/UL)
The Guaranteed Bit Rate indicates the guaranteed bitrate in bits per second for a downlink service data flow. For PDU type IP, the bandwidth contains all the overhead coming from the IP-layer and the layers above, e.g. IP, UDP, RTP and RTP payload.

5.9.6.4
Maximum Bitrate (DL/UL)
The Maximum Bit Rate indicates the maximum bandwidth in bits per second for a downlink service data flow. For PDU type IP, the bandwidth contains all the overhead coming from the IP-layer and the layers above, e.g. IP, UDP, RTP and RTP payload.
5.9.6.5
Notification Control

The Notification control indicates whether notification should be made if the QoS targets cannot be fulfilled for a Service Data Flow during the lifetime of the Service Data Flow. Applicable to GBR Service Data Flows.
5.9.6.5
PDU Session Aggregate Maximum Bitrate (DL/UL)
The PDU Session Maximum Bitrate indicates the maximum aggregate bit rate in bits per seconds across all non-GBR QoS flows related with the same PDU session.

5.10
Discovery and Selection aspects
This clause will analyse the PCF selection and discovery mechanisms in the different contexts.
5.11
Roaming scenarios

This clause will analyse the roaming scenarios aspects in the 5G Policy Framework.

5.12
Subscription Data Management

This clause will analyse the Subscription Data Management aspects in the 5G Policy Framework.
5.13
Interworking with EPC
This clause will analyse the role of the 5G Policy Framework in the interworking with EPC. 
5.14
IMS Aspects

This clause will analyse the role of the 5G Policy Framework in the interworking with IMS. 

6
Interworking between the 5G System and external Data Networks (DN)
6.1
Reference Model

This clause will describe the Reference Architecture related to the interworking between the 5G system and external Data Networks.
6.2
Functional entities

This clause will define the Functional Entities related to the interworking between the 5G system and external Data Networks.
6.3
System Procedures

This clause will analyse the System Procedures related to the interworking between the 5G system and external Data Networks.
6.4
Network Function Service Procedures

This clause will analyse the Network Function Service Procedures related to the interworking between the 5G system and external Data Networks.
6.5
Protocols

This clause will analyse the Protocols to be supported for the interworking between the 5G system and external Data Networks.
7
Network capability exposure aspects of the 5G system
This clause will analyse aspects related to the support for Network capability exposure of the 5G system.
7.1
Reference Model

This clause will describe the Reference Architecture(s) for the Network Capability Exposure of the 5G system.
7.2
Functional entities

This clause will define the Functional Entities involved in the Network Capability Exposure of the 5G system.
7.3
System Procedures

This clause will analyse the System Procedures related to the Network Capability Exposure of the 5G system

7.4
Network Function Service Procedures

This clause will analyse the Network Function Service Procedures related to the Network Capability Exposure of the 5G system.

7.5
Protocols

This clause will analyse the Protocols to be supported for the Network Capability Exposure of the 5G system
8
Conclusions and Recommendations
This clause will contain the conclusions and recommendations of the study.
Annex A:
Impacts to Specifications
This clause will describe the impacts to existing specifications and new specifications.
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