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Introduction

This clause is optional. If it exists, it is always the second unnumbered clause.

1
Scope

The present document discusses and describes procedures and protocols from CT4 aspects of Evolved Packet System  (EPS) towards a higher-data-rate, lower-latency, packet-optimized system that supports multiple access technologies. 

These CT4 aspects include selection and study of protocols and procedures that will be used in the evolved system (e.g. within evolved packet core network, between EPC and current GPRS core network, and between EPC and HSS/AAA), and describes impacts and required enhancements on the GTP and IETF protocols based on stage2 architecture requirements.

In addition, the present document also includes description of the new identities and addressing schemes required by Evolved Universal Terrestrial Radio Access Network (E-UTRAN) and Evolved Packet System (EPS), and in particular functional requirements and protocols for enhancing existing capabilities for EPS/E-UTRAN, e.g. MBMS and network sharing.

The present document is used as a place holder for CT4 EPS materials to be moved to appropriate 3GPP technical specifications when the TR is sufficiently stable.
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
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IETF Draft, draft-ietf-mip6-nemo-v4traversal-04.txt, “Dual Stack Mobile IPv6” work in progress.
[7]
IETF RFC 4282 (December 2005): "The Network Access Identifier".
[8]
3GPP TS 29.234: "3GPP system to Wireless Local Area Network (WLAN) interworking; Stage 3".
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It is preferred that the reference to 21.905 be the first in the list.

3
Definitions, symbols and abbreviations

Delete from the above heading those words which are not applicable.

Subclause numbering depends on applicability and should be renumbered accordingly.

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [x] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [x].

Definition format

<defined term>: <definition>.

example: text used to clarify abstract rules by applying them literally.

3.2
Symbols

For the purposes of the present document, the following symbols apply:

Symbol format

<symbol>
<Explanation>

3.3
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [x] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [x].

EPC
Evolved Packet Core

EPS
Evolved Packet System

E-UTRAN
Evolved Universal Terrestrial Radio Access Network
4
Overview of CT4 Aspect of System Architecture Evolution

4.1
The aspect of “GPRS enhancements for E-UTRAN access”

4.1.1
Attach procedure

The Attach procedure is used for UE/users to register with the network to receive services that require registration. During Attachment, a default Bearer is established to enable the always-on IP connectivity for UE/users of the SAE system. The detailed information is in 3GPP TS 23.401 [2].
4.1.2
Dedicated Bearer Activation procedure
The Dedicated Bearer Activation procedure describes the scenario in which the network initiates a bearer establishment for an active mode UE. The detailed information is in 3GPP TS 23.401 [2].
4.1.3
GW initiated Dedicated Bearer Deactivation procedure
The GW initiated Dedicated Bearer Deactivation procedure describes the scenario in which the network initiates a bearer deactivation for an active mode UE. The detailed information is in 3GPP TS 23.401 [2].
4.1.4
Dedicated Bearer Modification with Bearer QoS Update procedure
The Dedicated Bearer Modification with Bearer QoS Update procedure describes the scenario in which the network initiates a bearer modification with QoS of a dedicated Bearer updated for an active mode UE. The detailed information is in 3GPP TS 23.401 [2].
4.1.5
Dedicated Bearer Modification without Bearer QoS Update procedure
The Dedicated Bearer Modification without Bearer QoS Update procedure describes the scenario in which the network initiates a bearer modification to update the Uplink TFT for an active dedicated Bearer of an active mode UE. The detailed information is in 3GPP TS 23.401 [2].
4.1.6
E-UTRAN to UTRAN Iu Mode Inter RAT Handover Based on PS Handover procedure
The E-UTRAN to UTRAN Iu mode Inter RAT handover based on PS handover procedure describes the scenario in which an LTE_ACTIVE UE changes from an E-UTRAN cell to a UTRAN cell.. The detailed information is in 3GPP TS 23.401 [2].
4.1.7
Network Triggered Service Request procedure
The network Triggered Service Request procedure describes how the network can trigger the signalling procedure to send the downlink data to an idle mode UE. The detailed information is in 3GPP TS 23.401 [2].
4.1.8
Tracking Area Update procedure with MME and Serving Gateway change
The Tracking Area Update procedure with MME and Serving Gateway change describes the scenario in which an idle UE moves with tracking area and CN nodes change. The detailed information is in 3GPP TS 23.401 [2].
4.1.9
UE Triggered Service Request procedure
The UE Triggered Service Request procedure describes how an idle UE can trigger the signalling procedure to send the uplink data to the network. The detailed information is in 3GPP TS 23.401 [2].
4.1.10
UTRAN Iu Mode to E-UTRAN Inter RAT Handover Based on PS Handover procedure
The UTRAN Iu mode to E-UTRAN Inter RAT handover based on PS handover procedure describes the scenario in which a PMM_CONNECTED UE changes from a UTRAN cell to an E-UTRAN cell. The detailed information is in 3GPP TS 23.401 [2].
4.1.11
Detach procedures
There are three kinds of Detach procedures.

The UE-initiated Detach procedure describes the scenario in which the UE informs the network that it does not want to access to the EPS any longer. The detailed information is in 3GPP TS 23.401 [2].

The MME-initiated Detach procedure describes the scenario in which the MME informs the other network entities (for explicit detach scenario and implicit detach scenario) and the UE (for explicit detach scenario) that the UE does not have access to the EPS any longer. The detailed information is in 3GPP TS 23.401 [2].
The HSS-initiated Detach procedure describes the scenario in which the operator determines to remove the MM and EPS bearer of a subscriber. The detailed information is in 3GPP TS 23.401 [2].

4.1.12
Inter eNodeB Handover with CN Node Relocation procedure

The Inter eNodeB Handover with CN Node Relocation procedure describes the scenario in which an LTE_ACTIVE UE changes eNodeB accessed within E-UTRAN and the MME, or the Serving Gateway, or both is/are relocated. The detailed information is in 3GPP TS 23.401 [2].

4.1.13
E-UTRAN to GERAN A/Gb Mode Inter RAT Handover Based on PS Handover procedure

The E-UTRAN to GERAN A/Gb mode Inter RAT handover based on PS handover procedure describes the scenario in which an LTE_ACTIVE UE changes from an E-UTRAN cell to a GERAN cell. The detailed information is in 3GPP TS 23.401 [2].
4.1.14
GERAN A/Gb Mode to E-UTRAN Inter RAT Handover Based on PS Handover procedure

The GERAN A/Gb mode to E-UTRAN Inter RAT handover based on PS handover procedure describes the scenario in which a READY state UE changes from a GERAN cell to an E-UTRAN cell. The detailed information is in 3GPP TS 23.401 [2].
4.1.15
S1 Release procedure

The S1 Release procedure describes the scenario in which all S1 bearers for a UE are released and the UE state in MME is set to LTE_IDLE. The detailed information is in 3GPP TS 23.401 [2].
4.1.16
GERAN A/Gb Mode to E-UTRAN Tracking Area Update procedure
The GERAN A/Gb Mode to E-UTRAN Tracking Area Update procedure describes the scenario in which an idle state UE registered with a SGSN selects an E-UTRAN cell and changes to a Tracking Area in which it has not yet registered. The detailed information is in 3GPP TS 23.401 [2].

4.1.17
E-UTRAN to GERAN A/Gb Mode Routing Area Update procedure
The E-UTRAN to GERAN A/Gb Mode Routing Area Update procedure describes the scenario in which an idle state UE registered with an MME selects a GERAN cell and changes to a Routing Area in which it has not yet registered. The detailed information is in 3GPP TS 23.401 [2].
4.1.18
UTRAN Iu Mode to E-UTRAN Tracking Area Update procedure
The UTRAN Iu Mode to E-UTRAN Tracking Area Update procedure describes the scenario in which an idle state UE registered with a 3G-SGSN selects an E-UTRAN cell and changes to a Tracking Area in which it has not yet registered. The detailed information is in 3GPP TS 23.401 [2].

4.1.19
E-UTRAN to UTRAN Iu Mode Routing Area Update procedure
The E-UTRAN to UTRAN Iu Mode Routing Area Update procedure describes the scenario in which an idle state UE registered with an MME selects a UTRAN cell and changes to a Routing Area in which it has not yet registered. The detailed information is in 3GPP TS 23.401 [2].

4.1.20
Subscriber Profile Update procedure
The Subscriber Profile Update procedure describes the scenario in which the HSS informs the MME  that it has added, modified, or deleted information in a subscriber’s subscription data.
4.1.21
Purge procedure

The Purge procedure describes the scenario in which the MME inform the HSS that it has deleted the subscription data and MM context of a detached MS. 
4.1.22
Reset procedure

The Reset procedure describes the scenario in which the HSS informs all MMEs to which its subscribers are attached that it has lost its subscribers mobility data. 
4.2
The aspect of “Architecture enhancements for non-3GPP accesses”
4.2.1
Initial Attach procedure of Trusted non-3GPP IP accesses

The subclause describes the initial attach procedure of Trusted non-3GPP accesses which occurs when the UE powers-on in a trusted non-3GPP IP access and attaches to the EPS via S2a interface.
The S2a interface shall support Client MIPv4 Foreign Agent (FA) Mode as defined in IETF RFC 3344 [4] and Proxy MIPv6 as defined in Internet-Draft, draft-ietf-netlmm-proxymip6-00 [5]. So two initial attach procedures of Trusted non-3GPP IP accesses are specified. For more information about initial attach procedures of Trusted non-3GPP IP accesses is in 3GPP TS 23.402 [3].
In the non-roaming case, S2a interface is between trusted non-3GPP IP accesses and PDN GW in home network; Ta* interface is between trusted non-3GPP IP accesses and 3GPP AAA Server.
4.2.2
Initial Attach procedure of Untrusted non-3GPP IP accesses

The subclause describes the initial attach procedure of Untrusted non-3GPP accesses which occurs when the UE powers-on in a untrusted non-3GPP IP access and attaches to the EPS via S2b interface.
The S2b interface shall Proxy MIPv6 as defined in Internet-Draft, draft-ietf-netlmm-proxymip6-00[5]. For more information about initial attach procedures of Untrusted non-3GPP IP accesses is in 3GPP TS 23.402 [3].
In the non-roaming case, S2b interface is between evolved Packet Data Gateway (ePDG) and the PDN GW; Wm* interface is between ePDG and 3GPP AAA Server. 

In the roaming case with home routed traffic anchored by visited Serving GW, S2b is between ePDG and Serving GW in visited network; S8b interface is between Serving GW in VPLMN and PDN GW in HPLMN; Wm* interface is between ePDG and 3GPP AAA Proxy.

Editor's Note: It is FFS that in the roaming case whether the scenario of S2b between ePDG and PDN GW in home network exists.
4.2.3
Handover procedure from 3GPP access to non-3GPP access
The subclause describes the handover procedure from 3GPP access to non-3GPP access in which an UE changes radio access from a 3GPP access to non-3GPP access. The detailed information is in 3GPP TS 23.402 [3].
4.2.4
Handover procedure from non-3GPP access to 3GPP access
The subclause describes the handover procedure from non-3GPP access to 3GPP access in which an UE changes radio access from a non-3GPP access to 3GPP access. The detailed information is in 3GPP TS 23.402 [3].
5
Functional Entities
<This section explains the role of the functional entity>

6
Description of Interfaces 
6.1
Interface related to “GPRS enhancements for E-UTRAN access”
Editor’s note: It needs to be investigated if GTP version upgrade is necessary.
6.1.0
Introduction

6.1.1
SGSN – MME (S3) Interface

6.1.1.1 Requirements

6.1.1.1.1 E-UTRAN to UTRAN Iu Mode Inter RAT Handover Based on PS Handover Procedure

6.1.1.1.1.1 Forward Relocation Request
The parameters for Forward Relocation Request message are, but not exclusively, listed as below:
IMSI;

-  Target Identification;

-  MM Context;

-  PDP Context;

-  PDP Context Prioritization;

-  MME Address for control plane on S3;

-  MME S3 TEID for control plane;

-  Source to Target Transparent Container;

-  S1-AP Cause;

-  Direct Forwarding Flag;
6.1.1.1.1.2 Forward Relocation Response

The parameters for Forward Relocation Response message are, but not exclusively, listed as below:
-  Cause;

-  SGSN Address for control plane;

-  SGSN TEID for control plane;

-  RANAP cause;

-  SGSN Number;

-  Target to Source Transparent Container;

-  RAB Setup Information;

-  Additional RAB Setup Information;

-  Address for Data Forwarding (RNC address for direct forwarding, or Serving Gateway S1 address for indirect forwarding);

-  TEID for Data Forwarding (RNC TEID for direct forwarding, or Serving Gateway S1 TEID for indirect forwarding);

6.1.1.1.1.3 Forward SRNS Context

Editor’s note: Whether this message is needed is FFS.
The parameters for Forward SRNS Context message are, but not exclusively, listed as below:

-  Delivery Order;

6.1.1.1.1.4 Forward SRNS Context Acknowledge

Editor’s note: Whether this message is needed is FFS.
The parameters for Forward SRNS Context Acknowledge message are FFS.

6.1.1.1.1.5 Forward Relocation Complete

The parameters for Forward Relocation Complete message are FFS.
6.1.1.1.1.6 Forward Relocation Complete Acknowledge

The parameters for Forward Relocation Complete Acknowledge message are FFS.

6.1.1.1.2 UTRAN Iu Mode to E-UTRAN Inter RAT Handover Based on PS Handover Procedure

6.1.1.1.2.1 Forward Relocation Request
The parameters for Forward Relocation Request message are, but not exclusively, listed as below:
-  IMSI;

-  Target Identification;

-  MM Context;

-  PDP Context;

-  PDP Context Prioritization;

-  SGSN Address for control plane on S3;

-  SGSN TEID for control plane on S3;

-  Source to Target Transparent Container;

-  Direct Forwarding Flag;

6.1.1.1.2.2 Forward Relocation Response

The parameters for Forward Relocation Response message are, but not exclusively, listed as below:
-  Cause;

-  List of Set Up RABs;

-  MME Address for control plane on S3;

-  MME TEID for control plane on S3;

-  S1-AP cause;

-  Target to Source Transparent Container;

-  Address for Data Forwarding (eNodeB address for direct forwarding, or Serving Gateway S4 address for indirect forwarding);

-  TEID for Data Forwarding (eNodeB TEID for direct forwarding, or Serving Gateway S4 TEID for indirect forwarding);

6.1.1.1.2.3 Forward SRNS Context

Editor’s note: Whether this message is needed is FFS.
The parameters for Forward SRNS Context message are FFS
6.1.1.1.2.4 Forward SRNS Context Acknowledge

Editor’s note: Whether this message is needed is FFS.
The parameters for Forward SRNS Context Acknowledge message are FFS.

6.1.1.1.2.5 Forward Relocation Complete

The parameters for Forward Relocation Complete message are FFS.
6.1.1.1.2.6 Forward Relocation Complete Acknowledge

The parameters for Forward Relocation Complete Acknowledge message are FFS.

6.1.1.1.3 E-UTRAN to GERAN A/Gb Mode Inter RAT Handover Based on PS Handover Procedure

6.1.1.1.3.1 Forward Relocation Request

The parameters for Forward Relocation Request message are, but not exclusively, listed as below:
-  IMSI;

-  Target Identification;

-  MM Context;

-  PDP Context;

-  PDP Context Prioritization;

-  MME Address for control plane on S3;

-  MME S3 TEID for control plane;

-  Source to Target Transparent Container;

-  Packet Flow ID;

-  XID Parameters;

-  Cell Identification;

-  Direct Forwarding Flag;

6.1.1.1.3.2 Forward Relocation Response

The parameters for Forward Relocation Response message are, but not exclusively, listed as below:
-  Cause;

-  SGSN Address for control plane on S3;

-  SGSN S3 TEID for control plane;

-  BSSGP cause;

-  List of set-up PFIs;

-  Target to Source Transparent Container;

-  Address for Data Forwarding (SGSN address for direct forwarding, or Serving Gateway S1 address for indirect forwarding);

-  TEID for Data Forwarding (SGSN TEID for direct forwarding, or Serving Gateway S1 TEID for indirect forwarding);

6.1.1.1.3.3 Forward SRNS Context
Editor’s note: Whether this message is needed is FFS.
The parameters for Forward SRNS Context message are, but not exclusively, listed as below:

-  Delivery Order;

6.1.1.1.3.4 Forward SRNS Context Acknowledge

Editor’s note: Whether this message is needed is FFS.
The parameters for Forward SRNS Context Acknowledge message are FFS.

6.1.1.1.3.5 Forward Relocation Complete

The parameters for Forward Relocation Complete message are FFS.

6.1.1.1.3.6 Forward Relocation Complete Acknowledge
The parameters for Forward Relocation Complete Acknowledge message are FFS.

6.1.1.1.4 GERAN A/Gb Mode to E-UTRAN Inter RAT Handover Based on PS Handover Procedure

6.1.1.1.4.1 Forward Relocation Request

The parameters for Forward Relocation Request message are, but not exclusively, listed as below:
-  IMSI;

-  Target Identification;

-  MM Context;

-  PDP Context;

-  PDP Context Prioritization;

-  SGSN Address for control plane on S3;

-  SGSN S3 TEID for control plane;

-  Source to Target Transparent Container;

-  Packet Flow ID;

-  SNDCP XID Parameters;

- LLC XID Parameters;

-  Direct Forwarding Flag;

6.1.1.1.4.2 Forward Relocation Response

The parameters for Forward Relocation Response message are, but not exclusively, listed as below:
-  Cause;

-  List of Set Up PFCs;

-  MME Address for control plane on S3;

-  MME S3 TEID for control plane;

-  S1-AP cause;

-  Target to Source Transparent Container;

-  Address for Data Forwarding (eNodeB address for direct forwarding, or Serving Gateway S4 address for indirect forwarding);

-  TEID for Data Forwarding (eNodeB TEID for direct forwarding, or Serving Gateway S4 TEID for indirect forwarding);

6.1.1.1.4.3 Forward SRNS Context

Editor’s note: Whether this message is needed is FFS.
The parameters for Forward SRNS Context message are FFS.
6.1.1.1.4.4 Forward SRNS Context Acknowledge

Editor’s note: Whether this message is needed is FFS.
The parameters for Forward SRNS Context Acknowledge message are FFS.

6.1.1.1.4.5 Forward Relocation Complete
The parameters for Forward Relocation Complete message are FFS.

6.1.1.1.4.6 Forward Relocation Complete Acknowledge

The parameters for Forward Relocation Complete Acknowledge message are FFS.
6.1.1.1.5 GERAN A/Gb Mode to E-UTRAN Tracking Area Update procedure

6.1.1.1.5.1 Context Request

The parameters for Context Request message are, but not exclusively, listed as below:

-  Old RAI;

-  Old P-TMSI;

-  MME Address for control plane on S3;

6.1.1.1.5.2 Context Response

The parameters for Context Response message are, but not exclusively, listed as below:

-  2G-SGSN Context;

Editor’s note: The detailed content of 2G-SGSN Context is FFS.
6.1.1.1.5.3 Context Acknowledge

The parameters for Context Acknowledge message are FFS.

6.1.1.1.6 E-UTRAN to GERAN A/Gb Mode Routing Area Update procedure

6.1.1.1.6.1 Context Request

The parameters for Context Request message are, but not exclusively, listed as below:

-  Old TAI;

-  Old S-TMSI;

-  SGSN Address for control plane on S3;

6.1.1.1.6.2 Context Response

The parameters for Context Response message are, but not exclusively, listed as below:

-  MME Context;

6.1.1.1.6.3 Context Acknowledge

The parameters for Context Acknowledge message are FFS.

6.1.1.1.7 UTRAN Iu Mode to E-UTRAN Tracking Area Update procedure

6.1.1.1.7.1 Context Request

The parameters for Context Request message are, but not exclusively, listed as below:

-  Old RAI;

-  Old P-TMSI;

-  MME Address for control plane on S3;

6.1.1.1.7.2 Context Response

The parameters for Context Response message are, but not exclusively, listed as below:

-  3G-SGSN Context;

Editor’s note: The detailed content of 3G-SGSN Context is FFS.
6.1.1.1.7.3 Context Acknowledge

The parameters for Context Acknowledge message are FFS.

6.1.1.1.8 E-UTRAN to UTRAN Iu Mode Routing Area Update procedure

6.1.1.1.8.1 Context Request

The parameters for Context Request message are, but not exclusively, listed as below:

-  Old TAI;

-  Old S-TMSI;

-  SGSN Address for control plane on S3;

6.1.1.1.8.2 Context Response

The parameters for Context Response message are, but not exclusively, listed as below:

-  MME Context;

6.1.1.1.8.3 Context Acknowledge

The parameters for Context Acknowledge message are FFS.

6.1.1.2 Candidates

6.1.1.2.1 GTP

This is the only candidate for S3.
6.1.1.3 Analysis

6.1.1.3.1 GTP

Editor’s note: enhancements to the GTP protocol shall be studied in this section.

6.1.1.4 Conclusions

Editor’s note: this section covers the conclusion for protocol selection and possible enhancement.
6.1.2
SGSN – Serving Gateway (S4) Interface

6.1.2.1 Requirements

6.1.2.1.1 E-UTRAN to UTRAN Iu Mode Inter RAT Handover Based on PS Handover Procedure

6.1.2.1.1.1 Create Bearer Request
Editor’s note: Whether this message is needed is FFS.
The parameters for Create Bearer Request message are, but not exclusively, listed as below:

- Cause;
-  RNC Address for user plane;

-  RNC TEID for use plane;
6.1.2.1.1.2 Create Bearer Response
Editor’s note: Whether this message is needed is FFS.
The parameters for Create Bearer Response message are, but not exclusively, listed as below:
-  Cause;

-  Serving Gateway Address for user plane on S12;

-  Serving Gateway S12 TEID for user plane;

.

6.1.2.1.1.3 Update Bearer Request

The parameters for Update Bearer Request message are , but not exclusively, listed as below:
-  Cause;

-  SGSN Address for control plane on S4;

-  SGSN TEID for control plane on S4;

-  NSAPI;

-  RNC Address for user plane on S12 for Direct Tunnel case or SGSN Address for user plane on S4 for Non Direct Tunnel case;

-  RNC TEID for user plane on S12 for Direct Tunnel case or SGSN Address for user plane on S4 for Non Direct Tunnel case;

-  RAT Type;
6.1.2.1.1.4 Update Bearer Response

The parameters for Update Bearer Response message are, but not exclusively, listed as below:

-  Cause;

-  Serving Gateway Address for control plane on S4;

-  Serving Gateway TEID for control plane on S4;

6.1.2.1.2 E-UTRAN to GERAN A/Gb Mode Inter RAT Handover Based on PS Handover Procedure

6.1.2.1.2.1 Create Bearer Request
The parameters for Create Bearer Request message are FFS.
6.1.2.1.2.2 Create Bearer Response

The parameters for Create Bearer Response message are FFS.

6.1.2.1.2.3 Update Bearer Request (for preparation phase)
Editor’s note: Whether this message is needed is FFS.
The parameters for Update Bearer Request message are, but not exclusively, listed as below:

-  Cause;
-  SGSN Address for user plane on S4;

-  SGSN S4 TEID for use plane;
6.1.2.1.2.4 Update Bearer Response (for preparation phase)

Editor’s note: Whether this message is needed is FFS.
The parameters for Update Bearer Response message are, but not exclusively, listed as below:
-  Cause;

-  Serving Gateway Address for user plane on S4;

-  Serving Gateway S4 TEID for user plane;

6.1.2.1.2.5 Update Bearer Request

The parameters for Update Bearer Request message are, but not exclusively, listed as below:
-  Cause;

-  SGSN Address for control plane on S4;

-  SGSN S4 TEID for control plane;

-  NSAPI;

-  SGSN Address for user plane on S4;

-  SGSN S4 TEID for user plane;

-  RAT Type;

6.1.2.1.2.6 Update Bearer Response

The parameters for Update Bearer Response message are, but not exclusively, listed as below:

-  Cause;

-  Serving Gateway Address for control plane on S4;

-  Serving Gateway S4 TEID for control plane;

6.1.2.1.3 E-UTRAN to GERAN A/Gb Mode Routing Area Update procedure

6.1.2.1.3.1 Update Bearer Request

The parameters for Update Bearer Request message are, but not exclusively, listed as below:

-  SGSN Address for user plane on S4;

-  SGSN S4 TEID for user plane;

-  QoS Negotiated;

-  Serving Network Identity;
-  RAT type;
6.1.2.1.3.2 Update Bearer Response

The parameters for Update Bearer Response message are, but not exclusively, listed as below:

-  Serving Gateway Address for user plane on S4;

-  Serving Gateway S4 TEID for user plane;

-  PDN Gateway Address for control plane on S5 (GTP based)/S8a;

-  PDN Gateway S5 (GTP based)/S8a TEID for control plane;

6.1.2.1.4 E-UTRAN to UTRAN Iu Mode Routing Area Update procedure

6.1.2.1.4.1 Update Bearer Request

The parameters for Update Bearer Request message are, but not exclusively, listed as below:

-  SGSN Address for user plane on S4;

-  SGSN S4 TEID for user plane;

-  QoS Negotiated;

-  Serving Network Identity;
-  RAT type;
6.1.2.1.4.2 Update Bearer Response

The parameters for Update Bearer Response message are, but not exclusively, listed as below:

-  Serving Gateway Address for user plane on S4;

-  Serving Gateway S4 TEID for user plane;

-  PDN Gateway Address for control plane on S5 (GTP based)/S8a;

-  PDN Gateway S5 (GTP based)/S8a TEID for control plane;

6.1.2.1.4.3 Update Bearer Request (for Direct Tunnel)

The parameters for Update Bearer Request message are, but not exclusively, listed as below:

-  eNodeB Address for user plane on S1;

-  eNodeB S1 TEID for user plane;

6.1.2.1.4.4 Update Bearer Response (for Direct Tunnel)

The parameters for Update Bearer Response message are FFS.
6.1.2.2 Candidates

6.1.2.2.1 GTP

This is the only candidate for S4.
6.1.2.3 Analysis

6.1.2.3.1 GTP

Editor’s note: enhancements to the GTP protocol shall be studied in this section.

6.1.2.4 Conclusions

Editor’s note: this section covers the conclusion for protocol selection and possible enhancement.
6.1.3
Serving Gateway – PDN Gateway (S5) (GTP based) Interface

Editor’s note: If the Serving Gateway and the PDN Gateway are combined, this interface is not needed for some function, such as bearer establishment.
6.1.3.1 Requirements

6.1.3.1.1 Attach Procedure

6.1.3.1.1.1 Delete Bearer Request
The parameters for Delete Bearer Request message are FFS.
6.1.3.1.1.2 Delete Bearer Response
The parameters for Delete Bearer Response message are FFS.
6.1.3.1.1.3 Create Default Bearer Request
The parameters for Create Default Bearer Request message are, but not exclusively, listed as below:

-  Serving GW Address for the user plane;

-  Serving GW TEID for the user plane;

-  Serving GW TEID for the control plane;

6.1.3.1.1.4 Create Default Bearer Response
The parameters for Create Default Bearer Response message are, but not exclusively, listed as below:

-  PDN Gateway Address for the user plane;

-  PDN Gateway TEID for the user plane;

-  PDN Gateway TEID for the control plane;

-  PDN Address for the UE;

6.1.3.1.2 Dedicated Bearer Activation Procedure

6.1.3.1.2.1 Create Dedicated Bearer Request
The parameters for Create Dedicated Bearer Request message are, but not exclusively, listed as below:

-  Bearer QoS (the detailed description of Bearer QoS is FFS);

-  Uplink TFT;

-  S5 TEID for uplink user plan;

6.1.3.1.2.2 Create Dedicated Bearer Response
The parameters for Create Dedicated Bearer Response message are, but not exclusively, listed as below:

-  S5 TEID for downlink user plan;

6.1.3.1.3 GW initiated Dedicated Bearer Deactivation Procedure

6.1.3.1.3.1 Delete Dedicated Bearer Request
The parameters for Delete Dedicated Bearer Request message are FFS.
6.1.3.1.3.2 Delete Dedicated Bearer Response
The parameters for Delete Dedicated Bearer Response message are FFS.
6.1.3.1.4 Dedicated Bearer Modification with Bearer QoS Update Procedure
6.1.3.1.4.1 Update Dedicated Bearer Request
The parameters for Update Dedicated Bearer Request message are, but not exclusively, listed as below:

-  Bearer QoS (the detailed description of Bearer QoS is FFS);

-  Uplink TFT;

6.1.3.1.4.2 Update Dedicated Bearer Response
The parameters for Update Dedicated Bearer Response message are FFS.

6.1.3.2.5 Dedicated Bearer Modification without Bearer QoS Update Procedure

6.1.3.2.5.1 Update Dedicated Bearer Request
The parameters for Update Dedicated Bearer Request message are, but not exclusively, listed as below:

-  Uplink TFT;

6.1.3.2.5.2 Update Dedicated Bearer Response
The parameters for Update Dedicated Bearer Response message are FFS.

6.1.3.1.6 E-UTRAN to UTRAN Iu Mode Inter RAT Handover Based on PS Handover Procedure

6.1.3.1.6.1 Update Bearer Request

Editor’s note: Whether this message is needed is FFS.
The parameters for Update Bearer Request message are, but not exclusively, listed as below:
-  RAT Type;

6.1.3.1.6.2 Update Bearer Response

Editor’s note: Whether this message is needed is FFS.
The parameters for Update Bearer Response message are FFS.

6.1.3.1.7 Tracking Area Update Procedure with MME and Serving Gateway change

6.1.3.1.7.1 Update Bearer Request
The parameters for Update Bearer Request message are, but not exclusively, listed as below:

-  Serving GW Address for the user plane;

-  Serving GW TEID of the user plane;

6.1.3.1.7.2 Update Bearer Response
The parameters for Update Bearer Response message are, but not exclusively, listed as below:

-  PDN Gateway TEID of the user plane;

6.1.3.1.8 UTRAN Iu Mode to E-UTRAN Inter RAT Handover Based on PS Handover Procedure

6.1.3.1.8.1 Update Bearer Request

Editor’s note: Whether this message is needed is FFS.
The parameters for Update Bearer Request message are , but not exclusively, listed as below:
-  RAT Type;

6.1.3.1.8.2 Update Bearer Response

Editor’s note: Whether this message is needed is FFS.
The parameters for Update Bearer Response message are FFS.
6.1.3.1.9 Detach Procedures

6.1.3.1.9.1 Delete Bearer Request

The parameters for Delete Bearer Request message are, but not exclusively, listed as below:

-  S5 (GTP based) TEID;

6.1.3.1.9.2 Delete Bearer Response

The parameters for Delete Bearer Response message are, but not exclusively, listed as below:

-  S5 (GTP based) TEID;

6.1.3.1.10 Inter eNodeB Handover with CN Node Relocation procedure

6.1.3.1.10.1 Update Bearer Request

The parameters for Update Bearer Request message are, but not exclusively, listed as below:

-  Serving Gateway Address for user plane on S5 (GTP based);

-  Serving Gateway S5 (GTP based) TEID for user plane;

6.1.3.1.10.2 Update Bearer Response

The parameters for Update Bearer Response message are FFS.

6.1.3.1.11 E-UTRAN to GERAN A/Gb Mode Inter RAT Handover Based on PS Handover Procedure

6.1.3.1.11.1 Update Bearer Request

Editor’s note: Whether this message is needed is FFS.
The parameters for Update Bearer Request message are, but not exclusively, listed as below:
-  RAT Type;

6.1.3.1.11.2 Update Bearer Response

Editor’s note: Whether this message is needed is FFS.
The parameters for Update Bearer Response message are FFS.

6.1.3.1.12 GERAN A/Gb Mode to E-UTRAN Inter RAT Handover Based on PS Handover Procedure

6.1.3.1.12.1 Update Bearer Request
Editor’s note: Whether this message is needed is FFS.
The parameters for Update Bearer Request message are, but not exclusively, listed as below:
-  RAT Type;

6.1.3.1.12.2 Update Bearer Response

Editor’s note: Whether this message is needed is FFS.
The parameters for Update Bearer Response message are FFS.

6.1.3.1.13 GERAN A/Gb Mode to E-UTRAN Tracking Area Update procedure

6.1.3.1.13.1 Update Bearer Request

The parameters for Update Bearer Request message are, but not exclusively, listed as below:

-  Serving Gateway Address for user plane on S5 (GTP based);

-  Serving Gateway S5 (GTP based) TEID for user plane;

-  RAT type;
6.1.3.1.13.2 Update Bearer Response

The parameters for Update Bearer Response message are, but not exclusively, listed as below:

-  PDN Gateway Address for user plane on S5 (GTP based);

-  PDN Gateway S5 (GTP based) TEID for user plane;

6.1.3.1.14 E-UTRAN to GERAN A/Gb Mode Routing Area Update procedure

6.1.3.1.14.1 Update Bearer Request

The parameters for Update Bearer Request message are, but not exclusively, listed as below:

-  Serving Gateway Address for user plane on S5 (GTP based);

-  Serving Gateway S5 (GTP based) TEID for user plane;

-  RAT type;

6.1.3.1.14.2 Update Bearer Response

The parameters for Update Bearer Response message are, but not exclusively, listed as below:

-  PDN Gateway Address for user plane on S5 (GTP based);

-  PDN Gateway S5 (GTP based) TEID for user plane;

6.1.3.1.15 UTRAN Iu Mode to E-UTRAN Tracking Area Update procedure

6.1.3.1.15.1 Update Bearer Request

The parameters for Update Bearer Request message are, but not exclusively, listed as below:

-  Serving Gateway Address for user plane on S5 (GTP based);

-  Serving Gateway S5 (GTP based) TEID for user plane;

-  RAT type;
6.1.3.1.15.2 Update Bearer Response

The parameters for Update Bearer Response message are, but not exclusively, listed as below:

-  PDN Gateway Address for user plane on S5 (GTP based);

-  PDN Gateway S5 (GTP based) TEID for user plane;

6.1.3.1.16 E-UTRAN to UTRAN Iu Mode Routing Area Update procedure

6.1.3.1.16.1 Update Bearer Request

The parameters for Update Bearer Request message are, but not exclusively, listed as below:

-  Serving Gateway Address for user plane on S5 (GTP based);

-  Serving Gateway S5 (GTP based) TEID for user plane;

-  RAT type;

6.1.3.1.16.2 Update Bearer Response

The parameters for Update Bearer Response message are, but not exclusively, listed as below:

-  PDN Gateway Address for user plane on S5 (GTP based);

-  PDN Gateway S5 (GTP based) TEID for user plane;

6.1.3.1.17
Handover procedure from non-3GPP access to 3GPP access

Editor’s note: this section covers the requirements for handover procedures from non-3GPP access to 3GPP access.
Editor’s note: The stage2 procedure is still under work on this procedure, and contents within this subclause may subject to change.
6.1.3.2 Candidates

6.1.3.2.1 GTP

This is the only candidate for S5 (GTP based S5).
6.1.3.3 Analysis

6.1.3.3.1 GTP

Editor’s note: enhancements to the GTP protocol shall be studied in this section.
6.1.3.3.1.1 Create Default Bearer Request
The Information Elements for Create Default Bearer Request message based on GTP-C protocol are listed as below:

-  IMSI

-  Serving GW Address for user plane;

-  S5/S8a TEID for user plane;

-  S5/S8a TEID for control plane;

-  Serving GW Address for control plane;

-   Access Point Name;

-   Quality of Service Profile

-   RAT Type;
Editor’s notes: It is FFS whether there is more Information Element for this message.
A Create Default Bearer Request shall be sent from a Serving GW node to a PDN GW node as a part of the default bearer establishment procedure. 

The S5/S8a TEID for Control Plane field specifies a downlink Tunnel Endpoint Identifier for control plane messages which is chosen by the Serving GW. The PDN GW shall include this Tunnel Endpoint Identifier in the GTP header of all downlink control plane messages which are related to the requested bearer context. 

The Serving GW shall include an Serving GW address for control plane. The PDN GW shall store the Serving GW address and use it when sending control plane message on this GTP tunnel.

The S5/S8b Tunnel Endpoint Identifier for user plane field specifies a downlink Tunnel Endpoint Identifier for G-PDUs that is chosen by the Serving GW. The PDN GW shall include this Tunnel Endpoint Identifier in the GTP header of all subsequent downlink G-PDUs which are related to the requested bearer context.
Serving GW address for user plane shall be included in Create Default Bearer Response message. The PDN GW shall store the Serving GW address and use it when sending downlink G-PDUs on this GTP tunnel.

The Access Point Name IE includes default APN for the UE.

The Quality of Service Profile information element should be included in Create Default Bearer Request message copied from corresponding Create Default Bearer Request message from MME to Serving GW. The Default bearer QoS may be upgraded or downgraded by PDN GW in corresponding response message. It is FFS what parameters are included in the IE.

The Serving GW shall include RAT Type IE in Create Default Bearer Request message if the MME transfers the IE to the Serving GW.

6.1.3.3.1.2 Create Default Bearer Response

The Information Elements for Create Default Bearer Response message based on GTP-C protocol are listed as below:
-  Cause;

-  PDN Gateway Address for user plane;

-  S5/S8a TEID for user plane;

-  S5/S8a TEID for control plane;
-  PDN Gateway Address for control plane
-  PDN Address for the UE;

-  Quality of Service Profile
Editor’s notes: It is FFS whether there is more Information Element for this message.
A Create Default Bearer Response shall be sent from a PDN GW node to a Serving GW node as a response of a Create Default Bearer Request.

The PDN GW shall include Cause IE in the message. The parameter indicates if a Bearer context has been created in the PDN GW or not.
The S5/S8b Tunnel Endpoint Identifier for Control Plane field specifies an uplink Tunnel Endpoint Identifier for control plane messages, which is chosen by the PDN GW. The Serving GW shall include this Tunnel Endpoint Identifier in the GTP header of all subsequent uplink control plane messages which are related to the requested bearer context. 

The S5/S8b Tunnel Endpoint Identifier for user plane field specifies an uplink Tunnel Endpoint Identifier for G-PDUs that is chosen by the PDN GW. The Serving GW shall include this Tunnel Endpoint Identifier in the GTP header of all uplink G-PDUs which are related to the requested bearer context.
PDN GW address for user plane shall be included in Create Default Bearer Response message. The Serving GW shall store the PDN GW address and use it when sending uplink G-PDUs on this GTP tunnel.

PDN GW address for control plane may be included in Create Default Bearer Response message. The Serving GW shall store the PDN GW address and use it when sending subsequent control plane message on this GTP tunnel.

Editor’s note: It is FFS whether an IPv4/IPv6 capable PDN GW should include both IPv4 and IPv6 addresses for control plane and user plane in this message if IPv6 is also supported by the Serving GW.

If the UE requests a dynamic PDP address and a dynamic PDP address is allowed, then the End User Address for UE information element shall be included to contain the dynamic PDP Address allocated by the PDN GW. 
    Editor’s notes: It is FFS whether PPP type bearer, or a static PDN address for UE, will be supported in EPS.
The QoS values supplied in the Create Default Bearer Request message may be negotiated downwards or upwards by the PDN GW. Quality of Service Profile information element may be included in Create Default Bearer Response message to contain the negotiated value of QoS used by the default bearer. It is FFS what parameters are included in the IE.
6.1.3.3.1.3 Delete Bearer Request
The Information Elements for Delete Bearer Request message based on GTP-C protocol are listed as below:
· Teardown Ind;

· EPS Bearer ID;
Editor’s notes: It is FFS whether there is more Information Element for this message.
If there are active bearer contexts in MME for a particular UE at attach procedure, the MME deletes all these bearer contexts by sending Delete Bearer Request messages to the Serving GW involved. The Serving GW sends Delete Bearer Request message to the PDN GW involved.

The Teardown Ind is used to indicate whether all bearer contexts that share the PDN address with the bearer context identified in the request should also be deleted. If the Teardown Ind information element value is set to '1', then all Bearer contexts that share the same PDN address with the bearer context identified by the EPS Bearer ID included in the Delete bearer Context Request Message shall be torn down. Otherwise, only the bearer context identified by the EPS Bearer ID included in the Delete bearer context Request shall be  deleted if the value of this information element is '0' or this information is not included. 
The EPS bearer ID is allocated in default or dedicated bearer establishment procedure to identify the bearer in following bearer modification and deactivation procedure. It is FFS which entity is charge of EPS Bearer ID allocation. EPS bearer ID should be included in Delete Bearer Request message to identify the bearer to be deleted.
6.1.3.3.1.4 Delete Bearer Response
The Information Elements for Delete Bearer Response message based on GTP-C protocol are listed as below:
· Cause;
The message shall be sent from a PDN GW node to a Serving GW node as a response of a Delete Bearer Request.

Cause parameter should be included in the message. The parameter indicates whether success or not the PDN GW handles Delete Bearer Request message from the Serving GW and failure cause.

6.1.3.4 Conclusions

Editor’s note: this section covers the conclusion for protocol selection and possible enhancement.
6.1.4
MME – HSS (S6a) Interface

6.1.4.1 Requirements

6.1.4.1.0 General

The following list of requirements applies to the S6a interface:

-  generation and provision of user authentication, integrity and ciphering data;

-  maintain and provide subscription profile (including updates);

-  apply roaming restrictions;

-  apply network access control;

-  update user location information at inter-access level (serving MME, serving SGSN);
-  supply a selected PDN GW address (at inter-access mobility);

-  purging of subscription profile;
- reset procedure;
6.1.4.1.1 Attach Procedure

6.1.4.1.1.1 Update Location
The parameters for Update Location message are, but not exclusively, listed as below:

-  MME Identity;

-  IMSI;

6.1.4.1.1.2 Update Location Acknowledge

The parameters for Update Location Acknowledge message are, but not exclusively, listed as below:

-  Cause for reject the attach request;

6.1.4.1.1.3 Cancel Location
The parameters for Cancel Location message are, but not exclusively, listed as below:

-  IMSI;

-  Cancellation Type;

6.1.4.1.1.4 Cancel Location Acknowledge

The parameters for Cancel Location Acknowledge message are, but not exclusively, listed as below:

-  IMSI;

6.1.4.1.1.5 Insert Subscriber Data

The parameters for Insert Subscriber Data message are, but not exclusively, listed as below:

-  IMSI;

-  Subscription Data;

Editor’s note: It is FFS the subscription Data will be provided in the Insert Subscriber Data message or in the Update Location Acknowledge message.

6.1.4.1.1.6 Insert Subscriber Data Acknowledge

The parameters for Insert Subscriber Data Acknowledge message are, but not exclusively, listed as below:

-  Cause for reject the Subscription Data;

6.1.4.1.2 Tracking Area Update Procedure with MME and Serving Gateway change

6.1.4.1.2.1 Update Location
The parameters for Update Location message are, but not exclusively, listed as below:

-  MME Identity;

-  IMSI;

6.1.4.1.2.2 Update Location Acknowledge

The parameters for Update Location Acknowledge message are, but not exclusively, listed as below:

-  Subscription Date;

-  Cause for reject the TAU request;

Editor’s note: It is FFS the subscription Data will be provided in the Insert Subscriber Data message or in the Update Location Acknowledge message.

6.1.4.1.2.3 Cancel Location
The parameters for Cancel Location message are, but not exclusively, listed as below:

-  IMSI;

-  Cancellation Type;

6.1.4.1.2.4 Cancel Location Acknowledge

The parameters for Cancel Location Acknowledge message are, but not exclusively, listed as below:

-  IMSI;

6.1.4.1.3 Detach Procedures

6.1.4.1.3.1 Cancel Location

This message is only used for HSS-initiated Detach procedure.

The parameters for Cancel Location message are, but not exclusively, listed as below:

-  IMSI;

-  Cancellation Type;

6.1.4.1.3.2 Cancel Location Acknowledge

This message is only used for HSS-initiated Detach procedure.

The parameters for Cancel Location Acknowledge message are, but not exclusively, listed as below:

-  IMSI;

6.1.4.1.4 GERAN A/Gb Mode to E-UTRAN Tracking Area Update procedure

6.1.4.1.4.1 Update Location

The parameters for Update Location message are, but not exclusively, listed as below:

-  MME Address;

-  IMSI;

6.1.4.1.4.2 Update Location Acknowledge

The parameters for Update Location Acknowledge message are, but not exclusively, listed as below:

-  IMSI;

-  Cause;

-  Subscription Data;

Editor’s note: Whether Subscription Data is transferred in this message is FFS.
6.1.4.1.4.3 Update Location Complete

Editor’s note: Whether this message is needed is FFS.
The parameters for Update Location Complete message are FFS.
6.1.4.1.5 E-UTRAN to GERAN A/Gb Mode Routing Area Update procedure

6.1.4.1.5.1 Cancel Location

The parameters for Cancel Location message are, but not exclusively, listed as below:

-  IMSI;

-  Cancellation Type;

6.1.4.1.5.2 Cancel Location Acknowledge
The parameters for Cancel Location Acknowledge message are FFS.
6.1.4.1.6 UTRAN Iu Mode to E-UTRAN Tracking Area Update procedure

6.1.4.1.6.1 Update Location

The parameters for Update Location message are, but not exclusively, listed as below:

-  MME Id;

-  IMSI;

6.1.4.1.6.2 Update Location Acknowledge

The parameters for Update Location Acknowledge message are, but not exclusively, listed as below:

-  IMSI;

-  Cause;

-  Subscription Data;

Editor’s note: Whether Subscription Data is transferred in this message is FFS.
6.1.4.1.6.3 Update Location Complete

Editor’s note: Whether this message is needed is FFS.
The parameters for Update Location Complete message are FFS.
6.1.4.1.7 E-UTRAN to UTRAN Iu Mode Routing Area Update procedure

6.1.4.1.7.1 Cancel Location

The parameters for Cancel Location message are, but not exclusively, listed as below:

-  IMSI;

-  Cancellation Type;

6.1.4.1.7.2 Cancel Location Acknowledge
The parameters for Cancel Location Acknowledge message are FFS.
6.1.4.1.8 Subscriber Profile Update Procedure
6.1.4.1.8.1 Insert Subscriber Data

The parameters for Insert Subscriber Data message are, but not exclusively, listed as below:

-  IMSI;

-  Subscription Data;

6.1.4.1.8.2 Insert Subscriber Data Acknowledge

The parameters for Insert Subscriber Data Acknowledge message are, but not exclusively, listed as below:

-  Cause for reject the update request;

6.1.4.1.8.3 Delete Subscriber Data

The parameters for Delete Subscriber Data message are, but not exclusively, listed as below:

-  IMSI;

-  Subscription Data;

6.1.4.1.8.4 Delete Subscriber Data Acknowledge

The parameters for Delete Subscriber Data Acknowledge message are, but not exclusively, listed as below:

-  Cause for reject the delete request;

6.1.4.1.9 Purge Procedure

6.1.4.1.9.1 Purge MS
This message is sent from MME to HSS to indicate that a subscription profile has been purged e.g. due to long-lasting inactivity.

The parameters for the Purge MS message are, but not exclusively, listed as below:

-  MME Identity;

-  IMSI;

6.1.4.1.9.2 Purge MS Acknowledge

The parameters for the Purge MS Acknowledge message are, but not exclusively, listed as below:

- Freeze S-TMSI indicator;
6.1.4.1.9.3 Detailed Procedure
An MME may purge the subscriber data for an MS which has not established radio contact for a period determined by the network operator. Purging means to delete the subscriber data and to release or to freeze the S-TMSI that has been allocated to the purged MS. The MME shall inform the HSS of the purging.

When the HSS is informed of the purging, it shall check whether  the stored MME address matches the MME Identity received in the Purge MS message. If so, the Freeze S-TMSI indicator is set in the Purge MS Acknowledge message sent to the MME and the IMSI record stored in the HSS is marked “MS purged in MME”. 

When MME receives the Purge MS Acknowledgement message, it shall check the  Freeze S-TMSI indicator. If set the MME shall not release the S-TMSI but freeze it for a period determined by the network operator in order to avoid one TMSI being allocated to two MSs. Otherwise the S-TMSI shall be released.

In the HSS, the "MS purged in MME" flag is reset by the location updating procedure and after reload of data from the non-volatile back-up that is performed when the HSS restarts after a failure.

The HSS shall not send Insert Subscriber Data messages or Cancel Location messages to the MME for subscribers whose IMSI record is marked “MS purged in MME”.

The MME shall release a frozen S-TMSI when an Identification Request message that contains the S-TMSI is received via S10.

When a purged MS attaches to the MME, the MME shall release the frozen S-TMSI and re-allocate it to the attaching MS. The MME shall initiate an Update Location procedure towards the HSS in order to retrieve the subscriber data and to reset the “MS purged in MME” flag set in the HSS.

6.1.4.1.10 Reset Procedure

6.1.4.1.10.1 Reset
This message is sent from HSS to the MME to indicate that mobility data have been lost in the HSS e.g. due to a restart.

The parameters for the Reset message are, but not exclusively, listed as below:

-  HSS Identity;

6.1.4.1.10.2 Detailed procedure
The HSS stores and maintains in non-volatile memory addresses of MMEs and counters counting how many of its subscribers are attached to a specific MME. A counter in increased when an Update Location message is received (unless no MME address is stored against the subscriber’s profile) and decreased when a Cancel Location message is sent or a Purge MS message is received. When a counter reaches a value of 0 the associated MME address and the counter may be deleted. When an Update Location Message is received from an MME for which no counter is yet maintained, the MME address is stored and an associated counter is creadted with a value set to 1.

When the HSS recovers from a restart it may have lost the information which subscriber is attached to which MME. Subsequent modification of the subscriber profile cannot be propagated to the MME immediately. The HSS shall send Reset messages to all MMEs for which addresses are stored with the associated couter values >0.

When receiving the Reset message the MME shall mark all subscription profiles which have been received from the HSS that sent the message as “not confirmed by HSS”.

Before the MME reads data from a subscriber’s profile it shall check the flag “not confirmed by HSS”. If set, the MME shall performs Update Location towards the HSS  which triggers download of the up to date service profile (which is then unmarked “not confirmed by HSS” in the MME). As a result of the Update Location Procedure the HSS stores the up-to date MME address against the subscriber’s profile.

6.1.4.2 Candidates

6.1.4.2.1 Diameter 

Diameter is a candidate protocol for S6a.

6.1.4.2.2 MAP 

MAP is a candidate protocol for S6a.
6.1.4.3 Analysis

6.1.4.3.1 Diameter

Diameter was chosen in past 3GPP specifications as the most optimal protocol to transfer subscription and authentication data for authenticating/authorizing users accessing 3GPP networks and has since then been driven and improved to meet 3GPP requirements and development. 

Basing S6a on Diameter will allow for efficient resource usage since the HSS currently makes use of the Diameter Base protocol over a number of reference points (Wx, Cx, Sh, Zh).
The Diameter protocol provides the following advantages: 

· Reliable transport protocols (both TCP and SCTP are supported).

· Capability negotiation (includes selection of transport protocol).

· Security, based on IPsec and/or TLS

· Reliability and scalability.

· Connection and session management; Error notification.

· Easily extended with new commands and AVPs.

· Addressing and Routing is DNS based 

· Less protocol layers, lighter processing.

The above advantages are already available over several reference points supported by the HSS: Wx, Cx, Sh, Zh. Hence, it only seems natural to continue in this same direction already taken by 3GPP by selecting Diameter for all new HSS-reference points related to an All-IP network scenario such as is the case of the S6a interface. Selection of heavier SS7-based addressing used by MAP with complex GTT configuration (compared to DNS) would result in network cost increase and not make use of Diameter’s advantages listed above. SS7-based protocols should be avoided in all-IP networks in Release 8.

Given that pre-Release-8 HSS servers already support Diameter, the impact of supporting Diameter in the HSS can be considered null. If the Diameter Application chosen for the S6a reference point is based on Wx (or Cx) then implementation impacts can be considered small and deployment times reduced. The preferred Diameter Application for the S6a ref point is FFS.

The impact of supporting Diameter in the MME can also be considered null since the MME is a new Evolved Packet Core entity in Release 8. 

The Diameter protocol is used over the Wd reference point between the AAA-proxy and the Home-AAA server in the I-WLAN roaming architecture. Despite this fact, it seems convenient to analyse specific issues concerning S6a roaming, i.e. MME in the VPLMN and the HSS in the HPLMN domain.

Diameter may run over SCTP or TCP at transport level. The case may be that SCTP connectivity is not available between all home and visited operator domains, in which case TCP can be used. It should be noted here that SCTP is strongly recommended due to its advantages over TCP such as SCTP’s support for multi-streaming (avoiding TCP’s head-of-line blocking problems), multi-homing (which allows data to be automatically sent to alternate addresses when failures occur, and most importantly, without the application even knowing a lower level failure occurred) and its message orientation (vs. TCP being byte-oriented). The lack of SCTP support should not be considered a show-stopper to supporting Diameter over S6a.

Assuring S6a security with Diameter across operator boundaries is possible with IPsec which is required by the Diameter base protocol specification [Error! Reference source not found.]. It is also possible to apply TLS instead of IPsec. In either case it is assumed that all Diameter nodes are trusted.

Establishing a hierarchy of Diameter relay agents between the MME in a VPLMN and a HSS in a HPLMN allows for efficient resource usage and deployment. It reduces the number of peers each Diameter node has to interact with, which provides the following benefits:

· Lighter peer tables, which requires fewer resources and are easier to maintain.

· Lower number of resources dedicated in each Diameter node to maintaining connections. This includes the resources needed in order to provide sufficient security to the connections.
· Higher chances that the established connections are used often, thus reducing the overhead associated to the creation and tear down of connections.
Moreover, routing tables are also minimized (which implies less resources needed and easier maintenance), and an efficient route from the Diameter client (i.e. the MME) to the appropriate Diameter server (i.e. the HSS) can always be found.
6.1.4.3.2 MAP
In networks that do not support IMS, the functionality of the HSS is basically restricted to the functionality of an HLR. In early deployments of SAE Diameter capable HSSs may not be available. MAP, however , is supported in HLRs and may be easily enhanced to cover SAE’s S6a  requirements.

MAP over IP is also available to avoid SS7 links to terminate at the MME, and IP-transport is the only option for S6a.

Basing S6a on MAP will allow for early deployment especially in networks that do not need full HSS support, since the HLR currently makes use of the MAP protocol over a number of reference points (Gr, C, D, Gc, Lh,...)

Basing S6a on MAP will also allow combined MME/SGSN entities to efficiently communicate with the HSS (HLR) using a single dialogue.

Although the HLR is an integrated part of the HSS from the standards point of view it must be noted that in some deployment scenarios the HLR is a separated entity. 
6.1.4.4 Conclusions

Editor’s note: this section covers the conclusion for protocol selection and possible enhancement.
6.1.5
hPDN Gateway – vServing Gateway (S8a) Interface

6.1.5.1 Requirements

6.1.5.1.1 Attach Procedure

6.1.5.1.1.1 Delete Bearer Request
The parameters for Delete Bearer Request message are FFS.
6.1.5.1.1.2 Delete Bearer Response
The parameters for Delete Bearer Response message are FFS.
6.1.5.1.1.3 Create Default Bearer Request
The parameters for Create Default Bearer Request message are, but not exclusively, listed as below:

-  Serving GW Address for the user plane;

-  Serving GW TEID of the user plane;

-  Serving GW TEID of the control plane;

6.1.5.1.1.4 Create Default Bearer Response
The parameters for Create Default Bearer Response message are, but not exclusively, listed as below:

-  PDN Gateway Address for the user plane;

-  PDN Gateway TEID of the user plane;

-  PDN Gateway TEID of the control plane;

-  PDN Address for the UE;

6.1.5.1.2 Dedicated Bearer Activation Procedure 
6.1.5.1.2.1 Create Dedicated Bearer Request
The parameters for Create Dedicated Bearer Request message are, but not exclusively, listed as below:

-  Bearer QoS (the detailed description of Bearer QoS is FFS);

-  Uplink TFT;

-  S8a TEID for uplink user plan;

6.1.5.1.2.2 Create Dedicated Bearer Response
The parameters for Create Dedicated Bearer Response message are, but not exclusively, listed as below:

-  S8a TEID for downlink user plan;

6.1.5.1.3 GW initiated Dedicated Bearer Deactivation Procedure

6.1.5.1.3.1 Delete Dedicated Bearer Request
The parameters for Delete Dedicated Bearer Request message are FFS.
6.1.5.1.3.2 Delete Dedicated Bearer Response
The parameters for Delete Dedicated Bearer Response message are FFS.
6.1.5.1.4 Dedicated Bearer Modification with Bearer QoS Update Procedure

6.1.5.1.4.1 Update Dedicated Bearer Request
The parameters for Update Dedicated Bearer Request message are, but not exclusively, listed as below:

-  Bearer QoS (the detailed description of Bearer QoS is FFS);

-  Uplink TFT;

6.1.5.1.4.2 Update Dedicated Bearer Response
The parameters for Update Dedicated Bearer Response message are FFS.
6.1.5.2.5 Dedicated Bearer Modification without Bearer QoS Update Procedure
6.1.5.2.5.1 Update Dedicated Bearer Request
The parameters for Update Dedicated Bearer Request message are, but not exclusively, listed as below:

-  Uplink TFT;

6.1.5.2.5.2 Update Dedicated Bearer Response
The parameters for Update Dedicated Bearer Response message are FFS.

6.1.5.1.6 E-UTRAN to UTRAN Iu Mode Inter RAT Handover Based on PS Handover Procedure

6.1.5.1.6.1 Update Bearer Request

Editor’s note: Whether this message is needed is FFS.
The parameters for Update Bearer Request message are , but not exclusively, listed as below:
-  RAT Type;

6.1.5.1.6.2 Update Bearer Response

Editor’s note: Whether this message is needed is FFS.
The parameters for Update Bearer Response message are FFS.
6.1.5.1.7 Tracking Area Update Procedure with MME and Serving Gateway change

6.1.5.1.7.1 Update Bearer Request
The parameters for Update Bearer Request message are, but not exclusively, listed as below:

-  Serving GW Address for the user plane;

-  Serving GW TEID of the user plane;

6.1.5.1.7.2 Update Bearer Response
The parameters for Update Bearer Response message are, but not exclusively, listed as below:

-  PDN Gateway TEID of the user plane;
6.1.5.1.8 UTRAN Iu Mode to E-UTRAN Inter RAT Handover Based on PS Handover Procedure

6.1.5.1.8.1 Update Bearer Request

Editor’s note: Whether this message is needed is FFS.
The parameters for Update Bearer Request message are , but not exclusively, listed as below:
-  RAT Type;

6.1.5.1.8.2 Update Bearer Response

Editor’s note: Whether this message is needed is FFS.
The parameters for Update Bearer Response message are FFS.
6.1.5.1.9 Detach Procedures

6.1.5.1.9.1 Delete Bearer Request

The parameters for Delete Bearer Request message are, but not exclusively, listed as below:

-  S8a TEID;

6.1.5.1.9.2 Delete Bearer Response

The parameters for Delete Bearer Response message are, but not exclusively, listed as below:

-  S8a TEID;

6.1.5.1.10 Inter eNodeB Handover with CN Node Relocation procedure

6.1.5.1.10.1 Update Bearer Request

The parameters for Update Bearer Request message are, but not exclusively, listed as below:

-  Serving Gateway Address for user plane on S8a;

-  Serving Gateway S8a TEID for user plane;

6.1.5.1.10.2 Update Bearer Response

The parameters for Update Bearer Response message are FFS.

6.1.5.1.11 E-UTRAN to GERAN A/Gb Mode Inter RAT Handover Based on PS Handover Procedure

6.1.5.1.11.1 Update Bearer Request

Editor’s note: Whether this message is needed is FFS.
The parameters for Update Bearer Request message are, but not exclusively, listed as below:
-  RAT Type;

6.1.5.1.11.2 Update Bearer Response

Editor’s note: Whether this message is needed is FFS.
The parameters for Update Bearer Response message are FFS.

6.1.5.1.12 GERAN A/Gb Mode to E-UTRAN Inter RAT Handover Based on PS Handover Procedure

6.1.5.1.12.1 Update Bearer Request
Editor’s note: Whether this message is needed is FFS.
The parameters for Update Bearer Request message are, but not exclusively, listed as below:
-  RAT Type;

6.1.5.1.12.2 Update Bearer Response

Editor’s note: Whether this message is needed is FFS.
The parameters for Update Bearer Response message are FFS.

6.1.5.1.13 GERAN A/Gb Mode to E-UTRAN Tracking Area Update procedure

6.1.5.1.13.1 Update Bearer Request

The parameters for Update Bearer Request message are, but not exclusively, listed as below:

-  Serving Gateway Address for user plane on S8a;

-  Serving Gateway S8a TEID for user plane;

-  RAT type;
6.1.5.1.13.2 Update Bearer Response

The parameters for Update Bearer Response message are, but not exclusively, listed as below:

-  PDN Gateway Address for user plane on S8a;

-  PDN Gateway S8a TEID for user plane;

6.1.5.1.14 E-UTRAN to GERAN A/Gb Mode Routing Area Update procedure

6.1.5.1.14.1 Update Bearer Request

The parameters for Update Bearer Request message are, but not exclusively, listed as below:

-  Serving Gateway Address for user plane on S8a;

-  Serving Gateway S8a TEID for user plane;

-  RAT type;

6.1.5.1.14.2 Update Bearer Response

The parameters for Update Bearer Response message are, but not exclusively, listed as below:

-  PDN Gateway Address for user plane on S8a;

-  PDN Gateway S8a TEID for user plane;

6.1.5.1.15 UTRAN Iu Mode to E-UTRAN Tracking Area Update procedure

6.1.5.1.15.1 Update Bearer Request

The parameters for Update Bearer Request message are, but not exclusively, listed as below:

-  Serving Gateway Address for user plane on S8a;

-  Serving Gateway S8a TEID for user plane;

-  RAT type;
6.1.5.1.15.2 Update Bearer Response

The parameters for Update Bearer Response message are, but not exclusively, listed as below:

-  PDN Gateway Address for user plane on S8a;

-  PDN Gateway S8a TEID for user plane;

6.1.5.1.16 E-UTRAN to UTRAN Iu Mode Routing Area Update procedure

6.1.5.1.16.1 Update Bearer Request

The parameters for Update Bearer Request message are, but not exclusively, listed as below:

-  Serving Gateway Address for user plane on S8a;

-  Serving Gateway S8a TEID for user plane;

-  RAT type;

6.1.5.1.16.2 Update Bearer Response

The parameters for Update Bearer Response message are, but not exclusively, listed as below:

-  PDN Gateway Address for user plane on S8a;

-  PDN Gateway TEID S8a for user plane;

6.1.5.1.17
Handover procedure from non-3GPP access to 3GPP access

Editor’s note: this section covers the requirements for handover procedures from non-3GPP access to 3GPP access.
Editor’s note: The stage2 procedure is still under work on this procedure, and contents within this subclause may subject to change.
6.1.5.2 Candidates

6.1.5.2.1 GTP

This is the only candidate for S8a.
6.1.5.3 Analysis

6.1.5.3.1 GTP

Editor’s note: enhancements to the GTP protocol shall be studied in this section.

6.1.5.4 Conclusions

Editor’s note: this section covers the conclusion for protocol selection and possible enhancement.
6.1.6
MME –MME (S10) Interface

6.1.6.1 Requirements

6.1.6.1.1 Attach Procedure

6.1.6.1.1.1 Identification Request
The parameters for Identification Request message are, but not exclusively, listed as below:

-  S-TMSI;

- The old Tracking Area Identity (TAI);

6.1.6.1.1.2 Identification Response
The parameters for Identification Response message are, but not exclusively, listed as below:

-  IMSI;

-  Authentication Quintets;

-  Cause to indicate that the UE is not known in the old MME;
6.1.6.1.2 Tracking Area Update Procedure with MME and Serving Gateway change

6.1.6.1.2.1 MME Context Request
The parameters for MME Context Request message are, but not exclusively, listed as below:

-  S-TMSI;

- The old Tracking Area Identity (TAI);

6.1.6.1.2.2 MME Context Response
The parameters for MME Context Response message are, but not exclusively, listed as below:

-  MME Context;

-  Cause to indicate that the UE is not known in the old MME;
6.1.6.1.2.3 MME Context Acknowledge

The parameters for MME Context Acknowledge Response message are, but not exclusively, listed as below:

-  reject indication;
6.1.6.1.3 Inter eNodeB Handover with CN Node Relocation Procedure

6.1.6.1.3.1 Forward Relocation Request

The parameters for Forward Relocation Request message are, but not exclusively, listed as below:

-  MME UE Context;

6.1.6.1.3.2 Forward Relocation Response

The parameters for Forward Relocation Response message are FFS.

6.1.6.1.3.3 Forward Relocation Complete

The parameters for Forward Relocation Complete message are FFS.
6.1.6.1.3.4 Forward Relocation Complete Acknowledge

The parameters for Forward Relocation Complete Acknowledge message are FFS.

6.1.6.2 Candidates

6.1.6.2.1 GTP-C

This is the only candidate for S10.
6.1.6.3 Analysis

6.1.6.3.1 GTP-C

Editor’s note: enhancements to the GTP-C protocol shall be studied in this section.

6.1.6.4 Conclusions

Editor’s note: this section covers the conclusion for protocol selection and possible enhancement.
6.1.7
MME – Serving Gateway (S11) Interface

6.1.7.1 Requirements

6.1.7.1.1 Attach Procedure

6.1.7.1.1.1 Delete Bearer Request
The parameters for Delete Bearer Request message are FFS.
6.1.7.1.1.2 Delete Bearer Response
The parameters for Delete Bearer Response message are FFS.
6.1.7.1.1.3 Create Default Bearer Request
The parameters for Create Default Bearer Request message are, but not exclusively, listed as below:

-  IMSI;

-  MME Context ID;

6.1.7.1.1.4 Create Default Bearer Response
The parameters for Create Default Bearer Response message are, but not exclusively, listed as below:

-  Serving Gateway Address for the user plane;

-  Serving Gateway TEID for the user plane;

-  PDN Address for the UE;

-  Serving SAE GW Context ID;
6.1.7.1.1.5 Update Bearer Request
The parameters for Update Bearer Request message are, but not exclusively, listed as below:

- eNodeB address for the user plane;

-  eNodeB TEID for the user plane;

6.1.7.1.1.6 Update Bearer Response
The parameters for Update Bearer Response message are FFS.
6.1.7.1.2 Dedicated Bearer Activation Procedure 
6.1.7.1.2.1 Create Dedicated Bearer Request
The parameters for Create Dedicated Bearer Request message are, but not exclusively, listed as below:

-  Bearer QoS (the detailed description of Bearer QoS is FFS);

-  Uplink TFT;

-  S1 TEID for uplink user plan;

6.1.7.1.2.2 Create Dedicated Bearer Response
The parameters for Create Dedicated Bearer Response message are, but not exclusively, listed as below:

-  S1 TEID for downlink user plan;
6.1.7.1.3 GW initiated Dedicated Bearer Deactivation Procedure

6.1.7.1.3.1 Delete Dedicated Bearer Request
The parameters for Delete Dedicated Bearer Request message are FFS.
6.1.7.1.3.2 Delete Dedicated Bearer Response
The parameters for Delete Dedicated Bearer Response message are FFS.
6.1.7.1.4 Dedicated Bearer Modification with Bearer QoS Update Procedure

6.1.7.1.4.1 Update Dedicated Bearer Request
The parameters for Update Dedicated Bearer Request message are, but not exclusively, listed as below:

-  Bearer QoS (the detailed description of Bearer QoS is FFS);

-  Uplink TFT;

6.1.7.1.4.2 Update Dedicated Bearer Response
The parameters for Update Dedicated Bearer Response message are FFS.
6.1.7.2.5 Dedicated Bearer Modification without Bearer QoS Update Procedure

6.1.7.2.5.1 Update Dedicated Bearer Request
The parameters for Update Dedicated Bearer Request message are, but not exclusively, listed as below:

-  Uplink TFT;

6.1.7.2.5.2 Update Dedicated Bearer Response
The parameters for Update Dedicated Bearer Response message are FFS.

6.1.7.1.6 Network Triggered Service Request Procedure

6.1.7.1.6.1 Downlink Data Notification
The parameters for Downlink Data Notification message are FFS.
6.1.7.1.7 Tracking Area Update Procedure with MME and Serving Gateway change

6.1.7.1.7.1 Create Bearer Request
The parameters for Create Bearer Request message are, but not exclusively, listed as below:

-  IMSI;

-  Bearer Contexts;

-  MME Context ID;

6.1.7.1.7.2 Create Bearer Response
The parameters for Create Bearer Response message are, but not exclusively, listed as below:

- MME Context ID;

-  Serving Gateway Address for the user plane;

-  Serving Gateway TEID of the user plane;

-  Serving SAE GW Context ID;
6.1.7.1.7.3 Delete Bearer Request
The parameters for Delete Bearer Request message are, but not exclusively, listed as below:

-  TEID for user plane
6.1.7.1.7.4 Delete Bearer Response
The parameters for Delete Bearer Response message are, but not exclusively, listed as below:
-  TEID for user plane
6.1.7.1.8 UE Triggered Service Request Procedure

6.1.7.1.8.1 Update Bearer Request
The parameters for Update Bearer Request message are, but not exclusively, listed as below:

- eNodeB address for the user plane;

-  downlink eNodeB TEID for the user plane;

6.1.7.1.8.2 Update Bearer Response
The parameters for Update Bearer Response message are FFS.
6.1.7.1.9 UTRAN Iu Mode to E-UTRAN Inter RAT Handover Based on PS Handover Procedure

6.1.7.1.1.9.1 Create Context Request
Editor’s note: Whether this message is needed is FFS.
The parameters for Create Context Request message are, but not exclusively, listed as below:

-  Cause;
-  eNodeB Address for user plane on S1;

-  eNodeB S1 TEID for user plane;

6.1.7.1.9.2 Create Context Response
Editor’s note: Whether this message is needed is FFS.
The parameters for Create Context Response message are , but not exclusively, listed as below:
-  Cause;
-  Serving Gateway Address for user plane on S12;

-  Serving Gateway S12 TEID for user plane;
6.1.7.1.9.3 Update Bearer Request
The parameters for Update Bearer Request message are , but not exclusively, listed as below:
-  Cause;

-  MME Address for control plane on S11;

-  MME S11 TEID for control plane;

-  NSAPI;

-  eNodeB Address for user plane on S1;

-  eNodeB S1 TEID for user plane;

-  RAT Type;
Editor’s note: Whether MME will be aware of the type of bearer, i.e. default bearer or dedicated bearer, and how MME will identify or re-establish a bearer as default bearer of UE in UMTS/GPRS to E-UTRAN Inter RAT handover procedure, is FFS. 
6.1.7.1.9.4 Update Bearer Response
The parameters for Update Bearer Response message are , but not exclusively, listed as below:

-  Cause;

-  Serving Gateway Address for control plane on S11;

-  Serving Gateway S1 TEID for control plane;
6.1.7.1.10 Detach Procedures

6.1.7.1.10.1 Delete Bearer Request

The parameters for Delete Bearer Request message are, but not exclusively, listed as below:

-  S1 TEID;

6.1.7.1.10.2 Delete Bearer Response

The parameters for Delete Bearer Response message are, but not exclusively, listed as below:

-  S1 TEID;

6.1.7.1.11 Inter eNodeB Handover with CN Node Relocation Procedure

6.1.7.1.11.1 Create Bearer Request

The parameters for Create Bearer Request message are, but not exclusively, listed as below:

-  Bearer Context;

6.1.7.1.11.2 Create Bearer Response

The parameters for Create Bearer Response message are, but not exclusively, listed as below:

-  Serving Gateway Address for user plane on S1;

-  Serving Gateway S1 TEID for user plane;

6.1.7.1.11.3 Update Bearer Request (on target side, for indirect forwarding)

Editor’s note: Whether this message is needed is FFS.
The parameters for Update Bearer Request message are FFS.

6.1.7.1.11.4 Update Bearer Response (on target side, for indirect forwarding)

Editor’s note: Whether this message is needed is FFS.
The parameters for Update Bearer Response message are FFS.

6.1.7.1.11.5 Update Bearer Request (on source side, for indirect forwarding)

Editor’s note: Whether this message is needed is FFS.
The parameters for Update Bearer Request message are FFS.

6.1.7.1.11.6 Update Bearer Response (on source side, for indirect forwarding)

Editor’s note: Whether this message is needed is FFS.
The parameters for Update Bearer Response message are FFS.

6.1.7.1.11.7 Update Bearer Request

The parameters for Update Bearer Request message are, but not exclusively, listed as below:

-  eNodeB Address for user plane on S1;

-  eNodeB S1 TEID for user plane;

6.1.7.1.11.8 Update Bearer Response

The parameters for Update Bearer Response message are FFS.

6.1.7.1.11.9 Delete Bearer Request

The parameters for Delete Bearer Request message are FFS.

6.1.7.1.11.10 Delete Bearer Response

The parameters for Delete Bearer Response message are FFS.

6.1.7.1.12 GERAN A/Gb Mode to E-UTRAN Inter RAT Handover Based on PS Handover Procedure

6.1.7.1.12.1 Create Context Request

Editor’s note: Whether this message is needed is FFS.
The parameters for Create Context Request message are, but not exclusively, listed as below:

-  Cause;
-  eNodeB Address for user plane on S1;

-  eNodeB S1 TEID for user plane;

6.1.7.1.12.2 Create Context Response

Editor’s note: Whether this message is needed is FFS.
The parameters for Create Context Response message are, but not exclusively, listed as below:
-  Cause;
-  Serving Gateway Address for user plane on S4;

-  Serving Gateway S4 TEID for user plane;
6.1.7.1.12.3 Update Bearer Request
The parameters for Update Bearer Request message are, but not exclusively, listed as below:
-  Cause;

-  MME Address for control plane on S11;

-  MME S11 TEID for control plane;

-  NSAPI;

-  eNodeB Address for user plane on S1;

-  eNodeB S1 TEID for user plane;

-  RAT Type;

6.1.7.1.12.4 Update Bearer Response
The parameters for Update Bearer Response message are, but not exclusively, listed as below:

-  Cause;

-  Serving Gateway Address for control plane on S11;

-  Serving Gateway TEID for control plane on S11;
6.1.7.1.13 S1 Release Procedure

6.1.7.1.13.1 Update Bearer Request
The parameters for Update Bearer Request message are FFS.

6.1.7.1.13.2 Update Bearer Response
The parameters for Update Bearer Response message are FFS.
6.1.7.1.14 GERAN A/Gb Mode to E-UTRAN Tracking Area Update procedure

6.1.7.1.14.1 Update Bearer Request

The parameters for Update Bearer Request message are, but not exclusively, listed as below:

-  MME Address for control plane on S11;

-  MME S11 TEID for control plane;

-  QoS Negotiated;

-  Serving Network Identity;
6.1.7.1.14.2 Update Bearer Response

The parameters for Update Bearer Response message are, but not exclusively, listed as below:

-  Serving Gateway Address for control plane on S11;

-  Serving Gateway TEID for control plane on S11;

-  PDN Gateway Address for control plane on S5 (GTP based)/S8a;

-  PDN Gateway S5 (GTP based)/S8a TEID for control plane;

6.1.7.1.15 UTRAN Iu Mode to E-UTRAN Tracking Area Update procedure

6.1.7.1.15.1 Update Bearer Request

The parameters for Update Bearer Request message are, but not exclusively, listed as below:

-  MME Address for control plane on S11;

-  MME S11 TEID for control plane;

-  QoS Negotiated;

-  Serving Network Identity;
6.1.7.1.15.2 Update Bearer Response

The parameters for Update Bearer Response message are, but not exclusively, listed as below:

-  Serving Gateway Address for control plane on S11;

-  Serving Gateway S11 TEID for control plane;

-  PDN Gateway Address for control plane on S5 (GTP based)/S8a;

-  PDN Gateway S5 (GTP based)/S8a TEID for control plane;

6.1.7.2 Candidates

6.1.7.2.1 GTP-C

This is the only candidate for S11.
6.1.7.3 Analysis

6.1.7.3.1 GTP-C
Editor’s note: enhancements to the GTP-C protocol shall be studied in this section.
6.1.7.3.1.1 Create Default Bearer Request
The Information Elements for Create Default Bearer Request message based on GTP-C protocol are listed as below:

-  IMSI;

-   S11 TEID for Control Plane;
-   MME Address for Control Plane;

-   PDN GW address for control plane;
-   Access Point Name;

-   Quality of Service Profile

-   RAT Type;

Editor’s notes: It is FFS whether there is more Information Element for this message.

A Create Default Bearer Request shall be sent from a MME node to a Serving GW node as a part of the default bearer establishment procedure. 

The S11 TEID for Control Plane field specifies a downlink Tunnel Endpoint Identifier for control plane messages which is chosen by the MME. The Serving GW shall include this Tunnel Endpoint Identifier in the GTP header of all downlink control plane messages which are related to the requested bearer context. 

The MME shall include an MME address for control plane. The Serving GW shall store the MME address and use it when sending control plane on this GTP tunnel.

The MME shall include selected PDN GW address information in Create Default Bearer Request message.

If the UE requests a dynamic bearer address and a dynamic bearer address is allowed, then the bearer Address field in the End User Address information element shall be empty. If the UE requests a static bearer Address then the bearer Address field in the End User Address information element shall contain the static bearer Address.
The Access Point Name IE includes default APN for the UE.
The Quality of Service Profile information element should be included in Create Default Bearer Request message to contain the Default Bearer QoS derived from subscription data of UE. The Default bearer QoS may be upgraded or downgraded by PDN GW in corresponding response message. It is FFS what parameters are included in the IE.

The MME may include RAT Type IE in Create Default Bearer Request message for following RAT based charging and PCC decision.

6.1.7.3.1.2 Create Default Bearer Response
The Information Elements for Create Default Bearer Response message based on GTP-C protocol are listed as below:

-  Cause;

-  Serving GW Address for user plane;

-  S11 TEID for user plane;

-   Serving GW Address for control plane;

-   S11 TEID for control plane;

-   PDN GW Address for user plane;

-   S5/S8a TEID for user plane;

-   PDN GW Address for control plane;

-   S5/S8a TEID for control plane;

-  End User Address;

-   Quality of Service Profile
 Editor’s notes: It is FFS whether there is more Information Element for this message.

A Create Default Bearer Response shall be sent from a GW node to a MME node as a response of a Create Default Bearer Request.

The GW shall include Cause IE in the message. The parameter indicates if a Bearer context has been created in the GW or not.
The S11 Tunnel Endpoint Identifier for Control Plane field specifies an uplink Tunnel Endpoint Identifier for control plane messages, which is chosen by the Serving GW The MME shall include this Tunnel Endpoint Identifier in the GTP header of all subsequent uplink control plane messages which are related to the requested bearer context. 

The S11 Tunnel Endpoint Identifier for user plane field specifies an uplink Tunnel Endpoint Identifier for G-PDUs that is chosen by the Serving GW.. The eNodeB shall include this Tunnel Endpoint Identifier in the GTP header of all uplink G-PDUs which are related to the requested bearer context.
Serving GW address for user plane shall be included in Create Default Bearer Response message. The eNodeB shall store the Serving GW address and use it when sending uplink G-PDUs on this GTP tunnel.

Serving GW address for control plane may be included in Create Default Bearer Response message. The MME shall store the Serving GW address and use it when sending subsequent control plane on this GTP tunnel.

PDN GW address for control plane and PDN GW address for user plane shall be included in Create Default Bearer Response message. S5/S8a Tunnel Endpoint Identifier for control plane and S5/S8b Tunnel Endpoint Identifier for user plane chosen by the PDN GW also shall be included in Create Default Bearer Response message.

Editor’s notes: It is FFS whether an IPv4/IPv6 capable Serving GW should include both IPv4 and IPv6 addresses for control plane and user plane in this message.
If the UE requests a dynamic PDP address and a dynamic PDP address is allowed, then the End User Address for UE information element shall be included to contain the dynamic PDP Address allocated by the PDN GW. 
    Editor’s notes: It is FFS whether PPP type bearer, or a static PDN address for UE, will be supported in EPS.
Quality of Service Profile information element should be included in Create Default Bearer Response message if it is included in corresponding Create Default Bearer Response message from PDN GW to Serving GW. It is FFS what parameters are included in the IE.
6.1.7.3.1.1 Delete Bearer Request
The Information Elements for Delete Bearer Request message based on GTP-C protocol are listed as below:
· Teardown Ind;

· EPS Bearer ID;
Editor’s notes: It is FFS whether there is more Information Element for this message.
If there are active bearer contexts in MME for a particular UE at attach procedure, the MME deletes all these bearer contexts by sending Delete Bearer Request messages to the Serving GW involved. 

The Teardown Ind is used to indicate whether all bearer contexts that share the PDN address with the bearer context identified in the request should also be deleted. If the Teardown Ind information element value is set to '1', then all Bearer contexts that share the same PDN address with the bearer context identified by the EPS Bearer ID included in the Delete bearer Context Request Message shall be torn down. Otherwise, only the bearer context identified by the EPS Bearer ID included in the Delete bearer context Request shall be  deleted if the value of this information element is '0' or this information is not included. 
The EPS bearer ID is allocated in default or dedicated bearer establishment procedure to identify the bearer in following bearer modification and deactivation procedures. It is FFS which entity is charge of EPS Bearer ID allocation. EPS bearer ID should be included in Delete Bearer Request message to identify the bearer to be deleted. 
It is FFS whether the Teardown Ind may be used to indicate all bearer contexts for a particular UE should be deleted, regardless whether these bearers share the same PDN address. In EPS, only one Serving GW is used for a particular UE. Therefore, the MME may indicate the Serving GW delete all bearer contexts of a particular UE in one Delete Bearer Request message to reduce message interaction between MME and Serving GW. If so, the presence requirement of EPS bearer ID in Delete Bearer Request message should be changed from mandatory to conditional.

6.1.7.3.1.2 Delete Bearer Response
The Information Elements for Delete Bearer Response message based on GTP-C protocol are listed as below:
· Cause;
Editor’s notes: It is FFS whether there is more Information Element for this message.
The message shall be sent from a GW node to a MME node as a response of a Delete Bearer Request.

Cause parameter should be included in the message. The parameter indicates whether success or not the GW handles Delete Bearer Request message from the MME and failure cause.

6.1.7.4 Conclusions

Editor’s note: this section covers the conclusion for protocol selection and possible enhancement.
6.1.8
UTRAN – Serving Gateway (S12) Interface

6.1.8.1 Requirements

6.1.8.2 Candidates

6.1.8.2.1 GTP-U

This is the only candidate for S12.
6.1.8.3 Analysis

6.1.8.3.1 GTP

Editor’s note: enhancements to the GTP protocol shall be studied in this section.

6.1.8.4 Conclusions

Editor’s note: this section covers the conclusion for protocol selection and possible enhancement.
6.2
Interface related to “Architecture enhancements for non-3GPP accesses”
Editor’s Note: the impact on IETF based protocols may be described in certain related sections.
6.2.0
Introduction

6.2.1
Gateway – Trusted Non-3GPP IP Access (S2a) Interface

6.2.1.1 Requirements

6.2.1.1.1 Initial Attach procedure for non-roaming

6.2.1.1.1.1 MIPv4 Registration Request (RRQ)

The parameters for MIPv4 Registration Request message are, but not exclusively, listed as below:

-  Mobile Node (MN-ID) in the format of NAI (as specified in IETF RFC 4282 [7]);
-  Reverse Tunnel Request indication;
6.2.1.1.1.2 MIPv4 Registration Reply (RRP)

The parameters for MIPv4 Registration Reply message are, but not exclusively, listed as below:

-  IP address allocated for the UE;
6.2.1.1.1.3 Proxy Binding Update Request

The parameters for Proxy Binding Update Request message are, but not exclusively, listed as below:

-  Mobile Node (MN-ID) in the format of NAI (as specified in IETF RFC 4282 [7]);
-  IP Address Request Indication;
6.2.1.1.1.4 Proxy Binding Update Acknowledgement
The parameters for Proxy Binding Update Acknowledgement message are, but not exclusively, listed as below:

-  IP Address(es) Allocated for the UE;

6.2.1.1.2
Handover procedure from 3GPP access to non-3GPP access

Editor’s note: this section covers the requirements for handover procedures from 3GPP access to non-3GPP access.
Editor’s note: The stage2 procedure is still under work on this procedure, and contents within this subclause may subject to change.
6.2.1.2 Candidates

The S2a interface shall support following protocols:

-
Client MIPv4 Foreign Agent (FA) mode as specified in IETF RFC 3344 [4].

-
Proxy MIPv6 as specified in Internet-Draft, draft-ietf-netlmm-proxymip6-00[5].

Editor’s note: Whether more protocols will be selected for the S2a interface is FFS.

6.2.1.2.1 Client MIPv4 FA mode

6.2.1.2.2 Proxy MIPv6

6.2.1.3 Analysis

6.2.1.4 Conclusions

Editor’s note: this section covers the conclusion for protocol selection and possible enhancement.
6.2.2
Gateway – ePDG (S2b) Interface

6.2.2.1 Requirements

6.2.2.1.1 Initial Attach procedure

6.2.2.1.1.1 Proxy Binding Update Request

In the case of PMIPv6, the parameters for Proxy Binding Update Request message are, but not exclusively, listed as below:

-  Mobile Node (MN-ID) in the format of NAI (as specified in IETF RFC 4282 [7])

-  IP Address Request Indication
6.2.2.1.1.2 Proxy Binding Update Acknowledgement
In the case of PMIPv6, the parameters for Proxy Binding Update Acknowledgement message are, but not exclusively, listed as below:

-  IP Address(es) Allocated for the UE
6.2.2.1.2
Handover procedure from 3GPP access to non-3GPP access
Editor’s note: this section covers the requirements for handover procedures from 3GPP access to non-3GPP access.
Editor’s note: The stage2 procedure is still under work on this procedure, and contents within this subclause may subject to change.
6.2.2.2 Candidates

The S2b interface shall support following protocol(s):

-
Proxy MIPv6 as specified in Internet-Draft, draft-ietf-netlmm-proxymip6-00[5].

Editor’s note: Whether more protocols will be selected for the S2b interface is FFS.

6.2.2.2.1 Proxy MIPv6

6.2.2.3 Analysis

6.2.2.4 Conclusions

Editor’s note: this section covers the conclusion for protocol selection and possible enhancement.
6.2.3
Serving Gateway – PDN Gateway (S5) (IETF based) Interface

Editor’s note: If the Serving Gateway and the PDN Gateway are combined, this interface is not needed for some function, such as bearer establishment.
6.2.3.1 Requirements
6.2.3.1.1
General
As the combination of S4 (GTP based) and S5 are equivalent to Gn interface from the SGSN point of view, IETF based S5 should support the procedures equivalent to that of current GTP.  
The following capabilities need to be considered for the support on the S5 (IETF based S5) interface.

a)
Path Management
-
Health check, i.e. find out whether if the opponent is alive

-
Indication of the latest supported GTP version

-
Indication of the supported Extension headers for GTP
Editor’s note: It is FFS whether if the capabilities provided by GTP messages “Version Not Supported” used for the indication of the latest supported GTP version, and “Supported Extension Headers Notification” used for the indication of the supported Extension headers for GTP, needs to be supported on IETF based S5 Interface.
b)
Tunnel Management
-
Tunnel establishment

-
Tunnel update at the time of Serving GW relocation

-
Delete Tunnel

-
Error Indication

-
NW initiated tunnel setup request for terminating the packets

-
NW initiated tunnel setup reject for terminating the packets

-
Initial tunnel establishment

Editor’s note: These lists above are not exclusive.
6.2.3.1.2 
Attach Procedure
6.2.3.1.2.1
Proxy Binding Update Request

In the case of PMIPv6, the parameters for Proxy Binding Update Request message are, but not exclusively, listed as below:

-  Mobile Node (MN-ID) in the format of NAI (as specified in IETF RFC 4282 [7])

-  IP Address Request Indication
6.2.3.1.2.2
Proxy Binding Update Acknowledgement
In the case of PMIPv6, the parameters for Proxy Binding Update Acknowledgement message are, but not exclusively, listed as below:

-  IP Address(es) Allocated for the UE
6.2.3.1.3 
Dedicated Bearer Activation Procedure

6.2.3.1.4 
GW initiated Dedicated Bearer Deactivation Procedure

6.2.3.1.5 
Dedicated Bearer Modification with Bearer QoS Update Procedure
Editor’s note: Whether this message is needed is FFS.
6.2.3.1.6 
Dedicated Bearer Modification without Bearer QoS Update Procedure

Editor’s note: Whether this message is needed is FFS.
6.2.3.1.7 
E-UTRAN to UTRAN Iu Mode Inter RAT Handover Based on PS Handover Procedure
6.2.3.1.8 
Tracking Area Update Procedure with MME and Serving Gateway change

6.2.3.1.9 
UTRAN Iu Mode to E-UTRAN Inter RAT Handover Based on PS Handover Procedure

Editor’s note: The stage2 procedure is still under work on this procedure, and contents within this subclause may subject to change.

6.2.3.1.10
Handover procedure from non-3GPP access to 3GPP access

Editor’s note: this section covers the requirements for handover procedures from non-3GPP access to 3GPP access.
Editor’s note: The stage2 procedure is still under work on this procedure, and contents within this subclause may subject to change.
6.2.3.2 Candidates

The only candidate protocol provided over IETF based S5 interface is PMIPv6.
6.2.3.3 Analysis

Editor’s note: This section will cover the analysis for the candidate protocols and for the possible enhancement to the protocols that may be applied for the IETF based S5 interface.
6.2.3.4 Conclusions

Editor’s note: this section covers the conclusion for protocol selection and possible enhancement.
6.2.4
hPDN Gateway – 3GPP AAA Server (S6c) Interface

6.2.4.1 Requirements
6.2.4.1.0 General

The following list of requirements applies to the S6c interface:

-  Authentication of the UE  in order to set up the Security Association to protect MIPv4 FA mode or DS-MIPv6 signalling;
-  Authorization of the UE to use client-based mobility;


Editor's note:
This requirement applies to DS-MIPv6. It is FFS if this requirement applies also to MIPv4 FA mode.
Editor's note:
This list is not exhaustive as some requirements depend on the security model agreed for  DS-MIPv6 and MIPv4 FA Mode.
6.2.4.2 Candidates

6.2.4.3 Analysis

6.2.4.4 Conclusions

Editor’s note: this section covers the conclusion for protocol selection and possible enhancement.
6.2.5
vServing Gateway – 3GPP AAA Proxy (S6d) Interface

6.2.5.1 Requirements

6.2.5.2 Candidates

6.2.5.3 Analysis

6.2.5.4 Conclusions

Editor’s note: this section covers the conclusion for protocol selection and possible enhancement.
6.2.6
hPDN Gateway – vServing Gateway (S8b) Interface

6.2.6.1 Requirements
6.2.6.1.0
General
As the combination of S4 (GTP based) and S8b are equivalent to Gn interface from the SGSN point of view, S8b should support the procedures and capabilities (e.g. path management, tunnel management) equivalent to that of current GTP.  
6.2.6.1.1 Initial Attach procedure with PMIPv6 for roaming case with home routed traffic anchored by visited Serving GW

6.2.6.1.1.1 Proxy Binding Update Request

The parameters for Proxy Binding Update Request message are, but not exclusively, listed as below:

-  Mobile Node (MN-ID) in the format of NAI (as specified in IETF RFC 4282 [7])

-  IP Address Request Indication
6.2.6.1.1.2 Proxy Binding Update Acknowledgement
The parameters for Proxy Binding Update Acknowledgement message are, but not exclusively, listed as below:

-  IP Address(es) Allocated for the UE
6.2.6.1.2 
Dedicated Bearer Activation Procedure

6.2.6.1.3 
GW initiated Dedicated Bearer Deactivation Procedure

6.2.6.1.4 
Dedicated Bearer Modification with Bearer QoS Update Procedure

Editor’s note: Whether this message is needed is FFS.
6.2.6.1.5 
Dedicated Bearer Modification without Bearer QoS Update Procedure

Editor’s note: Whether this message is needed is FFS.
6.2.6.1.6 
E-UTRAN to UTRAN Iu Mode Inter RAT Handover Based on PS Handover Procedure

6.2.6.1.7 
Tracking Area Update Procedure with MME and Serving Gateway change

6.2.6.1.8 
UTRAN Iu Mode to E-UTRAN Inter RAT Handover Based on PS Handover Procedure

6.2.6.1.9
CN node relocation procedure

Editor’s note: The stage2 procedure is still under work on this procedure, and contents within this subclause may subject to change.
6.2.6.1.10
Handover procedure from non-3GPP access to 3GPP access

Editor’s note: this section covers the requirements for handover procedures from non-3GPP access to 3GPP access.
Editor’s note: The stage2 procedure is still under work on this procedure, and contents within this subclause may subject to change.
6.2.6.2 Candidates
The only candidate protocol provided over S8b interface is PMIPv6.
6.2.6.3 Analysis

6.2.6.4 Conclusions

Editor’s note: this section covers the conclusion for protocol selection and possible enhancement.
6.2.7
Trusted Non-3GPP IP Access - 3GPP AAA Server/Proxy (Ta*) Interface

6.2.7.1 Requirements

6.2.7.1.1 Initial Attach procedure for non-roaming

6.2.7.1.1.1 Authentication Request

The parameters for Authentication Request message are FFS.
6.2.7.1.1.2 Authentication Response

The parameters for Authentication Response message are FFS.
6.2.7.1.1.3 Authorization Request

The parameters for Authorization Request message are FFS.
6.2.7.1.1.4 Authorization Response

The parameters for Authorization Request message are FFS. Charging-related parameters can be parts of parameters contained in Authorization Response message.
6.2.7.2 Candidates

6.2.7.2.1 RADIUS

Editor’s note: The equivalent interface of Ta* in current 3GPP system is Wa interface in I-WLAN (see 3GPP TS 29.234 [8]). Wa interface can be based on RADIUS. So RADIUS is listed as a candidate protocol for Ta* interface.

6.2.7.2.2 Diameter

Editor’s note: The equivalent interface of Ta* in current 3GPP system is Wa interface in I-WLAN (see 3GPP TS 29.234 [8]). Wa interface can be based on Diameter. So Diameter is listed as a candidate protocol for Ta* interface.
6.2.7.3 Analysis

6.2.7.3.1 RADIUS

Editor's Note: the usage of RADIUS to support the requirements in subclause 6.2.7.1 shall be studied in this section.

6.2.7.3.2 Diameter

Editor's Note: the usage of Diameter to support the requirements in subclause 6.2.7.1 shall be studied in this section.

6.2.7.4 Conclusions

Editor’s note: this section covers the conclusion for protocol selection and possible enhancement.
6.2.8
Untrusted non-3GPP IP Access - 3GPP AAA Server/Proxy (Wa*) Interface

6.2.8.1 Requirements

6.2.8.2 Candidates

6.2.8.3 Analysis

6.2.8.4 Conclusions

Editor’s note: this section covers the conclusion for protocol selection and possible enhancement.
6.2.9
3GPP AAA Server/Proxy – ePDG (Wm*) Interface

6.2.9.1 Requirements
The Wm* reference point is defined between the 3GPP AAA Server/Proxy and the ePDG. The Wm* reference point is an evolution of the existing Wm and respects backwards compatibility. The Wm* reference point inherits existing Wm procedures, message descriptions and information elements specified in 3GPP TS 29.234 [8] for users accessing SAE via an Untrusted Non-3GPP IP Access.
6.2.9.1.1 Initial Attach procedure

6.2.9.1.1.1 Authentication Request

The parameters for Authentication Request message are FFS.
6.2.9.1.1.2 Authentication Response

The parameters for Authentication Response message are FFS.
6.2.9.1.1.3 Authorization Request

The parameters for Authorization Request message are FFS.
6.2.9.1.1.4 Authorization Response

The parameters for Authorization Response message are, but not exclusively, listed as below:

-
PDN GW Selection Information； 

Editor’s note: The content of PDN GW Selection Information is FFS.

The parameters for Authorization Request message are FFS. Charging-related parameters can be parts of parameters contained in Authorization Response message.
6.2.9.2 Candidates

6.2.9.2.1 Diameter

Editor's note: The equivalent interface of Wm* in current 3GPP system is Wm interface in I-WLAN (see 3GPP TS 29.234 [x4]). Wm interface can be based on Diameter. So Diameter is listed as a candidate for Wm* interface.

6.2.9.3 Analysis

6.2.9.3.1 Diameter

Editor's Note: the usage of Diameter to support the requirements in subclause 6.2.9.1 shall be studied in this section.

6.2.9.4 Conclusions

Editor’s note: this section covers the conclusion for protocol selection and possible enhancement.
6.2.10
Untrusted Non-3GPP IP Access – ePDG (Wn*) Interface

6.2.10.1 Requirements

6.2.10.2 Candidates

6.2.10.3 Analysis

6.2.10.4 Conclusions

Editor’s note: this section covers the conclusion for protocol selection and possible enhancement.
6.2.11
3GPP AAA Server – HSS (Wx*) Interface

6.2.11.1 Requirements

6.2.11.1.0 General

The Wx* reference point is an evolution of the existing Wx  and respects backwards compatibility. The Wx* reference point inherits existing Wx procedures, message descriptions and information elements specified in 3GPP TS 29.234 [8] for users accessing EPS via an un-trusted non-3GPP IP accesses since the latter are assumed to follow procedures defined for I-WLAN.

The Wx* supports the following procedures irrespective of whether a user is accessing via a trusted non-3GPP IP accesses or un-trusted non-3GPP IP accesses: authentication procedures, location management procedures and user data handling. 

These procedures should be as similar as possible although variations may exist regarding information elements depending on the non-3GPP IP accesses.
6.2.11.1.1 Initial Attach procedure

6.2.11.1.1.1 Authentication Request

The parameters for Authentication Request message are FFS.

6.2.11.1.1.2 Authentication Response

The parameters for Authentication Response message are FFS.

6.2.11.1.1.3 Authorization Request

The parameters for Authorization Request message are FFS.

6.2.11.1.1.4 Authorization Response

The parameters for Authorization Request message are FFS. Charging-related parameters can be parts of parameters contained in Authorization Response message.
6.2.11.2 Candidates

6.2.11.2.1 Diameter

Diameter is a candidate protocol for Wx* interface.
6.2.11.3 Analysis

6.2.11.3.1 Diameter

Editor's Note: the usage of Diameter to support the requirements in subclause 6.2.11.1 shall be studied in this section.

Basing Wx* on Diameter will enable a smooth evolution from Wx to Wx*. A Diameter-based Wx* will minimise impacts on both HSS and 3GPP AAA Server and allow for swifter accomplishment of SAE specifications given the large competence acquired by 3GPP regarding Diameter.

The PDN GW related information can be considered location management related data and also subscriber related data. Hence it seems natural to include the following new information elements:

Table 6.2.11.3.1-1 New information elements related to PDN GW
	VPLMN PDN GW ALLOWED
	Indicates whether a VPLMN may allocate PDN GW or not to a user.

	PDN GW NAME
	PDN GW identity returned as part of subscriber data on initial attach or registration.

	PDN GW IP ADDRESS
	The IP address of already allocated PDN GW to be used in inter-system mobility. If this value is returned then no new PDN GW is selected. If this value is NULL then the PDN GW NAME is used.


The above data can be exchanged between HSS and 3GPP AAA Server. Note that the prefix WLAN has been dropped in order to cover both trusted and un-trusted non-3GPP accesses.

Editor’ Note: It is FFS which entity stores the allocated PDN GW IP Address.
6.2.11.4 Conclusions

Editor’s note: this section covers the conclusion for protocol selection and possible enhancement.
6.2.12
3GPP AAA Server - 3GPP AAA Proxy (Wd*) Interface

6.2.12.1 Requirements
The Wd* reference point is defined between the 3GPP AAA Proxy and the 3GPP AAA Server. The Wd* reference point is an evolution of the existing Wd and respects backwards compatibility. The Wd* reference point inherits existing Wd procedures, message descriptions and information elements specified in 3GPP TS 29.234[8] for users accessing SAE via an Untrusted Non-3GPP IP Access or Trusted Non-3GPP IP Access in roaming case. 
6.2.12.1.1 Initial Attach Procedure with PMIPv6 for roaming case with home routed traffic anchored by visited Serving GW

6.2.12.1.1.1 Authentication Request

The parameters for Authentication Request message are FFS.
6.2.12.1.1.2 Authentication Response

The parameters for Authentication Response message are FFS.
6.2.12.1.1.3 Authorization Request

The parameters for Authorization Request message are FFS.
6.2.12.1.1.4 Authorization Response
The parameters for Authorization Response message are, but not exclusively, listed as below:

-PDN GW Selection information, which is:

          An IP address of a PDN GW and an APN, or an APN and an indication whether the allocation of a PDN GW from the visited PLMN is allowed or a PDN GW from the home PLMN shall be allocated.
The parameters for Authorization Request message are FFS. Charging-related parameters can be parts of parameters contained in Authorization Response message.
6.2.12.2 Candidates

6.2.12.2.1 RADIUS

Editor's note: The equivalent interface of Wd* in current 3GPP system is Wd interface in I-WLAN (see 3GPP TS 29.234 [8]). Wm interface can be based on RADIUS. So RADIUS is listed as a candidate for Wd* interface.
6.2.12.2.2 Diameter

Editor's note: The equivalent interface of Wd* in current 3GPP system is Wd interface in I-WLAN (see 3GPP TS 29.234 [8]). Wd interface can be based on Diameter. So Diameter is listed as a candidate for Wd* interface.
6.2.12.3 Analysis

6.2.12.3.1 RADIUS

Editor's Note: the usage of RADIUS to support the requirements in subclause 6.2.12.1 shall be studied in this section.

6.2.12.3.1 Diameter

Editor's Note: the usage of Diameter to support the requirements in subclause 6.2.12.1 shall be studied in this section.

6.2.12.4 Conclusions

Editor’s note: this section covers the conclusion for protocol selection and possible enhancement.

6.2.13
Gateway - UE (S2c) Interface

Editor’s note: S2c interface mentioned here is just for possible effect, it will be specified in TR 24.801.

6.2.13.1 Requirements

6.2.13.2 Candidates

The S2c interface shall support following protocol(s):

-
Dual Stack MIPv6 as specified in Internet-Draft, draft-ietf-mip6-nemo-v4traversal-04 [6].

Editor’s note: Whether more protocols will be selected for the S2c interface is FFS.

6.2.13.2.1 Dual Stack MIPv6

6.2.13.3 Analysis

6.2.13.4 Conclusions

Editor’s note: this section covers the conclusion for protocol selection and possible enhancement.
7
Numbering addressing and identification for EPS
7.1
General

This chapter will describe the identities for each new introduced access, the identities used in EPC and the identities used through EPS. This chapter will also describe the identities that are newly added or updated for the existing accesses because of the introduction of EPS. 

Editor’s Note: Radio accesses related identities are defined in the specifications from RAN groups or CT1 and referred here to be merged to 3GPP TS 23.003 [x] in the future.
Editor’s Note: The existing identities that are related to EPS are referred to 3GPP TS 23.003[x], e.g. I-WLAN, MBMS. It is FFS whether these identities are needed to be changed or new identities will be added.

7.2
Identifications of E-UTRAN
<This section is for the identifications of only E-UTRAN related>
7.3
Identifications of Non-3GPP Accesses

<This section is for the identifications of only non-3GPP accesses related and subsections are needed if necessary>
7.4
Identifications of EPC

<This section is for the identifications of only EPC related>
7.5
Identifications of EPS 

<This section is for the identifications used through EPS but not included in the above sections>
8
EPS impacts on existing capabilities

8.1
MBMS

8.2
Network Sharing
9
Conclusion
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