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Foreword

This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

1
Scope

This document specifies the group management protocols needed to support Mission Critical Push To Talk (MCPTT). Group management applies only when the UE operates on the network.

Mission critical communication services are services that require preferential handling compared to normal telecommunication services, e.g. in support of police or fire brigade.

The MCPTT service can be used for public safety applications and also for general commercial applications (e.g., utility companies and railways).

This document is applicable to User Equipment (UE) supporting the group management client functionality, to application server supporting the group management server functionality, and to application server supporting the MCPTT server functionality.

Editor's note:
it is FFS whether further XML documents (other than MCPTT group) needs to be stored in network and managed by the UE using XCAP. If so, the functional entities might need to be renamed. There might be additional functional entities introduced. Also, the TS itself might need to be renamed. SA6 might need to be involved or be responsible for this discussion.

Editor's note:
it is FFS whether to state in this clause of this document, elsewhere in this document or in other document(s) that an MCPTT group includes any specific indication(s) and parameters required to allow that group to be used in off-network situation. There is also a possibility that it is entirely within the scope of the configuration management.
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
OMA-TS-XDM_Core-V2_1-20120403-A: "XML Document Management (XDM) Specification".

[3]
OMA-TS-XDM_Group-V1_1-20120403-A: "Group XDM Specification".

[4]
3GPP TS 23.179: "Functional architecture and information flows to support mission critical communication services".

[5]
3GPP TS 24.379: "Mission Critical Push To Talk (MCPTT) call control Protocol specification".

[6]
IETF RFC 4745: "Common Policy: A Document Format for Expressing Privacy Preferences".

3
Definitions and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
MCPTT Group: A group supporting the MCPTT service.

For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.179 [4] apply:

MCPTT group identity

MCPTT service

MCPTT user identity
For the purposes of the present document, the following terms and definitions given in OMA OMA-TS-XDM_Group-V1_1 [3] apply:

Group

For the purposes of the present document, the following terms and definitions given in OMA OMA-TS-XDM_Core-V2_1 [2] apply:

XDMC

XDMS

3.2
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

GC
General Client

GMC
Group Management Client

GMS
Group Management Server

HTTP
HyperText Transfer Protocol
ICSI
IMS Communication Service Identifier
ID
IDentifier

IETF
Internet Engineering Task Force
MCPTT
Mission Critical Push To Talk
MIME
Multipurpose Internet Mail Extensions
OMA
Open Mobile Alliance
UE
User Equipment
URI
Uniform Resource Identifier
XDMC
XML Document Management Client
XDMS
XML Document Management Server

XML
eXtensible Markup Language 

4
General

Editor's note [WID: MCPTT]: This clause contains any material of a descriptive nature needed to introduce the document and its procedures.

Editor's Note [WID: MCPTT]:
The current assumption is that OMA OMA-TS-XDM_Group-V1_1 [3] procedures and XML schema can be used. If this assumption proves wrong a new XML schema and procedures may need to be specified in this document.

Editor's note [WID: MCPTT]:
it is FFS whether further XML documents (other than group) needs to be stored in network and managed by the UE using XCAP. If so, the functional entities might need to be renamed. There might be additional functional entities introduced. Also, the TS itself might need to be renamed. 
5
Functional entities

Editor's note: This clause describes the functional entities that are used later in each of the procedures clauses. This is currently the group management client and the group management server. 
5.1
Group management client (GMC)

The GMC shall:

-
support the role of XDMC as specified in OMA OMA-TS-XDM_Core-V2_1 [2]; and

-
support the procedure in subclause 6.3.2.2.2.

5.2
Group management server (GMS)

The GMS shall:

-
support the role of XDMS as specified in OMA OMA-TS-XDM_Core-V2_1 [2]; and

-
support the procedure in subclause 6.3.2.3.

6
Procedures

6.1
Introduction

Editor's note: this contains informative description of the clause 6
6.2
Common procedures

6.2.1
General

Editor's note: this subclause contains common procedures (e.g. authentication) applied on all signalling sent on CSC-2 (between the group management client and the group management server) and on CSC-3 (between MCPTT server and group management server).
6.2.2
Client procedures

6.2.3
MCPTT server procedures

6.2.4
Group management server procedures
6.3
Group management procedures

6.3.1
General

Editor's note: this subclause contains general procedures for management of group sent from the group management client or MCPTT server to the group management server (and vice verse)

Editor's note: it is FFS whether a dedicated procedure is needed for support of the "Temporary group – broadcast group call" specified in 3GPP TS 23.179 v0.2.0 subclause 10.8.3.2.1 or whether this procedure is covered in the 24.379 Call Control spec.

Editor's note: it is FFS whether a dedicated procedure is needed for support of the "Temporary group tear down" specified in 3GPP TS 23.179 v0.2.0 subclause 10.6.2.3.

6.3.2
Group creation procedure

6.3.2.1
General

Editor's note [WID: MCPTT]: this subclause is to address the scenario for normal group creation by administrators and for user regrouping operations by authorized user/dispatcher as described in 3GPP TS 23.179 v0.2.0 subclause 10.6.3.
6.3.2.2
Client procedures

6.3.2.2.1
General client (GC) procedures

In order to create a group, a GC shall create an XML document of the application usage specified in subclause 7.3.1 and shall send the XML document to the network according to procedures specified in OMA OMA-TS-XDM_Core-V2_1 [2] "Create or Replace a Document".
6.3.2.2.2
Group management client (GMC) procedures

In order to create a group, a GMC shall perform the procedures in subclause 6.3.2.2.1 specified for GC.
6.3.2.2.3
MCPTT server procedures

Editor's note [WID: MCPTT]: this contains reference to the subclause 6.3.2.2.1 + description on the MCPTT server specific procedures for group creation.

6.3.2.3
Group management server (GMS) procedures
A GMS shall support receiving an XML document of the application usage specified in subclause 7.3.1 according to procedures specified in OMA OMA-TS-XDM_Core-V2_1 [2] "PUT Handling".
6.3.3
Group retrieval procedure

6.3.3.1
General

6.3.3.2
Client procedures

6.3.3.2.1
General client procedures

In order to retrieve a group, a GC shall send a HTTP GET request with the Request URI that references the document to be updated to the network according to procedures specified in OMA OMA-TS-XDM_Core-V2_1 [2] "Retrieve a Document".

6.3.3.2.2
Group management client procedures

In order to retrieve a group, a GMC shall perform the procedures in subclause 6.3.3.2.1 specified for GC.

6.3.3.2.3
MCPTT server procedures

Editor's note: this contains reference to the subclause 6.3.3.2.1 + description on the MCPTT server specific procedures for group retrieval.

6.3.3.3
Group management server procedures
A GMS shall support handling a HTTP GET request from GMC according to procedures specified in OMA OMA-TS-XDM_Core-V2_1 [2] "GET Handling".

6.3.4
Group update procedure

6.3.4.1
General

Editor's note: 3GPP TS 23.179 v0.2.0 so far does not explicitly require update of a group (even though creation is explicitly required)
6.3.4.2
Client procedures

6.3.4.2.1
General client procedures

In order to update a group, a GC shall create an XML document of the application usage specified in subclause 7.3.1 and shall send the XML document to the network according to procedures specified in OMA OMA-TS-XDM_Core-V2_1 [2] "Create or Replace a Document".

6.3.4.2.2
Group management client procedures

In order to update a group, a GMC shall perform the procedures in subclause 6.3.4.2.1 specified for GC.

6.3.4.2.3
MCPTT server procedures

Editor's note: this contains reference to the subclause 6.3.4.2.1 + description on the MCPTT server specific procedures for group update.

6.3.4.3
Group management server procedures
A GMS shall support receiving an XML document of the application usage specified in subclause 7.3.1 according to procedures specified in OMA OMA-TS-XDM_Core-V2_1 [2] "PUT Handling".

6.3.5
Group deletion procedure

6.3.5.1
General

Editor's note: 3GPP TS 23.179 v0.2.0 so far does not explicitly require deletion of an group (even though creation is explicitly required)
6.3.5.2
Client procedures

6.3.5.2.1
General client procedures

In order to delete a group, a GC shall send a HTTP DELETE request with the Request URI that references the document to be deleted to the network according to procedures specified in OMA OMA-TS-XDM_Core-V2_1 [2] "Delete a Document".

6.3.5.2.2
Group management client procedures

In order to delete a group, a GMC shall perform the procedures in subclause 6.3.5.2.1 specified for GC.

6.3.5.2.3
MCPTT server procedures

Editor's note: this contains reference to the subclause 6.3.5.2.1 + description on the MCPTT server specific procedures for group deletion.

6.3.5.3
Group management server procedures
A GMS shall support handling a HTTP DELETE request from GMC according to procedures specified in OMA OMA-TS-XDM_Core-V2_1 [2] "DELETE Handling".

6.3.6
Group subscription and notification procedure

6.3.6.1
General

Editor's note: this contains description subscription to a group. See 3GPP TS 23.179 v0.2.0 subclause 10.5.2.

6.3.6.2
Client procedures

6.3.6.2.1
General client procedures

In order to subscribe to MCPTT group document, a GC shall send a SIP SUBSCRIBE request with the Request URI that references the document to be subscribed to the network according to procedures specified in OMA OMA-TS-XDM_Core-V2_1 [2] "Subscribing to Changes in the XDM Resources".

6.3.6.2.2
Group management client procedures

In order to subscribe to MCPTT group document, a GMC shall perform the procedures in subclause 6.3.6.2.1 specified for GC.

6.3.6.2.3
MCPTT server procedures

In order to subscribe to MCPTT group document, a MCPTT server shall perform the procedures in subclause 6.3.6.2.1 specified for GC.
6.3.6.3
Group management server procedures
A GMS shall support handling a SIP SUBSCRIBE request from GMC according to procedures specified in OMA OMA-TS-XDM_Core-V2_1 [2] "Subscriptions to Changes in XDM Resources".

6.3.7
Group regrouping procedure

6.3.7.1
General

Editor's note: this contains description on group regrouping - See 3GPP TS 23.179 v0.2.0 subclause 10.6.2.1

6.3.7.2
Group management client procedures

6.3.7.3
Group management server procedures
6.3.8
CSC-3 part of MCPTT group affiliation procedure

6.3.8.1
General

Editor's note: this contains description on CSC-3 part of the affiliation procedure - see 3GPP TS 23.179 v0.2.0 subclause 10.4.2 steps 2a), 2b) and 5b). If CSC-3 part of the affiliation procedure is a regular MCPTT group update trigged by MCPTT server and details on the update are described elsewhere, then section 6.3.8 can be removed or voided.

Editor's note: it is FFS whether procedures between the Partner's MCPTT Server and the Partner's Group Management Server as in 3GPP TS 23.179 v0.2.0 subclause 10.4.3.2 are the same as between the MCPTT operator's own MCPTT Server and MCPTT operator's own Group Management Server as in 3GPP TS 23.179 v0.2.0 subclause 10.4.2, or whether an additional procedure needs to be defined.

6.3.8.2
MCPTT server procedures

6.3.8.3
Group management server procedures
6.3.9
CSC-3 part of MCPTT group de-affiliation procedure

6.3.9.1
General

Editor's note: this contains description on CSC-3 part of the de-affiliation procedure - see 3GPP TS 23.179 v0.2.0 subclause 5.2.5 and subclause 10.4.4. If CSC-3 part of the de-affiliation procedure is a regular MCPTT group update trigged by MCPTT server and details on the update are described elsewhere, then section 6.3.9 can be removed or voided.

6.3.9.2
MCPTT server procedures

6.3.9.3
Group management server procedures
7
Coding

7.1
Introduction

Editor's note: this contains informative description of the clause 7
7.2
General

Editor's note: this contains common normative description applicable to the clause 7
7.3
Group coding

7.3.1
General

Group is described in the OMA OMA-TS-XDM_Group-V1_1 [3] "Group".

The requirements in remaining subclauses of the parent subclause of this subclause apply for an MCPTT group.

The usage of an MCPTT group in MCPTT service is described in 3GPP TS 24.379 [5].

7.3.2
Structure

The group structure is described in the OMA OMA-TS-XDM_Group-V1_1 [3] "Structure" with the MCPTT specific clarifications specified in this subclause. 
The following elements and attributes of the <list-service> element specified in OMA OMA-TS-XDM_Group-V1_1 [3] are specified for the MCPTT group:

a)
a "uri" attribute specified in OMA OMA-TS-XDM_Group-V1_1 [3] containing the MCPTT group identity;

b)
a <display-name> element specified in OMA OMA-TS-XDM_Group-V1_1 [3] containing an MCPTT group name;

c)
a <list> element specified in OMA OMA-TS-XDM_Group-V1_1 [3] containing the MCPTT group members;

d)
an <invite-members> element specified in OMA OMA-TS-XDM_Group-V1_1 [3];

e)
a <ruleset> element specified in OMA OMA-TS-XDM_Group-V1_1 [3] representing the authorization policy associated with this group;

f)
a <supported-services> element specified in OMA OMA-TS-XDM_Group-V1_1 [3] containing supported services of this group;
g)
a <disabled> element specified in subclause 7.3.4.2;

h)
a <group-priority> element specified in subclause 7.3.4.2;

i)
a <max-participant-count> element specified in OMA OMA-TS-XDM_Group-V1_1 [3]; and

j)
a <temporary> element specified in subclause 7.3.4.2.

Editor's note [WID: MCPTT]: it is FFS what further pieces of information are needed in the MCPTT group definition.

The following elements and attributes of the <list> element specified in OMA OMA-TS-XDM_Group-V1_1 [3] are specified for the MCPTT group:

a)
an <entry> element specified in OMA OMA-TS-XDM_Group-V1_1 [3].

Editor's note [WID: MCPTT]: it is FFS whether members can be addressed by referring to an external list.

The following elements and attributes of the <entry> element specified in OMA OMA-TS-XDM_Group-V1_1 [3] are specified for the MCPTT group:

a)
a "uri" attribute specified in OMA OMA-TS-XDM_Group-V1_1 [3];

b)
a <display-name> element specified in OMA OMA-TS-XDM_Group-V1_1 [3];

c)
a <required> element specified in subclause 7.3.4.2; and

d)
a <user-priority> element specified in subclause 7.3.4.2.

The following elements and attributes of the <ruleset> element specified in OMA OMA-TS-XDM_Group-V1_1 [3] are specified for the MCPTT group:

a)
a <rule> element specified in OMA OMA-TS-XDM_Group-V1_1 [3].

The following elements and attributes of the <rule> element specified in OMA OMA-TS-XDM_Group-V1_1 [3] are specified for the MCPTT group:

a)
a <conditions> element specified in OMA OMA-TS-XDM_Group-V1_1 [3]; and

b)
an <actions> element specified in OMA OMA-TS-XDM_Group-V1_1 [3].

The following elements and attributes of the <conditions> element specified in OMA OMA-TS-XDM_Group-V1_1 [3] are specified for the MCPTT group:

a)
an <identity> element specified in OMA OMA-TS-XDM_Group-V1_1 [3]; and

b)
an <is-list-member> element specified in OMA OMA-TS-XDM_Group-V1_1 [3].

Editor's note [WID: MCPTT]: it is FFS what additional conditions are needed.

The following elements and attributes of the <actions> element specified in OMA OMA-TS-XDM_Group-V1_1 [3] are specified for the MCPTT group:

a)
an <allow-initiate-conference> element specified in OMA OMA-TS-XDM_Group-V1_1 [3];

b)
a <join-handling> element specified in OMA OMA-TS-XDM_Group-V1_1 [3];
c)
an <allow-MCPTT-emergency-call> element specified in subclause 7.3.4.2;

d)
an <allow-imminent-peril-call> element specified in subclause 7.3.4.2; and

e)
an <allow-MCPTT-emergency-alert> element specified in subclause 7.3.4.2.

Editor's note [WID: MCPTT]: it is FFS what additional authorization policies are needed in the MCPTT group definition.

The following elements and attributes of the <supported-services> element specified in OMA OMA-TS-XDM_Group-V1_1 [3] are specified for the MCPTT group:

a)
a <service> element specified in OMA OMA-TS-XDM_Group-V1_1 [3].

Editor's note [WID: MCPTT]:
it is FFS whether we need to define <supported-services> by <all-services-except> element

The following elements and attributes of the <service> element specified in OMA OMA-TS-XDM_Group-V1_1 [3] are specified for the MCPTT group:

a)
an "enabler" attribute specified in OMA OMA-TS-XDM_Group-V1_1 [3] including a string defining an enabler. The "enabler" attribute is set to the MCPTT ICSI specified in the 3GPP TS 24.379 [5].
Editor's note [WID: MCPTT]:
it is FFS whether we need to define media of the group by <group-media> element.

NOTE:
MCPTT group can contain further attributes and elements from any namespaces, according to the XML schemas of the MCPTT group.
7.3.3
Application Unique ID

Application Unique ID is described in the OMA OMA-TS-XDM_Group-V1_1 [3] "Application Unique ID".
7.3.4
XML schema

7.3.4.1
General

The group XML document is composed according the XML schema described in the OMA OMA-TS-XDM_Group-V1_1 [3] "XML Schema", and extended with extensions from the XML schema defined in subclause 7.3.4.2.
7.3.4.2
XML schema for MCPTT specific extensions

<?xml version="1.0" encoding="UTF-8"?>

<xs:schema 

  targetNamespace="urn:3gpp:ns:mcpttGroupInfo:1.0"

  xmlns:xs="http://www.w3.org/2001/XMLSchema"

  xmlns:mcpttgi="urn:3gpp:ns:mcpttGroupInfo:1.0"

  elementFormDefault="qualified" attributeFormDefault="unqualified">

  <!-- MCPTT specific "list-service" child elements -->

  <xs:element name="disabled" type="mcpttgi:emptyType"/>

  <xs:element name="group-priority" type="xs:unsignedShort"/>

  <xs:element name="temporary" type="mcpttgi:emptyType"/>

  <!-- MCPTT specific "entry" child elements -->

  <xs:element name="required" type="mcpttgi:emptyType"/>

  <xs:element name="user-priority" type="xs:unsignedShort"/>

  <!-- MCPTT specific "actions" child elements -->

  <xs:element name="allow-MCPTT-emergency" type="xs:boolean"/>

  <xs:element name="allow-imminent-peril" type="xs:boolean"/>

  <xs:element name="allow-MCPTT-emergency-alert" type="xs:boolean"/>

  <xs:complexType name="emptyType"/>
</xs:schema>

7.3.5
Default namespace

Default namespace is described in the OMA OMA-TS-XDM_Group-V1_1 [3] "Default Namespace".
7.3.6
MIME type

MIME type is described in the OMA OMA-TS-XDM_Group-V1_1 [3] "MIME Type".
7.3.7
Validation constraints

Validation constraints are described in the OMA OMA-TS-XDM_Group-V1_1 [3] "Validation Constraints".
7.3.8
Data semantics

Data semantics are described in the OMA OMA-TS-XDM_Group-V1_1 [3] "Data Semantics" with the MCPTT specific clarifications specified in this subclause.
A group is an MCPTT group only if the <supported-services> element is present, and:

a)
the <service> child element of the <supported-services> element includes the "enabler" attribute set to the MCPTT ICSI specified in the 3GPP TS 24.379 [5].

Editor's note [WID: MCPTT]:
it is FFS whether we need to define <supported-services> by <all-services-except> element.
If a group includes an element not specified in subclause 7.3.2 for MCPTT group and the element has the "must-understand" attribute, then the group is ignored.

If a group includes an element not specified in subclause 7.3.2 for MCPTT group and the element:

a)
does not have the "must-understand" attribute; and

b)
is not a descendant of a <conditions> element;

then the element is ignored.

If a group includes an element not specified in subclause 7.3.2 for MCPTT group and the element:

a)
does not have the "must-understand" attribute; and

b)
is a descendant of a <conditions> element;

then the element is evaluated as not known element according to IETF RFC 4745 [6].

If a group includes an attribute not specified in subclause 7.3.2 for MCPTT group and different from the "must-understand" attribute, then the attribute is ignored.

The possible values of the <invite-members> element are:
a)
"true" which represents the pre-arranged group; and
b)
"false" which represents the chat group. This value is used when the element is not present.

Editor's note [WID: MCPTT]:
it is FFS whether we need to define media of the group by <group-media> element.

Presence of the <disabled> element in the <list-service> element of the MCPTT group indicates that the MCPTT group is disabled. Absence of the <disabled> element in the <list-service> element of the MCPTT group indicates that the group is enabled.

Value of the <group-priority> element of the <list-service> element of the MCPTT group indicates the priority level of the group. Higher value indicates lower priority. Absence of the <group-priority> element of the <list-service> element of the MCPTT group indicates the lowest possible priority.

Presence of the <temporary> element in the <list-service> element of the MCPTT group indicates that the MCPTT group is a temporary MCPTT group. Absence of the <temporary> element in the <list-service> element of the MCPTT group indicates that the group is not a temporary MCPTT group.

Presence of the <required> element in the <entry> element of the MCPTT group indicates that the MCPTT group member identified by the <entry> element is a required MCPTT group member. Absence of the <required> element in the <entry> element of the MCPTT group indicates that the MCPTT group member identified by the <entry> element is not a required MCPTT group member.

Value of the <user-priority> element in the <entry> element of the MCPTT group indicates the user priority of the MCPTT group member identified by the <entry> element. Higher value indicates lower priority. Absence of the <user-priority> element in the <entry> element of the MCPTT group indicates that the MCPTT group member identified by the <entry> element has the lowest possible priority.

The <allow-MCPTT-emergency-call> element of an <actions> element of a <rule> element of the MCPTT group indicates whether the identity matching the rule identified by the <rule> element is allowed to request an MCPTT-emergency call on the MCPTT group. The possible values of the element are:
a)
"false" which indicates that the identity is not allowed to request an MCPTT-emergency call on the MCPTT group. This is the default value taken in the absence of the element.

b)
"true" which indicates that the identity is allowed to request an MCPTT-emergency call on the MCPTT group.

The <allow-imminent-peril-call> element of an <actions> element of a <rule> element of the MCPTT group indicates whether the identity matching the rule identified by the <rule> element is allowed to request an imminent peril call on the MCPTT group. The possible values of the element are:
a)
"false" which indicates that the identity is not allowed to request an MCPTT-imminent peril call on the MCPTT group. This is the default value taken in the absence of the element.

b)
"true" which indicates that the identity is allowed to request an MCPTT imminent peril call on the MCPTT group.

The <allow-MCPTT-emergency-alert> element of an <actions> element of a <rule> element of the MCPTT group indicates whether the identity matching the rule identified by the <rule> element is allowed to request an MCPTT-emergency alert on the MCPTT group. The possible values of the element are:
a)
"false" which indicates that the identity is not allowed to request an MCPTT-emergency alert on the MCPTT group. This is the default value taken in the absence of the element.

b)
"true" which indicates that the identity is allowed to request an MCPTT-emergency alert on the MCPTT group.

7.3.9
Naming conventions

Naming conventions are described in the OMA OMA-TS-XDM_Group-V1_1 [3] "Naming conventions".
7.3.10
Global documents

Global documents are described in the OMA OMA-TS-XDM_Group-V1_1 [3] "Global Documents".
7.3.11
Resource interdependencies

Resource interdependencies are described in the OMA OMA-TS-XDM_Group-V1_1 [3] "Resource interdependencies".
7.3.12
Authorization policies

Authorization policies are described in the OMA OMA-TS-XDM_Group-V1_1 [3] "Authorization policies".
Annex A (informative):
Signalling flows

Editor's note: The included signalling flows will be limited to illustrate key functionalities and will not cover all possible scenarios.

Editor's note: As inclusion of all protocol details in the signalling flows can be time consuming to specify and only illustrate an informative example, it is FFS whether the included signalling flows will show all protocol details or if they only will list the information elements and/or possible key parameters that are needed to illustrate certain aspects of each signalling flow.
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