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Foreword

This Technical Report has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

Y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

1
Scope

This Technical Report studies and evaluates architectural aspects of the System Improvements for Machine Type Communications requirements specified in TS22.368 [1].

Specifically, the following system improvements are considered:

-
Architectural enhancements to support a large number of Machine-Type Communication (MTC) devices in the network;
-
Architectural enhancements to fulfill MTC service requirements;
-
Support combinations of architectural enhancements for MTC, though not all combinations may by possible.

The end-to-end aspects of communication between MTC devices and MTC servers (which can be located outside or inside the network operator’s domain) are out of the scope of this study. However, the transport services for MTC as provided by the 3GPP system and the related optimizations are considered in this study. In addition, the aspects needed to ensure that MTC devices and/or MTC servers and/or MTC applications do not cause peak loads of short duration (e.g. a “busy minute” rather than a “busy hour”) are within the scope of this TR.

Even though some provided solutions may be beneficial for communications from a MTC Device towards another MTC Device, this particular type communication has not been explicitly considered in this Technical Report.

This Technical Report analyzes architectural aspects to achieve these objectives and to gather technical content until it can be included in the relevant technical specifications.
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]
3GPP TS 22.368: "Service Requirements for Machine-Type Communications".
3
Definitions and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1], TS 22.368 [2], and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].

3.2 Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].
MTC
Machine Type Communications

M2M
Machine-to-Machine
4
Architectural Considerations
Editor's note:
This section is intended to list the architectural requirements necessary to support the objectives of the WID. Service requirements are to be listed in TS 22.368.
4.1 
Architectural requirements

Editor’s note: Contributions to this section should follow after agreements are achieved in the Required Functionality sub-clauses of individual Key Issues.
4.2
Architecture Model

4.3
Architectural baseline
The end to end application, between the MTC device and the MTC server, uses services provided by the 3GPP system. The 3GPP system provides transport and communication services (including 3GPP bearer services, IMS and SMS) optimized for the Machine-Type Communication..

As shown in Figure 4.3-1, MTC Device connects to the 3GPP network (UTRAN, E-UTRAN, GERAN, I-WLAN, etc) via MTCu interface. MTC Device communicates with a MTC Server or other MTC Devices using the 3GPP bearer services, SMS and IMS provided by the PLMN. The MTC Server is an entity which connects to the 3GPP network via MTCi/MTCsms interface and thus communicates with MTC Devices. MTC Server may be an entity outside of the operator domain or inside an operator domain.
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Figure 4.3-1: 3GPP service modelfor Machine-Type Communication
The reference points are listed as below:

MTCu:
It provides MTC Devices access to 3GPP network for the transport of user plane and control plane traffic. MTCu interface could be based on Uu, Um, Ww and LTE-Uu interface.
MTCi:
It is the reference point that MTC Server uses to connect the 3GPP network and thus communicates with MTC Device via 3GPP bearer services/IMS. MTCi could be based on Gi, Sgi, and Wi interface.

MTCsms:
It is the reference point MTC Server uses to connect the 3GPP network and thus communicates with MTC Device via 3GPP SMS.

Editor’s Note: It is FFS whether the architecture baseline should adopt a service abstraction layer to decouple the MTC Server service logic components from the 3GPP PLMN.
5
Description of envisioned System Improvements for Machine Type Communication, use cases
Editor's note:
This section is intended to provide an overview of the alternative architecture fulfilling the requirements. Architecture solutions may apply to all or only some scenarios.

5.1
Key Issue - Group Based Optimization

5.1.1
Use case description
Editor’s Note: Expand upon the Service Description use case, including technical constraints and interpretations.

MTC Devices can be grouped together for the control, management or charging facilities etc. to meet the need of operators. This optimization may provide easier mode to control/update/charge the MTC devices, in a granularity of group, which may decrease the redundant signalling to avoid congestion. Also the network resource could be saved by using group based optimization when the number of MTC devices is large. The MTC devices within the same group can be in the same area and/or have the same MTC features attributed and/or belong to the same MTC user, which provides the flexibility to allocate a group. Moreover, each of the MTC devices is visible from the network perspective.
Editor’s Note: Group based optimization may include many optimizations. E.g. group based charging, group based signaling saving etc. It is not clear whether the solutions for these optimizations will be independent to each other or not. Whether this key issue will be split for evaluation is FFS.
5.1.2
Required Functionality

Editor’s Note: Capture agreements on requirements for solving the key issue. This subclause may be omitted if deemed unnecessary.
5.1.3
Solutions

5.1.3.1
Solution 1 for Group Based Optimization

5.1.3.1.1
General
5.1.3.1.2
Impacts on Existing Nodes
5.1.3.2.
Solution 2 for Group Based Optimization

5.1.3.2.1
General

5.1.3.2.2
Impacts on Existing Nodes
5.1.4
Evaluation

5.2
Key Issue – MTC Devices communicating with one or more MTC Servers

5.2.1
Use case description

A MTC subscriber may have one or more MTC servers that communicate with the subscriber’s MTC devices through the PLMN, which is optimized for machine-type communications. This key issue focuses on the common service requirements as specified in TS 22.368 [1] (e.g. addressing, identifiers, charging, security, etc) for communication between MTC devices and MTC servers.

5.2.2
Required Functionality

To enable communication between MTC devices and MTC servers the following requirements shall be met:

-
It shall be possible to use one or more MTC servers for communicating with the MTC devices of a MTC subscriber.

-
The PLMN shall allow transactions between an MTC device and an MTC server, either initiated by the MTC device or the MTC server.

-
The PLMN shall be able to authenticate and authorize an MTC device before the device can communicate with an MTC server.

-
It shall be possible to uniquely identify an MTC device;

-
It shall be possible to uniquely identify an MTC Group i.e. a collection of MTC devices belonging to the same MTC subscriber;

5.2.3
Solutions

5.2.3.1
Solution 1: Enabling mobile terminated communications

MTC devices relying on IP communications that need to be reachable for mobile terminated communications are assigned a static unique “host name” (i.e. an FQDN identifier specific to the MTC device). The “host name” is assigned in addition to any EPS-level identity (such as IMSI or MSISDN) of the MTC device.

NOTE: The “host name” may be defined via the EPS-level identity. For instance, assuming that the MTC device has an IMSI as the EPS-level identity, the “host name” can be defined as “mtc.IMSI.pub.3gppnetworks.org”. The exact definition of the “host name” is a Stage 3 matter.

The “host name” is used as the primary addressing identifier for mobile terminating communications.

Upon attachment to the PLMN the MTC device that relies on IP communications is assigned dynamic public IP address. In roaming scenarios the dynamic IP address may be assigned in the Visited PLMN.

The association between the “host name” and the dynamically assigned public IP address is stored in the authoritative DNS server in the Home PLMN.

When the MTC device is assigned a dynamic public IP address, the authoritative DNS server is kept up-to-date using DNS Update mechanisms.

The entity performing DNS updates is preferably located in the Home PLMN in order to reduce the number of trusted interfaces to the DNS server.

Editor’s note: It is FFS how to enable sending of mobile terminating messages to an MTC device inside a private IP address space.
Editor’s note: For IMS-capable MTC devices it is FFS how to map the application-level identity to the “host name”.
5.3
Key Issue – MTC Devices communicating with each other

5.3.1
Use case description

A MTC subscriber may have one or more MTC devices that communicate with each other through the PLMN, which is optimized for machine-type communications. This key issue focuses on the common service requirements as specified in TS 22.368 [1] (e.g. addressing, identifiers, charging, security, etc) for direct communication between MTC devices.

5.3.2
Required Functionality

To enable communication between MTC devices the following requirements shall be met:

-
It shall be possible to specify (e.g. with subscription data and/or operator policies) if communication between MTC devices is allowed or restricted for a given MTC subscription.

-
If communication between MTC devices is allowed, it shall be possible for two MTC devices of the same MTC subscriber to communicate through the PLMN. However, communication with local / personal area technologies is out of the scope of this technical study.

-
The PLMN shall be able to authenticate and authorize an MTC device before the device can communicate with another MTC device.

5.4
Key Issue - Online Small Data Transmission
5.4.1
Use case description

Editor’s Note: Expand upon the Service Description use case, including technical constraints and interpretations.

MTC Devices with Online Small Data Transmission frequently send or receive only small amounts of data. The exact amount that is considered to be small may differ per individual system improvement proposal. It is the amount of data where a specific system improvement proposal still provides its benefits.

For online small data transmission it is assumed that data transfer can happen any time when needed by the application.

5.4.2 
Required Functionality

Editor’s Note: Capture agreements on requirements for solving the key issue. This subclause may be omitted if deemed unnecessary.

The following functionalities are required for Online Small Data Transmission:
· It shall be possible to transmit small amounts of data with very efficient resource usage when the MTC Device is attached and context activated.
· The definition of a small amount of data shall be configurable per subscription.
5.4.3
Solutions

5.4.3.1
Solution 1: Transfer data via SMS

5.4.3.1.1
General
MTC Devices with low data usage send or receive data utilizing SMS via SGSN/MSC or SMS over SGs. The MTC Server connects with the SM-SC or behaves as a SM-SC (e.g. has an integrated SM-SC) to send or receive MTC service data encapsulated in short message. SMS transfer is suited for MTC users that infrequently transfer amounts of data that can be carried by SMS(s) and where SMS transfer generates less system load compared to the usage of packet data bearers.

Editor’s Note: The impact of storing and forwarding nature of SMS delivery on MTC service is FFS.

The SGSN/MME is aware that the MTC Device has the low data usage feature (e.g. the usage of that feature is known from the HLR/HSS subscription data). The MME and MTC Device will not create any EPS bearer for MTC service.
Editor’s Note: In Rel-9 EPC and E-UTRAN it is not possible to connect to the network without establishing at least the default EPS bearer. The impact on EPC and E-UTRAN needs further study.

5.4.3.1.2
Impacts on Existing Nodes

5.4.4
Evaluation

5.5
Key Issue –Offline Small Data Transmission

5.5.1
Use case description

Editor’s Note: Expand upon the Service Description use case, including technical constraints and interpretations.

MTC Devices with Offline Small Data Transmissions infrequently send or receive only small amounts of data. The exact amount that is considered to be small may differ per individual system improvement proposal. It is the amount of data where a specific system improvement proposal still provides its benefits. Such MTC Devices may detach from the network when not transmitting data.
For offline small data transmission the MTC application may be able to know whether the MTC Device is available for communication and transfer data, or may also transfer data when the MTC Device is not available for communication, e.g. not reachable.
5.5.2 
Required Functionality

Editor’s Note: Capture agreements on requirements for solving the key issue. This subclause may be omitted if deemed unnecessary.

The following functionalities are required for Offline Small Data Transmission:
· It shall be possible to transmit small amounts of data with very efficient resource usage when the MTC Device is not attached and not context activated.
· The definition of a small amount of data shall be configurable per subscription.
5.6
Key Issue – Low Mobility

5.6.1 
Use case description

Editor’s Note: Expand upon the Service Description use case, including technical constraints and interpretations.

For MTC Device with low mobility, several use cases should be captured in this TR as follows:

-
not move frequently and may move only within small area: e.g. health monitoring at home.

-
not move frequently but may move within wide area: e.g. mobile sales terminals.

-
not move normally, i.e. with fixed location: e.g. water metering.

For this kind of MTC Device, it is studied how to reduce the frequency of mobility management procedures and how to optimize the paging.

5.6.2 
Required Functionality

The required functionality for low mobility should result in:

-
reduction in resource usage for low mobility MTC Devices (e.g. paging, location management signalling, mobility context in MME/SGSN/MSC)
5.6.3
Solutions

5.6.3.1
Solution 1: Paging within configured area

5.6.3.1.1
General
For MTC devices that do not move frequently or move only within a small area, the paging area (e.g. TAI, CGI, ECGI) is configured in the HLR/HSS as a part of the subscription of the MTC subscriber. The SGSN/MME stores the paging area as part of the subscriber data as received from HLR/HSS.

During the mobile terminated service, the SGSN/MME pages the MTC Device within the specific area. The configured paging area is assumed to be smaller than typical paging areas for other UEs. Thereby paging traffic can be reduced.
An issue might be needed for reconfiguring subscription data when the network reconfigures some cells or the MTC Device is roaming.
5.6.3.1.2
Impacts on Existing Nodes

5.6.3.2.
Solution 2: Paging stepwise

5.6.3.2.1
General
For the MTC Device with low mobility, the SGSN/MME stores the RAI/TAI(s) like for any other UE and in addition the last known cell (i.e. CGI/ECGI) or last known service area (i.e. SAI) as provided by RAN in S1/Iu/Gb signaling. For low mobility MTC devices the MME preferentially includes only one TAI for TAI List in the accept message.

During the mobile terminated service, the SGSN/MME may page stepwise, e.g. first in the last known cell (i.e. CGI/ECGI) or last known service area (i.e. SAI) and if there is no response the SGSN/MME pages the MTC Device in a wider area, i.e. within the RAI or TAI List allocated to the MTC Device.
5.6.3.2.2
Impacts on Existing Nodes
5.6.3.3.
Solution 3:Paging within reported area

5.6.3.3.1
General
For the MTC Device with fixed location (i.e. not move normally), which can be deduced by the SGSN/MME when receiving the same area identifier (e.g. CGI, ECGI, SAI, RAI or TAI) via S1/Iu/Gb signalling during a predefined period or receiving a explicit report from the MTC Device. The SGSN/MME stores the area identifier and pages the MTC Device within the specific area.

When the MTC Device moves (e.g. for maintain purpose), the SGSN/MME detects the moving and pages within the new area which is reported by RAN or by the MTC Device explicitly.

5.6.3.3.2
Impacts on Existing Nodes
5.6.4
Evaluation

5.7
Key Issue – MTC Subscriptions

5.7.1
Use case description

Based on stage1 requirements, MTC Features are subscribed and controlled by subscription.

It is possible for part or all of the subscribed features to be activated by default at the time of the subscription based on the operator policy.

It is should be possible to allow the MTC Subscribers to activate or deactivate the subscribed MTC Features based on the operator policy. The mechanisms used for activation/deactivation are outside the scope of 3GPP. The MTC solution shall make it possible to provision the home PLMN with MTC subscriptions and allow one or more MTC Devices to share this subscription. This key issue aims at specifying the architectural requirements related to MTC subscriptions as well as the relationship between MTC subscriptions, MTC Devices and MTC architecture enhancements.

5.7.2
Required Functionality

MTC Features are controlled by subscription in HSS.
NOTE: MTC Features should be subscribed by already existing methods; It is normally out of scope of 3GPP standardisation e.g. via the provisioning interface or via a web interface.

MTC Feature activation /deactivation functionality is provided to the MTC Subscriber. The activation/deactivation information (i.e. MTC Feature is activated or deactivated) of the MTC Feature shall be stored in the 3GPP CN entities.
It is also possible for a network operator to restrict incompatible MTC Feature activation (according to network operator policy as well as other considerations such as the network, radio access and MTC Device capability.) During the activation/deactivation, if the MTC Subscriber request results in a set of incompatible MTC Features (according to network operator policy), it shall be possible for the operator to reject the request.

The following requirements are relevant to MTC subscriptions:

-
It shall be possible to provision the home PLMN with MTC Subscriptions, each one shared by one or more MTC Devices.

-
Each MTC Device shall be associated to one MTC subscription and shall have a device subscription including the security credentials used to authenticate the device.

-
An MTC subscription shall indicate architecture enhancements that can be used by the MTC Devices sharing this subscription.

-
It shall be possible for all MTC Devices sharing the same MTC subscription to use all architecture enhancements enabled for this subscription.

5.8
Key Issue – MTC Device Trigger

5.8.1 
Use case description

For many M2M applications there may be an interest to have poll model for communications between MTC devices and the MTC Server. This may be because the MTC User wants to be in control of communication from MTC Devices, and does not allow MTC Devices to randomly access the MTC Server. Also for applications where normally the MTC Devices initiate communications, there may occasionally be a need for the MTC Server to poll data from MTC devices.

For MTC Devices that are not continuously attached to the network or that have no always-on PDP/PDN connection it is beneficial to trigger MTC Devices to attach and/or establish a PDP/PDN connection based on a trigger indication from the MTC server.
5.8.2
Required Functionality

The following functionality is required to trigger MTC Devices:

-
The PLMN shall be able to trigger MTC Devices to initiate communication with the MTC Server based on a trigger indication from the MTC server.
-
A MTC Device shall be able to receive trigger indications from the network and establish communication with the MTC server when receiving the trigger indication. Possible options are:

· Receiving trigger indication in detached state and establish communication.
· Receiving trigger indication in attached state and the MTC device has no PDP/PDN connection.
· Receiving trigger indication in attached state and the MTC device has a PDP/PDN connection.
NOTE: There are currently available solutions to trigger MTC Devices (e.g. unanswered CS call attempts, sending an SMS). However, these have disadvantage when used at a large scale (e.g. they are based on MSISDNs), and work only for attached MTC Devices. This key issue will investigate possible improvements over the currently available means for triggering.
5.8.3
Solutions
5.8.3.1
Solution 1: Triggering of non-attached MTC Devices based on location information provided by MTC User

With non-attached MTC Devices, the network has no knowledge of the location of the MTC Device. However, in many cases the MTC User does have knowledge about the location of the MTC Device. In these cases the MTC User can provide the PLMN with information on the location of the MTC Device. Based on that information the PLMN can then broadcast a trigger message in a relevant cell or group of cells. The MTC Device, while not attached, will still listen to the broadcast channel of the PLMN.

A possible solution to broadcast the triggers may be by using the Cell Broadcast Service (CBS) as specified in 3GPP TS 23.041. A Cell Broadcast Center (CBC) is under control of a mobile network operator and connected to the radio network i.e. to the BSCs in case of GSM and to the RNCs in case of UMTS. Connected to a CBC are one or more Cell Broadcast Entities (CBEs) which may originate CBS messages. A mobile network operator may make available the interface on the CBC to trusted 3rd parties to interconnect their CBE to the CBC of the mobile network operator. The MTC Devices are programmed to monitor a preset CB channel(s), even when they are not attached to the network, and have assigned a Unique Paging Identity (UPID). This way the MTC Server of the 3rd party is able to send CBS messages, including one or more UPIDs, to its MTC Devices in certain areas based on location information available in the MTC Server.
5.8.4
Evaluation
5.9
Key Issue –Time Controlled
5.9.1
Use case description

MTC Devices with Time Controlled MTC Feature send / receive data only at certain pre-defined time periods. Network operators can pre-define / alter the time period based on criteria (e.g. daily traffic load) and only allow MTC Devices to access the network (attach to the network or send / receive data) during the pre-defined time period. The key issue aims at describing how to restrict MTC Device’s access to the network and avoid unnecessary network load outside these pre-defined time periods.

5.9.2 
Required Functionality

The following requirements can be derived from the Time Controlled MTC feature requirements specified in 3GPP TS 22.368 [2]:

-
the network operator shall be able to allocate for an MTC device time periods during which signalling or user plane traffic to/from the network are allowed;
-
the network shall be able to inform the MTC Device of time period(s) during which signalling or user plane traffic to/from the network are allowed;
-
roaming shall be supported for MTC devices with Time Controlled Feature.
-
the network shall be able to dynamically change the time periods.
-
peaks in traffic (including signalling traffic) should be avoided.
NOTE: It shall be possible for the network operator to allow or reject the MTC device’s access to the network according to the operator policy, when it is out of time period.
5.9.3
Solutions

5.9.3.1
Solution 1: network access control by the PLMN
5.9.3.1.1
General
The 3GPP network supports policing of the MTC Device's access to the network to prevent or allow (e.g. with specific charging) traffic to/from the network during unauthorized time periods. This may be accomplished as follows:

i) the operator provisions the authorized time periods within the MTC subscription in the HLR/HSS; 

ii) the SGSN/MME receives the authorized time periods from the HLR/HSS during the Attachment, Routing Area Update or Tracking Area Update procedure;

iii) the SGSN/MME police the MTC Device's access to the network to prevent or allow (e.g. with specific charging) traffic to/from the network during unauthorized time periods. In the former case, the SGSN/MME reject the access request message (e.g.  Attach Request or Tracking Area Update Request) or Service Requests initiated by the MTC device outside of the authorized time period, and indicate the authorized time periods to the MTC device in the reject message.

Editor’s Note: It is FFS whether the network detaches MTC devices which remain attached to the network when the pre-defined time expires.
Editors Note: It is FFS whether the network should let MTC Devices attach to the network outside of the authorized time periods, but reject session management requests (e.g. Activate PDP Context Request in GPRS). 

The network may inform the MTC Devices of the authorized time periods as follows:

i) the network provides the authorized time periods to the MTC Server; the MTC Server distributes them to the MTC Devices via application level data; this approach has however the following drawbacks:  

· a modification of the authorized time periods may generate important signalling/traffic between the MTC Server and a possibly significant number of MTC Devices; 

· MTC Devices' accesses to the network may be rejected or unduly charged until the MTC Server communicates them the authorized time periods in-use in the Mobile Network.

Or

ii) the SGSN/MME provides the authorized time periods directly to the MTC Devices via NAS signalling, e.g. the first time the MTC Device registers to the network, and upon subsequent NAS signalling from the MTC Device if the authorized time periods have changed. Following an operator's update of the authorized time periods, the MTC Device might initiate NAS signalling outside of the new authorized time periods. In that case, the network may either: 

· reject the MTC Device request and return the new authorized time periods in the response; or

· accept the first access out of the new authorized time period and provide at that time the new time periods for subsequent accesses. E.g. the MME/SGSN could store both the 'Time-Intervals In-Use' (i.e. the last time intervals communicated to the MTC Device) and the 'Subscribed Time-Intervals' received from the HLR/HSS, and accept the first access of the MTC Device during the 'Time-Intervals In-Use'.

5.9.3.1.2
Impacts on Existing Nodes

The HLR/HSS need to support provisioning of time periods in MTC subscriptions.

The SGSN/MME need to police the MTC Device's access to the network according to the authorized time periods.
The SGSN/MME need to provide the MTC Devices with the time periods in NAS signalling (if NAS signalling is used to inform MTC Devices of the authorized time periods).

MTC Devices need to refrain from accessing the network outside of the authorized time periods. 
NOTE:
This implies some time management and possibly buffering in the MTC Device to differ the sending of application traffic until the next authorized time period.
5.9.4
Evaluation

5.10
Key Issue – MTC Monitoring
5.10.1
Use case description
MTC Devices may be deployed in locations with high risk, e.g. possibility of vandalism or theft of the communication module.For those MTC Devices, it is desirable that the network detects and reports events (including location) caused by those devices that may result, for example, from vandalism or theft of the communication module. If such an event is detected, the network might be configured to perform special actions, e.g. limit the access or reduce the allocated resource.
5.10.2
Required Functionality
The following functionalities are required for MTC monitoring:

-
It shall be possible for the MTC User to configure the monitoring events, e.g. monitoring the association of the MTC Device and UICC, misalignment of the MTC feature, change in the point of attachment.
-
It shall be possible for the network to detect monitoring events.
-
It shall be possible for the network to report the detected events to the MTC User or the appropriate MTC Server and optionally to perform action to reduce services provided to the MTC Device.
5.11
Key Issue – Decoupling MTC Server from 3GPP Architecture
5.11.1 
Use Case Description
Machine to machine communications exist today, over a variety of access systems. These essentially make use of particular features exposed by individual access systems, devices and aggregation services to build a unique ‘vertical system’ to support an application for an end customer. Examples include logistics, point of sale and power metering. 

The current direction of the industry is to eventually provide general service interfaces to enable a new class of ‘layered’ applications that can work with diverse MTC devices, network operators, accesses and diverse business logic components without requiring a unique ‘from scratch’ system integration effort.

The current abstraction shown in the SA1 service aspects specification TS 22.368 [2] represents the MTC server as an entity with which the 3GPP PLMN and the MTC Device directly communicate. This depicts a service delivery representation well, but has very misleading implications if accepted as a basis for the MTC architecture,
Two potential deployment scenarios exist for MTC Services – either under the control of a mobile network operator or by a third party. 
To support MTC services deployed by third parties, it is assumed that additional interaction between MTC service logic components and the 3GPP PLMN are required, beyond data communications (SMS and packet domain communication.), These interactions include at least the ability for service logic components to securely interact with the 3GPP PLMN and the ability for the service logic components to obtain certain information regarding MTC Subscriptions and modifying this information (if allowed by the network operator).
Some service logic components only interact with MTC Devices by means of established user plane communication (e.g. SMS or TCP/IP based applications). These service logic components may have no direct means to interact with or become aware of MTC Features. For example, there are existing M2M applications that employ GPRS and/or SMS to communicate with MTC Devices. For such service logic components, no additional mediating interfaces as proposed in this key issue shall be required.
A 3GPP MNO can restrict or deliberately allow access to information, resources and services in the core network by means of the Service Abstraction Layer.
5.11.2 
Required Functionality
MTC Service Logic components may be deployed within a mobile network operator’s control or externally. 
The Baseline Architecture in clause 4.3 shall be updated with additional interfaces for secure communications between MTC Service Logic Components and the 3GPP PLMN as well as for MTC Service Logic Components to query or possibly update MTC subscription information. 
It is desirable to minimize the requirements for MTC Service Logic components to support 3GPP interfaces and 3GPP-specific configuration. This facilitates the design of MTC services that function over multiple access systems. 
5.11.3 
Solutions
5.11.3.1 
Solution 1: Introduction of a 3GPP MTC Service Abstraction Layer
A) Add additional terminology to clause 3.1:
MTC Service Logic Components: Business logic, configuration, data and other elements that implement an MTC Application and provide service to the MTC User. MTC Service Logic Components communicate with MTC Devices and may be deployed under or external to mobile network operator control.
3GPP MTC Service Abstraction Layer: A functional entity that shares reference points with network elements in the 3GPP PLMN that are specified by 3GPP. The Service Abstraction Layer also exposes interfaces to PDNs to allow Service Logic Components to communicate with MTC Devices and services offered by mobile network operators to support interaction with MTC Devices.
B) Modify clause 4.3 Architecture Baseline, as follows:

The end to end application, between the MTC device and the MTC server, uses services provided by the 3GPP system. The 3GPP system provides transport and communication services (including 3GPP bearer services, IMS and SMS) optimized for the Machine-Type Communication. For the purposes of 3GPP standardization, the MTC Server - including its internal state, operations and interfaces remain out of scope.
As shown in Figure 4.3.1, MTC Device connects to the 3GPP network (UTRAN, E-UTRAN, GERAN, etc) via MTCu interface. MTC Device communicates with MTC Service Logic Components by means of an MTC Service Abstraction Layer or other MTC Devices using MTC Functions, 3GPP bearer services, SMS and IMS Application Servers provided by the PLMN. The MTC Server is an entity which connects to the 3GPP network via a Generic Service Layer API which remains out of scope of 3GPP standardisation. The MTC Service Abstraction Layer separates the MTC Service Logic Components from access specific interfaces. The MTC Service Abstraction Layer presents generic capabilities that map to concrete ones offered by the specific access. For example, communication capabilities in the 3GPP access are supplied using the MTCi/MTCsms interfaces and thus communicates with MTC Devices. MTC Server Logic Components may be outside of the operator domain or inside an operator domain.
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Figure 4.3-1: MTC Service Abstraction architecture

The reference points are listed as below:

MTCu:
It provides MTC Devices access to 3GPP network for the transport of user plane and control plane traffic. MTCu interface could be based on Uu, Um, Ww and LTE-Uu interface.
MTCi:
It is the reference point that MTC Server uses to connect the 3GPP network and thus communicates with MTC Device via 3GPP bearer services/IMS. MTCi could be based on Gi, Sgi, and Wi interface.

MTCsms:
It is the reference point MTC Server uses to connect the 3GPP network and thus communicates with MTC Device via 3GPP SMS.

NOTE:
Both MTCi and MTCsms may be defined in such a way as to traverse the Service Abstraction Layer transparently.

MTCsh:
It provides transport of service-related data (opaque to the 3GPP system) as well as user / subscriber related data. This reference point may be based upon Sh.

Additional reference points between the 3GPP PLMN and the 3GPP MTC Service Abstraction Layer (e.g. for IMS) are FFS.

It is FFS whether the 3GPP MTC service abstraction layer applies to pre-release 8 3GPP core networks and I-WLAN.

6
Conclusions

Editor's Note:
This section is intended to list conclusions that have been agreed during the course of the work item activities.

7
Impacts to normative specifications

Editor's Note:
This section is intended to capture the impacts to normative specifications within the responsibility of SA2. It can be used as a placeholder to document agreements until a set of normative CRs can be generated for the selected solutions(s) 
7.1
General
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