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Foreword

This Technical Report has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

1
Scope

The present document studies the mechanisms needed to support IMS Emergency sessions over WLAN (both in the Trusted –S2a – and in the untrusted –S2b- cases) 
The study is split up into 2 phases. .

Topics to be studied in phase 1 are:

-
Providing access to EPC over WLAN in order to support an emergency session only in case of “Valid” UEs as in the case 1 in clause 4.3.12.1 of TS 23.401 [3]: the support of emergency session is only studied for UEs which (a) have valid credentials to access EPC over WLAN and (b) are authorized to connect to EPC over WLAN in the location where they initiate an emergency session

-
Providing Location information (in particular for untrusted WLAN). Only existing location determination mechanisms are considered i.e. location determination mechanisms that should not require standard effort. No location accuracy requirements are considered in phase 1.

Phase 1will not consider solutions that imply specification activities in other SDO(s).

Topics to be studied in phase 2 correspond to all the features not covered by phase 1, e.g.:

-
Support of other cases for the access to EPC over WLAN (e.g. the UE is authenticated but is in a location where it is restricted from regular service, or is unauthenticated or has no USIM)

-
Roaming cases (user not in his / her home country)

-
Support of session continuity of emergency sessions at inter-access mobility

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 22.101: "Service aspects; Service principles ".

[3]
3GPP TS 23.401: " General Packet Radio Service (GPRS) enhancements for Evolved Universal Terrestrial Radio Access Network (E-UTRAN) access "

[4]
3GPP TS 23.167:” IP Multimedia Subsystem (IMS) emergency sessions”

[5]
IEEE Std 802.11-2012: "IEEE Standard for Information technology - Telecommunications and information exchange between systems - Local and metropolitan area networks - Specific requirements - Part 11: Wireless LAN Medium Access Control (MAC) and Physical Layer (PHY) Specifications".[6]
WiFi Alliance Technical Committee, Hotspot 2.0 Technical Task Group: "Hotspot 2.0 (Release 2) Technical Specification", ver.5.00.

[6]
23.271[7]
23.402

[8]
23.237

3
Definitions and abbreviations
3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].

<defined term>: <definition>.

example: text used to clarify abstract rules by applying them literally.

3.2
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. 
An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

<ACRONYM>
<Explanation>

4
Architectural assumptions
4.1
General architectural assumptions

General assumptions:

1
SEW solutions do not support pre Rel. 13 devices and networks.

2
no new requirements are defined for the UE for undetected emergency calls.
3
In the case of S2b connectivity, the authentication mechanisms used by the UE to authenticate with WLAN for local IP access are out of scope of the SEW work. The SEW work does not consider the development of new authentication mechanisms for this case.

4
During the establishment of connectivity for emergency services over WLAN, the UE provides an indication that the connectivity request is for emergency services. The mechanisms defined for LTE (i.e. specific request type and mechanisms in the MME) are adopted, with an indication in the connectivity request being added by the UE to the TWAG and the ePDG.
Editor’s note: how the UE provides such indication is FFS and depends on the connectivity mechanism (e.g. S2b vs. S2a)

5
A UE establishing connectivity for emergency services over WLAN does not provide an emergency APN.

6
It is assumed that the same mechanisms adopted in the MME for PDN GW selection for emergency services can be extended to connectivity establishment for IMS emergency services over WLAN.

7
In SEW work no new mechanisms are defined for P-CSCF Selection for IMS emergency services over WLAN.

8
In S2a case, mechanisms have been defined (as part Netloc_TWAN) to provide location information from TWAG to IMS nodes upon bearer creation / deletion / modification. No more work is assumed for the S2a procedures and flows in order to support providing network asserted location information from TWAG to IMS nodes. This does not preclude addition of relevant new information in TWAN ID.
9
An UE shall select an ePDG of the local country when connecting to an ePDG in order to issue an emergency session.

10
A PLMN should be able to determine whether a UE is at a location where an emergency call can be supported by the PLMN (e.g. routed to the correct PSAP).
11
For UE detected emergency calls, a UE already registered to IMS for regular IMS services (i.e. not emergency services) over WLAN shall:
11a. In case of S2b connectivity, establish a new PDN connection for emergency services according the procedures defined for IMS emergency services over S2b, and (re)register for emergency services to IMS.

11b. In case of S2a SCM connectivity, disconnect and reconnect to establish a PDN connection for emergency services according the procedures defined for IMS emergency services over S2a SCM, and (re)register for emergency services to IMS.

11c. In case of S2a MCM connectivity, establish a new PDN connection for emergency services according the procedures defined for IMS emergency services over S2a, and (re)register for emergency services to IMS.

12
If the network detects a UE undetected emergency call, the IMS core shall reject the call subject to local regulations for a UE already registered to IMS for regular IMS services (i.e. not emergency services) over WLAN.
4.2 
Architectural assumptions for phase 1

1
a UE will attempt emergency calls over WLAN only in case of unsuccessful emergency call attempts over the cellular technologies supported by the UE 

2
WLAN selection for the establishment of IMS emergency calls over WLAN is based on mechanisms defined in Rel. 12, including ANDSF WLAN_NS, operator configuration, WLAN configuration provided by RAN, and manual selection. 

3
For the S2a case, the EAP-AKA’ authentication procedure specified in Rel.12 is used by the UE to authenticate with the TWAN to obtain access to the EPC for IMS emergency services; no new authentication mechanisms are considered in the SEW work for this case. This does not preclude addition of relevant new parameters in EAP-AKA’

4
For the S2b case, the EAP-AKA authentication procedure specified in Rel.12 is used by the UE to authenticate with the ePDG to obtain access to the EPC for IMS emergency services; no new authentication mechanisms are considered in the SEW work for this case. This does not preclude addition of relevant new parameters in EAP-AKA

5
UE is assumed to be in its Home country

6
Any local policy using location information at initial connection for voice services will only be implemented by one of the network operator’s IMS nodes.

5
Key issues

5.1 
Key Issue #1: ePDG Selection for emergency services
A mechanism needs to be identified in order to allow a UE to select an ePDG for emergency services when IMS emergency services over WLAN are available at the UE Location.
5.2
Key Issue 2: Providing priority to emergency services especially in case of control plane congestion 

The Key issue is to study how to provide priority to emergency services especially in case of congestion (allowing fulfilment of requirements expressed in 3GPP specifications about preferential treatment of emergency services in case of Diameter or GTP-c congestion). No changes are foreseen to GTP-c / Diameter protocols.

5.3

Key Issue 3: providing location information to IMS nodes 

Establishing emergency calls over WLAN requires the provision of location information for the UE to the network. Specifically, the UE location may be required in order to select the correct PSAP for the establishment of the emergency call. Location information may also be required by the network in order to provide a location to the PSAP that enables dispatch of emergency responders to the location of the caller. 

NOTE 1:
No location accuracy requirements are considered in phase 1.
In S2a case, mechanisms have been defined (as part Netloc_TWAN) to provide location information from TWAG to IMS nodes upon bearer creation / deletion / modification. No more work is assumed for the S2a related procedures and flows in order to support providing network asserted location information from TWAG to IMS nodes. 
The key issue is to define,

· In S2b case, 

-
How it is possible to provide location information to IMS nodes or PSAP. 

-
What location information may be provided to IMS nodes or PSAP

NOTE 2: 
The IMS Emergency Service procedures defined in TS 23.167 [4] foresee the scenario where the UE knows its location information and sends it in the SIP INVITE message (step 3 of TS 23.167 [4] figure 7.6-1) when it starts the emergency service.
· How the LRF can fetch the location of an UE that is currently camping over WLAN. The key issue is to define how the LRF receives or retrieves the UE’s location. Both s2a and s2b cases shall be considered

NOTE 3:
The IMS Emergency Service procedures defined in TS 23.167 [4] foresee the scenario when the LRF provides the UE’s location information to IMS Core or to Emergency Center.

In Phase 1only existing location determination mechanisms are considered i.e. location determination mechanisms that should not require standard effort.

5.4
Key Issue 4: Location Privacy
Many aspects of a UE’s location need to be transferred to and sometimes stored in a network operator’s systems; however in many countries it is regulatory required that the privacy of a user’s location is protected by network operators. Therefore any solution that transfers or stores location information will need to do so in a manner (e.g. inside encrypted tunnels) that protects the user from misuse or abuse of that location information.

Editor’s Note: SA3 will need to review any conclusions to ensure that adequate privacy protections are described.

5.5
Key Issue 5: Location at Initial Connection for Voice Service

In many implementations it is outside the control of a network operator where a WLAN Access Point is installed (particularly in the case of untrusted WLAN); therefore it is possible that a WLAN Access Point is installed outside the coverage area of a network operator’s cellular network, and hence the supporting infrastructure for emergency calls may not be present. Since it is not possible to determine when a user registers for voice over WLAN service if they will or will not make an emergency call in the future, the network needs to apply local policies regarding normal voice calling when the device connects for any voice service, not just emergency voice service (e.g. one such policy would be to prevent registration for any voice services over WLAN in a location where emergency calls are not possible).

Therefore, when a user connects to a service provider’s network via WLAN for voice service the network may need to perform local network policies dependant on where the UE is located, thus the UE must supply its location to the network when it first registers with an IMS network for voice service over WLAN.

5.6
Key Issue 6: Determination of Emergency Call Support

A PLMN that receive as IMS emergency call request from a UE accessing a WLAN may need to decide whether to accept or reject the emergency call request based on whether the PLMN will be able to route the call to an appropriate PSAP. For example, a PLMN that does not have access to the correct PSAPs in the present location will not always be able to support an emergency call for a UE outside the normal PLMN coverage. This can apply in both phase 1 (to the HPLMN) and phase 2. The proposed ePDG selection procedure for phase 1 (i.e. based on determining or assuming that the UE is in the home country) guarantees the problem will sometimes arise for some PLMNs in the case of S2b access. A similar problem for S2a access may arise if the TWAG is not configured to filter emergency calls based on the TWAN location. Resolution of issue 5 will not solve this issue in all cases since an emergency call can still arise from a UE that not is yet attached to the HPLMN or VPLMN.

5.X
Key issue X:

5.X.1
Key issue X in phase 1

5.X.2
Key issue X in phase 2

6
Solutions

6.1
Solution 1: ePDG selection when UE can detect being in the home country

This solution addresses the Key Issue on ePDG selection. The principles of the solution are as follows:

The UE is configured by its Home operator with whether the HPLMN supports emergency sessions over WLAN.

NOTE:
To support emergency sessions over WLAN, a PLMN is assumed to have deployed ePDG(s) that support SWu sessions for emergency services as well as P-CSCF (s) / E-CSCF that support emergency sessions.

Editor’s Note: How this UE configuration is carried out is FFS 

When the UE has determined that it needs to set up a SWu session for emergency services:

1) The UE determines whether it is in the Home country of the IMSI. Any suitable information may be used. It is not intended to further describe how the UE makes this determination.,.

Editor’s Note: the case of UE with multiple USIM is FFS 

2) The UE determines the FQDN of an ePDG of the HPLMN supporting emergency sessions in the Home PLMN and issues a DNS query to get candidate IP addresses of this / these ePDG .

Editor’s Note: whether this FQDN is configured on the UE or whether it is dynamically created by the UE based on a FQDN structure defined in TS 23.003 is FFS. Whether a well known non PLMN specific FQDN is used is FFS

Editor’s Note: What the UE does in case it detects it is not in its Home country is FFS. Whether this is subject to normative specifications is also FFS

6.2
Solution 2: ePDG selection when the UE cannot know it is in Home Country 

This solution addresses the Key Issue on ePDG selection. The principles of the solution are as follows:

1) The UE determines the FQDN of an ePDG of the HPLMN supporting emergency sessions in the Home PLMN and issues a DNS query to get candidate IP addresses of this / these ePDG .

Editor’s Note: whether this FQDN is configured on the UE or whether it is dynamically created by the UE based on a FQDN structure defined in TS 23.003 is FFS. Whether a well known non PLMN specific FQDN is used is FFS
Editor’s Note: with this solution, it may happen that even though the user is not in its Home country, an ePDG of the HPLMN is selected and the UE attempts procedures for emergency sessions in the Home PLMN. As such emergency session should not be established, mechanisms should be defined to reject the UE IMS requests for emergency session when the UE indicates it is served by a WLAN access and the location information it provides does not correspond to a location in the Home country.
Editor’s Note: What the UE does when its emergency session is rejected is FFS. Whether this is subject to normative specifications is also FFS

6.3
Solution 3 for key issue #3: UPLI via SIP for untrusted WLAN

6.3.1
Overview

1
The solution leverages an existing procedure whereby geolocation information for any access can be conveyed at the IMS level from a UE to a P-CSCF and E-CSCF in the serving VPLMN using mechanisms already defined in 3GPP TS 24.229, by which a UE shall include a geolocation header into the request for the dialogue (e.g. a SIP INVITE) if available to the UE. This corresponds to UPLI (User Provided Location Information) and is not trustable.In the case of WLAN access, TS 24.229 further defines that a PANI shall be included for WLAN access and that the content of the PANI shall include the WLAN AP MAC address for the serving (associated) WLAN AP. Therefore, information such as the BSSID or HESSID can be included in “"i-wlan-node-id" PANI parameter. This is supported by current standards.

2
In the case of WLAN access, the Geolocation header field may contain: 

-
The Venue type and the Venue name provided by the AP when both UE and AP support Passpoint R2;

Editor’s Note:
Whether venue type, venue name can actually be used to determine (automatic process) the PSAP is FFS

-
Its geographical coordinates (e.g. from GPS) if available at the time of the emergency call initiation.

In current standards, the location information provided by the UE in SIP signalling enables the entity that performs call routing (i.e. the E-CSCF or the LRF have access to the serving/associated AP MAC address and/or the Venue type, Venue name and/or the geographical coordinates, and can use this to select a PSAP provided the serving VPLMN is configured with corresponding routing or location related information. Any configured location information for the serving/associated AP MAC address and/or the Venue type, Venue name and/or the geographical coordinates may also be used to provide a location to support PSAP dispatch.

6.4
Solution 4 for key issue #3: UPLI via EPC for untrusted WLAN

6.4.1
Overview

The solution leverages on information such as the BSSID that the UE can provide via the EPC. It is based on the statement that EAP-AKA is mandatory for untrusted WLAN as specified in TS 33.402 clause 8.2.1.
-
The ePDG being unable to know (via the network) the BSSID or HESSID, venue type, venue name and/or geographical coordinates of the WLAN Access Point the UE is connected to, the solution consists in the UE providing one or more of these information using EAP-AKA signalling (within IKEv2) to the AAA server, which then provides it via SWm to the ePDG. This information is then delivered by the ePDG to the PGW over S2b, to the PCRF over Gx and to the P-CSCF over Rx;

-
This corresponds to UPLI (User Provided Location Information) and is not trustable.
6.5 
Solution 5 for key issue #3: UPLI via IKEV2 for untrusted WLAN

The solution addresses the location mechanisms to be used for the PSAP discovery.

The ePDG is not able to know the BSSID of the WLAN where the UE is connected. The UE shall use IKEv2 signalling to provide its location information.

Editor’s note:
It is FFS which IKEv2 parameters are used to signal the location information to the ePDG. 

Editor’s Note: Solution Y and solution U differ only by the mechanism used to send the info to the ePDG (EAP-AKA for solution Y, Native IKE transfer in solution U). They are mutually exclusive.

6.6
Solution 6 for key issue #3: UPLI to OMA server

Per 3GPP TS 23.167 [4] (e.g. see sub-clause 7.6.1), LRF function can use the OMA SUPL procedure to obtain location information directly from the UE. Initiation of a SUPL session to a calling UE by a SUPL E-SLP is enabled for LTE access using UDP/IP (e.g. see TS 23.167 [4] annex H.4). Similar initiation could be defined for WLAN access which would mean that an E-SLP (and LRF) would only need the UE IP address to instigate a SUPL session. 

When SUPL is used to obtain information to support routing of an emergency call, positioning may be based mainly or solely on visible WLAN AP MAC address and/or IDs for visible cells to reduce delay in obtaining this information at a UE and processing it at an E-SLP.

When SUPL is used to obtain accurate location information required by the PSAP, the additional cellular and/or WLAN measurements may be used (e.g. RTT, RSSI) and/or methods like A-GNSS and OTDOA.

The solution is mostly supported by current standards and requires only a new requirement (e.g. new annex) in TS 23.167 4 to define applicability of SUPL location support for IMS emergency calls with WLAN access.

This solution only applies for UEs (and networks) supporting OMA SUPL procedures.

6.7
Solution 7 for key issue #3: UPLI to OMA server (fallback use case)

There may be scenarios where there are no other visible WLAN APs or where the serving network does not have location information (or reliable or accurate location information) configured for other visible WLAN APs and where there are no visible cells (or no visible macro cells associated with reliable preconfigured location information).

The solution partly overcomes this limitation would be for a UE to provide the most recently visible cell ID or the most recent serving cell ID – e.g. by including a second PANI header in a SIP INVITE containing the cell ID. 

-
This may be included for all emergency call requests since a UE will not know in advance whether location information for the serving/associated WLAN AP MAC address is or is not configured in the serving network. 

-
The serving network (e.g. the LRF or E-CSCF) can still know that the call originates from a WLAN AP and not from a cellular access type from the presence of a PANI containing a WLAN AP MAC address which may be defined to be present if and only if a UE is accessing a WLAN AP. 

-
Possibly a time value or “age” for the last visible cell ID can be included as well although this will impact the PANI syntax.

Editor’s Note:
The age information may be needed for the PSAP determination / PSAP dispatch to know whether the Cell-Id can or cannot be leveraged. 

This solution needs not impact stage 3 signalling (if an “age” value is not included) except for adding a second PANI header in a SIP INVITE.

6.8
Solution 8: Location information from LRF for s2a

6.8.1 
Solution principles

The solution is based on following principles:

· The IMS ES procedure define din TS 23.167 [4] are applied

· The location information is retrieved via LRF 

· Usage of existing LCS reference architecture defined in TS 23.271 [6] for 3GPP based on LRF is applied to N3GPP architecture defined in TS 23.402 [7]. 

· The existing procedures defined for TWAN are used without any modification.

NOTE:
The scenario when the location information is retrieved from PCRF by P-CSCF remains unmodified in respect current Rel-12 specification 

6.8.2 
Reference architecture

The reference architecture for EPC is describe in figure 6.8-1 
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Figure 6.8-1: Reference architecture for WLAN EPC with LRF 

The LRF is defined is TS 23.237 [8] and in TS 23.167 [4] with the following modification:

· To support TWAN ID specified in TS 23.402 [7].
· To be able to extract location information from the TWAN ID.
The reference point SLh and Lh are defined in TS 23.271 [6] with the following modification:

-
To be able to transport TWAN ID specified in TS 23.402 [7].
6.8.3 
LRF functionalities

As defined in TS 23.167 [4] clause 6.2.3 with the following modification:

-
When the UE is connected to Trusted WLAN access the LRF shall be able to receive the TWAN ID and to derive the location information in the format required by IMS Core or Emergency Center.

6.8.4 
HSS/AAA functionalities

The HSS shall be able to map the request from LRF on SLh/Lh with the request to AAA for Trusted WLAN 

6.8.5 
PDN GW functionalities

No modification is required in respect to Rel-12 feature

6.8.6 
PCRF functionalities

No modification is required in respect to Rel-12 feature

6.8.7 
UE functionalities

The UE detects its location as defined in Solution X.

Editor’s Note: The solution X is described in a different clause. 

6.8.8 
User provided and network provided UE location via LRF

The procedure for retrieval of user provided and network provided UE location information by IMS Core or Emergency Center is shown in figure 6.8-2.
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Figure 6.8-2: User provided and network provided UE location information via LRF for TWAN

1)
UE perform Initial attach to TWAN as defined in clause 16.2.1 of TS 23.402 [7] .

2)
As in step 2 of procedure in clause 7.6.1 of TS 23.167 [4], the UE starts an IMS Emergency Service. The UE if able sends its location in SIP INVITE.

3)
As in step 4 of procedure in clause 7.6.1 of TS 23.167 [4]. If the LRF performs the OMA SUPL or OMA UPL procedure to retrieve the location information directly by the UE, the steps from 4 to 9 can be skipped.
NOTE: The definition of OMA SUPL/UPL is outside the 3GPP scope.

4)
the LRF/GMLC request to HSS the UE capability and the UE location 

Steps from 5 to 8 as in procedure in clause 16.2.3 of TS 23.402 [7].
9)
the HSS provides to the LRF the UE capability and the UE location received TWAN.
10)
As in step 6 of procedure in clause 7.6.1 of TS 23.167 [4].

11)
as in steps from 7a to 8 of procedure in clause 7.6.1 of TS 23.167 [4].

12)
As in step 9 of procedure in clause 7.6.1 of TS 23.167 [4].
13)
as in steps from 4 to 9 above.
12)
As in step 11 of procedure in clause 7.6.1 of TS 23.167 [4].
6.9
Solution 9: Handling of UE multiple provided location information:

The current PANI header has limitations when it comes to supporting multiple locations.

RFC 7315 describes the PANI header and states “This header contains information on the access network that the UA is using to get IP connectivity.” It is clear that the PANI in its current form can only be used to provide information about the access actually in use for the SIP session.

In order to


allow the UE to provide in SIP signaling additional location information (e.g. last cell seen by the UE) which is not tied to the used IP access but rather to the device hosting the SIP UA;

enable a clear distinction between the information associated to the used IP access and additional information about the device;
it is proposed that mechanisms are provided in case of UE access over WLAN to allow:


providing additional location Information in SIP signalling, that enables distinguishing a location associated with a point of access not currently used to transport SIP signaling (e.g Cell ID) versus a location associated with a point of access currently used to transport SIP signaling (i.e WLAN); and

providing age information in SIP signalling for the additional UE-provided location associated with a point of access when the additional location is not current (e.g last cell ID seen by a UE).

6.10 Solution 10:
Location Information Included in SIP Register

6.10.1
Overview

Solution 3 (sub-clause 6.3) details how UPLI information contained in SIP INVITE messages for untrusted WLAN can be used for PSAP selection, in a similar manner this information may be used for local policy application.

3GPP TS 24.229 (sub-clause 5.1.1.4.1) requires that for an IMS reregistration request or an IMS registration request for an additional public user identity, the UE shall include a P-Access-Network-Info (PANI) header field in the registration request if the associated information is available. For WLAN access, the PANI would include the AP MAC address. This requirement may be extended to any IMS Registration Request (via a new impact to TS 24.229). Similar to Solution 7 (sub-clause 6.7), a UE may also include a second PANI header in an IMS registration request (which will be another impact to TS 24.229) that includes the identity of a visible cell or a recently visible cell. Both types of PANI header refer to UPLI and are not fully trustworthy.

Therefore it is possible for an IMS node performing local policy controls when a device first registers for IMS voice to have available the location related information as described in solution 3 (sub-clause 6.3.1) if the UE populates this information. Either the P-CSCF, S-CSCF, HSS or AS can apply local policy controls based on the UPLI location related information elements provided by the UE when a user first registers for IMS voice service; the local policy may decide to accept or reject the registration, or may trigger implementation specific actions.. For example: a P-CSCF may reject an IMS registration request if the UPLI and/or NPLI indicate WLAN access from a non-supported location.

NOTE:
The inclusion of UPLI information in the SIP Register is subject to local privacy regulations.
6.11
Solution 11: Determine Emergency Call Numbers

The UE may retrieve from a WLAN AP the list of Emergency Call Numbers that are used in the geographic location of the AP. This list can be retrieved via ANQP procedures either prior or after association with the AP. Each Emergency Call Number provided by AP is a [URN, URI] pair, e.g. [urn:service:sos.fire, tel:112;sip:+15555551002@fire.com] (see [5]). The UE may (a) forward the retrieved Emergency Call Numbers to the application which initiates the emergency sessions or (b) may use them to identify emergency session requests.

6.12
Solution 12: Select a WLAN for Emergency Services

When the UE is not connected to any WLAN and wants to select a WLAN for initiating IMS emergency services, then:

-
The UE selects a WLAN based on user preferences (if any); otherwise:

-
If the UE supports the Access Network Discovery & Selection Function (ANDSF) and it is provisioned with WLANSP rules from HPLMN and/or VPLMN, the UE shall select a WLAN access network based on the WLAN selection procedures specified in TS 23.402 [7], clause 4.8. In addition, the following selection criteria may be applied:

-
If multiple WLANs fulfil the selection criteria in the active WLANSP rule, the UE may select one of those WLANs that support QoS and Expedited Bandwidth Request (EBR) [5]. The UE determines which WLAN APs support QoS and EBR by using the applicable procedures in [5].

-
If the UE does not support the Access Network Discovery & Selection Function (ANDSF) or the UE supports ANDSF but is not provisioned with WLANSP rules from either HPLMN or VPLMN, the UE shall select a WLAN access network based on its own implementation-specific criteria. These implementation-specific criteria may give precedence to WLANs that support QoS and Expedited Bandwidth Request (EBR) [5]. 

6.13
Solution 13: Determine Location & Country Info

If the UE needs to provide location information when requesting an emergency session, the UE may determine its location by using its own implementation-specific means (e.g. by using its GPS receiver). If, however, the UE cannot determine its location by its own means, the UE may retrieve its location from a WLAN AP, prior or after association with the AP. This location information can be retrieved via ANQP, by requesting the Civil Location and/or Geospatial Location ANQP elements (see [5]). The Extended Capabilities IE included in the beacon frames of an AP indicates if the AP provides Civic and/or Geospatial location.

The UE may determine the country it is located in either by implementation-specific means or by receiving the Country IE included in the beacon frames of available WLAN APs (see [5]). The Country IE is transmitted by all HS2.0 compliant APs, as specified in [6]. The country information can be utilized by the UE during emergency procedures over WLAN, e.g. for ePDG selection.

6.14
Solution 14: Overall procedure

NOTE: The text of this sub-clause is not meant to correspond to actual normative text.

6.14.1
Network settings to support Emergency services over WLAN

To support emergency services, an ePDG is configured with Emergency Configuration Data similar to what is described in TS 23.401 [3] for the MME case.

NOTE:
To support emergency sessions over WLAN, a PLMN is assumed to have deployed ePDG(s) that support SWu sessions for emergency services, as well as P-CSCF(s) and E-CSCF(s) that support IMS emergency sessions.

6.14.2
Conditions for UE to set up an Emergency service over WLAN

In this release of the specification, a UE attempts emergency calls over WLAN only in case of:

· Previous Unsuccessful (or impossibility to issue) UE detected or UE un-detected,emergency call attempts over the cellular technologies supported by the UE, and

· The UE is not aware that it is located in a different country than the country of its HPLMN.
NOTE 1:
How the UE can determine that it is located in a different country than its HPLMN is implementation dependent.

NOTE 2:
How the UE detects that the target URI or that the digits dialled by the User correspond to an emergency call is not defined in this release. As an example, the UE may use the list of emergency call numbers it last received over 3GPP access. 

6.14.3
Overview

When an UE is requested to set-up an emergency session, the UE 

· releases any PDN connection it may have over WLAN (SWu) 

NOTE 1:
This induces the release of the existing IP connectivity services.

· selects an ePDG for emergency services

· sets-up a PDN connection for emergency as described in sub-clauses 6.14.4..

The UE gets the identity of suitable P-CSCF as currently defined in TS 23.167 [4].

Then the UE needs to REGISTER (for emergency services) over IMS before it can issue IMS signalling related to emergency services. 

The set up of IMS sessions takes place as currently described in TS 23.167 [4] with following modification:
· In IMS signalling the UE may add as User Provided Location Information multiple elements of  location information.. The exact list of  User Provided Location Information that the UE may add in IMS signalling corresponds to information listed in solution 3, 7, ” Base Solution to Key issue 3: Handling of UE multiple provided location information”

NOTE 2:
The P-CSCF may add Network provided location information when it can get such information from the PCRF. The Network provided location information may be un-trusted when it corresponds to the SWu outer IP address and port as detected by the ePDG

NOTE 3: 
The IMS signalling is sent in an encrypted way over the WLAN radio (using SWu ciphering) thus protecting user location information from eavesdropping.

NOTE 4: 
Any node that stores user location information (3GPP AAA server, P-CSCF, …) needs to take care that this information cannot be accessed by un-authorized persons (protecting the privacy of the end-user).

The solution "Location Information Included in SIP Register" applies to normal IMS registrations over WLAN .

6.14.4
EPC access for emergency services in S2b case

In the S2b case, the UE gets WLAN access from any WLAN AP. 

No specific mechanisms are defined to support access to a WLAN AP for emergency services except that in case a 3GPP AAA server is used to authenticate the UE for the WLAN access, this 3GPP AAA server stores any trustable location information it may get from a WLAN AN.

NOTE 1:
This corresponds to the case where the UE gets IP connectivity from an access whose location information is trusted by the HPLMN (e.g. the HPLMN trusts the Wireline provider but the Wireline provider has not deployed a TWAN) and then the UE uses an ePDG to reach IMS.

If the UE cannot determine it is in a different country from its home country, the UE needs to select an ePDG that supports emergency services. For this purpose it shall be possible to configure the UE with address(es) of ePDG that supports emergency services in its HPLMN. This ePDG address can take the format of:

· An FQDN

· An IP address

If the UE is not locally configured with address(es) of ePDG that supports emergency services in its HPLMN, the UE may use a dedicated FQDN related with emergency services that is built based on its HPLMN Id . The format of this FQDN needs to be defined in TS 23.003
NOTE 2:
When the UE does not know whether it is in a different country, this may lead the UE to connect to an ePDG in the HPLMN while roaming.  When the UE knows it is in a foreign country, it does not issue emergency sessions over WLAN
NOTE 3:
How the UE determines its location is for implementation
Editor’s Note: the solution for ePDG selection may need to be enhanced during the normative phase

The PDN connection setup procedure as described in steps A.1-E.1 in TS 23.402 [5] clause 7.2.4 applies with the following additions:

· the UE adds an emergency indication in order to indicate that the EPC access is requested to support emergency services.
-
 Any APN indication that the UE may add in its signalling to the ePDG is ignored by the network. For an access associated with an emergency indication, the ePDG considers that the target APN is the APN configured within its Emergency Configuration Data and the ePDG does not check whether this APN is part of the subscription of the UE.

- 
The emergency indication is also used by the 3GPP AAA server and ePDG to give precedence to this service in case of (control plane) congestion reported via GTP-c and/or Diameter.
· The UE local IP address and optionally UDP source port number (if NAT is detected) are included by the ePDG in the Create Session Request message. The UE local IP address and optionally UDP source port number (if NAT is detected) are forwarded by the PDN GW to the PCRF in IP-CAN Session Establishment procedure.
NOTE 4:
This is a way to provide location information to the P-CSCF via the PCRF. Nevertheless this information cannot be trusted (as the UE may spoof its IP @) and is not used when more reliable location information is available.
The ePDG forwards to the PGW any (trusted) location information it has got from the 3GPP AAA server. This information is propagated to the PCRF via the IP-CAN Session Establishment procedure and then to the P-CSCF upon receiving an P-CSCF request for Access Network

7
Overall evaluation
Editor’s Note: This clause will provide evaluation of different solutions.
7.1
Overall evaluation for phase 1

Editor’s Note: This clause has not been used to reach conclusions for phase 1.
7.2
Overall evaluation for phase 2

Editor’s Note: This clause will be used in phase 2.
8
Conclusions

Editor's Note:
This clause is intended to list conclusions that have been agreed during the course of the work item activities. This should also capture the guiding principles and documentation approach for creating CRs to normative specifications within the responsibility of SA2.
8.1
Conclusions for phase 1

The solutions in clauses 6.11, 6.12 and 6.13 will not be considered in phase 1.
The Key Issue 6 is not considered in phase 1.

There is will be no specification work to support of emergency services over TWAN in phase 1. There will be no specification work to support LRF retrieval of WLAN location information in phase 1.

Solution 14: “Overall procedure” is endorsed as the baseline for normative work on phase 1 of the Support of Emergency services over WLAN together with following other solutions:

· “Solution 3 for key issue #3: UPLI via SIP for untrusted WLAN” in clause 6.3
·  “Solution 7 for key issue #3: UPLI to OMA server (fallback use case)” in clause 6.7, endorsing the transfer of a Cell-Id Age in UPLI

· “Solution 9 Base Solution to Key issue 3: Handling of UE multiple provided location information” in clause 6.9
· “Solution 10: Location Information Included in SIP Register” in clause 6.10
 .
8.2
Conclusions for phase 2

Editor’s Note: This clause will be used in phase 2.
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