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Foreword

This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

Introduction
The present document is part 1 of a multi-part conformance test specification for Mission Critical Push To Talk (MCPTT) over LTE consisting of:


3GPP TS 36.579-1: "Mission Critical Push To Talk (MCPTT) over LTE protocol conformance testing; Part 1: Common test environment"


3GPP TS 36.579-2 [2]: "Mission Critical Push To Talk (MCPTT) over LTE conformance testing; Part 2: MCPTT Client Application test specification"

3GPP TS 36.579-3 [3]: "Mission Critical Push To Talk (MCPTT) over LTE conformance testing; Part 3: MCPTT Server Application test specification"

3GPP TS 36.579-4 [4]: "Mission Critical Push To Talk (MCPTT) over LTE conformance testing; Part 4: Test Applicability and Implementation Conformance Statement (ICS)"

3GPP TS 36.579-5 [5]: "Mission Critical Push To Talk (MCPTT) over LTE conformance testing; Part 5: Abstract test suite (ATS)"
1
Scope

The present document defines the common test environment required for testing MCPTT Client and MCPTT Server implementations for compliance to the Mission Critical Push To Talk (MCPTT) over LTE protocol requirements defined by 3GPP.

It contains definitions of reference conditions and test signals, default messages and other parameters, generic procedures, and, common requirements for test equipment with the goal for facilitating testing in general and test procedures specification in particular. Various parts of its content are referred to from other parts of the MCPTT over LTE protocol conformance testing specification e.g. TS 36.579-2 [2] and TS 36.579-3 [3].
The present document does not define the common test environment required for testing the implementation of the underlining LTE protocols, i.e. the LTE bearers used for transport of the MCPTT signalling and media. This is defined in TS 36.508 [6] and referred to from the present document whenever needed.
In regard to default messages or other information elements contents, the present document refers to content defined in requirements specifications specified by 3GPP or other organisations. In the case of Session Initiation Protocol (SIP) and Session Description Protocol (SDP) information elements the present document refers to those specified in TS 34.229-1 [21] and explicitly specifies only those relevant for the purposes of the MCPTT over LTE protocol conformance testing.
2
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3
Definitions, symbols and abbreviations
Editor's Note: The exact content of section 3 will be determined with the present specification content evolving. At this moment of time some of it is copy/paste from other relevant specifications and therefore should be seen as only for information.
3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
For the purpose of the present document, the following terms and definitions given in 3GPP TS 24.379 [9] apply:
An MCPTT user is affiliated to an MCPTT group

An MCPTT user is affiliated to an MCPTT group at an MCPTT client

Affiliation status

Group identity

In-progress emergency private call state

In-progress imminent peril group state

MCPTT client ID

MCPTT emergency alert state

MCPTT emergency group state

MCPTT emergency group call state

MCPTT emergency private call state

MCPTT emergency private priority state

MCPTT imminent peril group call state

MCPTT imminent peril group state

MCPTT private emergency alert state

MCPTT speech

Media-floor control entity

Temporary MCPTT group identity

Trusted mutual aid

Untrusted mutual aid
For the purposes of the present document, the following terms and definitions given in 3GPP TS 22.179 [7] apply:

In-progress emergency

MCPTT emergency alert

MCPTT emergency group call

MCPTT emergency state

Partner MCPTT system

Primary MCPTT system

For the purpose of the present document, the following terms and definitions given in 3GPP TS 24.380 [10] apply:

MBMS subchannel

For the purpose of the present document, the following terms and definitions given in 3GPP TS 23.179 [8] apply:

Pre-selected MCPTT user profile
3.2
Symbols

For the purposes of the present document, the following symbols apply:

FFS
<Explanation>

3.3
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
ECGI

E-UTRAN Cell Global Identification

FFS

For Further Study
ICS

Implementation Conformance Statement
IPEG

In-Progress Emergency Group

IPEPC

In-Progress Emergency Private Call

IPIG

In-Progress Imminent peril Group

IXIT

Implementation eXtra Information for Testing

MBMS

Multimedia Broadcast and Multicast Service

MBSFN

Multimedia Broadcast multicast service Single Frequency Network

MCPTT

Mission Critical Push To Talk

MCPTT group ID
MCPTT group IDentity

MEA

MCPTT Emergency Alert

MEG

MCPTT Emergency Group

MEGC

MCPTT Emergency Group Call

MEPC

MCPTT Emergency Private Call

MEPP

MCPTT Emergency Private Priority

MES

MCPTT Emergency State

MIME

Multipurpose Internet Mail Extensions

MIG

MCPTT Imminent peril Group

MIGC

MCPTT Imminent peril Group Call

MONP

MCPTT Off-Network Protocol

MPEA

MCPTT Private Emergency Alert

NAT

Network Address Translation

QCI

QoS Class Identifier

RTP

Real-time Transport Protocol

SAI

Service Area Identifier

SDP

Session Description Protocol

SIP

Session Initiation Protocol

SS

System Simulator
SSRC

Synchronization SouRCe

TGI

Temporary MCPTT Group Identity

TMGI

Temporary Mobile Group Identity

TP

Transmission Point
URI

Uniform Resource Identifier
4
General
Editor's note: This section will include introductory information, requirements which may apply to the rest of the content of the present specification, etc. The exact content of section 4 will be determined with the present specification content evolving. Preliminary suggested sections below may be modified or removed, new maybe added.

4.1
MCPTT Conformance testing test points overview
Figure 4.1.1 provides a general overview of all MCPTT players which may have a role in different conformance testing scenarios together with virtual test points representing the information flow which is intended for conformance testing. The figure is mainly for descriptive purposes and may not necessarily represent a real MCPTT deployment or implementation.
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Figure 4.1.1: MCPTT Conformance testing test points model

NOTE 1:
Which of the shown entities will be simulated and which will be real implementation depends on the test scenario. In the test scenarios in which they play a part, the entities presented with dashed borders and grey fill will be always simulated whereas, the entities with light yellow fill (UE3) will be Implementation Under Test (IUT). The entities with white fill will be either simulated or IUTs or real implementation (e.g. network) depending on the test scenario.

NOTE 2:
 While showing the different players, figure 4.1.1 should not be understood as showing test environment implementation.

The test points shown on Figure 4.1.1 cover behaviour/requirements observed at various reference points and communication scenarios:

-
MCPTT on-network (whenever relevant, reference points as specified in TS 23.179 [8] Functional model description section 7.3.1 'On-network functional model' are referred):

-
Application plane (MCPTT-1, MCPTT-4, MCPTT-7, MCPTT-8 and MCPTT-9), and, (CSC-1, CSC-2, CSC-4 and CSC-8); Signalling control plane (SIP-1, HTTP-1 and HTTP-2). Test point: (1) or (2). IUT: the UE or the MCPTT Server.

-
MCPTT-3 (between different MCPTT Servers), CSC-7 (other group management Servers, normally associated with other MCPTT Servers); Signalling control plane (SIP-2, HTTP-1, HTTP2 and HTTP-3). Test point: (4). IUT: the MCPTT Server.

-
MCPTT off-network (TS 23.179 [8], 7.3.2 'Off-network functional model'). Test point: (3). IUT: the UE.

-
LTE Legacy requirements between UE and EPS and between 2 UEs (covering e.g. Bearer Management at the UE side, ProSe including among others UE-to-network relay, MBMS). Test point: (1), (2) or (3).

Figure 4.1.2 provides a general overview of functions distributions at the MCPTT server side when multiple MCPTT Servers are involved. More functional models can be found in TS 24.379 [9].
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Figure 4.1.2: MCPTT Conformance testing Client-to-Client test points model

NOTE 3:
 While showing the different players and Server functionality, figure 4.1.2 should not be understood as showing test environment implementation.

The test points shown on Figure 4.1.2 provide an example of how 2 different communication scenarios between 2 MCPTT Servers will result in the communication between the servers being monitored at different test points (4.1) and (4.2). It should be noted that figure 4.1.2 does not imply the physical existence of 2 test points during MCPTT Server-to-Server testing rather it shows two different information flows which need to be verified for conformance. In practice this will also mean that for testing the MCPTT Server on the Server-to-Server interface (test point 4 on Figure 4.1.1), the System Simulator (SS) will need to implement (i.e.be able to simulate) at least all 3 MCPTT functions.
4.2
MCPTT Conformance testing test environment overview

Based on the test points models shown in subclause 4.1 examples for test environment implementations are provided below. Figures 4.2.1 to 4.2.3 show test configuration where the Implementation Under Test (IUT) and the System Simulator communicate, one with the other, over the LTE radio interface (test points (1), (2) and (3)). Figures 4.2.4 and 4.2.5 show test configuration where the IUT and the System Simulator communicate, one with the other, over the FFS interface (test points (4)).
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Figure 4.2.1: Testing the MCPTT Client (on-network)
NOTE 1:
Figure 4.2.1 covers also the case for testing the UE at interface (1) when the IUT behaves as a Relay. For testing this the existence of another UE playing the role of an UE off-network which uses the Relay to connect to the Server will be needed. This could be implemented by the SS simulating both in similar manner as it is shown on Figure 4.2.2.
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Figure 4.2.2: Testing the MCPTT Client (on-network) Relay side
NOTE 1:
Figure 4.2.2 covers the case for testing the UE at interface (2) when the IUT behaves as a Relay. For testing this, the existence of LTE NWK and Server to which the Relay relays the data will be needed. This could be implemented by the SS simulating both.
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Figure 4.2.3: Testing the MCPTT Client (off-network)
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Figure 4.2.4: Testing the MCPTT Server (server-to-client
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Figure 4.2.5: Testing the MCPTT Server (server-to-server), Controlling function
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Figure 4.2.6: Testing the MCPTT Server (server-to-server), Originating function
5
Common Test Environment

Editor's note: This section will include a basic test environment(s), generic procedures, and relevant message contents. The exact content of section 5 will be determined with the present and other MCPTT conformance testing specifications content evolving. Preliminary suggested sections below may be modified or removed, new maybe added.
5.1
General
FFS
5.2
Reference test conditions

FFS
5.3
Common requirements for test equipment
FFS
5.4
Generic test procedures

FFS
5.5
Default message and other information elements content

5.5.1
General

FFS
5.5.2
Default SIP message and other information elements
5.5.2.1
SIP ACK
	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [22]

	
Method
	
	ACK
	
	

	
Request-URI
	
	
	
	

	
SIP-Version
	
	SIP/2.0
	
	

	FFS
	
	
	
	

	
	
	
	
	


5.5.2.2
SIP BYE

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [22]

	
Method
	
	BYE
	
	

	
Request-URI
	
	
	
	

	
SIP-Version
	
	SIP/2.0
	
	

	FFS
	
	
	
	

	
	
	
	
	


5.5.2.3
SIP CANCEL
	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [22]

	
Method
	
	CANCEL
	
	

	
Request-URI
	
	
	
	

	
SIP-Version
	
	SIP/2.0
	
	

	FFS
	
	
	
	

	
	
	
	
	


5.5.2.4
SIP INFO
	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [22]

	
Method
	
	INFO
	
	

	
Request-URI
	
	
	
	

	
SIP-Version
	
	SIP/2.0
	
	

	FFS
	
	
	
	

	
	
	
	
	


5.5.2.5
SIP INVITE
	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [22]

	
Method
	
	INVITE
	
	

	
Request-URI
	
	
	
	

	
SIP-Version
	
	SIP/2.0
	
	

	FFS
	
	
	
	

	
	
	
	
	


5.5.2.6
SIP re-INVITE
	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [22]

	
Method
	
	INVITE
	
	

	
Request-URI
	
	
	
	

	
SIP-Version
	
	SIP/2.0
	
	

	FFS
	
	
	
	

	
	
	
	
	


5.5.2.7
SIP MESSAGE

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [22]

	
Method
	
	MESSAGE
	
	

	
Request-URI
	
	
	
	

	
SIP-Version
	
	SIP/2.0
	
	

	FFS
	
	
	
	

	
	
	
	
	


5.5.2.8
SIP NOTIFY
	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [22]

	
Method
	
	NOTIFY
	
	

	
Request-URI
	
	
	
	

	
SIP-Version
	
	SIP/2.0
	
	

	FFS
	
	
	
	

	
	
	
	
	


5.5.2.9
SIP OPTIONS
	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [22]

	
Method
	
	OPTIONS
	
	

	
Request-URI
	
	
	
	

	
SIP-Version
	
	SIP/2.0
	
	

	FFS
	
	
	
	

	
	
	
	
	


5.5.2.10
SIP PRACK
	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [22]

	
Method
	
	PRACK
	
	

	
Request-URI
	
	
	
	

	
SIP-Version
	
	SIP/2.0
	
	

	FFS
	
	
	
	

	
	
	
	
	


5.5.2.11
SIP PUBLISH
	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3903 [60]

	
Method
	
	PUBLISH
	
	

	
Request-URI
	
	
	
	

	
SIP-Version
	
	SIP/2.0
	
	

	FFS
	
	
	
	

	
	
	
	
	


5.5.2.12
SIP REFER
	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [22]

	
Method
	
	REFER
	
	

	
Request-URI
	
	
	
	

	
SIP-Version
	
	SIP/2.0
	
	

	FFS
	
	
	
	

	
	
	
	
	


5.5.2.13
SIP REGISTER

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [22]

	
Method
	
	REGISTER
	
	

	
Request-URI
	
	
	
	

	
Request-URI
	
	
	
	

	
SIP-Version
	
	SIP/2.0
	
	

	FFS
	
	
	
	

	
	
	
	
	


5.5.2.14
SIP SUBSCRIBE
	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [22]

	
Method
	
	SUBSCRIBE
	
	

	
Request-URI
	
	
	
	

	
SIP-Version
	
	SIP/2.0
	
	

	FFS
	
	
	
	

	
	
	
	
	


5.5.2.4
SIP UPDATE
	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [22]

	
Method
	
	UPDATE
	
	

	
Request-URI
	
	
	
	

	
SIP-Version
	
	SIP/2.0
	
	

	FFS
	
	
	
	

	
	
	
	
	


5.5.2.15
SIP 1xx

5.5.2.15.1
180 (Ringing)

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [22]

	
SIP-Version
	
	SIP/2.0
	
	

	
Status-Code
	
	180
	
	

	
Reason-Phrase
	
	Ringing
	
	

	FFS
	
	
	
	

	
	
	
	
	


5.5.2.15.2
183 (Session Progress)

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [22]

	
SIP-Version
	
	SIP/2.0
	
	

	
Status-Code
	
	183
	
	

	
Reason-Phrase
	
	Session Progress
	
	

	FFS
	
	
	
	

	
	
	
	
	


5.5.2.16
SIP 2xx

5.5.2.16.1
SIP 200 (OK)

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [22]

	
SIP-Version
	
	SIP/2.0
	
	

	
Status-Code
	
	200
	
	

	
Reason-Phrase
	
	OK
	
	

	FFS
	
	
	
	

	
	
	
	
	


5.5.2.17
SIP 3xx

5.5.2.17.1
SIP 302 (Moved Temporarily)
	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [22]

	
SIP-Version
	
	SIP/2.0
	
	

	
Status-Code
	
	302
	
	

	
Reason-Phrase
	
	Moved Temporarily
	
	

	FFS
	
	
	
	

	
	
	
	
	


5.5.2.18
SIP 4xx

5.5.2.18.1
SIP 403 (Forbidden)
	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [22]

	
SIP-Version
	
	SIP/2.0
	
	

	
Status-Code
	
	403
	
	

	
Reason-Phrase
	
	Forbidden
	
	

	FFS
	
	
	
	

	
	
	
	
	


5.5.2.18.2
SIP 404 (Not Found)
	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [22]

	
SIP-Version
	
	SIP/2.0
	
	

	
Status-Code
	
	404
	
	

	
Reason-Phrase
	
	Not Found
	
	

	FFS
	
	
	
	

	
	
	
	
	


5.5.2.18.3
SIP 423 (Interval Too Brief)
	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [22]

	
SIP-Version
	
	SIP/2.0
	
	

	
Status-Code
	
	423
	
	

	
Reason-Phrase
	
	Interval Too Brief
	
	

	FFS
	
	
	
	

	
	
	
	
	


5.5.2.18.4
SIP 480 (Temporarily unavailable)
	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [22]

	
SIP-Version
	
	SIP/2.0
	
	

	
Status-Code
	
	480
	
	

	
Reason-Phrase
	
	Temporarily unavailable
	
	

	FFS
	
	
	
	

	
	
	
	
	


5.5.2.18.5
SIP 486 (Busy Here)
	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [22]

	
SIP-Version
	
	SIP/2.0
	
	

	
Status-Code
	
	486
	
	

	
Reason-Phrase
	
	Busy Here
	
	

	FFS
	
	
	
	

	
	
	
	
	


5.5.2.18.6
SIP 488 (Not Acceptable Here)
	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [22]

	
SIP-Version
	
	SIP/2.0
	
	

	
Status-Code
	
	488
	
	

	
Reason-Phrase
	
	Not Acceptable Here
	
	

	FFS
	
	
	
	

	
	
	
	
	


5.5.2.19
SIP 5xx

5.5.2.19.1
SIP 500 (Server Internal Error)
	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [22]

	
SIP-Version
	
	SIP/2.0
	
	

	
Status-Code
	
	500
	
	

	
Reason-Phrase
	
	Server Internal Error
	
	

	FFS
	
	
	
	

	
	
	
	
	


5.5.2.20
SIP 6xx

FFS

5.5.3
Default SDP message and other information elements
FFS

5.5.4
Default HTPP message and other information elements

5.5.4.1
General

RFC 2616 [26]

FFS

5.5.4.2
OPTIONS

FFS

5.5.4.3
GET

FFS

5.5.4.4
HEAD

FFS

5.5.4.5
POST

FFS

5.5.4.6
PUT

FFS

5.5.4.7
DELETE

FFS

5.5.4.8
TRACE

FFS

5.5.4.9
CONNECT

FFS

5.5.5
Default MCPTT call control Off-network messages and other information elements
5.5.5.1
GROUP CALL PROBE

FFS

5.5.5.2
GROUP CALL ANNOUNCEMENT

FFS

5.5.5.3
GROUP CALL ACCEPT

FFS

5.5.5.4
GROUP CALL EMERGENCY END

FFS

5.5.5.5
GROUP CALL IMMINENT PERIL END

FFS

5.5.5.6
GROUP CALL BROADCAST

FFS

5.5.5.7
GROUP CALL BROADCAST END

FFS

5.5.5.8
PRIVATE CALL SETUP REQUEST

FFS

5.5.5.9
PRIVATE CALL RINGING

FFS

5.5.5.10
PRIVATE CALL ACCEPT

FFS

5.5.5.11
PRIVATE CALL REJECT

FFS

5.5.5.12
PRIVATE CALL RELEASE

FFS

5.5.5.13
PRIVATE CALL RELEASE ACK

FFS

5.5.5.14
PRIVATE CALL ACCEPT ACK

FFS

5.5.5.15
PRIVATE EMERGENCY CALL CANCEL 

FFS

5.5.5.16
PRIVATE EMERGENCY CALL CANCEL ACK

FFS

5.5.5.17
GROUP EMERGENCY ALERT

FFS

5.5.5.18
GROUP EMERGENCY ALERT ACK

FFS

5.5.5.19
GROUP EMERGENCY ALERT CANCEL

FFS

5.5.5.20
GROUP EMERGENCY ALERT CANCEL ACK

FFS

5.5.6
Default MCPTT media plane control messages and other information elements
5.5.6.1
General

RTCP: APP message format. FFS
5.5.6.2
Floor Request

FFS

5.5.6.3
Floor Granted

FFS

5.5.6.4
Floor Deny

FFS

5.5.6.5
Floor Release

FFS

5.5.6.6
Floor Idle

FFS

5.5.6.7
Floor Taken

FFS

5.5.6.8
Floor Revoke

FFS

5.5.6.9
Floor Queue Position Request

FFS

5.5.6.10
Floor Queue Position Info

FFS

5.5.6.11
Floor Ack
FFS
5.5.6.12
Connect

FFS

5.5.6.13
Disconnect

FFS

5.5.6.14
Acknowledge

FFS

5.5.6.15
Map Group To Bearer

FFS

5.5.6.16
Unmap Group To Bearer

FFS

5.5.7
Default MCPTT group management messages and other information elements

FFS

5.5.8
Default MCPTT configuration management messages and other information elements

FFS

5.5.9
Default miscellaneous messages and other information elements

5.5.9.1
MIKEY-SAKKE I_MESSAGE
RFC 6509 [23], RFC 3830 [24], RFC 6043 [25]
FFS
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<Normative annex title>
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Annex <B> (informative):
<Informative annex title>
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