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[bookmark: OLE_LINK1][bookmark: _Hlk149073819]1. Overall Description:
RAN2 thanks SA3 on security parameter in paging request message (R2-2505064/ S3-252392).
RAN2 would like to ask SA3 the following question:
Question: Whether the 128 bits security parameter has to be included in every paging message? 

From RAN2 point of view, while it is feasible to contain include 128 bits security parameter in A-IoT paging message from signaling perspective, RAN2 has following concerns and downsides with making the 128 bits mandatory for every paging message:
· Deployment: secure indoor deployments, where it may not be needed to always keep re-authenticating a specific known device in every paging message if it has just already completed the authentication.
· Overhead: high overhead to transmit 128 bit RANDAIOT_n in A-IoT paging message and to transmit 128 bit RANDAIOT_d and 32bit RESAIOT in D2R message. And iIt should be noted there is no segmentation in R2D message. 	Comment by Nokia (Jakob): We understand that the 32 bit RES_AIoT is only if privacy is also enabled and the full ID is the temporary ID i.e. this is not defaulty enabled simply due to authentication
I am not sure we should mention this unless we want to confuse SA3
· Complexity: complexity for devices to perform authentication calculations.
· Power consumption: power consumption overhead with authentication.
· Time consuming: time consuming for devices to perform authentication calculations	Comment by Nokia (Jakob): I would join complexity and time, since the complexity is the reason we may not meet timing requirements	Comment by Martino Freda: Agree
· Coverage reduction: coverage reduction due to larger payload size of the A-IoT paging message	Comment by Nokia (Jakob): We understand that the coverage issue in this case is also for D2R, as we need to include the 128 bit RAND_AIOT	Comment by Martino Freda: I would also remove this part

RAN2 would like to clarify that RAN2 has defined different types of paging messages:
· Paging for one, multiple or all devices: A-IoT paging allows the A-IoT reader to trigger one, multiple or all A-IoT device(s) to perform A-IoT CBRA (Contention Based Random Access) or A-IoT CFA (Contention Free Access). The A-IoT paging message may include zero or one paging identifier, i.e., AIoT Device Permanent Identifier or Filtering Information as specified in TS 23.369. If a paging identifier is included, the A-IoT paging message may be addressed to a single A-IoT device or a group of A-IoT devices. If no paging identifier is included, the A-IoT paging message is addressed to all A-IoT devices.	Comment by Rapp_CMCC Ningyu: Copy from 38.300
· Subsequent paging: To support device re-access after access failure for the same A-IoT service request, gNB-reader may send the subsequent paging message containing the same transaction id as the previous paging message.

2. Actions:	Comment by Martino Freda: Should we also include our agreements?
[bookmark: _Hlk165537394]To SA3:
[bookmark: _Hlk207287137]ACTION: RAN2 respectfully asks SA3 to take the above concerns into consideration and provide answers for the question above.

3. Dates of Next RAN2 Meetings:
RAN2#132				17th to 21st November 2025			Dallas, US
RAN2#133				9th to 13rd February 2026			Gothenburg, SE

 
