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1	Decision/action requested
In this box give a very clear / short /concise statement of what is wanted.
[bookmark: _GoBack]2	References
[1] 3GPP TS 28.579: "Management services exposure to external consumers through CAPIF".
[2] O-RAN TS: “R1 interface: General Aspects and Principles” (“R1GAP”).
[3] O-RAN TS: “R1 interface: Application Protocols for R1 Services” (“R1AP”).
[4] 3GPP TR 28.888: “Enhanced exposure of management services”
3	Rationale
3.1 Background
In TS 28.533, 3GPP SA5 specifies the exposure of management services to internal MnS consumers leveraging SA5-defined exposure mechanisms. On the other hand, for the external MnS consumers, TS 28.533 supports such exposure via two approaches, i.e., directly using SA5-defined mechanisms or using CAPIF (TS 28.579). By definition, the exposure of management services as defined by SA5, includes the exposure of the managed objects (MnS component B), the corresponding operations (MnS component A) and the data associated with the managed objects (MnS component C). 
TS 28.579 [1] specifies how to expose management services to external MnS consumers through CAPIF. TS 28.579[1] specifies the management services exposure domain (MSED) as the API provider domain in charge of exposing management services using CAPIF. Accordingly, TS 28.579[1] includes use cases enabling the registration of the management services exposure domain (MSED) to the CAPIF core function (CCF), the publishing of management services to the CCF and the logging of management service API invocations to the CCF. 
To the latter, network operators raised concerns about how the definition of MSED in 3GPP SA5 relates with the definition of the services management and exposure services (SME) and data management and exposure services (DME) specified in R1GAP [2]. This concern is captured as part of WT-2 of SP-250864 'Study on enhanced exposure of management services’:
· WT-2: Investigate the possibility for management exposure framework towards external consumers to ensure alignment of the services management exposure with other related exposure industry solutions.
This discussion paper addresses this work task by comparing the exposure mechanisms defined by SA5 with the O-RAN defined exposure mechanisms specified in R1GAP [2] and the corresponding protocol definitions in R1AP [3]. For the sake of comparison, internal consumers in this document refers to consumers within the management system (in case of SA5) and consumers within the SMO (in case of O-RAN).
3.2 Observations
3.2.1. Service Exposure
The following clause shows comparisons between the SA5-defined exposure mechanisms & the O-RAN defined SME.
Table 3.2-1: Comparison between SA5-defined exposure mechanisms and O-RAN SME
	Service exposure concept/function                
	SA5-defined exposure mechanisms                     
	O-RAN SME

	Supports service exposure to internal MnS consumers
	Yes
	Yes (to rApps and SMO/Non-RT RIC functions)

	Supports service exposure to external MnS consumers
	Yes
Directly using SA5-defined mechanisms or using CAPIF (TS 28.533). 
	No (Currently focus is on exposing services to rApps and functions within the SMO/Non-RT RIC)

	Registration of services (e.g., Registration/Updating/Deleting/Querying)
	Yes 
· Refer to clause 5 of TS 28.537.
· TS 28.579 re-uses the CAPIF_Publish_Service_API (specified in TS 29.222) with some adaptations/exceptions.

	Yes
- R1AP [3]) re-uses the CAPIF_Publish_Service_API (specified in TS 29.222) with some adaptations/exceptions.

	Discovery of services
	Yes 
· Refer to clause 5 of TS 28.537.
· TS 28.579 reuses the CAPIF_Discover_Service_API defined in TS 29.222 with some adaptations/exceptions.


	Yes 
- R1AP [3] re-uses the CAPIF_Discover_Service_API defined in TS 29.222 with some adaptations/exceptions.

	Service events subscription
	Yes
· Refer to clause 12 of TS 28.532.

	Yes
- R1AP [3] re-uses the CAPIF_Events_API defined in TS 29.222 with some adaptations/exceptions.

	Discovery of service API endpoints
	YesNo
· Currently, SA5 doesn’t specify how MnS consumers can discover the entry point to MnS registry, authorization information, and the supported MnS capabilities to use as the filter when performing the MnS discovery.For the discovery of MnS endpoints, refer to clause 4.3.41 of TS 28.622 and clause 11.1 of TS 28.532 and annex D of TS 28.533 for the access control flow to consume MnSs.
	Yes
- R1AP [3] defines the bootstrap API to enable consumers discover service and token endpoints.



Observations on service exposure           
From Table 3.2-1, the following observations can be made:
1) SA5 leverages SA5-defined mechanisms and not CAPIF APIs when exposing services to internal MnS consumers whereas the O-RAN-defined SME reuses CAPIF APIs when exposing services to internal MnS consumers (i.e., rApps and SMO/Non-RT RIC functions).
2) SA5 supports service exposure to external MnS consumers whereas the O-RAN defined SME currently does not.
3) SA5 has specified how to expose management services to external MnS consumers using CAPIF in TS 28.537 by re-using CAPIF-defined APIs similar to what the O-RAN defined SME does for service exposure to internal consumers. So, both groups have specified how CAPIF can be used to expose services with some adaptations/exceptions.
4) SA5 hasn’t specified mechanisms on how MnS consumers can: discover the entry point to MnS registry, obtain the required authorization information, and where to find the supported MnS capabilities to use as the filter when performing the MnS discovery whereas O-RAN SME has defined the bootstrap service to address this. 
5) To summarize, the service exposure mechanisms defined by both groups are aligned and not conflicting. In the case when CAPIF is used as the exposure framework, both groups have specified how this can be enabled.

3.2.2 Data Exposure
The following clause shows comparisons between the SA5-defined exposure mechanisms & the O-RAN defined DME.
Table 3.2-2: Comparison between SA5-defined exposure mechanisms and O-RAN DME
	Data management exposure concept/function                
	SA5-defined exposure mechanisms                     
	O-RAN DME

	Supports data exposure to internal MnS consumers
	Yes
	Yes (to rApps and SMO/Non-RT RIC functions)

	Supports data exposure to external MnS consumers
	Yes
	No (currently focus is on exposing data to rApps and functions within the SMO/Non-RT RIC)

	Registration of data (e.g., Registration/Updating/Deleting/Querying)
	Yes 
· Refer to clause 6.1 of TS 28.537. Solution supports both RESTful HTTP-based and YANG/Netconf-based solution sets.
	Yes
· Refer to clause 7.1 of R1AP [3]. Solution leverages a RESTful HTTP-based solution set.

	Discovery of data
	Yes 
· Refer to clause 6.5 of TS 28.537. Solution supports both RESTful HTTP-based and YANG/Netconf-based solution sets. 
	Yes 
· Refer to clause 7.2 of R1AP [3]. Solution leverages a RESTful HTTP-based solution set.

	Data production and reporting
	Yes
· Refer to clause 6.1 of TS 28.537, clauses 11.5 and 11.6 of TS 28l.532. Solutions supports both RESTful HTTP-based and YANG/Netconf-based solution sets.
	Yes
· Refer to clause 7.3, 7.4 and 7.5 of R1AP [3]. Solution leverages a RESTful HTTP-based solution set.

	Supports HTTP-based data push mechanisms
	Partially
· Requirements captured in clause 7.3 of TS 28.537. No Solution is specified.
	Yes
· Refer to clause 7.4 of R1AP [3]. 

	Supports HTTP-based data pull mechanisms
	Yes
· Refer to clause 7.2 of TS 28.537. Solution supports both RESTful HTTP-based and YANG/Netconf-based solution sets.
	Yes
· Refer to clause 7.5 of R1AP [3].

	Data offer capabilities
	YesNo
· No mechanisms specified in SA5 on how MnS producer A can request MnS producer B that it’s going to initiate data production and it needs MnS producer B to immediately begin the data collection and storage. 
· NOTE: Whether such functionality is required within SA5 is to be determined.Refer to clause 6.5 of TS 28.537.
	Yes
· Refer to clause 7.6 of R1AP [3].



Observations on data exposure
From Table 3.2-2, the following observations can be made:
1) Both groups support the exposure of data to internal consumers. 
2) SA5 supports data exposure to external MnS consumers whereas the O-RAN defined DME currently does not.
3) SA5 supports both RESTful HTTP-based and YANG/Netconf-based solution sets for data exposure whereas O-RAN DME supports a RESTful HTTP-based solution set.
4) SA5 doesn’t support the data offer capability when it comes to data exposure, and it is to be determined if such functionality is required in SA5 where O-RAN DME specifies the data offer capability as part of data exposure.
5) To summarize, both groups leverage RESTful HTTP-based solution set to enable data exposure and hence aligned. SA5 further enables data exposure leveraging YANG/Netconf-based solution sets.   
4	Detailed proposal
The group is asked to discuss and endorse the  following statementsobservations captured in clauses 3.2.1 and 3.2.2:
1) T.he service exposure mechanisms defined by 3GPP SA5 and O-RAN are aligned and not conflicting. In the case when CAPIF is used as the exposure framework, both groups have specified how CAPIF can be used to expose the respective services.
2) The data exposure mechanisms defined by 3GPP SA5 and O-RAN are aligned and both groups leverage RESTful HTTP-based solution set to enable data exposure. 3GPP SA5 further enables data exposure leveraging YANG/Netconf-based solution sets.   

