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1
Decision/action requested

This is a pCR to TR 28.891 Background.
2
References

[1]
3GPP TR 28.891 " Study on Charging Aspects of CAPIF phase 3".

[2]
3GPP TS 23.222: "Common API Framework for 3GPP Northbound APIs"
3
Rationale

This pCR proposes to introduce the update of the scope in TR 28.891.
4
Detailed proposal

Propose to include the following change into the TR 28.891 [1].   
	First change


4.2
Background

The Common API Framework defined, in 3GPP TS 23.222 [x], provides a standardized solution for exposing and consuming network APIs in a secure and interoperable manner. CAPIF introduces common functional entities and reference points that support API invoker authentication, authorization, monitoring, and management. This framework ensures that application developers and service consumers can access APIs through consistent procedures, independent of the underlying network functions or API providers.

In the current specifications (3GPP TS 23.222 [x]), CAPIF is primarily described within a single provider’s trust domain. The framework defines reference points, as depicted in Figure [X] 
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Figure X - AEF Instatiation (Figure H-1 of 3GPP TS 23.222 [x])
Within this framework, the API Exposing Function plays a central role in exposing service APIs to the CAPIF core. Multiple AEF instances may be instantiated by an API provider, each responsible for exposing specific sets of APIs. 
As the ecosystem of network-exposed APIs expands, multiple CAPIF providers are expected to coexist and interoperate. API invokers may need to consume APIs offered by providers across different administrative domains. This requires mechanisms for cross-domain trust, authentication, authorization, interconnection, and interworking between CAPIF core functions of different providers.

To support this, additional reference points such as CAPIF-2e and CAPIF-6e are introduced to enable inter-provider authentication, authorization, and interconnection between CAPIF core functions. These interfaces allow API invokers from one trust domain to securely use APIs exposed in another trust domain, regardless of which AEF instance provides the API, ensuring interoperability, scalability, and consistent trust management.


The following figure depicts a business relation between two (2) CAPIP Providers which can be interconnected


[image: image2.emf]CAPIF provider A CAPIF provider B

API invoker

API invoker

Service APIs

Service APIs


Figure x - CAPIF providers interconnection (Figure 4.12.1-1 of 3GPP TS 23.222 [x])
	End of changes
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