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Comments
This contribution proposes content for the scope of TR 33.714 on security aspects of support for Ambient IoT Phase 2, as approved during TSG-SA#109 plenary meeting with SP-251246. 

* * * First Change * * * *
[bookmark: _Toc211880007]1	Scope
Editor’s Note: This clause is going to capture the scope of this study.
This present document aims to identify potential threats and security requirements to support additional features for AIoT in Rel-20. Specifically, 
·  Security aspects of concluding on authorization of intermediate UE for AIoT services in Topology 2
Editor’s note: which types of AIoT device are in the scope of topology 2 is FFS. 
NOTE 1: AIoT device Type 1 is restricted to isolated private network.
[bookmark: _Hlk214576725]Editor’s note: The aspect outlined in NOTE 1 needs to be reflected in the AIoT phase 2 Study Item update. 
· Security aspects to support DO-A Capable AIoT Devices 
· Identifies potential threats and new security requirements 
· Security mechanisms to support DO-A type AIoT communications in order to fulfil the identified security requirements
· Security aspects of the AIOT system for public networks 
· Applicability of security requirements and procedures developed in TS 33.369 for isolated private networks will be re-assessed for Rel-20 AIoT system for public network

NOTE 2:	For AIoT device credentials storage and processing in public networks, the guidance in SP-250852 will be followed.  
Editor’s Note: Guidance given in SP-250852 will be copy pasted in NOTE 2 to replace the reference to SP-250852.
NOTE 3: SNPN will follow the requirements for credentials storage and processing in TS 33.369.

* * * End of Changes * * * *
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