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Comments
According to LS R2-2507945, RAN2 request SA3 to study security protection mechanism for critical MAC layer control information. As a response to RAN2’s request, MAC layer security is needed to be studied under security area #2.
This contribution proposes to resolve the Editor’s Note below:
Editor’s Note: Lower layer security is FFS.
Considering that lower layer security represents a new security plane in 6G, different from the established PDCP-layer security, it is proposed to list it as a standalone bullet point.

Proposed Changes
* * * First Change * * * *
[bookmark: _Toc212013908]5.2.1	Introduction 
Purpose is to study potential attack vectors, vulnerabilities, security and privacy risks, impact and mitigations. This includes the following aspects:
Editor’s Note: To be aligned with TR 38.914 [1] and TR 38.760-2 [2] as 6G RAN study progresses in RAN WGs.
-	Radio protocol stack, architecture and procedures, including lower layer security 
Editor’s Note: Lower layer security is FFS.
Editor’s Note: Examples are FFS.
-	Mobility and state transitions within 6G radio
-	Mobility between 5G NR and 6G Radio
NOTE: Mobility aspects that affect the core network security context are included in other security areas.
-	Interfaces within RAN and between RAN and core network
Editor’s Note: Other aspects are FFS. 
* * * End of First Change * * * *

