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1. Overall Description:
RAN2 thanks CT1 for the thorough thoughts over the device behaviour in the service collision scenario. RAN2 has discussed the LS and would like to provide the following responses:
Regarding the CT1’s question on false attacks, RAN2 understands based on R19 A-IoT deployment of the indoor isolated private network, the attack may not exist. Besides, the attack issue cannot be actually resolved in a way that the device does not respond to the new paging message until the ongoing service completion, or at least there is no suitable AS solution.	Comment by Qualcomm (Umesh): All of these should be removed and only what we agreed should be kept.	Comment by ZTE: We agree with Umesh. 	Comment by Honor(Xiaoxuan): Agree. Based on our understanding, what we have assumed is only about the parallel service but not specific to the attack case. The agreement is as following:
Rel-19 devices are not expected to receive parallel service request for overlapping reader scenario based on network implementation. Capture this in stage 2 specification.  
The Rel-19 device always responds to the new service indicated by the received paging message applicable for that device. Capture this in stage 3 specification.    

	Comment by yuan_vivo: Delete the problems about the false attack, but leave the original agreement about the device behavior as it is as an “id est”.	Comment by Nokia (jakob): =>RAN2 solution
Our understanding of the LS is that this is not RAN2s tasks to speculate whether this is the only reason for the question, and believe that at least this should be deleted.
Furthermore, we do not agree that this issue cannot be resolved in any way, as allowing a device to respond to a new paging only after session has finished i.e. using end of service indication. Such solution would limit the effect of malicious attacks, as well as any overlapping service requests.

The question in the CT1 is
“CT1 kindly ask RAN2 to provide their view on whether it is possible for the AIoT device to respond to the new AIoT paging after completion of an ongoing inventory or command when collision happens.”

And the reply should be similar to
<<< Text start >>>
“RAN2 assumed that Rel-19 devices are not expected to receive parallel service request for overlapping reader scenario based on network implementation. Capture this in RAN2 stage 2 specification. Based on said assumption, RAN2s design reflects the assumption by having the Rel-19 device to always responds to any new service indicated by the received paging message applicable for that device.

Thus, there is currently no solution to allow AIoT device to respond to the new AIoT paging after completion of an ongoing inventory or command when collision happens

In R20, RAN2 may consider parallel service scenario and the corresponding solutions.

RAN2 respectfully asks CT1 to take the above RAN2’s understanding into account
<<<Text end>>>
Suggest to also add “, and no R19 specification impacts”
	Comment by ZTE: Same view as Nokia	Comment by yuan_vivo: Like you said, it can only allow the device to finish every received service (including the fake attack) to limit the effect of malicious attacks, but NOT FULLY address it. Why would we promise other WG a solution that may partially solve a problem which is also not in our expert realm, as they raised this solution especially to solve fake attack??
Besides, this is our agreement that RAN2 does not have a solution.	Comment by ZTE: Can you please point out when we agreed this part online? We don’t agree with the statement that there is no suitable AS solution. We actually think that there was a suitable solution that was discussed but was not agreed. Also we probably should highlight to CT1 that the issue is not just with a fake reader, but can happen even with legitimate readers as long as there is parallel service from different readers and we chose to not handle these situations in Rel-19. 
If you want to add something like this, then we propose to say:
“RAN2 discussed the solution similar to what is proposed in the CT1 LS but chose not to go in this direction for Rel-19. It is too late to change this decision now for Rel-19. “	Comment by Honor(Xiaoxuan): Tend to agree with ZTE. If we need to provide more information, we could start with the related agreements that similar scenarios called parallel service was discussed and agreed to be avoided based on network implementation, thus there is no AS solutions. And same operation would be applied to the attack case in Rel-19.
In conclusion, 
· RAN2 does not consider support any parallel service scenario in Rel-19 and thus does not have a solution, i.e., the Rel-19 device always responds to the new service indicated by the received paging message applicable for that device and aborts the ongoing service.. RAN2 thus retains the previous agreement that the Rel-19 device always responds to the new service indicated by the received paging message applicable for that device.	Comment by Ericsson-Min: This was not true, RAN2 had discussed the parallel scenario and came out the agreement, i.e., always process the new paging message.
Suggest reformulation:
RAN2 had discussed the parallel service scenario in Rel-19 and made the agreement xxxxxxx	Comment by yuan_vivo: This is just a copy&paste of 
Agreements 
3	RAN2 does not consider any parallel service scenarios in Rel-19 and does not have a solution.  Can indicate to CT1 that RAN2 may consider this in Rel-20.
But I share a similar feeling with you about this wording for ppl who does not take part in the online discussion may mislead that RAN2 does not discuss such an issue. In this sense, I think maybe a change of “consider” to “support” is a better way to go to address your concern.
· In R20, RAN2 may consider the parallel service scenario and the corresponding solution(s) in Rel-20.
2. Actions:
To CT1 group
ACTION: RAN2 respectfully asks CT1 to take the above RAN2’s understandingresponses into account.
3. Date of Next TSG-RAN WG2 Meetings:
TSG RAN WG2 Meeting#133	February 9 – 13, 2026	Gothenburg, SE
TSG RAN WG2 Meeting#133bis	April 14 – 17, 2026	Malta, MT

