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1
Decision/action requested

To approve the contribution for security features provisioning for a network slice.
2
References

 [x]
3GPP TS 28.531 
3
Rationale

Operators may offer customised services to the Service Consumers based on the Network Slice as a Service (NSaaS) model, including security features. This contribution proposes addition configurable security features for a network slice. 
4
Detailed proposal

pCR 
***
BEGINNING of 1st CHANGES
***
7.3
Solution #3 Security features for NSaaS

7.3.1
Introduction

This solution addresses the Key Issue #3 Security features for NSaaS. 

7.3.2
Solution details



Whether a network slice requires slice-specific authentication can be configured for a slice during network slice provisioning. In addition, UP security policy (e.g. encryption/integrity protection) and supporting of secondary authentication are also allowed to configure for a slice. 
UP security policy (i.e. confidentiality protection and integrity protection) can also be configured for a slice for NSaaS, however PLMN shall be able to ignore that request (e.g. if it goes against its policy on UP protection). 
NOTE: the management services and procedure for network slice provisioning are specified in clauses 6 and 7 of TS 28.531 [x] respectively
7.3.3
Evaluation 

Tbd

***
END of 1st CHANGES
***
