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Decision/action requested

Endorse the way forward on NPN authentication
2
Proposal
It is proposed to endorse to following way forward on NPN authentication:
· The current version of TS 33.501 already covers the SA1 requirements on authentication method and credentials between UE and NPN. 
· Therefore, no new authentication method will be defined in R16 and the normative/informative status of the currently inluded authentication methods in TS 33.501 will not be modified.
· For NPN, a new clause or annex eventually referencing other existing parts of TS 33.501 will be provided. 

· For NPN UEs deployed only in isolated scenarios, the choice of the supported authentication methods is left to the stakeholders.
The following is stated in the informative Annex B in TS 33.501:
“The present annex describes an example of the usage of additional EAP methods for primary authentication in private networks using the 5G system as specified in TS 22.261  [7]. It is provided as an example on how the 5G authentication framework for primary authentication can be applied to EAP methods other than  EAP-AKA' The additional EAP methods are only intended for private networks or with IoT devices in isolated deployment scenarios, i.e. roaming is not considered, as specified in TS 22.261 [7]. 
When the 5G system is deployed in private networks, the SUPI and SUCI should be encoded using the NAI format as specified in TS 23.501 [2]. UE always includes the realm part in the NAI for routing to the correct UDM.”
This contribution does not take a stand on potential revision of key hierarchy and key derivation for NPN to be included in R16. 
