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1
Opening of the Meeting (9:00 on Monday)

2
Approval of Agenda and Meeting Objectives

3
IPR and Anti-Trust Law Reminder

4
Work Areas

4.1 Security Assurance Specification for 5G (SCAS_5G) (Rel-16)
4.1.1 NR Node B (gNB) (TS 33.511)

4.1.2 Access and Mobility Management Function (TS 33.512)

4.1.3 User Plane Function (UPF) (TS 33.513)

4.1.4 Unified Data Management (UDM) (TS 33.514)

4.1.5 Session Management Function (SMF) (TS 33.515)

4.1.6 Authentication Server Function (AUSF) (TS 33.516)

4.1.7 Security Edge Protection Proxy (SEPP) (TS 33.517)

4.1.8 Network Resource Function (NRF) (TS 33.518)

4.1.9 Network Exposure Function (NEF) (TS 33.519)

4.1.10 Other issues

5
Studies

5.1 Study on Security Aspects of the 5G Service Based Architecture (FS_SBA-Sec) (Rel-16)

5.2 Study on Long Term Key Update Procedures (FS_LTKUP) (Rel-16)

5.3 Study on Supporting 256-bit Algorithms for 5G (FS_256-Algorithms) (Rel-16)
5.4 Security aspects of single radio voice continuity from 5G to UTRAN (FS_5G_UTRAN_SEC) (Rel-16)

5.5 Study on authentication and key management for applications based on 3GPP credential in 5G IoT (FS_AKMA) 
(Rel-16)
5.6 Study on evolution of Cellular IoT security for the 5G System (FS_CIoT_sec_5G) (Rel-16)
5.7 Study on the security of the Wireless and Wireline Convergence for the 5G system architecture (FS_5WWC_SEC) 
(Rel-16)
5.8 Study on Security Aspects of PARLOS (FS_PARLOS_Sec) (Rel-16)
5.9 Study on 5G security enhancement against false base stations (FS_5GFBS) (Rel-16)
5.10 Study of KDF negotiation for 5G System Security (FS_5GS_KDF) (Rel-16)
5.11 Study on Security aspects of Enhancement of Network Slicing (FS_eNS_SEC) (Rel-16)
5.12 Study on Security of the enhancement to the 5GC location services (FS_eLCS_Sec) (Rel-16)
5.13 Study on security for 5G URLLC (FS_5G URLLC_SEC) (Rel-16)
5.14 Study on SECAM and SCAS for 3GPP virtualized network products (FS_VNP_SECAM_SCAS) (Rel-16)
5.15 Study on Security for 5GS Enhanced support of Vertical and LAN Services (FS_Vertical_LAN_SEC) (Rel-16)
5.16 Study on LTKUP Detailed solutions (FS_LTKUP_Detail) (Rel-16)

5.17 Study on User Plane Integrity Protection (FS_UP_IP_Sec) (Rel-16)
5.18 Study on Security Impacts of Virtualisation (FS_SIV) (Rel-16)
5.19 Study on authentication enhancements in 5GS (FS_AUTH_ENH) (Rel-16)
5.20 Study on Security for NR Integrated Access and Backhaul (FS_NR_IAB_Sec)
5.21 Study on Security Aspects of 3GPP support for Advanced V2X Services (FS_eV2X_Sec) 
6
Any Other Business

7
Close (Friday 16:00 at latest)
Meeting Scope

· Only above topics

· No CRs or other plenary outputs (e.g. TSs/TRs for information/approval or new/revised WIDs/SIDs)
· LS relating to above topics only

· Studies agreed in SA3#94 – Skeleton and scope only 
· IAB (5.20)
· C-V2X (5.21)
Meeting Objectives:

· Progress on included work items and study items

· Prioritise SIDs not fully covered in SA3#94 and others based on timescales
Draft Schedule of the Meeting (schedule will be modified as needed):
Small topics

•
5.10 Study of KDF negotiation for 5G System Security (FS_5GS_KDF) (Rel-16) 

•
5.14 Study on SECAM and SCAS for 3GPP virtualized network products (FS_VNP_SECAM_SCAS) (Rel-16) 

•
5.16 Study on LTKUP Detailed solutions (FS_LTKUP_Detail) (Rel-16) 

•
5.18 Study on Security Impacts of Virtualisation (FS_SIV) (Rel-16) 

•
5.20 Study on Security for NR Integrated Access and Backhaul (FS_NR_IAB_Sec) 

•
5.21 Study on Security Aspects of 3GPP support for Advanced V2X Services (FS_eV2X_Sec) 
•
eNS S-NSSAI subtopic 
Monday

· Agenda items 1, 2, 3, 4 Security Assurance Specification for 5G (SCAS_5G) (Rel-16) 

· 5.12 Study on Security of the enhancement to the 5GC location services (FS_eLCS_Sec) (Rel-16) 

· 5.19 Study on authentication enhancements in 5GS (FS_AUTH_ENH) (Rel-16)

· 5.17 Study on User Plane Integrity Protection (FS_UP_IP_Sec) (Rel-16) – 14 docs

· 
Tuesday
· 5.5 Study on authentication and key management for applications based on 3GPP credential in 5G IoT (FS_AKMA) (Rel-16) 

· 5.9 Study on 5G security enhancement against false base stations (FS_5GFBS) (Rel-16) 

· Any time remaining on small agenda items - see top of the page

· 
Wednesday
· 5.1 Study on Security Aspects of the 5G Service Based Architecture (FS_SBA-Sec) (Rel-16) 

· Small agenda items 

· Output docs

· 5.13 Study on security for 5G URLLC (FS_5G URLLC_SEC) (Rel-16)

· 5.15 Study on Security for 5GS Enhanced support of Vertical and LAN Services (FS_Vertical_LAN_SEC) (Rel-16) 

· Any extra time for PARLOS 

· 
Thursday

· 5.11 Study on Security aspects of Enhancement of Network Slicing (FS_eNS_SEC) (Rel-16) 

· Output docs

· 5.8 Study on Security Aspects of PARLOS (FS_PARLOS_Sec) (Rel-16) 

· 5.7 Study on the security of the Wireless and Wireline Convergence for the 5G system architecture (FS_5WWC_SEC) (Rel-16) 

· 5.6 Study on evolution of Cellular IoT security for the 5G System (FS_CIoT_sec_5G) (Rel-16) 

· 
Friday
· Remaining docs and outputs

· 
Additional break-out sessions may be arranged.
