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**Comments**

This contribution proposes detailed description for OAuth 2.0 for TR 33.938.

The OAuth 2.0 is an authorization framework. In 3GPP, the bearer token option in JWT format (using JWS) is chosen to address additional security aspects in OAuth 2.0. This option requires uses of cryptography, as in TLS and JWS. Since OAuth 2.0 is widely used in 3GPP specifications, e.g. SBI in TS 33.501 and others for SA6/CT, it is proposed to include its description in this TR although it is a framework, which is potentially impacted by QC and should not be left out in future PQC migration.
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## 3.3 Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

BSF Bootstrapping Server Function

CBOR Concise Binary Object Representation

COSE CBOR Object Signing and Encryption

ECDSA Elliptic Curve Digital Signature Algorithm

JWT JSON Web Token

KDF Key Derivation Function

MPQUIC Multipath QUIC

OAuth Open Authorization

OCSP Online Certificate Status Protocol

OSCORE Object Security for Constrained RESTful Environments

PKI Public Key Infrastructure

QUIC Quick UDP Internet Connections

REST Representational State Transfer

SECG Standards for Efficient Cryptography

SUPI Subscription Permanent Identifier

TLS Transport Layer Security

UDP User Datagram Protocol

\* \* \* Next Change \* \* \* \*

### 4.4.x OAuth 2.0

The OAuth 2.0 protocol is an authorization framework enabling a third-party application to obtain limited access to an HTTP service as specified in RFC 6749 [x1]. The usage of bearer tokens in OAuth 2.0 and JSON Web Token (JWT) are specified in RFC 6750 [x2] and RFC 7519 [x3] respectively. The former requires TLS (see also in the clause 4.4.2) to secure transmission of token whereas the latter uses JSON Web Signature (JWS) (see also in the clause 4.4.17) for integrity protection of token.

OAuth 2.0, using JWT bearer token, is used in 5G system to provide security for the following:

* Authorization of Application Function (clause 12.4 of TS 33.501 [4])
* Authorization for the Service Based Interface (clauses 13 and 14 of TS 33.501 [4] and clause 6.7 of TS 29.500 [x4])
* Authentication for the management service for network slices (clause 15 of TS 33.501 [4])
* Authorization of NF Service for network automation (clause X.2 of TS 33.501 [4])

OAuth 2.0 (JWT bearer token) employs asymmetric cryptography and symmetric cryptography for authentication and key agreement, as in TLS.

OAuth 2.0 (JWT bearer token) employs asymmetric cryptography and symmetric cryptography for authorization based on signatures and message authentication code (MAC), as in JWS.

\* \* \* End of Changes \* \* \* \*