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\*\*\*\*\*\*\* START OF CHANGES

## 6.Y Authorization for finer level service API access

Editor’s Note: Details to be done.

The authorization function shall support finer level authorization as specified in TS 23.222 [X]. In both RNAA and non-RNAA scenarios, finer level service API access authorization can be used to limit access to specific services and service operations.

To enable finer level service API access, the authorization request or access token request includes the requested service and service operations at the respective granularity. For RNAA, the request may also include the resource owner ID.

If the API invoker is authorized, the CCF responds to the API invoker with an access token including finer level authorization information, or an authorization code.

\*\*\*\*\*\*\* END OF CHANGES