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\*\*\*\*\* START OF CHANGES

#### 13.4.1.2 Service access authorization in roaming scenarios

##### 13.4.1.2.0 General

The clause describes service access authorization in roaming scenarios without SCP involvement. The service access authorization in roaming to support indirect communication is described in clause 13.4.1.X.

\*\*\*\*\* NEXT CHANGE

#### 13.4.1.X Service access authorization in roaming scenarios in indirect communication scenarios

##### 13.4.1.X.1 General

This clause specifies specific requirements to support indirect communication with or without delegated discovery between different PLMNs and, in case of delegated discovery, with possible NF selection at target PLMN, as specified in clause 6.3.1 of 3GPP TS 23.501 [2] and clause 4.17.10a of 3GPP TS 23.502 [8].

The terms "source PLMN" and "target PLMN" throughout this clause refer respectively to the PLMN originating the request (i.e. the PLMN of the NF Service Consumer) and the PLMN receiving/serving the request (i.e. the PLMN of the NF Service Producer). vNRF refers to the NRF in the source PLMN and hNRF refers to the NRF in the target PLMN.

The OAuth 2.0 roles for roaming are described in clause 13.4.1.2.1.

##### 13.4.1.X.2 Authorization for indirect communication without delegated discovery procedure

##### 13.4.1.X.2.1 With mutual authentication between NF Service Consumer and NRF at the transport layer

The procedure of access token request and service request as specified in clause13.4.1.3.1.1 applies with the vNRF-hNRF communication as specified in clause 13.2.1.2.2.

##### 13.4.1.X.2.2 Without mutual authentication between NF Service Consumer and NRF at the transport layer

In case of selection of the target NF by the SCP in the source PLMN, the procedure of access token request and service request as specified in clause13.4.1.3.1.2 applies with the vNRF-hNRF communication as specified in clause 13.2.1.2.2.

In case of selection of the target NF by the SCP of the target PLMN, the SCP of the source PLMN sends a service request without access token to the target PLMN's SCP, which then requests the access token from hNRF. After receiving an access token, the SCP of the target PLMN sends a service request to the selected NF Instance or NF Service Instance. The SCP in the target PLMN forwards the service response via the SCP in the source PLMN to the respective NF Service Consumer.

##### 13.4.1.X.3 Authorization for indirect communication with delegated discovery procedure

In case of selection of the target NF by the SCP in the source PLMN, the procedure of access token request and service request as specified in clause13.4.1.3.2 applies with the vNRF-hNRF communication as specified in clause 13.2.1.2.2.

In case of selection of the target NF by the SCP of the target PLMN, the SCP of the source PLMN sends a service request without access token to the target PLMN's SCP as described in step 7 of Figure 4.17.10a-1 in 3GPP TS 23.502 [X]. The SCP of the target PLMN requests an access token from hNRF and if successful, the SCP of the target PLMN forwards the service request to the selected NF Instance or NF Service Instance. A service response is provided via the SCP in the source PLMN to the respective NF Service Consumer.

\*\*\*\*\* END OF CHANGES