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\* \* \* First Change \* \* \* \*

#### 6.5.3.B Resource owner authorization management

Editor’s Note: This clause will be updated to capture the security procedures for resource owner authorization management

For the authorization code (or the optional PKCE) flow, the procedure and profiles are specified in clause 6.5.3.3. Furthermore, the authorization request sent through the CAPIF-8 includes the API invoker ID, i.e. the client ID as in RFC 6749 [4], clause 4.1. The authorization response sent through the CAPIF-8 includes the authorization code for the API invoker to obtain the access token from the CCF.

\* \* \* End of Changes \* \* \* \*