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1
Decision/action requested

This contribution contains the agreed agenda and the notes for the conference call on August the 7th.
2
Meeting information
Topic: SA3 Conference call for planning the next steps for the FS_MiBiDa study
Date and time: 7th of August at 15:00 CEST (13:00 UTC) 
Chair: Noamen Ben Henda (Huawei) chairs the call and takes notes.

3
Agenda and notes
7 input documents have been provided for the call. It is proposed to present and discuss each of them separately in the order they are listed in the table below. Informal agreements, action points or any other form of output, if any, is captured in the conclusion clause.

	Discussion item
	Notes

	Opening
	Meeting opened at 15:00 CEST. 



	Conclusion
	[Rapporteur] Presents overall document (link)
[Lenovo] Are we implying specifying some kind of informative guidance for such proprietary implementations during the normative phase. 

[Huawei] No plans to do this at this stage. This is just to clarify the rationale and the intent behind going with a solution despite not being able to eliminate the threat.

[OPPO] Aren't we missing another way forward for guidance or something similar.

[Huawei] No plans from our side but we are open for any complementary guidance proposal should the group agree to do so.

[Samsung] Presents conclusion proposal (link)

[Vivo] Presents discussion contribution (link)
[Samsung] Supports the second proposal by Vivo. On proposal 3, it is a corner case that we can disregard.
[OPPO] The 3 proposal covers the attack raised in the last meeting but in this case, we need to rely on proprietary implementations.

[Thales] We still support having a UICC based solution then UE can use other means in combination for example with location to minimize the dependency on unprotected SIB information

[OPPO] Are you still fine with proposal 2.a. and 2.b.?

[Thales] We are in support of our solution. The proposal related to UICC provided information may not be sufficient. Country value and location seems still be needed.

[Qualcomm] We thought the assumption is that the key issue does not cover initial selection and that the issue is for UEs that are registered to EPS or 5GS. So, preference is for network providing the information rather than relying on pre-provisioned information.
[Lenovo] On the network provisioned solutions, no need to rule out these solutions. This is in line with current procedure, e.g., RAT restriction provisioning.

	Evaluation
	[Google] Presents document (link)
[Huawei] Wrong baseline is used

[Google] We will update accordingly.

[OTD] No issues with VPLMN under control of this information? 

[Huawei] Information provided is specific to serving PLMN anyway and applicable as long as the UE is registered in that serving PLMN irrespective of roaming.

[NTT Docomo] This still does not help mitigating the threat. An FBS can still block legitimate signals and masquerade as any PLMN.

[Huawei] This comment applies to all solutions and not specific to this one or roaming. Yes?

[NTT Docomo] Yes

[Google] Presents document (link)

[Huawei] No time to discuss in details. Please consider using the correct baseline.

	Summary
	[ZTE] Presents document (link)

[Huawei] Presents document (link)

	Closing
	Meeting closed at 16:00 CEST


4
Conclusion
