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1
Decision/action requested

Discuss the different alternatives and possibly agree on way forward for the study.
2
References

[1]
3GPP TR 33.701: "Study on mitigations against bidding down attacks".
3
Rationale

The study TR 33.701 [1] already includes several solutions addressing the key issue. Though the solutions differ in several aspects, they do all provide means to provision certain information to the UE conveying that some type of RATs should not be selected. 

During the conclusion discussion in SA3#116, it was pointed out that though the UE obtains such information. This does not completely eliminate the threat. The reason is that the UE still has to rely on unprotected information from the SIB when performting the PLMN/cell selection procedure anyway.
Consequently, one possible direction for the study is to accept this limitation and close it without further work. Afterall, the problem is temporary. We can admit that this could be left to implementations and proprietary solutions, knowing that there are already UEs in the market that offer relevant features such as FBS detection, RAT selection configuration, etc.
On the other hand, one can speculate that any additional information provided by the network as described in the TR solutions would be helpful to such proprietary implementations. As of now, how such information could help improve proprietary features has not been discussed, neither it is in scope of this study or 3GPP. So, another direction is to select a solution for the normative work on a best-effort-basis. 
4
Detailed proposal

In summary, since none of the current solutions completely eliminate the threat, two directions are proposed for discussion:

a. Close the study without further work.

b. Select a solution for the normative work based on the premise that this would be put to good use by some proprietary means in the UE.
