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1
Decision/action requested

Approve the changes in clause 4 for inclusion in TR 33.701 [1].
2
References

[1]
3GPP TR 33.701: "Study on mitigations against bidding down attacks".
3
Rationale

During the last SA3 meeting, new solutions were approved in TR 33.701 [1]. Consequently, the current summary is incomplete and has to be updated to take into account the new solutions. The necessary updates are provided below.
4
Detailed proposal

Approve the changes below to TR 33.701 [1].
**** Start of Changes****

6.
Overall summary

In total, there are 14 solutions addressing key issue #1. All of the solutions, with the exception of solution #12, have impact on the UE and are based on conveying certain information to the UE in order to tweak which RATs the UE selects for accessing the services.

Solutions #1 to #7 propose to enhance the registration/TAU procedure in order to convey such information. Solution #5 proposes to reuse the access and mobility management data, but also allows AMF based on operator policy to send the new IE to the UE. In both cases a new IE is needed to convey that information to the UE. Solution #14 proposes to convey such information as well but differs in doing this via the configuration update procedure. All these solutions have impact on UE and AMF and potentially UDM.

Solutions #8 and #9 propose to enhance the UPU and the SoR procedures respectively. This has impact primarily on the UE. For solution #8 the impact extends to UDM and potentially AMF. SoR and UPU are under the control of the HPLMN and involves access and mobility management data. Therefore, providing information on decommissioned RATs in roaming scenarios necessitates that the HPLMN has acquired such knowledge about the VPLMN in advance.

Solutions #10, #11 and #14 do not propose any enhancements to the current procedures but rely on the information being preconfigured by the operator in the UE (solution #10) and UICC (solutions #11 and #14). In particular, solutions #11 and #14 differ in the granularity of the information configured in the UICC. For the former it is HPLMN-specific and for the latter country-specific. None of these 3 solutions have network impact.
Solution #12 does not impact UE and aims at limiting UE inter-RAT mobility since the network/RAN is aware of where such RATs have been decommissioned.
The solutions differ in the type of information conveyed to the UE as follows. All the solutions except #4 and #6 convey a list of "no longer allowed" RATs. Solution #6 on the other hand conveys a list of allowed RATs while solution #4 proposes to deliver both.

Some solutions assume that the information pertains to the serving PLMN over which the UE is registered for 3GPP access while some solutions generalize the information to a list of PLMN-specific RAT related restrictions. The latter approach requires prior knowledge about other PLMNs' no-longer-supported RATs.

None of the solutions with network impact take a stand on whether the UE needs to signal a new capability to indicate the support of this mechanism. 

None of the solutions, except #12, have impact on RAN.
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