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3GPP™ Work Item Description
Information on Work Items can be found at http://www.3gpp.org/Work-Items 
See also the 3GPP Working Procedures, article 39 and the TSG Working Methods in 3GPP TR 21.900
Title:	New WID on supporting 256-bit ciphering and integrity protection algorithms
{Free text. It has to be the same as in the "Title:" section above. Studies have to start by "Study on"}
Acronym: TBD	
{Propose an acronym. Final acronym to be confirmed at the plenary. The sign "-" is a level separator between (Feature)-(Building Block)-(Work Task). The sign "_" can be freely used. Studies have to start by "FS_". Each acronym level has to be simple and short, 7 characters max recommended}
Unique identifier:	TBD

Potential target Release:	Rel-19

1	Impacts
{For Normative work, identify the anticipated impacts. For a Study, identify the scope of the study}
	Affects:
	UICC apps
	ME
	AN
	CN
	Others (specify)

	Yes
	
	X
	X
	X
	

	No
	
	
	
	
	

	Don't know
	X
	
	
	
	X



2	Classification of the Work Item and linked work items
2.1	Primary classification
This work item is a …
{Tick one or more box(es). The full structure of all existing Work Items is shown in the 3GPP Work Plan in https://ftp.3gpp.org/Information/WORK_PLAN} 
	
	Study 

	
	Normative – Stage 1

	X
	Normative – Stage 2

	
	Normative – Stage 3

	
	Normative – Other*


* Other = e.g. testing

2.2	Parent Work Item
For a brand-new topic, use “N/A” in the table below. Otherwise indicate the parent Work Item.
	Parent Work / Study Items 

	Acronym
	Working Group
	Unique ID
	Title (as in 3GPP Work Plan)

	FS_CAT256N/A
	SA3
	1020041
	Study on enabling a cryptographic algorithm transition to 256-bits



2.3	Other related Work Items and dependencies
	Other related Work /Study Items (if any)

	Unique ID
	Title
	Nature of relationship

	
	
	{optional free text} 



Dependency on non-3GPP (draft) specification:
None
3	Justification
As study on enabling a cryptographic algorithm transition to 256-bits is getting concluded, we are proposing to start the normative work via this WID.In order to adopt 256-bit algorithms, the official algorithm indicators must be specified.
4	Objective
The objectives of this work item are the normative work according to the conclusions from TR 33.700-41:
Assign the algorithm identifier values for 256-bit cipher and integrity protection algorithms.
5	Expected Output and Time scale

	Impacted existing TS/TR {One line per specification. Create/delete lines as needed}

	TS/TR No.
	Description of change 
	Target completion plenary#
	Remarks

	TS 33.501
	Security architecture and procedures for 5G system
	
	

	
	
	
	



6	Work item Rapporteur(s)
TBD

7	Work item leadership
SA3
8	Aspects that involve other WGs
{This information is provided as best effort assumption, at the time of submission of the WID to TSG approval. It can be later changed without a need to revise the WID.
The “aspects” can be provided by topic (e.g. “security”, “multimedia”) and/or by specifying the WG(s) e.g.: "SA2, SA3, SA5, SA6. CT6 for storage, and potentially SA4". If not applicable, indicate "None" or "None identified yet"}
For a Stage 2 WID requiring Stage 3 to be done by another group: on a best-effort basis, indicate which potential WG is expected to specify the Stage 3: {possible values: "Not applicable", " unknown", "CT WGs", etc}

9	Supporting Individual Members

	Supporting IM name

	KDDI

	

	

	

	

	




