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\*\*\*\* Start of Changes\*\*\*\*

Annex X (normative):   
Security aspects of next generation real time communication services

# X.1 Security aspects of Data Channel usage in IMS network

## X.1.1 General

This clause describes the security features that are necessary to support data channel in IMS network.

## X.1.2 Media security for bootstrap data channels

### X.1.2.1 General

### X.1.2.2 e2ae security for bootstrap data channels using DTLS

## X.1.3 Media security for P2A/A2P data channels

### X.1.3.1 General

### X.1.3.2 e2ae and e2e security for P2A/A2P data channels

## X.1.4 Media security for P2P data channels

### X.1.4.1 General

### X.1.4.2 e2ae and e2e security for P2P data channels

# X.2 Security aspects of SBA in IMS media control interface

## X.2.1 General

This clause describes the security features that are necessary to support SBA in IMS media control interface.

## X.2.2 Protection at the network or transport layer

## X.2.3 Authentication and authorization
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