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[bookmark: _Hlk200989445]The following document includes a list of open issues and the suggested resolutions.
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Remaining open issues for specification 38.391
List of the open issues and type of issue
After RAN2#131bis meeting discussion, most of the open issues listed in R2-2507030 have been addressed, only 2 issues are left:
· Checking whether there is new case for “no upper layer data available” other than long writing operation which may impact to how to set MDI field (Issue 3-7)
· Status: the following agreements have been achieved, further discussion is expected to address the FFS point which may also relate to SA3/CT1 reply LS.
· Agreements:
· RAN2 confirms, in addition to delayed response, it is valid that in some cases A-IoT NAS doesn’t provide a response at all. 
· For cases other than integrity failure, AS will indicate no NAS response expected to reader. FFS how (e.g. using 0 SDU & MDI, or new indication). For integrity failure, for now RAN2 assumes that there is no AS response to the reader.  
· Ask SA3 ccCT1 whether a similar mechanism (e.g. AS response to the reader) can be used to indicate to reader no NAS response due to integrity failure.
· Paging ID length impact from new SA2 LS in S2-2507793 (Issue 1-3)
· Status: Wait for SA2 conclusion before finalizing length ID field size
The above 2 issues (issue 3-7, issue 1-3) can be further discussed based on companies’ contributions.


	32/36	
Other open issues if identified
Table: Collection of remaining open issues
Companies are invited to describe any other identified open issues not currently included within this document. Please note for the editorial suggestions/minor issues, as per chairlady’s guidance, companies are expected to give editorial inputs to the rapporteurs via email. No need to repeat those editorial issues here.
	Company
	Other identified open issues? (please describe)

	Lenovo
	CT1 agreed an LS (C1-256624) to RAN2, which is LS on handling of inventory and command collision, that CT1 observed a new attack scenario (false paging) for parallel paging and ask RAN2 to provide their view on whether it is possible for the AIoT device to respond to the new AIoT paging after completion of an ongoing inventory or command when collision happens. RAN2 may need to discuss whether to consider this issue in R19 or R20, and what is the conclusion from RAN2 point of view.
Rapp1: Thanks for the comments. I agree that RAN2 needs to have some discussion and reply LS to CT1. I will include this in the issue list.

	NEC
	The timing between CFA R2D and responding D2R message is discussed in RAN1. During the discussion, time consumption for authentication is not considered. As a consequence, the timing between CFA R2D and responding D2R message (is about 200us for some chip duration based on TS38.291) is too small for authentication, that there may be no upper layer data, i.e., inventory report NAS message, generated by upper layer at the time to transmit D2R Upper Layer Data Transfer message after CFA paging message. However, even the delayed inventory report message is generated later, it will not be retransmitted to reader based on current RAN2 MAC procedure. 
In such case, D2R Upper Layer Data Transfer message retransmission due to delayed upper layer data available for initial transmission should be supported for CFA inventory. The retransmission could be scheduled by R2D Upper Layer Data Transfer message. The following TP could be considered to solve this issue.
	5.4.3	R2D message reception
Upon reception of an R2D Upper Layer Data Transfer message, the A-IoT MAC entity shall:
1>	if the device has a stored AS ID and the R2D Upper Layer Data Transfer message is addressed to the device (i.e., the value of AS ID field is identical to the stored AS ID):
2>	if the Choice Indication field indicates that the Data SDU field is included (i.e., CI field set to 1):
3>	forward the upper layer data SDU in the Data SDU field to upper layers;
3>	initiate the following D2R message transmission, as specified in clause 5.4.2;
2>	else if the Choice Indication field indicates that the Received Data Size field is included (i.e., CI field set to 0):
3>	if the Received Data Size field is set to 0:
4>	initiate the D2R message transmission procedure as specified in clause 5.4.2;
3>	else:
4>	initiate the D2R segmentation procedure using this information as specified in clause 5.4.4;
1>	else if the device has no stored AS ID, and if CFA procedure has been performed in the current procedure:
2>	if the Choice Indication field indicates that the Data SDU field is included:
3>	set AS ID to the value indicated by the AS ID field and store the AS ID;
3>	forward the upper layer data SDU in the Data SDU field to upper layers;
3>	initiate the following D2R message transmission, as specified in clause 5.4.2.
2>	else if the Choice Indication field indicates that the Received Data Size field is included and the Received Data Size field is set to 0:
3>	set AS ID to the value indicated by the AS ID field and store the AS ID;
3> perform the D2R message transmission procedure as specified in clause 5.4.2.






	ZTE
	For the Paging ID Type indication in paging message, the status captured in chairnote is “wait for SA2 and discuss in November”, which means this issue needs to be discussed in next meeting. And in last SA2 meeting, there is no conclusion regarding the paging ID type indication. 
Based on TS 33.369, it is specified clearly that NG-RAN includes the T-ID handling in the paging message, wherein the T-ID handling information is received from AIOTF. And the T-ID handling information indicates whether the T-ID is concealed type or stored type, and whether the stored T-ID type shall be updated with or without a command. 
TS 33.369:
[bookmark: _Toc208241641][bookmark: _Hlk205552141]5.4.3	Procedure for AIoT Device identifier protection with Temp ID update during Individual inventory
......
-	In step 2 and 3 the AIOTF includes indication of type of T-ID handling. T-ID can be either concealed type or stored type. The concealed type can be based on either the stored T-ID or the permanent identifier. If needed the handling also indicates whether the stored T-ID type shall be updated with or without a command. NG-RAN includes the T-ID handling in the paging message.
Besides, based on the agareed SA2 CR S2-2509652, different behavious are defined for different types of paging IDs (i.e. filter information, temporary id, permanent ID), as copied in the below. So paging ID type needs to be informed to device so that device can differentiate the type of paging ID. 
9.	Upon reception of the Inventory Request message from the AIOTF, the RAN Reader(s) will execute the inventory operation as specified in TS 38.300 [5] and TS 38.391 [11]. The RAN Reader(s) broadcast the paging message that includes the AIoT Device Identification Information and the security parameters.
	If the received AIoT Identification Information contains:
-	Filtering Information, the AIoT Device determines whether it matches the AIoT Identification Information, as described in clause 5.8.
-	AIoT Device Temporary Identifier, the AIoT Device determines whether it matches the AIoT Identification Information, as described TS 33.369 [9].
-	AIoT Device Permanent Identifier, the AIoT Device determines whether it matches the AIoT Identification Information by comparing it with the stored AIoT Device Permanent Identifier.
So it would be good to add  “paging ID type indication in paging message” as an open issue to be discussed in next meeting. 

[Futurewei]: We have a question for ZTE - other than enabling the message format optimization that you propose in the next entry, from functionality PoV, do we have to handle this type indication at the A-IoT MAC layer? Why can’t we do it in the A-IoT NAS layer? Will the MAC layer treat the different types differently, e.g., in term of forwarding or not forwarding it to the NAS layer? Thanks.
From device complexity PoV, the MAC processing would be more streamlined if the device just needs to: 1) determine whether the Paging ID field is present or not (so as to determine whether the MAC layer alone can determine that the device is being selected); and 2) if the Paging ID field is present, forward the content in the Paging ID field (with the assistance of length information) to the upper layer for further processing. 
[ZTE] Thanks for your reply. Actually the type indication doesn’t need to be processed at A-IoT MAC layer. In our view, even if type indication is included along with paging ID, the MAC layer just deliver it the upper layer along with the paging ID and the security parameter. And indeed it is also feasible to indicate the type in NAS layer.  However, as we can see, currently all NAS information (i.e. paging ID, security parameter) in paging message is visible at A-IoT MAC layer, i.e. not encapsulated as upper layer data SDU. So no matter whether the type is indicated in NAS or AS layer, there is no much difference to the device complexity. 
The motivation of our proposal is that it seems the type needs to be included in AS layer by NG RAN node in the paging message based on the SA3 TS. And we are no sure whether SA2 and CT4 would update the format of device permanent ID and filter information for this. Another concern is that we have an overal guidance from the Chairlady that “After December, NBC changes should be avoided as much as possible similar to NR MAC process.”. 
But we have no strong view and are ok to do it in NAS layer if companies think it would be more appropriate. 

	ZTE
	In current AIOT MAC running CR, the paging ID length field shall be included if paging ID Paging ID field is present. 
-	Paging ID Length: This field is optionally present, as indicated by Paging ID Presence Indication field. If present, the length of the field is 8 bits. This field indicates the length of the Paging ID field in unit of bits when Paging ID field is present. If present, the length of the field is 8 bits. 
However, if the paging ID is device temporary ID, the paging ID length field seems not needed, if the length of device temporary ID is fixed. And based on the agreed CT4 CR C4-254398, the length of device temporary ID is 32 characters as copied in the below:
Table 6.1.6.3.2-1: Simple data types
	Type Name
	Type Definition
	Description
	Applicability

	AfId
	string
	Identifier used to identify the AF.
	

	Tid
	string
	pattern: "^[A-Fa-f0-9]{32}$"
	



In our view, it would be benefical to allow that Paging ID Length field is absent when Paging ID field is present (e.g., when device temporary ID is included as paging ID), to avoid unnecessary overhead (i.e. around 10bits can be reduced if device permanent ID is extended as indicated by SA2 ).  

So we suggest to update the field description of Paging ID Length field as below, or add an open issue on the presence of Paging ID Length field:
-	Paging ID Length: This field is optionally present when the Paging ID is not AIoT Device Temporary Identifier, as indicated by Paging ID Presence Indication field. If present, the length of the field is 8 bits. This field indicates the length of the Paging ID field in unit of bits when Paging ID field is present. If present, the length of the field is 8 bits. 

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	





	
	
Conclusions


[bookmark: _Hlk212037676]Annex-RAN2 #131bis agreements
Agreements
1. 	RAN2 concludes the follow for the proposals in post-email summary R2-2507030:
	(5-1) For permanent disabled device, no change to MAC and 38.300 spec (unless CT1 request us later). Companies understand it is clear in SA2 and/or CT1 spec.
2	(5-2) For paging ID check in re-access case, both transaction ID and paging ID are to be checked by the device. (i.e., no change to the current spec.)
3	(5-3) For Random ID Response message monitoring, RAN2 to agree the following change to MAC spec:
	5.3.1.3   Reception of Random ID Response message
Once the Access Random ID message is transmitted, the device shall monitor for Random ID Response message until it has received K message(s) of the Access Trigger message or the A-IoT Paging message or R2D Upper Layer Data Transfer message addressed to the device (i.e., the device shall not monitor for the Random ID Response message after that). The K is configured in the A-IoT Paging message.



4.  (5-4) For R2D Upper Layer Data Transfer message monitoring,  no spec change is needed.	
Agreements
RAN2 replies to CT1:
	We clarify the answer is only about R19 in general.
	For the response to single upper layer command in D2R, RAN2 supports the 125 bytes considering that SA1 requirement is 125 bytes. 
	To explain to CT1 that the D2R segmentation is not intended to support the NAS SDU larger than SA1 requirement. 
	RAN2 understands for R2D upper layer data for single upper layer command, the maximum size of one R2D NAS container is: 125bytes – 6bytes = 119bytes 
	Agreements
RAN2 replies to SA2:
-	From RAN2 point of view, extending the AIoT Device permanent ID to 256-bit and 496-bit is feasible, based on the calculation of existing fields size in this release.
-	However, the less overhead of paging message, the better coverage performance for paging message reception.  Highlight space pressure with 1000bits and ask SA2 to consider the space pressure from RAN2.   




Agreements
Send an LS to SA3, cc:CT1
-   Question on whether the security parameter has to be included in every paging message.   
-   Clarify that we have different types of messages, paging message and subsequent paging.    
-   While it is feasible from signaling perspective, RAN2 has concerns
-   RAN2 has discussed the following concerns and downsides with making the 128bits mandatory for every paging message:
	- deployments where it may not be always needed 
	- overhead is high and complexity for devices 
	- power consumption overhead with authentication (time consuming, etc)
	- coverage

In RAN2 agree to:
-	Add a 1 bit optionality bit for 128bits security field in paging message.  For now, we state in our specification that this bit is set to present in this release according to SA3 TS.  If SA3 confirms that it can be optional after LS reply it shall be updated.  
Agreements 
1. RAN2 confirms, in addition to delayed response, it is valid that in some cases A-IoT NAS doesn’t provide a response at all.
2. For cases other than integrity failure, AS will indicate no NAS response expected to reader.   FFS how (e.g. using 0 SDU & MDI, or new indication).  
3. For integrity failure, for now RAN2 assumes that there is no AS response to the reader.  Ask SA3 ccCT1 whether a similar mechanism (e.g. AS response to the reader) can be used to indicate to reader no NAS response due to integrity failure.   

Overall guidance
After December, NBC changes should be avoided as much as possible similar to NR MAC process.  

